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บทคัดย่อ   

	 สภาพสังคมในปัจจุบันมีการใช้ระบบคอมพิวเตอร์และระบบอินเทอร์เน็ตเข้ามามีบทบาทในชีวิต

ประจ�ำวันเป็นอย่างมาก การติดต่อสื่อสารหรือการค้นหาข้อมูลต่าง ๆ จะมีการกระท�ำผ่านทางสื่อ 

ออนไลน์ ทั้งผ่านเครื่องคอมพิวเตอร์แท็บเล็ต หรือโทรศัพท์มือถือ และในปัจจุบันการเผยแผ่พุทธศาสนา 

มีการใช้ส่ือออนไลน์เป็นเครื่องมือส�ำคัญในการเผยแผ่หลักค�ำสอนได้อย่างกว้างขวาง ไม่เฉพาะแต่ใน 

ราชอาณาจักรไทย แต่ยังสามารถเผยแผ่ไปไกลได้ทั่วโลกด้วยวิธีการท่ีสะดวก ง่าย และรวดเร็ว ดังนั้น  

การใช้สื่อออนไลน์ในการเผยแผ่พระพุทธศาสนาจึงเป็นวิธีการที่มีประสิทธิภาพสูง แต่อย่างไรก็ตามการใช้

สือ่ออนไลน์ของพระภกิษนุัน้ยงัไม่มมีาตรการในการควบคมุ เพราะถอืว่าเป็นสทิธเิสรภีาพภายใต้รฐัธรรมนญู

ทีบ่คุคลจะสามารถใช้สทิธขิองตนเองกระท�ำการอนัไม่ฝ่าฝืนกฎหมาย และไม่ขดัต่อศลีธรรมหรอืความสงบ

เรียบร้อยของประชาชน เมื่อพระภิกษุถือเป็นบุคคลกลุ่มหนึ่งในสังคมที่สามารถเข้าถึงส่ือสังคมออนไลน ์
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299ปัญหากฎหมายในการปล่อยชั่วคราวของผู้ต้องหาหรือจ�ำเลยในคดีอาญาที่เป็นพระภิกษุฯ

ได้ง่ายเช่นเดียวกับประชาชนทั่วไป โอกาสในการกระท�ำความผิดตามพระราชบัญญัติว่าด้วยการกระท�ำ 

ความผิดเกี่ยวกับคอมพิวเตอร์ (ฉบับที่ ๒) พ.ศ. ๒๕๖๐ จึงอาจเกิดขึ้นได้ทั้งโดยเจตนาและไม่เจตนา  

ซึ่งการกระท�ำความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯนี้ มีการก�ำหนดโทษทางอาญา ทั้งจ�ำคุก ปรับ 

หรือทั้งจ�ำทั้งปรับ เมื่อพระภิกษุกระท�ำความผิดตามที่บัญญัติไว้ พระภิกษุรูปดังกล่าวอาจต้องรับโทษทาง

อาญา จ�ำเป็นต้องถูกบังคับสึกจากสมณเพศ ทั้งที่การพิสูจน์ความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ 

อาจจ�ำเป็นต้องใช้เวลาในการรวบรวมและตรวจสอบพยานหลกัฐาน และโดยเฉพาะอย่างยิง่พยานหลกัฐาน

ทางอิเล็กทรอนิกส์ที่จะยืนยันตัวผู้กระท�ำผิดนั้น เป็นพยานหลักฐานที่แตกต่างไปจากพยานวัตถุทั่วไป  

การพิสูจน์ให้แน่ชัดเสียก่อนว่าพระภิกษุรูปนั้นเป็นผู้กระท�ำผิดจริง จึงเป็นเร่ืองที่ยากและซับซ้อนกว่า 

ความผดิอาญาโดยทัว่ไป และพระภกิษยุงัต้องอยูภ่ายใต้พระราชบญัญติัคณะสงฆ์ พ.ศ.๒๕๐๕ และท่ีแก้ไข

เพิ่มเติม พ.ศ. ๒๕๓๕ อีกด้วย ดังนั้น ความรับผิดทางคอมพิวเตอร์ส�ำหรับพระภิกษุจึงมีความซับซ้อน  

การบัญญัติกฎหมายหรือระเบียบเพิ่มเติมเพื่อใช้เฉพาะกรณีพระภิกษุต้องรับผิดตามพระราชบัญญัติ

คอมพวิเตอร์ฯนัน้ จงึมคีวามจ�ำเป็น และ การจัดต้ังหน่วยงานรับผิดชอบก�ำกับดูแลการใช้งานคอมพิวเตอร์

ของพระภกิษจุะช่วยให้ลดปัญหาการละเมดิสิทธขิองพระภกิษุจากการต้องสึกจากสมณเพศท้ังท่ีในบางคร้ัง

ยังไม่เป็นอาบัติหนักตามโทษทางพระวินัยและยังไม่เข้าหลักเกณฑ์ตามพ.ร.บ.คณะสงฆ์ฯ การมีเจ้าหน้าที่

โดยเฉพาะทีม่อี�ำนาจและมคีวามรูค้วามเชีย่วชาญจะช่วยท�ำให้ลดปัญหาดังกล่าว และสามารถจัดการปัญหา

ทีเ่กิดจากการใช้งานทีผ่ดิวตัถปุระสงค์ของพระภกิษไุด้ รวมทัง้การให้ความรูค้วามเข้าใจแก่พระภกิษใุนการ

ใช้งานคอมพวิเตอร์อย่างถูกต้องเป็นเรือ่งทีส่�ำคญั เพือ่ช่วยด�ำรงพทุธศาสนาให้ยงัมคีวามน่าเลือ่มใสศรทัธา

และสืบสานพุทธศาสนาต่อไป

ค�ำส�ำคัญ: พระราชบัญญัติคอมพิวเตอร์; พระภิกษุ; ความรับผิดเกี่ยวกับคอมพิวเตอร์

Abstract
	 In today's society, computer systems and the internet play a significant role in  

everyday life. Communication and information retrieval are conducted through online 

media, whether via computers, tablets, or mobile phones. Currently, the propagation of 

Buddhism utilizes online media as a crucial tool for disseminating teachings widely, not 

only within the Kingdom of Thailand but also globally, through convenient, easy, and fast 

methods. Therefore, using online media to spread Buddhism is a highly effective approach. 

However, the use of online media by monks remains unregulated, as it is considered  

a right to freedom under the constitution, allowing individuals to exercise their rights 

without violating the law or contradicting morality or public order. Since monks are  
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a group of people in society with easy access to social media, just like the general public, 

the opportunity to commit offenses under the Computer-Related Crime Act (No. 2) B.E. 

2560 may occur both intentionally and unintentionally. Offenses under this Act carry 

criminal penalties, including imprisonment, fines, or both. When a monk commits an  

offense specified in the Act, that monk may be subject to criminal punishment and may 

be forced to leave the monkhood. However, proving offenses under the Computer- 

Related Crime Act (No. 2) B.E. 2560 sometimes requires time to gather and examine  

evidence, especially electronic evidence to identify the perpetrator, which differs from 

general physical evidence. Proving definitively that a monk has committed an offense is 

difficult and more complex than general criminal offenses. Furthermore, monks are also 

subject to the Sangha Act B.E. 2505. Therefore, computer-related liability for monks is 

complex. Enacting additional laws or regulations specifically for cases where monks are 

held responsible under the Computer-Related Crime Act is necessary. Additionally,  

establishing an agency responsible for overseeing computer use by monks will help  

reduce the problem of monks' rights being violated, such as being forced to leave the 

monkhood when they have not committed a serious offense according to Buddhist  

disciplinary rules or do not meet the criteria under the Sangha Act B.E. 2505. Having 

competent and knowledgeable officials will help mitigate such problems and  

address issues arising from the misuse of computers by monks. Educating monks on  

the appropriate use of computer technology is another way to preserve the faith of  

Buddhist faith. This will help to maintain the faith and credibility of Buddhism and  

continue its propagation.

Keywords: Computer – Related Crime Act; Monks; Computer Crime 

บทน�ำ
	 คอมพิวเตอร์และอินเทอร์เน็ตเข้ามามีบทบาทในสังคมปัจจุบันเป็นอย่างสูง ประชาชนไม่ว่าจะเป็น 

กลุ่มประชาชนอายุน้อย วัยท�ำงาน หรือกลุ่มผู้สูงอายุล้วนแต่สามารถเข้าถึงระบบอินเทอร์เน็ตและระบบ

คอมพิวเตอร์ได้อย่างง่าย รวดเร็วและสะดวก ทั้งผ่านคอมพิวเตอร์โน้ตบุ๊ก แท็บเล็ต โทรศัพท์มือถือ ซึ่งใน

ปัจจุบันโดยเฉพาะเทคโนโลยีของโทรศัพท์มือถือสามารถเชื่อมต่อระบบออนไลน์ได้ง่าย มีแอปพลิเคชัน 
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ในการใช้งานมากมายทีท่�ำให้การใช้ชวีติสะดวกมากขึน้ เช่น อนิเทอร์เนต็แบงก้ิง การรับข้อมลูข่าวสารจาก

ทั่วโลกผ่านแอปพลิเคชันเอ็กซ์ (X) การสื่อสารติดต่อกันผ่านแอปพลิเคชันเฟซบุ๊ก (Facebook) หรือ  

อินสตราแกรม (Instagram) เป็นต้น เม่ือมีประชาชนเข้าใช้งานระบบคอมพิวเตอร์และอินเทอร์เน็ต 

จ�ำนวนมาก อาชญากรจึงอาศัยช่องทางออนไลน์ในการแฝงตัวเข้ามาก่ออาชญากรรม ลักษณะของ

อาชญากรรมออนไลน์หรอืการกระท�ำความผดิเกีย่วกบัคอมพวิเตอร์นัน้ทัว่โลกให้ความส�ำคญั มกีารบญัญติั 

อนุสัญญาบูดาเปสต์ว่าด้วยอาชญากรรมไซเบอร์ พ.ศ. ๒๕๔๔ (The Budapest Convention on  

Cybercrime 2001) ซ่ึงเป็นอนุสัญญาแรกท่ีได้วางแนวทางให้ประเทศสมาชิกได้น�ำไปเป็นร่างในการ 

บญัญตักิฎหมายภายในประเทศสมาชกิ โดยอนสุญัญาว่าด้วยอาชญากรรมทางคอมพวิเตอร์ฯ มวีตัถปุระสงค์

ที่ส�ำคัญ ๓ ประการ ได้แก่

		  ๑) 	เพือ่ให้กฎหมายว่าด้วยอาชญากรรมทางคอมพวิเตอร์ภายในประเทศต่าง ๆ  มคีวามสอดคล้อง

และเป็นไปในทิศทางเดียวกัน

		  ๒)	เพื่อให้กฎหมายวิธีพิจารณาความอาญาภายในประเทศต่างๆ มีการให้อ�ำนาจพนักงาน 

เจ้าหน้าที่ในการสืบสวน สอบสวนและด�ำเนินคดีการกระท�ำความผิดเกี่ยวกับคอมพิวเตอร์ ตลอดจน 

การรวบรวมพยานหลักฐานที่อยู่ในรูปของข้อมูลคอมพิวเตอร์

		  ๓)	เพื่อเร่งรัดให้เกิดความร่วมมือระหว่างประเทศและบรรลุวัตถุประสงค์ของอนุสัญญา
1
 

	 ดังนั้น การก�ำหนดฐานความผิดของการกระท�ำทางคอมพิวเตอร์ในกฎหมายของแต่ละประเทศ 

จะต้องมีความชัดเจน การด�ำเนินการต่างๆเกี่ยวกับการกระท�ำความผิดเกี่ยวกับคอมพิวเตอร์ท่ีต้องอาศัย

การรวบรวมพยานหลักฐานทางอิเล็กทรอนิกส์จ�ำเป็นต้องอาศัยความรวดเร็ว แม่นย�ำ และความเชี่ยวชาญ

เฉพาะทางในการเกบ็พยานหลกัฐานประเภทนี ้เนือ่งด้วยพยานหลกัฐานเป็นชิน้ส่วนส�ำคญัในกระบวนการ

ยุติธรรมตั้งแต่ชั้นพนักงานสอบสวนในการด�ำเนินการหาตัวผู้กระท�ำผิด จนถึงชั้นศาลซ่ึงประเทศไทย 

ใช้ระบบกล่าวหา ดังนั้น ฝ่ายที่เสียหายต้องพิสูจน์ให้ได้ว่ามีการกระท�ำความผิดเกี่ยวกับคอมพิวเตอร์ 

ตามพระราชบัญญัติคอมพิวเตอร์ฯจริง และจ�ำเลยเป็นผู้กระท�ำความผิดนั้นจริง ซ่ึงการพิสูจน์ด้วยพยาน

อิเล็กทรอนิกส์ต้องรัดกุม และแม่นย�ำเพียงพอที่จะพิสูจน์ความผิดของผู้นั้น 

	 ในกรณีของพระภิกษุในประเทศไทยมีการใช้งานคอมพิวเตอร์และอินเทอร์เน็ตมากขึ้น โดยเฉพาะ

พระภกิษทุีมี่พรรษาน้อย หรอืเพิง่เข้ามาบวชใหม่ ถอืเป็นบคุคลรุน่ใหม่ทีส่ามารถใช้งานคอมพวิเตอร์ได้อย่าง

คล่องแคล่ว สามารถใช้งานคอมพิวเตอร์และสื่อออนไลน์ในการเผยเเผ่พุทธศาสนาได้อย่างมีประสิทธิภาพ 

นอกจากเผยแผ่พุทธศาสนาหลักค�ำสอนของพระพุทธเจ้าให้แก่ชาวไทยแล้ว ยังสามารถใช้สื่อออนไลน ์

	 1
 สราวุธ ปิติยาศักดิ์, ค�ำอธิบาย พ.ร.บ.ว่าด้วยการกระท�ำความผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ.๒๕๕๐ และ  

(ฉบับที่ ๒) พ.ศ.๒๕๖๐, พิมพ์ครั้งที่ ๓, (กรุงเทพมหานคร : นิติธรรม, ๒๕๖๓), หน้า ๓๓๙.
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ในการเผยแผ่พุทธศาสนาให้แก่ประชาชนในประเทศต่าง ๆ ท่ัวโลกได้อีกด้วย นอกจากนั้นแล้วยังใช้เป็น 

สื่อออนไลน์ในระบบการเรียนการสอนทางไกล การสื่อสารระหว่างกัน แต่อย่างไรก็ตามการใช้งาน

คอมพวิเตอร์และระบบอนิเทอร์เนต็ของพระภกิษตุ้องอยูภ่ายใต้พระราชบญัญตัว่ิาคอมพวิเตอร์ฯ เช่นเดยีว

กับประชาชนทั่วไป พระราชบัญญัติคอมพิวเตอร์ฯ ฉบับนี้มีการบัญญัติโทษทางอาญา ทั้งโทษจ�ำคุก ปรับ 

หรือทั้งจ�ำทั้งปรับ แต่การพิจารณาโทษทางอาญานั้นอยู่ในดุลพินิจของศาลซึ่งเป็นข้ันตอนสุดท้ายใน

กระบวนการยุติธรรมที่จะระบุได้ว่าผู้ใดเป็นผู้กระท�ำความผิดจริง ลักษณะของความผิดทางคอมพิวเตอร ์

มีทั้งลักษณะการกระท�ำต่อระบบคอมพิวเตอร์ เช่น การเข้าถึงระบบคอมพิวเตอร์ของผู้อื่นโดยมิชอบ หรือ 

การกระท�ำผิดต่อข้อมูลคอมพิวเตอร์ เช่น การหลอกลวงด้วยข้อความอันเป็นเท็จหรือปลอมลงในระบบ

คอมพิวเตอร์โดยทุจริต ท�ำให้เกิดความเสียหาย ลักษณะที่ส�ำคัญอีกอย่างหนึ่งของอาชญกรรมทาง

คอมพิวเตอร์ คือ ความเสียหายที่เกิดขึ้นนั้น เป็นความเสียหายที่เป็นวงกว้าง มีมูลค่าความเสียหายสูงและ

สามารถสร้างความเสยีหายได้ภายในระยะเวลาอนัรวดเรว็ การชดใช้ค่าเสยีหายหรอืการได้คนืมาซึง่ทรพัย์สนิ

ทีเ่สยีหายนัน้เป็นไปได้ยาก เพราะระบบอนิเทอร์เนต็สามารถโอนย้ายถ่ายโอนเงินหรือข้อมลูออกไปได้ทันที

ในเวลาไม่ก่ีวนิาท ีพระภกิษทุีใ่ช้คอมพิวเตอร์อาจมกีารโพสหรอืแชร์ข้อมลูออกไปเป็นสาธารณะ และข้อมลู

ดงักล่าวน้ันเป็นความผดิ ไม่ว่าการกระท�ำนัน้จะกระท�ำด้วยเจตนาหรอืไม่เจตนา กถ็อืเป็นความผดิส�ำเรจ็แล้ว 

แต่การรบัโทษทางอาญาของพระภกิษยุงัต้องอยูภ่ายใต้ พ.ร.บ.คณะสงฆ์ฯ เม่ือพระภกิษตุ้องโทษทางอาญา

และไม่ได้รับการปล่อยตัว หรือกรณีที่ศาลพิพากษาลงโทษทางอาญาแล้ว พระภิกษุรูปนั้นต้องสึกจาก 

สมณเพศ แต่หากการกระท�ำผิดทางคอมพิวเตอร์นั้นจ�ำเป็นต้องมีการพิสูจน์ให้ได้อย่างแน่ชัดว่า พระภิกษุ

เป็นผู้กระท�ำผิดท่ีแท้จริง หากเจ้าหน้าท่ีท่ีเกี่ยวข้องหรือพระซ่ึงเป็นผู้บังคับบัญชา เจ้าอาวาส บังคับ 

จบัสกึแล้ว แต่หากมาพสิจูน์ได้ในภายหลงัว่าพระภกิษรูุปนัน้มไิด้กระท�ำความผิดดังกล่าว เหตุนีจึ้งเป็นการ

ละเมดิสทิธขิัน้พืน้ฐานตามรฐัธรรมนญูทีค่วรให้โอกาสแก่ทกุคนในการพิสูจน์ความบริสุทธิข์องตนเอง ยกเว้น

กรณีการกระท�ำความผิดทางคอมพิวเตอร์นั้นตรงกับอาบัติปาราชิก หรืออาบัติหนักท่ีพระภิกษุต้องสึก 

ทนัท ีเช่น การโพสต์ภาพลามกอนาจารของตนเองขณะร่วมเพศ เป็นต้น หากเป็นการกระท�ำเช่นนีส้ามารถ

ด�ำเนินการได้ตามพระวินัยและกฎหมายได้ทันที 

วัตถุประสงค์การวิจัย 

	 ๑. 	เพื่อศึกษาแนวคิดและทฤษฎีต่าง ๆ ที่เกี่ยวข้องกับกรณีความรับผิดของพระภิกษุตามพระราช

บัญญัติคอมพิวเตอร์ฯ

	 ๒. 	เพื่อศึกษากฎหมายต่างประเทศที่เก่ียวของกับความรับผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ 

และ พ.ร.บ.คณะสงฆ์ฯ และกฎหมายที่เกี่ยวข้อง 
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303ปัญหากฎหมายในการปล่อยชั่วคราวของผู้ต้องหาหรือจ�ำเลยในคดีอาญาที่เป็นพระภิกษุฯ

	 ๓.	เพื่อวิเคราะห์เปรียบเทียบความรับผิดของบุคคลท่ัวไปและพระภิกษุกรณีกระท�ำความผิดทาง

คอมพิวเตอร์ 

	 ๔. เพื่อเสนอแนะแนวทางการแก้ไขปัญหาในการลงโทษทางอาญาต่อพระภิกษุที่กระท�ำความผิด

ตามพระราชบัญญัติคอมพิวเตอร์ฯ

วิธีด�ำเนินการวิจัย
	 ศึกษาและวิจัยเอกสาร โดยการรวบรวมเอกสาร งานวิจัย กฎหมาย ระเบียบต่าง ๆ ที่เกี่ยวข้องกับ

พระราชบัญญัติคอมพิวเตอร์ฯ รวมถึง พ.ร.บ.คณะสงฆ์ฯ รวมท้ังกฎ ระเบียบ ค�ำสั่งมหาเถรสมาคม  

ที่เกี่ยวกับการด�ำเนินคดีอาญากับพระภิกษุ อีกท้ังกฎหมายขององค์กรต่างประเทศและประเทศต่าง ๆ  

ที่เกี่ยวข้องกับความผิดทางคอมพิวเตอร์ เพื่อเป็นแนวทางในการแก้ปัญหาการด�ำเนินคดีพระภิกษุกรณี

กระท�ำความผิดเกี่ยวกับคอมพิวเตอร์

ผลการวิจัย
	 จากการศึกษาพบว่า ความรับผิดทางคอมพิวเตอร์ของบุคคลทั่วไปกับพระภิกษุมีความแตกต่างกัน

ในการปฏบิตั ิเนือ่งจากหากเป็นบคุคลทัว่ไป การด�ำเนนิการของเจ้าหน้าทีส่ามารถกระท�ำการตามขัน้ตอน

ที่บัญญัติตามพระราชบัญญัติคอมพิวเตอร์ฯ ได้ทันที แต่หากเป็นพระภิกษุ เจ้าหน้าที่ที่เกี่ยวข้อง จ�ำต้อง

ด�ำเนินการให้เป็นไปตามพระวินัย รวมทั้ง พ.ร.บ. คณะสงฆ์ฯ ตามมาตรา ๒๙ ซึ่งบัญญัติว่า “พระภิกษ ุ

รูปใดถูกจับโดยต้องหาว่ากระท�ำความผิดอาญา เมื่อพนักงานสอบสวนหรือพนักงานอัยการไม่เห็นสมควร

ให้ปล่อยช่ัวคราว และเจ้าอาวาสแห่งวัดท่ีพระภิกษุรูปนั้นสังกัดไม่รับมอบตัวไว้ควบคุมหรือพนักงาน

สอบสวนไม่เหน็สมควรให้เจ้าอาวาสรบัตวัไปควบคมุ หรอืพระภกิษรุปูนัน้มไิด้สงักดัวดัใดวดัหนึง่ ให้พนกังาน

สอบสวนมีอ�ำนาจจัดด�ำเนินการให้พระภิกษุรูปนั้นสละสมณเพศเสียได้” และมาตรา ๓๐ ซึ่งบัญญัติว่า  

“เมื่อจะต้องจ�ำคุก กักขัง หรือ ขัง พระภิกษุตามค�ำพิพากษาหรือค�ำสั่งของศาล ให้พนักงานเจ้าหน้าที่ผู้มี

อ�ำนาจหน้าทีป่ฏบิตักิารให้เป็นไปตามค�ำพพิากษาหรือค�ำส่ังของศาลมอี�ำนาจด�ำเนนิการให้พระภิกษรูุปนัน้

สละสมณเพศเสียได้ และให้รายงานให้ศาลทราบถึงการสละสมณเพศนั้น”
2
 

	 ความรบัผดิจากการกระท�ำความผดิเกีย่วกบัคอมพิวเตอร์ของพระภกิษุนัน้จะต้องอยูภ่ายใต้ พ.ร.บ. 

คณะสงฆ์ฯ และ พระราชบัญญัติคอมพิวเตอร์ฯ ควบคู่กันไป บางกรณีของการกระท�ำความผิดเกี่ยวกับ

คอมพิวเตอร์ เช่น การแชร์หรือโพสข้อมูลอันเป็นเท็จลงบนระบบคอมพิวเตอร์ซึ่งเป็นความผิดตาม 

พระราชบัญญัติว่าด้วยการกระท�ำความผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ.๒๕๕๐ มาตรา ๑๔ วรรคหนึ่ง (๑) 

ซึง่แก้ไขเพิม่เตมิโดยพระราชบัญญัตว่ิาด้วยการกระท�ำความผดิเกีย่วกบัคอมพวิเตอร์ (ฉบบัที ่๒) พ.ศ. ๒๕๖๐ 

	 2
 พระราชบัญญัติคณะสงฆ์ พ.ศ. ๒๕๐๕.
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304 วารสารมหาจุฬาวิชาการ ปีที่ ๑๒ ฉบับที่ ๒

มาตรา ๘ ความว่า “ผู้ใดกระท�ำความผิดที่ระบุไว้ดังต่อไปนี้ ต้องระวางโทษจ�ำคุกไม่เกินห้าปีหรือปรับ 

ไม่เกินหนึ่งแสนบาท หรือทั้งจ�ำทั้งปรับ

	 (๑) โดยทุจริต หรือโดยหลอกลวง น�ำเข้าสู่ระบบคอมพิวเตอร์ซึ่งข้อมูลคอมพิวเตอร์ที่บิดเบือน  

หรือปลอมไม่ว่าทั้งหมดหรือบางส่วน หรือข้อมูลคอมพิวเตอร์อันเป็นเท็จ โดยประการที่น่าจะเกิดความ 

เสียหายแก่ประชาชน อันมิใช่การกระท�ำความผิดฐานหมิ่นประมาทตามประมวลกฎหมายอาญา...”
3
 

	 การพิจารณาการกระท�ำความผิดทางคอมพิวเตอร์ ต้องพิสูจน์ให้ได้ว่าเป็นการกระท�ำมาจาก 

บุคคลนั้นจริง หรือหากเป็นพระภิกษุ ก็ต้องสามารถระบุได้อย่างแน่ชัดว่าพระภิกษุรูปนั้นเป็นผู้โพส 

ข้อมูลนั้นเข้าสู่ระบบคอมพิวเตอร์โดยมีเจตนาทุจริต หรือโดยหลอกลวง ซ่ึงหากเป็นพระภิกษุรูปนั้นจริง  

มีพยานหลักฐานทางอิเล็กทรอนิกส์ท่ีแน่ชัด การด�ำเนินการทางอาญาของเจ้าหน้าที่ก็ต้องด�ำเนินการตาม 

พ.ร.บ. คณะสงฆ์ฯ ต่อไป แต่หากเจ้าหน้าที่ท่ีด�ำเนินการ กระท�ำการตาม พ.ร.บ. คณะสงฆ์ฯ โดยทันที 

โดยยังไม่สามารถพิสูจน์ได้แน่ชัดว่าผู้ที่โพสข้อมูลนั้นคือพระภิกษุรูปนั้นจริง เช่น กรณีอาจมีผู้อื่นสวมรอย

บัญชีผู้ใช้งานแล้วโพสต์ข้อมูลนั้น หรือ การโพสต์นั้นมิได้มีเจตนาทุจริต หรือกรณีอื่น ๆ ดังนั้น เจ้าหน้าที่

ต้องด�ำเนินการอย่างละเอียดรอบคอบและเป็นขั้นตอนที่ถูกต้อง การใช้ดุลยพินิจในการตัดสินใจของ 

เจ้าหน้าที่จะต้องอยู่บนพื้นฐานของกฎหมายท่ีเกี่ยวข้องและเป็นไปตามหลักเกณฑ์ท่ีกฎหมายก�ำหนด  

เจ้าหน้าทีจึ่งจะใช้ดลุพนิจิบังคับสกึได้ แต่หากเจ้าหน้าทีไ่ม่ปฏบิตัติามขัน้ตอนหรอืไม่เป็นไปตามหลกัเกณฑ์ 

แล้วบังคับสึก ถือเป็นการละเมิดสิทธิของพระภิกษุรูปนั้น 

บทสรุป
	 ๑. 	วิเคราะห์รูปแบบอาชญากรรมทางคอมพิวเตอร์และการเก็บรวบรวมพยานหลักฐานทาง

คอมพิวเตอร์ อาชญากรรมคอมพิวเตอร์ที่เกิดขึ้นสามารถแบ่งได้เป็นสองรูปแบบคือ การกระท�ำต่อระบบ

คอมพิวเตอร์ และการกระท�ำต่อข้อมูลคอมพิวเตอร์ ซึ่งทั้งสองลักษณะเป็นการใช้คอมพิวเตอร์เป็น 

เครื่องมือ สามารถก่ออาชญากรรมได้ไม่ว่าผู้กระท�ำความผิดจะอยู่ที่ไหน ผลแห่งความเสียหายสามารถ 

เกิดขึ้นได้ทั่วราชอาณาจักร โดยเฉพาะในปัจจุบันจะพบว่าผู้กระท�ำความผิดไม่ได้อยู่ภายในราชอาณาจักร 

แต่สามารถหลอกลวงผู้เสียหายท่ีอยู่ภายในราชอาณาจักรได้ เช่น Romance Scam, Spam เป็นต้น  

เนื่องด้วยเครือข่ายอินเทอร์เน็ตท่ีสามารถเช่ือมต่อถึงกันได้ท่ัวโลก อีกทั้งเทคโนโลยีที่ทันสมัยสามารถ 

ปลอมแปลงตัวบุคคล ช่ือบัญชีผู้ใช้ การดักขโมยข้อมูลส่วนบุคคล เพื่อมาใช้ในการก่ออาชญากรรมท�ำให้

เกิดความสะดวกแก่อาชญากร สร้างความเสียหายได้อย่างรวดเร็วและเป็นวงกว้าง อีกท้ังการกู้คืนระบบ 

การเรียกค่าเสียหายคืนจากผู้กระท�ำความผิดเป็นไปได้ยาก ผู้เสียหายจ�ำนวนมากจึงตกเป็นเหยื่อที่ไม่

	 3
 พระราชบัญญัติว่าด้วยการกระท�ำความผิดเกี่ยวกับคอมพิวเตอร์ (ฉบับที่ ๒) พ.ศ. ๒๕๖๐.
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สามารถเรียกร้องค่าเสียหายได้ดังเช่นอาชญากรรมทั่วไป ที่สามารถระบุตัวบุคคลผู้กระท�ำความผิด  

การสืบทรัพย์ของผู้กระท�ำความผิด เพื่อน�ำมาชดใช้เป็นค่าความเสียหายท่ีเกิดข้ึนได้ อาชญากรรมทาง

คอมพิวเตอร์จึงถือเป็นอาชญากรรมรูปแบบใหม่ที่มีเทคโนโลยีที่ทันสมัยเข้ามาเกี่ยวข้อง เทคโนโลยีที่ม ี

การพัฒนารูปแบบไปในทุก ๆ วัน ผู้บังคับใช้กฎหมาย รวมถึงเจ้าหน้าหน้าที่ที่เก่ียวข้องในกระบวนการ

ยุติธรรมต้องติดตามเทคโนโลยีให้ทัน เพื่อการป้องกันและปราบปรามอาชญากรรมคอมพิวเตอร์ได้อย่าง

รวดเร็วและถูกต้องเป็นไปตามพระราชบัญญัติคอมพิวเตอร์ฯ

	 กรณีการกระท�ำความผิดโดยท่ัวไป เจ้าหน้าท่ีท่ีเกี่ยวข้องต้องรวบรวมพยานหลักฐานท่ีเกี่ยวข้อง

ทัง้หมด ไม่ว่าจะเป็นพยานวตัถ ุพยานบคุคล พยานทางนติิวทิยาศาสตร์ หรือพยานแวดล้อมอืน่ ๆ  เพ่ือระบุ

การกระท�ำความผิดและระบุผู้ต้องสงสัยว่ากระท�ำความผิดได้อย่างถูกต้อง เมื่อคดีความขึ้นสู่ชั้นศาล  

หากมีพยานหลักฐานเพียงพอที่จะรับฟังได้ว ่ามีการกระท�ำผิดเกิดขึ้นและจ�ำเลยเป็นผู ้กระท�ำผิด  

ศาลพิจารณาโทษได้ แต่กรณีการกระท�ำความผิดทางคอมพิวเตอร์นั้น การเก็บรวบรวมพยานหลักฐาน 

ทีอ่ยูใ่นระบบเป็นไปได้ยากกว่ากรณคีวามผดิทัว่ไป บางครัง้จ�ำเป็นต้องใช้ผูเ้ชีย่วชาญโดยเฉพาะในการกูค้นื

ข้อมูล เช่น กรณีการเผยแพร่ข้อมูลอันเป็นเท็จที่กระทบต่อความมั่นคงของประเทศ ตามมาตรา ๑๑ 

ประกอบมาตรา ๑๒ แห่งพระราชบัญญัติคอมพิวเตอร์ฯ การค้นหาบัญชีผู้ใช้งานที่เผยแพร่ข้อมูลดังกล่าว 

เป็นการหาพยานหลักฐานที่ส�ำคัญในการระบุตัวผู้ต้องสงสัย แต่การจะค้นหาได้นั้น ในบางครั้งจ�ำเป็นต้อง

ได้รับความร่วมมือจากผู้ให้บริการแอปพลิเคชันนั้น ๆ ในการเปิดเผยข้อมูลส่วนบุคคล การเก็บรวบรวม

ข้อความท่ีเป็นเท็จท่ีถูกส่งต่อ หรือ แพร่กระจายออกไปด้วยความรวดเร็วของเทคโนโลยี อาจะท�ำให้ผู้ท่ี 

เข้าข่ายเป็นผูก้ระท�ำความผดิมใิช่ผูเ้ผยแพร่ต้นทางเพียงผู้เดียว อาจมบีคุคลอืน่ ๆ  ทีร่่วมเผยแพร่หรือแสดง

ความคิดเห็นที่มิได้เป็นไปในทางการใช้สิทธิตามรัฐธรรมนูญ เจ้าหน้าที่จะต้องปฏิบัติงานด้วยความรวดเร็ว

ในการเก็บพยานหลักฐานต่าง ๆ เหล่านี้ หากเปรียบเทียบ พยานหลักฐานในการกระท�ำความผิดทาง

คอมพวิเตอร์น้ันเสมอืนเป็นพยานหลกัฐานท่ีลอยอยูใ่นอากาศทีเ่จ้าหน้าทีต้่องน�ำเข้ามาและแปลงเป็นพยาน

หลักฐานที่เป็นรูปธรรม เพราะในการพิจารณาคดีของศาลนั้น มีหลักเกณฑ์ที่แน่ชัดในการรับฟังพยาน 

หลักฐาน ถ้าการได้มาของพยานหลักฐานมิชอบ ศาลอาจจะไม่รับฟังพยานหลักฐานนั้นเลย และอาจส่งผล

ต่อผลของคดีโดยตรง จะเห็นได้ว่าในปัจจุบัน คดีที่เก่ียวกับความผิดทางคอมพิวเตอร์มีจ�ำนวนมากข้ึน  

เจ้าหน้าทีต้่องเกบ็รวบรวมพยานหลกัฐานท่ีจะสามารถระบุตัวผูก้ระท�ำผดิให้ได้อย่างแน่ชัด มฉิะนัน้หากคดี

ขึ้นสู่ศาลแล้ว ไม่สามารถลงโทษจ�ำเลยได้เพียงเพราะพยานหลักฐานไม่เพียงพอ ผู้เสียหายจะยิ่งเป็นฝ่ายที่

ได้รับผลกระทบมากขึ้น

	 ๒. วิเคราะห์การใช้คอมพิวเตอร์ของพระภิกษุ ปัจจุบันเทคโนโลยีได้รับการพัฒนาอย่างรวดเร็ว 

และการเข้าถึงเทคโนโลยีเป็นไปอย่างง่าย สะดวก รวดเร็ว ประชาชนทุกกลุ่มสามารถเข้าถึงระบบ
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306 วารสารมหาจุฬาวิชาการ ปีที่ ๑๒ ฉบับที่ ๒

คอมพิวเตอร์ได้ รวมทั้งพระภิกษุซึ่งถือเป็นประชาชนกลุ่มหนึ่งในสังคม วัตถุประสงค์ของการใช้งาน

คอมพิวเตอร์ของพระภิกษุเพ่ือเผยแผ่ค�ำสอนตามหลักพระพุทธศาสนา สนทนาธรรมกับพุทธศาสนิกชน 

เผยแพร่ข้อมูลข่าวสาร ประชาสัมพันธ์ให้กับวัด อีกทั้งในทางส่วนตัว พระภิกษุสงฆ์สามารถใช้อินเทอร์เน็ต

ในการศึกษาเพิ่มเติมทั้งหลักค�ำสอน การเรียนทางไกล เพ่ือเพิ่มพูนความรู้ในทางธรรมให้มากยิ่งขึ้น 

ประโยชน์ที่ได้รับจากการใช้เทคโนโลยีนี้ ท�ำให้ประชาชนสามารถเข้าถึงศาสนาได้ง่ายขึ้น สามารถค้นหา

ข้อมูลต่าง ๆ สร้างความเข้าใจที่ถูกต้อง ร่วมสนับสนุนกิจกรรมต่างๆของวัดได้ เทคโนโลยีท�ำให้ประชาชน

เข้าใกล้ศาสนาได้มากข้ึน หากพระภิกษุสามารถใช้เทคโนโลยีไปในทางที่ถูกต้องจะเกิดประโยชน์มาก  

ตามค�ำสั่งเจ้าคณะใหญ่หนกลาง ท่ี ๘/๒๕๖๐ เรื่อง อาจารพระภิกษุสามเณรและการบริหารวัดในเขต

ปกครอง เรือ่ง การใช้เครือ่งมอืสือ่สารนัน้ ให้เจ้าอาวาสหรอืผูป้กครองสงฆ์ควบคุมการใช้งานให้อยูใ่นกรอบ

ของพระธรรมวนิยั เพราะพระภกิษมุพีระวนิยัเป็นทีต้ั่งทีต้่องปฏบิติัตนให้อยูใ่นกรอบ มใิช่แค่เพียงศลีธรรม

ของบคุคลทัว่ไป แต่มาตรฐานการปฏบิตัตินของพระภกิษมุมีากกว่านัน้ ดังนัน้ ตามหลกัแล้วการใช้เทคโนโลยี

ของพระภิกษุถูกจ�ำกัดด้วยพระธรรมวินัยอีกส่วนหนึ่ง นอกจากตามหลักกฎหมายแล้ว พระธรรมวินัยคือ

หลกัค�ำสอนและข้อปฏิบัตท่ีิพระพทุธเจ้าทรงบญัญตัไิว้ เพือ่เป็นแนวทางให้พระภกิษสุงฆ์และพทุธศาสนกิชน

ปฏิบัติตาม โดยแบ่งออกเป็น ๒ ส่วน ได้แก่ 

		  ๑) 	พระธรรม หมายถึงค�ำสอนของพระพุทธเจ้าที่แสดงถึงความจริงของธรรมชาติและแนวทาง

การปฏิบัติเพื่อบรรลุถึงความดับทุกข์หรือนิพพาน 

		  ๒) 	พระวนิยั หมายถงึ ข้อปฏบัิตแิละระเบยีบวนิยัทีพ่ระพทุธเจ้าทรงก�ำหนดไว้เพ่ือควบคมุความ

ประพฤติของพระสงฆ์ พระธรรมวินัยเป็นรากฐานของพระพุทธศาสนาที่ช่วยรักษาความเป็นระเบียบ

เรียบร้อยของพระภิกษุสงฆ์ และเป็นเครื่องมือที่พุทธศาสนิกชนจะใช้เป็นแนวทางในการด�ำเนินชีวิต 

ตามหลักธรรมค�ำสอนของพระพุทธเจ้าอย่างถูกต้อง

	 การใช้คอมพิวเตอร์และเทคโนโลยีต่าง ๆ ของพระภิกษุไม่ว่าจะเป็นแอปพลิเคชันต่าง ๆ การติดต่อ

สื่อสารกับพุทธศาสนิกชน จ�ำต้องพึงระวัง ไม่ให้ละเมิดท้ังพระวินัยและกฎหมาย ซ่ึงมิใช่เฉพาะกรณี 

ความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ เท่านั้น การกระท�ำบางอย่างอาจเข้าองค์ประกอบความผิด

กฎหมายอื่น เช่น ความผิดฐานหมิ่นประมาทตามประมวลกฎหมายอาญา เป็นต้น เพราะความรับผิดของ

พระภิกษุสงฆ์มีทั้งความรับผิดทางโลก คือ บทลงโทษตามกฎหมาย และ ความรับผิดทางพระวินัยซึ่ง 

แตกต่างไปตามขั้นของอาบัติว่าจ�ำต้องลงนิคหกรรมขั้นใด ตั้งแต่เบาถึงหนัก ดังนั้น การใช้คอมพิวเตอร์ 

ของพระภิกษุจึงต้องใช้อย่างระมัดระวังมากกว่าบุคคลทั่วไป ใช้อย่างส�ำรวมในฐานะสมณเพศ เพื่อให้เกิด

ความเลื่อมใสศรัทธา เพื่อให้เกิดประโยชน์แก่พุทธศาสนามากกว่าการที่พระภิกษุใช้คอมพิวเตอร์เป็น 

เครื่องมือเพื่อประโยชน์ส่วนตน อาจด้วยมีเจตนาหรือไม่มีเจตนาที่จะกระท�ำการต่าง ๆ แล้วให้เกิดเป็น 
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ความผิด แต่เมื่อเกิดความผิดขึ้น จ�ำต้องรับผิดทั้งทางโลกและทางธรรม เกิดเป็นผลเสียทั้งต่อพระภิกษุเอง 

และต่อพุทธศาสนา

	 ๓. วเิคราะห์เปรยีบเทยีบกฎหมายไทยและกฎหมายต่างประเทศทีเ่กีย่วกับความรบัผดิทางคอมพวิเตอร์ 

กรณีพระราชบัญญัติคอมพิวเตอร์ฯ เป็นกฎหมายที่ตราขึ้นและปรับปรุงเพื่อควบคุมพฤติกรรมที่เกี่ยวข้อง

กบัคอมพิวเตอร์ ไม่ว่าการกระท�ำโดยตรงต่อระบบคอมพวิเตอร์ หรือกระท�ำกบัข้อมลูทีป่รากฏบคอมพิวเตอร์ 

และเครือข่ายอินเทอร์เน็ต เช่น การเข้าถึงข้อมูลโดยมิชอบ การเจาะระบบ การปลอมแปลงข้อมูล  

การเผยแพร่ข่าวปลอมไม่ว่าทั้งหมดหรือบางส่วน เป็นต้น ลักษณะของพระราชบัญญัติคอมพิวเตอร์ฯนี้  

มีการก�ำหนดลักษณะความผิดท่ีชัดเจนมากขึ้น เพื่อไม่ให้เกิดช่องว่างของกฎหมายที่จะน�ำมาใช้บังคับ  

มีการก�ำหนดโทษท่ีชัดเจน ท้ังโทษจ�ำคุกและปรับส�ำหรับฐานความผิดต่าง ๆ กฎหมายค�ำนึงถึงสิทธิส่วน

บุคคลมากขึ้น ทั้งในส่วนการคุ้มครองข้อมูลส่วนบุคคลและความเป็นส่วนตัวของประชาชน เนื่องด้วย 

การก�ำหนดถึงการเข้าถึงข้อมูลส่วนบุคคลในระบบคอมพิวเตอร์โดยมิชอบ มีการก�ำหนดโทษโดยชัดเจน  

อกีทัง้ยงัให้อ�ำนาจแก่รฐัในการเข้าจัดการหรอืระงบัการเผยแพร่ทัง้ส่วนบคุคลและผูใ้ห้บรกิาร การให้อ�ำนาจ

แก่เจ้าหน้าที่ในการระงับและเก็บรวบรวมพยานหลักฐานทางอิเล็กทรอนิกส์ได้อย่างทันถ่วงที เป็นการ 

ตอบสนองทีร่วดเรว็ต่อการกระท�ำความผดิทางคอมพวิเตอร์ ทีข้่อมลูหรอืพยานหลกัฐานต่าง ๆ  อยูใ่นระบบ

ที่อาจจะหายไปอย่างรวดเร็ว การเก็บพยานหลักฐานจ�ำต้องใช้ความรวดเร็วและผู้เชี่ยวชาญในการเข้า 

ด�ำเนินการ แต่อย่างไรก็ตามการระงับเนื้อหาบางอย่างบนระบบอินเทอร์เน็ตผ่านแอปพลิเคชันต่าง ๆ นั้น 

บางครัง้อาจจะเป็นการละเมดิสิทธขิัน้พืน้ฐานและเสรีภาพในการแสดงความคดิเหน็โดยสจุรติของประชาชน

	 กรณีกฎหมายต่างประเทศ ในหลาย ๆ  ประเทศมกีารก�ำหนดโดยชดัเจนถงึความผดิและก�ำหนดโทษ

โดยชัดเจน เช่น กฎหมายสหรัฐอเมริกา มีพระราชบัญญัติหลักในการควบคุมการใช้คอมพิวเตอร์ในทางที่

ผดิและการฉ้อโกงทางคอมพวิเตอร์ ซึง่มีบทลงโทษทีร่นุแรง อกีทัง้ยงัมีกฎหมายฉบบัอืน่ ๆ  ทีน่�ำมาประกอบ

ได้ในการก�ำหนดความผิด ตัวอย่างเช่น กรณีฟิชชิ่ง (Phishing มาจากค�ำว่า Password + Harvesting + 

Fishing) เป็นเทคนิคหนึ่งในการหลอกลวงผู้เสียหาย โดยแปลงมาจากค�ำว่า การตกปลา (Fishing) โดยผู้

เสียหายจะหลงเชื่อข้อความที่หลอกลวงและส่งข้อมูลส่วนบุคคลหรือทรัพย์สินให้กับฟิชเชอร์ (Phisher)  

ซึง่ใช้เรยีกบคุคลหรือกลุม่คนทีท่�ำการฟิชช่ิง โดยรูปแบบของฟิชชิง่ทีม่กัจะใช้วธิกีารส่งจดหมายอเิลก็ทรอนกิส์ 

ที่มีลักษณะเหมือนกับจดหมายอิเล็กทรอนิกส์หรือเว็บไซต์ ที่มีลักษณะเช่นเดียวกับผู้ให้บริการที่แท้จริง  

แล้วหลอกลวงให้ผูเ้สยีหายส่งมอบทรพัย์สนิ หรอืใส่ข้อมลูส่วนบคุคล โดยน�ำข้อมูลส่วนบุคคลของผูเ้สยีหาย

ทีไ่ดม้าโดยมิชอบไปก่อให้เกดิความเสยีหายตอ่ไป สหรัฐอเมริกามกีฎหมายในระดบั มลรฐัที่เกีย่วกับฟิชชิง่ 

คือ Anti-Phishing Act of ๒๐๐๖ ของเทนเนสซี มีหลักการคล้ายกับ Anti-Phishing Act of ๒๐๐๖  

ของนิวยอร์ก, Anti-Phishing Act of ๒๐๐๕ ของแคลิฟอร์เนีย และ Utah E-Commerce Integrity Act 
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ของยูทาห์ คือ Section ๔๗ - ๑๘ – ๕๒๐๓ ซึ่งบัญญัติว่า “การกระท�ำโดยมิชอบด้วยกฎหมายของบุคคล

โดยการหลอกลวงโดยตรงหรือโดยปริยายในการแสดงตัวว่าเป็นบุคคลอื่นโดยปราศจากอ�ำนาจหรือไม่  

ได้รับอนุญาตจากบุคคลดังกล่าวผ่านการใช้อินเทอร์เน็ต ข้อความจดหมายอิเล็กทรอนิกส์หรือวิธีการทาง

อิเล็กทรอนิกส์อื่น ๆ รวมถึงการติดต่อสื่อสารแบบไร้สาย และเพื่อร้องขอ เรียกร้อง หรือกระท�ำการใด ๆ 

อันเป็นการชักจูง เพื่อให้ผู้อื่นเปิดเผยข้อมูลส่วนบุคคลหรือเอกสารส่วนบุคคล” แต่กรณีของ Utah  

E-Commerce Integrity Act ของยูทาห์นั้น นอกจากจะเพื่อให้ผู้อื่นเปิดเผยข้อมูลส่วนบุคคลหรือเอกสาร

ส่วนบคุคลแล้ว ยงัเพิม่เตมิกรณ ีหรอืเพือ่ได้ไปซึง่ทรพัย์สนิ เน่ืองจากการฟิชชิง่บางครัง้อาจได้ไปซ่ึงทรพัย์สนิ

ตั้งแต่ขั้นตอนแรก ๆ
4
 

	 กรณีกฎหมายของสหภาพยุโรปมีการร่วมกันก�ำหนดกฎระเบียบเพื่อเป็นแนวทางให้สมาชิกออก

กฎหมายป้องกันอาชญากรรมทางคอมพิวเตอร์เป็นไปในทิศทางเดียวกัน มีการจัดตั้งสภายุโรป (The 

Council of Europe) ขึ้น เมื่อปี ค.ศ. ๑๙๘๕ สภายุโรปได้มีการแต่งต้ังคณะกรรมาธิการผู้เชี่ยวชาญ 

ด้านอาชญากรรมคอมพวิเตอร์ขึน้ เพ่ือก�ำหนดแนวทางในการก�ำหนดฐานความผดิและการบญัญตักิฎหมาย

ภายในให้ประเทศสมาชิกเช่นกัน ซึ่งครอบคลุมความผิดหลากหลายฐาน เช่น การปลอมแปลงข้อมูลหรือ

ระบบคอมพิวเตอร์ การฉ้อโกงที่เกี่ยวกับคอมพิวเตอร์ การรบกวนการท�ำงานของคอมพิวเตอร์ การเข้าถึง

ระบบโดยมิชอบ การดักรับข้อมูลโดยมิชอบ การก่อวินาศกรรมหรือท�ำลายระบบหรือข้อมูลคอมพิวเตอร์ 

การโจรกรรมคอมพิวเตอร์ และการใช้ระบบคอมพิวเตอร์ของผู้อื่นโดยมิชอบ และในปี ค.ศ. ๒๐๐๑  

สภายุโรปก็จัดท�ำอนุสัญญาอาชญากรรมไซเบอร์ (Convention on Cybercrime) ขึ้น ซ่ึงถือเป็น 

หลักเกณฑ์ที่เป็นรูปธรรมสุด และเป็นข้อตกลงระหว่างประเทศฉบับแรกของโลกที่ว่าด้วยเรื่องนี้ โดยเปิด

ให้นานาประเทศท่ัวโลก ไม่เฉพาะแต่ประเทศสมาชกิในสหภาพยโุรปเท่านัน้ร่วมลงนามในเดอืนพฤศจิกายน 

อนุสัญญาฉบับนี้มีวัตถุประสงค์ ๓ ประการ คือ 

		  ๑) 	เพือ่ให้กฎหมายสารบญัญตัเิก่ียวกับอาชญากรรมไซเบอร์ภายในของประเทศต่าง ๆ  สอดคล้อง

และเป็นไปในทิศทางเดียวกัน 

		  ๒) 	เพื่อให้กฎหมายวิธีสบัญญัติ โดยเฉพาะอย่างยิ่งกฎหมายวิธีพิจารณาความอาญาภายในของ

ประเทศต่าง ๆ  ก�ำหนดให้อ�ำนาจทีจ่�ำเป็น และเพยีงพอต่อการด�ำเนนิคดใีนความผดิทีเ่กีย่วกบัคอมพวิเตอร์ 

ตั้งแต่ในชั้นแสวงหาและรวบรวมพยานหลักฐาน ไปจนถึงการฟ้องร้องการด�ำเนินคดีกับผู้กระท�ำผิด 

		  ๓) 	เพ่ือเร่งรัดให้เกิดความร่วมมือระหว่างประเทศให้บรรลุเป้าหมายในการป้องกันและ 

ปราบปรามอาชญากรรม 

	 4
 กลุธดิา อาธเิจรญิสขุ, “การบงัคบัใช้กฎหมายเกีย่วกบัฟิชชิง่”, วารสารรามค�ำแหง ฉบับนติศิาสตร์, ปีที ่๖ ฉบบั

ที่ ๒ (กรกรฎาคม - ธันวาคม ๒๕๖๐): ๖ - ๗.
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309ปัญหากฎหมายในการปล่อยชั่วคราวของผู้ต้องหาหรือจ�ำเลยในคดีอาญาที่เป็นพระภิกษุฯ

	 ส�ำหรับเป้าหมายและความจ�ำเป็นของอนุสัญญาฉบับนี้ ปรากฏในส่วนอารัมภบท (Preamble)  

ซึ่งมีใจความส�ำคัญว่า สภายุโรปเห็นความส�ำคัญของปัญหาอาชญากรรมคอมพิวเตอร์ รวมทั้งเห็น 

ความจ�ำเป็นท่ีประเทศต่าง ๆ ต้องเร่งสร้างนโยบายทางอาญาเพื่อคุ้มครองสังคมให้พ้นจากอาชญากรรม 

รูปแบบใหม่ ด้วยการก�ำหนดฐานความผิดและบัญญัติกฎหมายที่เหมาะสม รวมทั้งประสานความร่วมมือ

ระหว่างประเทศ
5
 

	 ประเทศจีนมีกฎหมายที่เข้มงวดเกี่ยวกับความมั่นคงทางไซเบอร์ และให้อ�ำนาจรัฐในการตรวจสอบ

ข้อมูลทางคอมพิวเตอร์อย่างกว้างขวาง ไม่ว่าจะเป็นภายในประเทศ หรือบริษัทต่างชาติที่เข้ามาประกอบ

กิจการในประเทศจะต้องให้รัฐสามารถตรวจสอบได้ ตัวอย่างเช่น กรณีความผิดฐานเผยแพร่เนื้อหาขัดต่อ

ความมั่นคงแห่งรัฐ หรือความสงบเรียบร้อยของประชาชน สาธารณรัฐประชาชนจีน เป็นประเทศต้น ๆ 

ของโลกที่จริงจังและเข้มงวดกับเรื่องนี้ ประมวลกฎหมายอาญาจีน ค.ศ. ๑๙๙๗  (พ.ศ. ๒๕๔๐) ไม่ใช่

กฎหมายเพียงฉบับเดียวท่ีก�ำหนดความผิดเกี่ยวกับการเผยแพร่ข้อมูลประเภทที่อาจส่งผลต่อความมั่นคง

หรอืต่อเสถยีรภาพของรฐับาลคอมมวินสิต์ของจนี แต่ยงัมกีฎหมายอกีหลายฉบบัทีบ่งัคบัใช้กบักรณดีงักล่าว

เป็นการเฉพาะด้วย ทั้งนี้ มาตรา ๑๐๕ วรรคสอง ประมวลกฎหมายอาญาจีน บัญญัติว่า “การเผยแพร ่

ข่าวลือ การหมิ่นประมาท หรือวิธีการอื่นใด ที่กระตุ้นให้เกิดการต่อต้านล้มล้างรัฐบาลระบอบสังคมนิยม 

ต้องระวางโทษจ�ำคุกไม่เกิน ๕ ปี หรือ กักขัง อบรม หรือถูกตัดสิทธิในทางการเมืองได้ ส�ำหรับผู้กระท�ำผิด

ที่มีฐานะเป็นผู้น�ำหรือผู้ซึ่งได้กระท�ำผิดร้ายแรงยิ่งกว่าจะต้องถูกลงโทษจ�ำคุกตั้งแต่ ๕ ปีขึ้นไป”
6
 

	 กรณีอนุสัญญาบูดาเปสต์ว่าด้วยอาชญากรรมไซเบอร์ พ.ศ. ๒๕๔๔ ซ่ึงเป็นอนุสัญญาฉบับแรกท่ีมี

ประเทศสมาชิก ๗๘ ประเทศร่วมกันร่างและเป็นแนวทางในการจัดการกับอาชญากรรมทางคอมพิวเตอร์ 

เพื่อให้ประเทศสมาชิกน�ำไปบัญญัติกฎหมายท่ีมีประสิทธิภาพในการควบคุมอาชญกรรมทางคอมพิวเตอร์ 

ซึ่งอนุสัญญานี้ร่างขึ้นเมื่อปี พ.ศ. ๒๕๔๔ จะเห็นได้ว่าหลายประเทศทั่วโลกเร่ิมตื่นตัวกับอาชญากรรม 

ทางคอมพิวเตอร์ที่สามารถสร้างความเสียหายได้เป็นวงกว้าง การจัดการอาชญากรรมทางคอมพิวเตอร ์

ต้องใช้วิธีการท่ีแตกต่างออกไป และการกระท�ำความผิดประเภทนี้สามารถเกิดขึ้นได้ทุกพื้นท่ีทั่วโลกและ

การระบุหาตัวผู้กระท�ำผิดบางครั้งจ�ำเป็นต้องอาศัยความร่วมมือของหลายประเทศร่วมกัน เพ่ือยับยั้ง

อาชญากรรมประเภทนี้ อนุสัญญานี้ถือเป็นอนุสัญญาท่ีเป็นต้นแบบท่ีครอบคลุมอาชญากรรมทาง

คอมพิวเตอร์ได้เป็นอย่างดี ประเภทของการกระท�ำความผิดทางคอมพิวเตอร์มีทั้งกรณีที่มีการใช้

คอมพวิเตอร์โดยมชิอบ เช่นการเข้าถึงโดยมชิอบ การดักการส่งข้อมลูคอมพิวเตอร์โดยมชิอบ การแทรกแซง

	 5
 สาวิตรี สุขศรี, กฎหมายว่าด้วยอาชญากรรมคอมพิวเตอร์และอาชญากรรมไซเบอร,์ หน้า ๕๒ - ๕๓.

	 6
 สาวิตรี สุขศรี, กฎหมายว่าด้วยอาชญากรรมคอมพิวเตอร์และอาชญากรรมไซเบอร์, พิมพ์ครั้งที่ ๒, 

(กรุงเทพมหานคร : โครงการต�ำราและเอกสารประกอบการสอน คณะนิติศาสตร์ มหาวิทยาลัยธรรมศาสตร์, ๒๕๖๓), 

หน้า ๒๐๕.
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ข้อมลูคอมพวิเตอร์โดยมชิอบ การขดัขวางการท�ำงานของระบบคอมพิวเตอร์โดยมชิอบ เป็นต้น และมีการ

ก�ำหนดถงึการใช้อปุกรณ์โดยมชิอบ การหลอกลวงโดยมชิอบ ไม่ว่าจะเป็นการปลอมแปลงข้อมลูคอมพวิเตอร์ 

การฉ้อโกงเกี่ยวกับคอมพิวเตอร์ การเผยแพร่ภาพส่ือลามก การละเมิดลิขสิทธิ์ การก�ำหนดอ�ำนาจของ 

เจ้าหน้าทีใ่นการเกบ็รวบรวมพยานหลกัฐานต่าง ๆ  อนสุญัญาฉบบันีถ้อืเป็นรากฐานในการบญัญตักิฎหมาย

เกี่ยวกับอาชญกรรมทางคอมพิวเตอร์ของประเทศต่าง ๆ ทั่วโลกได้อย่างมีประสิทธิภาพ และการปรับปรุง

กฎหมายให้มคีวามทนัสมัยเพือ่ให้ทนักับอาชญากรรมทางคอมพิวเตอร์ทีมี่ความซับซ้อนมากขึน้และปริมาณ

ที่มากขึ้นอย่างรวดเร็ว

	 ๔. วิเคราะห์เปรียบเทียบความรับผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ ระหว่างบุคคลธรรมดา 

และพระภิกษุสงฆ์ พระราชบัญญัติคอมพิวเตอร์ฯ ถือเป็นกฎหมายที่มีโทษทางอาญา มีทั้งโทษจ�ำคุก 

และปรับ หรือทั้งจ�ำทั้งปรับ เป็นลักษณะของการจ�ำกัดสิทธิหรือลดทอนสิทธิของบุคคลที่กระท�ำผิด  

ส�ำหรบับคุคลทัว่ไป ทีม่กีารกระท�ำผดิทางคอมพวิเตอร์ ไม่ว่าจะเป็นการท�ำต่อระบบคอมพวิเตอร์ของผู้อืน่

โดยมิชอบ การเข้าสู่ระบบคอมพิวเตอร์หรือล่วงรู้ข้อมูลในระบบคอมพิวเตอร์ของผู้อื่นโดยมิได้รับอนุญาต 

หรือจะเป็นการกระท�ำโดยการเผยแพร่ข้อมูลอันเป็นเท็จ หรือปลอม หรือกระทบต่อความมั่นคงของ 

ราชอาณาจักร ความปลอดภัยสาธารณะ การเผยแพร่สื่อลามกอนาจาร หรือการกระท�ำอื่นใดที่ถูกบัญญัติ

ไว้ว่าเป็นความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ บุคคลน้ันต้องได้รับโทษตามที่กฎหมายบัญญัติ  

เจ้าพนักงานที่ท�ำหน้าที่ในการรวบรวมพยานหลักฐานสามารถเข้ากระท�ำการอันจ�ำเป็นได้ทันที เนื่องด้วย 

พระราชบัญญัติคอมพิวเตอร์ฯ มาตรา ๑๓ ได้ให้อ�ำนาจไว้ในการเก็บรวบรวมพยานหลักฐาน เพื่อระบ ุ

การกระท�ำความผิดและผู้ที่กระท�ำความผิดนั้น เจ้าหน้าที่สามารถเข้าจัดการได้โดยตรง กรณีเป็นบุคคล

ธรรมดา แต่หากเป็นพระภิกษุ เจ้าหน้าที่ที่จะด�ำเนินการต้องมีความระมัดระวัง เพราะพระภิกษุสงฆ์ถือว่า

เป็นที่เคารพสักการะของบุคคลทั่วไป บางคร้ังหากเป็นพระภิกษุท่ีมีพรรษามาก อาจจะมีบุคคลอื่นท่ี

เกี่ยวข้องที่มีความเลื่อมใสศรัทธาพระภิกษุรูปนั้นท�ำการขัดขวางการปฏิบัติหน้าที่ของเจ้าหน้าที่ได้

	 ลักษณะการกระท�ำที่เข้าข่ายเป็นความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ

		  ๑) การฝากร้านในแอปพลิเคชันเฟซบุ๊ก (Facebook) หรือ อินสตราแกรม (Instagram) อาจจะ

เข้าข่ายสแปม (Spam) 

		  ๒) การส่ง SMS โฆษณาโดยไม่ได้รับอนุญาตหรือความยินยอมของเจ้าของหมายเลขโทรศัพท์ 

หรือไม่เปิดโอกาสให้เจ้าของหมายเลขโทรศัพท์ได้ปฏิเสธข้อมูลนั้น การส่ง SMS ดังกล่าว อาจจะเข้าข่าย 

สแปม (Spam)

		  ๓) การส่ง Email ขายสินค้า โดยผู้รับไม่ได้ให้ความยินยอม อาจจะเข้าข่าย สแปม (Spam)
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311ปัญหากฎหมายในการปล่อยชั่วคราวของผู้ต้องหาหรือจ�ำเลยในคดีอาญาที่เป็นพระภิกษุฯ

		  ๔) การกด Like หรือ Share หรือส่งข้อความที่ต่อให้บุคคลอื่น โดยข้อความดังกล่าวมีเนื้อหา

เกี่ยวกับสถาบันพระมหากษัตริย์ อาจจะเข้าข่ายความผิดตามมาตรา ๑๑๒ แห่งประมวลกฎหมายอาญา

และเข้าข่ายความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ อีกกระทงหนึ่ง

		  ๕) การส่งต่อข้อมูล หรือ Share ถือเป็นการกระท�ำที่เป็นการเผยแพร่ หากข้อมูลที่ส่งต่อหรือ

เผยแพร่นั้นมีผลกระทบต่อบุคคลที่ ๓ หรือบุคคลอื่น ๆ อาจเข้าข่ายเป็นความผิดตามพระราชบัญญัติ

คอมพิวเตอร์ฯ

		  ๖) 	พบข้อมลูผดิกฎหมายในระบบคอมพวิเตอร์ของตนเอง ไม่ว่าจะเป็นในเฟซบุก๊ อนิสตราแกรม 

อีเมล หรือแอปพลเิคชนัอืน่ ๆ  แล้วเจ้าของบญัชผีูใ้ช้งานนัน้ไม่แจ้งไปยงัหน่วยงานทีร่บัผดิชอบ อาจเป็นการ

กระท�ำผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ ได้ แต่หากเจ้าของบัญชีผู้ใช้งานแจ้งข้อมูลอันผิดกฎหมาย 

ให้เจ้าหน้าที่หรือหน่วยงานที่เกี่ยวข้องทราบและลบข้อมูลนั้นออกจากระบบ ไม่ท�ำการเผยแพร่ต่อเจ้าของ

บัญชีผู้ใช้งานถือว่าไม่มีความผิด 

		  ๗) 	กรณีผู้ดูแลเพจต่างๆในระบบอินเทอร์เน็ตหรือแอปพลิเคชัน ท่ีมีการเปิดเป็นสาธารณะให้มี

การแสดงความคิดเห็น เมื่อมีข้อความท่ีเข้าข่ายผิดพระราชบัญญัติคอมพิวเตอร์ฯ หากผู้ดูแลเพจเพิกเฉย 

อาจจะถือว่าเป็นผู้ร่วมในการกระท�ำความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ ดังกล่าวได้

		  ๘) 	ผู ้ใช้งานอินเทอร์เน็ตโพสหรือแชร์ส่ิงลามกอนาจาร โดยเปิดเป็นสาธารณะ ถือว่าเป็น 

ความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ

		  ๙) 	การโพสต์เกีย่วกบัเดก็หรอืเยาวชนต้องไม่เปิดเผยใบหน้าหรอืไม่ท�ำให้สามารถระบตุวัตนของ

เดก็หรอืเยาวชนนัน้ ยกเว้นเป็นการโพสต์โดยมจุีดประสงค์เพือ่ยกย่อง เชดิชเูกยีรต ิหรอืได้รบัความยนิยอม

จากผู้ปกครองแล้ว

		  ๑๐) การเผยแพร่ข้อมูลเกี่ยวกับผู้เสียชีวิตนั้น ต้องไม่เป็นการเผยแพร่ข้อมูลที่ท�ำให้เกิดความ

เสื่อมเสีย หรือเสียหาย ท�ำให้ผู้เสียชีวิตถูกดูหมิ่น เกลียดชัง หากมีการกระท�ำดังกล่าว ญาติของผู้เสียชีวิต

สามารถฟ้องร้องผู้โพสต์ได้ทั้งตามกฎหมายอาญาและพระราชบัญญัติคอมพิวเตอร์ฯ

		  ๑๑) การโพสต์ด่าว่า ดูแคลนผู้อื่นซึ่งถือเป็นการหมิ่นประมาทตามกฎหมายอาญา แต่หาก 

ข้อมูลนั้นเป็นข้อมูลอันเป็นเท็จ หรือถูกตัดต่อขึ้นมา ไม่มีความจริง ผู้ถูกหมิ่นประมาทดังกล่าวสามารถ 

ฟ้องร้องเอาผิดผู้โพสนั้นตามพระราชบัญญัติคอมพิวเตอร์ฯ

		  ๑๒) ละเมิดงานอันมีลิขสิทธิ์ไม่ว่าจะเป็นการลอกเลียนแบบ ตัดต่อเปลี่ยนแปลงหรือกระท�ำการ

อื่นใดต่องานอันมีลิขสิทธิ์โดยไม่ได้รับความยินยอมจากเจ้าของลิขสิทธิ์ ไม่ว่างานนั้นจะอยู่ในรูปแบบเพลง 

ท�ำนองเพลง วิดีโอ คลิปสั้น ๆ รูปภาพ หรืองานอื่นใดที่พระราชบัญญัติลิขสิทธิ์ได้บัญญัติไว้ว่าเป็นงาน 

อันมีลิขสิทธิ์
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312 วารสารมหาจุฬาวิชาการ ปีที่ ๑๒ ฉบับที่ ๒

		  ๑๓) การส่งหรือ Share รูปภาพของผู้อื่น เช่น การส่งรูปสวัสดี หากไม่เป็นการกระท�ำที่เพื่อการ

พาณิชย์ ก็ไม่เข้าข่ายความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ
7
 

	 ดังตัวอย่างการกระท�ำความผิดเกี่ยวกับคอมพิวเตอร์ข้างต้น จะเห็นได้ว่า ท้ังบุคคลธรรมดาและ 

พระภิกษุมีโอกาสที่จะกระท�ำผิดได้ทั้งหมด หากเป็นกรณีบุคคลธรรมดา เจ้าหน้าที่สามารถรวบรวมพยาน

หลกัฐานและส่งฟ้องตวัผูก้ระท�ำความผดิเข้าสูก่ระบวนการพจิารณาได้ทนัท ีผูท้ีถ่กูกล่าวหาสามารถใช้สทิธิ

ในการต่อสู้คดีได้ตามกฎหมาย แต่หากเป็นกรณีพระภิกษุสงฆ์นั้น นอกจากการพิจารณาการกระท�ำว่า 

ครบองค์ประกอบความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ หรือไม่แล้ว ยังต้องพิจารณา พ.ร.บ.  

คณะสงฆ์ฯ ด้วย ซ่ึงในกรณีดังกล่าว การกระท�ำความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ ถือเป็น 

การกระท�ำความผิดทางอาญา ตามมาตรา ๒๙ และ ๓๐ ตาม พ.ร.บ.คณะสงฆ์ฯ เจ้าหน้าที่ที่ด�ำเนินการ

ต้องด�ำเนินการตามขั้นตอนคือ หากพระภิกษุนั้นได้รับการปล่อยชั่วคราวและมีวัดรับตัวไว้ หรือยังไม่มี 

ค�ำพิพากษาของศาลว่าได้กระท�ำผิดจริง เจ้าหน้าที่ยังไม่สามารถด�ำเนินการสึกพระภิกษุรูปนั้นได้ แต่ดังที่

ได้กล่าวแล้วว่าการกระท�ำผิดตาม พระราชบัญญัติคอมพิวเตอร์ฯ นั้น มีความซับซ้อนและการหาพยาน 

หลกัฐานเพ่ือพสิจูน์ความผดิและตวับคุคลทีก่ระท�ำความผดินัน้เป็นไปได้ยากและอาจจะต้องใช้เวลาในการ

รวบรวมพยานหลักฐาน เช่น กรณีการโพสต์ข้อความลงบนสื่อโซเชียล หรือคลิปวิดีโอต่าง ๆ  ถึงแม้ชื่อบัญชี

ผู้ใช้งานจะเป็นของพระภิกษุ แต่เจ้าหน้าที่ก็จ�ำต้องพิสูจน์ให้ได้อย่างแน่แท้ว่าผู้โพสต์เป็นพระภิกษุรูป 

นั้นจริง และขั้นตอนต่อมาจะต้องมีเจ้าหน้าที่ที่เชี่ยวชาญด้านพระวินัยพิจารณาการกระท�ำดังกล่าวว่า  

ผิดพระวินัยหรือไม่ เป็นการผิดพระวินัยในระดับใด ต้องรับโทษตามพระวินัยหรือไม่อย่างไร ซึ่งหากการ

โพสต์รูปดังกล่าวเป็นภาพลามกอนาจาร หรือการแสดงให้เห็นว่ามีความสัมพันธ์ฉันชู้สาว จะถือเป็นอาบัติ

ปาราชิก เจ้าหน้าท่ีสามารถร้องขอให้เจ้าอาวาสหรือพระผู้บังคับบัญชาให้พระภิกษุรูปนั้นลาสิกขาจาก 

สมณเพศหรือสึกได้ทันทีจากการผิดพระวินัยระดับโทษหนัก 

	 โดยสรุป การด�ำเนินการกับผู้กระท�ำผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ เจ้าหน้าท่ีต้องใช้ความ

เชี่ยวชาญในการเก็บพยานหลักฐานทางคอมพิวเตอร์ซ่ึงสามารถถูกลบออกจากฐานข้อมูลได้อย่างรวดเร็ว 

การท�ำงานของเจ้าหน้าที่จะต้องเป็นไปอย่างรวดเร็ว ถูกต้อง แม่นย�ำในการชี้ความผิดและชี้ตัวผู้กระท�ำ

ความผิด ซึ่งอาจจะเป็นเจ้าของบัญชีและเจ้าของเครื่องคอมพิวเตอร์ รวมถึงแท็บเล็ต หรือโทรศัพท์นั้นจริง 

หรอือาจถกูผูอ้ืน่เข้าสวมบัญชีผูใ้ช้ในการโพสต์จนเป็นความผดิตามพระราชบญัญัติคอมพวิเตอร์ฯ ทัง้บคุคล

ธรรมดาและพระภิกษุต้องได้รับความยุติธรรมในการด�ำเนินการเช่นเดียวกัน แต่พระภิกษุนั้นหากมีการ 

กระท�ำความผดิทางอาญา ตาม พ.ร.บ.คณะสงฆ์ฯ มบีญัญตัไิว้เป็นการเฉพาะในการด�ำเนนิการ แต่เจ้าหน้าที่

ต้องพิสูจน์ให้ได้อย่างแน่แท้ว่าพระภิกษุผู้นั้นเป็นผู้กระท�ำความผิดที่แท้จริง และการพิสูจน์ด้วยพยาน

	 7
 Pusit Sukchuai, [ออนไลน]์, แหล่งที่มา: https://www.wongnai.com/articles/thai-cyber-law.
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313ปัญหากฎหมายในการปล่อยชั่วคราวของผู้ต้องหาหรือจ�ำเลยในคดีอาญาที่เป็นพระภิกษุฯ

หลักฐานทางคอมพิวเตอร์ดังที่กล่าวไปแล้วนั้น ต้องอาศัยผู้เชี่ยวชาญ ความร่วมมือของผู้ให้บริการ ที่เป็น

ลักษณะพยานที่แตกต่างออกไปจากการกระท�ำความผิดอาญาโดยทั่วไป ดังนั้น ความรับผิดของพระภิกษุ

ตามพระราชบญัญตัคิอมพวิเตอร์ฯ นัน้มีความแตกต่างและการด�ำเนนิคดีตามพระราชบัญญติัคอมพิวเตอร์ฯ 

ต่อพระภิกษุต้องพิจารณาอย่างละเอยีดรอบคอบกว่าบคุคลธรรมดาท่ัวไป เพราะจ�ำต้องใช้ทัง้กฎหมายและ

พระวินัยในการพิจารณาความรับผิดควบคู่กันไป

อภิปรายผลการวิจัย
	 จากผลการวิจัยพบว่า ลักษณะของการกระท�ำความผิดทางคอมพิวเตอร์หรืออาชญากรรม

คอมพิวเตอร์มีรูปแบบที่ซับซ้อน แตกต่างไปจากการกระท�ำความผิดอาญาโดยทั่วไป การกระท�ำบางอย่าง

อาจเข้าข่ายการกระท�ำความผดิทางคอมพวิเตอร์โดยผู้กระท�ำอาจไม่ได้มเีจตนา หรือหลายกรณทีีผู้่กระท�ำ

ความผิดใช้โอกาสของการสื่อสารที่ไร้พรมแดน การสื่อสารที่รวดเร็ว มาเป็นเครื่องมือก่ออาชญากรรมและ

ผลของอาชญากรรมดังกล่าวสร้างความเสียหายเป็นวงกว้างและมีมูลค่ามหาศาล การยับยั้งการก่อ

อาชญากรรมทางคอมพิวเตอร์กระท�ำได้ยาก เพราะประชาชนส่วนใหญ่สามารถเข้าถึงระบบคอมพิวเตอร์

ได้ง่าย รวมทั้งพระภิกษุที่สามารถเข้าถึงระบบคอมพิวเตอร์และระบบอินเทอร์เน็ตได้ง่าย การควบคุมการ

ใช้งานเป็นไปได้ยาก บางกรณีมีการปลอมแปลงบญัชผีูใ้ช้งาน เมือ่ก่อความผดิขึน้ มกีารลบบัญชอีอกไปจาก

ระบบ จ�ำเป็นต้องให้ผูเ้ช่ียวชาญมาด�ำเนินการเพือ่กูข้้อมลู หรอืจ�ำเป็นต้องได้รบัความร่วมมอืจากผูใ้ห้บริการ

แอปพลิเคชันต่างๆ ซึ่งส่วนใหญ่ส�ำนักงานตั้งอยู่ในต่างประเทศ จะเห็นได้ว่าการรวบรวมพยานหลักฐาน

ทางอิเล็กทรอนิกส์จ�ำเป็นต้องด�ำเนินการอย่างรวดเร็ว โดยผู้เชี่ยวชาญและการได้รับความร่วมมือจากผู้ให้

บริการ เพื่อตรวจสอบให้ได้อย่างแน่ชัดว่าผู้ใดคือผู้ที่กระท�ำความผิดทางคอมพิวเตอร์ที่แท้จริง กรณี 

พระภิกษุที่ถูกกล่าวหาว่ากระท�ำความผิดทางคอมพิวเตอร์ ในบางกรณียังไม่เป็นความผิดตามพระวินัย  

แต่เจ้าหน้าที่ที่อาจจะไม่มีความเข้าใจในพระวินัยและพระชั้นผู้ใหญ่อาจจะไม่มีความเข้าใจความผิดตาม 

พระราชบญัญตัคิอมพวิเตอร์ฯ อาจส่งผลให้พระภกิษรูุปนัน้ต้องสึกจากสมณเพศ ทัง้ทีย่งัไม่ได้มโีอกาสพิสูจน์

ข้อเท็จจริงของตนเอง ถือเป็นการละเมิดสิทธิพระภิกษุซึ่งถือเป็นประชาชนที่ควรได้รับสิทธิและเสรีภาพ

ตามรัฐธรรมนูญแห่งราชอาณาจักรไทย เช่นเดียวกับประชาชนทั่วไป

ข้อเสนอแนะ
	 ๑. 	ข้อเสนอแนะทั่วไป

 		  ๑.๑ ตรากฎหมายหรือระเบียบที่เกี่ยวข้องกับการด�ำเนินการ ขั้นตอนทางกฎหมายในการ 

ด�ำเนินคดีที่เกี่ยวกับการกระท�ำความผิดเกี่ยวกับคอมพิวเตอร์ เฉพาะกรณีท่ีผู้ถูกกล่าวหาเป็นพระภิกษุ 

เพราะนอกจากพระราชบัญญัติคอมพิวเตอร์ฯ แล้ว พระภิกษุยังต้องอยู่ภายใต้พระวินัยและ พ.ร.บ.  
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คณะสงฆ์ฯ เพื่อให้เกิดความสอดคล้องในการปฏิบัติงานของเจ้าหน้าที่และเพื่ออ�ำนวยความยุติธรรมให้แก่

พระภิกษุ และเพื่อการด�ำรงไว้ซึ่งศรัทธาในพุทธศาสนา

 		  ๑.๒ จัดตั้งหน่วยงานเฉพาะท่ีมีหน้าที่รับผิดชอบการใช้งานคอมพิวเตอร์ของพระภิกษุ และให้

อ�ำนาจในการตรวจสอบ เพือ่การด�ำเนนิการทีร่วดเร็วและแม่นย�ำ รวมทัง้การเป็นหน่วยงานกลางทีม่คีวาม

เข้าใจทั้งในส่วนของพระราชบัญญัติคอมพิวเตอร์ฯ และพระวินัยตามพ.ร.บ.คณะสงฆ์ฯ เพื่อเป็นส่วนหนึ่ง

ในการช่วยเจ้าหน้าที่ในการการรวบรวมพยานหลักฐานทางอิเล็กทรอนิกส์ และร่วมพิจารณาการกระท�ำ

ทางคอมพิวเตอร์ของพระภิกษุว่าเป็นความผิดหรือไม่ อย่างไร มีโทษทางกฎหมายหรือมีโทษทางพระวินัย

หรือไม่ ทั้งกรณีที่พระภิกษุกระท�ำผิดจริงและกรณีที่พระภิกษุมิได้เป็นผู้กระท�ำความผิดนั้น 

 		  ๑.๓ ให้ความรู้แก่พระภิกษุ ประชาชน และเจ้าหน้าที่ที่เก่ียวข้องเกี่ยวกับการใช้คอมพิวเตอร ์

ที่ถูกต้อง การกระท�ำทางคอมพิวเตอร์ใด อาจเข้าข่ายเป็นความผิดตามพระราชบัญญัติคอมพิวเตอร์ฯ  

เพ่ือเป็นการป้องกันการกระท�ำความผิดทางคอมพิวเตอร์โดยไม่มีเจตนา เพราะหากไม่สามารถพิสูจน ์

เจตนาได้ พระภิกษุที่กระท�ำความผิดนั้นต้องรับโทษ ซึ่งพระราชบัญญัติคอมพิวเตอร์ฯ มีโทษทางอาญา 

พระภิกษุรูปน้ันต้องสึกจากสมณเพศและรับโทษตามท่ีกฎหมายก�ำหนดไว้ ดังนั้น การมีความรู้เกี่ยวกับ 

พระราชบัญญัติคอมพิวเตอร์ฯ จึงมีความส�ำคัญในการป้องกันอาชญากรรมที่อาจจะเกิดขึ้น และช่วยให้ 

การใช้คอมพิวเตอร์มีประโยชน์ในการเผยแผ่พุทธศาสนาต่อไปอย่างยั่งยืน

		  ๑.๔ รัฐควรจัดตั้งศาลช�ำนาญพิเศษส�ำหรับพิจารณาคดีที่เกี่ยวกับความผิดทางคอมพิวเตอร์

โดยตรง เพื่อการยื่นฟ้อง การรับฟังพยานหลักฐานต่าง ๆ  ในส�ำนวนคดี อาจจะมีความแตกต่างออกไปและ

ความเสียหายท่ีเกิดจากคดีท่ีเกี่ยวกับคอมพิวเตอร์มักเป็นความเสียหายจ�ำนวนมากและปรากฏความ 

เสียหายเป็นวงกว้าง การมีศาลช�ำนัญพิเศษและมีการบัญญัติกฎหมายวิธีพิจารณาความไว้โดยเฉพาะ 

จะท�ำให้เกิดผลดีแก่กระบวนการยุติธรรมท่ีสามารถกระท�ำการพิจารณาและพิพากษาคดีได้รวดเร็วและ 

ถูกต้อง เกิดความเป็นธรรมในสังคม และลดความเสียหายจากอาชญากรรมทางคอมพิวเตอร์ที่อาจจะ 

เกิดขึ้นแก่ประชาชนได้อีกทางหนึ่ง

	 ๒. ข้อเสนอแนะในการท�ำวิจัยครั้งต่อไป

 		  ๒.๑ ศึกษาเพิ่มเติมกรณีการบังคับใช้และวิเคราะห์ปัญหาการบังคับใช้กฎหมายตาม 

พระราชบัญญัติคอมพิวเตอร์ฯ ทั้งบุคคลธรรมดาและพระภิกษุ

 		  ๒.๒ ศึกษาค�ำพพิากษาทีเ่กีย่วการกระท�ำผิดเกีย่วกบัคอมพิวเตอร์ เพ่ือเป็นแนวทางในการบญัญติั

กฎหมายหรือก�ำหนดระเบียบขั้นตอนในการด�ำเนินการตามกฎหมายที่ชัดเจนมากขึ้น
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