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Abstract

This research article aims to examine the patterns of cybercrime threats, with a particular
focus on phishing attacks in Thailand, and propose appropriate and effective preventive measures
within the context of a digital society. The study employs a documentary research methodology,
drawing on academic literature and data from relevant agencies, together with the application of
criminological theoretical frameworks.

The findings indicate that phishing attacks in Thailand have become increasingly diverse and
sophisticated. These attacks commonly utilize social engineering techniques to deceive victims by
exploiting vulnerabilities in digital systems and their lack of cybersecurity awareness. Furthermore,
the study reveals that Thailand continues to face several challenges in combating phishing, including
legal limitations, barriers to international cooperation, and shortages of skilled personnel. To address
these challenges, this research article proposes key preventive strategies aimed at enhancing

long-term cybersecurity resilience and fostering a more secure digital environment.
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ez uazidenagliasilonszyhnuiislufige (Beccaria, 1764 874lu Siegel, 2015)

eiluusunesomgnssulewed Insawizmslauiuuuiled mwﬁﬁﬁwmwéﬁ@umiaaﬂLLUU
unsnistesiu TnssjadunisldnalnanundsengranedueissfiotavangAnssuvedetvging
NTHEWNTHANTIUNUAANYTY n1sUsenAunasinelunsdinslddydin vien1sidfisleyalagdveu
runsioUnAledulasy Msfivssmneuiuinnsyimaiineiuusuasduualiugeiiazgninny
Funuld atreasaussdiudaddninelitugiinagnseshin (Patemoster, 2010)

nanlngasu Deterrence Theory falduuuaniiansnsaianussgndldiumstesiueivgingsy
lwwesyaluiilsegraanndas Instanizlunsdvesfivds dagnszvinAndinld3snsunsia Undadany
waztdatmngludafilidgddutunanalulad nsldunasinvegedaau msduduafognasnii
wazn1sUsyuduRusivusenuiivini ?NL?;JuLmeNﬁazﬁau%m%zgzgwmawqwﬁﬁaﬂwLLﬁaﬁﬂ weluds
voamsdfudagnseviiia uazmstesiulalliussrsunnidumie
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VU YNYUEUNUS (Community Relations Approach)

WARUAINGEUN1901¥Y IMEN (The Ecological School of Criminology) Lﬂwﬁﬂumngﬁﬁ
ngrananmsAnyvesdiindaln (Chicago School) daidiedn anvgnssusmsanuatldainaely
yuvu nglidndudosfonmisnuszfissesiuien (Shaw & McKay, 1942) nufiiiaueinlaseaiis
medsan Ly Anuduiusseriaiieutu anulinda uazmsiidmediay favinaesyiunisin
o nsalufiufiognedidod iy deUszgndunfndsnaridnguiunves ervnssulewes lnsams
Msvaenaauuy Auds (Phishing) aznuin “wuwuseulal” vive “ifetnefldsn” dsfanunsaviming
adneadstugrululanuwisanuduaie naafe mnuszasuannsadeslosuarsinflofudminisg
lnslanizasialeiues lunisaendesmginssudesasds ududauiuies nisuyidoyadoanaudign
fazilunisenszaunalnnisdesiuorgginssulalaeladossonisiduiunsnueaainsguniesdneisen
(Sampson, Raudenbush, & Earls, 1997)

wnRntsuanusaidenldldogednauiu 1/|qwﬁn'ﬁuJE'aumuluﬁuﬁ“leuma% (Space Transition
Theory) w81 Jaishankar (2008) Saiauein nginssuvesaululanlavefinudsulunnnginssululanads
desniiufiooulaifidnuundaniie malasaismuauiidunds uandelildnuausaunafnu
nienaaeanginssuluy 9 lalagludessunansenuluiud 91nyuue9289 Space Transition Theory
nsfignszvihAnanusaudadinnieldunsies (anonymous) Miedeunginssuvasnardliluiulusdvaoy
woUnaindudeuuuy vietnTluduaiifefigundede dondmaliilinuiviaanuiviniunaredumde
Igegnadrene Tasiongluaniunmsnifiinenuseu anla vievaudoluypraiinoudns

nanlagazy n15UseyndldwIAnIn The Ecological School of Criminology Waw Space Transition
Theory %a8v818kumIan1sdasiustsgnssuluvedliaseunquitslufiAveslassadiamnsdsay
LayngAnssuBeRdva dedruunumddalumsanmnuidssvesnsanidumie Tnslanglugeiise flad
annsaddsldonldunumndisnatiasngunsaifidensedumeside
MuAdeiieades

msfinwdeanauanesgnssuleiues lnewwizguuuunistanfuuuiiads (Phishing) 1uuszinu
flesuanuaulaegneieduiivmsislussauulsvisuasnginssudaen nuidenarstuldiaue
Todunuitannindeulostunisinuluaded HeludungAnssuvesinseviiia 3Bn1siewms wasdade
voundefilavedliinenvanssy ImUﬁﬂMiﬂﬁﬂﬁﬁxﬁﬂﬁ’zymamu‘i%’aﬁLﬁ'm%aﬂﬁﬁaﬁ

Is¥un] amssaim (2564) Anwinsunsnszaneveseuiuazieiosionaivgynssuluueslungs
ooulatl 19y Telegram, Discord ua Tu Dark Web @wnuin nammaniiduiiuiiuaniudsumadanisnoms
fyFeag19nT19v979 lddrezdunisifsuan3vinasnats nsUasuudanivlesd niaudusn1sdan
U@ iWeldfuiuninnie Ssaenndosiunanmsnuiluunanuddidiidud fnszvhdndauni

o
¥

Ldladiugrunamaiags LmemiaLiausaﬁmsmvﬁﬁmlﬁmﬂLma'aaaulaﬁmdwﬁ

S3gNs gAuS (2566) Wuih unamiesulaiduaiiii 1y Facebook uay LINE gritiduasesiiondn
Tun1swoudednuii evaenind o lagnsAsdoyaanlnanasisue 1y Fo 1woslns funisau
yiefansauiimdni ileadrdemuiiguniefiouasnssiuuiundinateounde yadassoutunising
adsidninuinmslaufiuuy Spear Phishing wae Angler Phishing Iuﬂizmmvlmaﬁmiﬂ%’uLifammu%’agadwéf’g
voundongauuuiiou

ludifveangAnssugldanu an1afau waegassas (2565) ladnwinnussuisvenguyaede
Tunisltmalulad T,msJW*u*jwm?jaehuiwmﬁﬂL%aﬁaéﬁammmﬂmhmmﬁmmL%aﬁa wazlianunsousnuey URL
Uaouanasale ImaLawwﬂuamumimmmmmummmmmmammu W nsgnudeinUydaegnssdu
mnliBudusaunielu 15 unit Fsasafuguuuy Vishing way Smishing wwuiummmmmawmmmu
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| U aa o

uanantl ufdas aesaq (2563) Sasvyin nauevukardldaurh UATinveviiuddvad
snandumbevesivdaiudaunluguuuuvedingludu vidovessnsla wu Audlrinsendeyaiiiesuaviansia
visovesuanis sadumedafinulddeslunsdl Ansler Phishing wae Search Engine Phishing finanatiduunamai

Tususnmadauleus Ysuyr Anained (2562) laAnwnisnouausnesniasgneavginssy
lwives wasiauslifimsdnduadotns “oranadasiava” iteliszrvuiiunuwlumadhseTatelaues
Safumiienusy Ssaenadosiutoiauevasunauiiiddn susueseuladaunsaiiunumddnylunisuds
deudouarsudosiuenvgnssuld mnldunsduaSusazidenlosegraminzay

NNATeTindnndredy sl Sruadenrdeetditudduiunamsinwad Tnaame
TufiRvemginssugnszsiila nslddomnsdidnalunsnows uasnginssuveand ofiviamud winviu
folewos mavBusnawidemariinusznaumsefunena SeffdutsBusumingniestesmanising
wazuansbiiudsrnudululdlunsihdedunululivseleviresanlumalouisuaznsleaiu
W3t

nsAnuidelundsiidunsifodsnmam (Qualitative Research) Tagld35n1siiaszsiidomn
(Content Analysis) 1 unsauuuImandntunssiusin 3ins1edt wasfinnnudeyasnuvasdoyanfsnd
(Secondary Data) lngliun15daAT1#9eIAAIIN3INONAITNINIYINIT UNAMNITY 51891UVDIMIIE91U
MMAsTuazionTy TIufsna1sndsmavudifianuundede Fufeadestunsdnisleufuuy fuds
(Phishing Attacks) AdnTululssmalne

isil nsudennsdifinun (Case Selection) ulumamdninainisidenuuuiiyasmane (Purposive
sampling) Tagwumgnnsalfidarudaauvesgduvunsnszyitanuin srudegnmeunsluuvasioya
flundofio 1y denszuandn gruteyatnesulay 1udde warsenumitsnudiinuindedie el
AseuAauan uNITaldeAnaluuTunswadeveafidvia laensiiaTeiteyalinsruiunisnenniny
(Transcription) 1 ev1A13Ld eaileeszninagUuuunIsnszyiidn winssuveande wazUszdnsaw
vosssAuldnguany suazthldtaaueuuziuimlunstesiudvanaivevanssuleveiussian
Hudalaograliusz@nsnm

NAN15IY
1. sUsuvvasieanaamslanfuuuivBslulsemalne
MnuansAne wuh nislasfuuuiisddulssmelnefunliniuluesadeiiies Swaonndes
AungAnssveI sz YTTiUA auchutfﬁﬂajiaﬂaaulaﬁmm@'qgﬁu lindunmehssnssuminaiu mstens
AuduazuinisruunanvlesuAdva nasnsunisliduinisniasslugluuudianvseiind naslaud uuuilvd
Fwimnufuardarududeunndstu Inegnseviiadimatanmadeliuuudeu uazendenisnsady

i

aa & a ¢ i = a _a a °
ﬂ?ﬂﬁﬁﬂ’]im'ﬂﬂ ﬁ]']ﬂﬂ'ﬁ')l,ﬂi']gwsﬂayua NWUIN E‘ULLUUﬂ’ﬁI"ﬂ@J@LLUUW%%QIUU?U‘VW@QU?SLVlﬂlV]ﬁla']ll']iﬂf\]’]LLUﬂ

)

)

1owlu 8 guuuuman laun

1) Email Phishing \ugunuuilvdeiinuldunniign Inegnszvininavdsdiuatassiiousneiy
Hunhenuniessdnsifianuindefio wu suins vTsmmalulad uisvuuds viemihenuuesdy Slua
fnusznousedonnuiiaiisaniunisaiisasiiu Wy “daTvesgugnsziuiangm’, “asamunsiingszuy
NnseUszma” vide “ngandudusauniely 24 $alue” weuuuvdsiivasuuvadlsiiivihmadeiuled
Wsesmhsaumaiu Wewmiendniiasd anirguivlediuvuesilinsondoyadaud wu Jodld
siary wutnsUssrsu viie OTP iensendoyauata doyawaniazgnadlussaudrenudl uaveragald
deiingaruuaimessuiasteunanlesueaulal wievlusningaunietoya fegrammnsaifiiatuais
50T n.7.2566 FlFsnBadiuauannldfudiatasuneunadu “Keank Official” Tneildeiseriou 1wy
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v Y

“UayPgnaziu” wounuvdsivassiivinaniieuiuledsuinsndnsineg Wy kbank-th-hecksecure.com)
dewmdonsenteyauas OTP audazthluidigszuu K PLUS waglouliuseniiud ulunsdlveds 38 T
Tungamnm AgayRundn 85,000 v1n aelu 30 WiF BwadnadsnaIngsesiiUssma miseu
ThaiCERT wazsuians lesenuszmaiion nieunuzilvissnvunanidesnmndnasiaindiuaiitnasde
\Wusfu uazanmsinunuin ngadmuneves Email Phishing dulvgAerldaluilddualumsiginssy
ooulat] 1y maithgszuusunens, Saouidide, veuinisniasy laslawzdiseny 25 - 45 Y Fadunguiid
noAnssueeulatas uasdndvydRuioursesyuudissRuAdva

2) Spear Phishing Lﬁug"dLLUUmﬂauﬁmﬂmua%ﬁgqLﬂﬂLLUULawwmzﬁm (Targeted Attack)
Tneauieazldisns iiususudeyavesmie 1nuvawing 4 wu ledeaiiidie (Linkedin, Facebook),
Gulwsudem, sefeninanuluenansussunduniud vieusiuiteyaanmsiilvavesszuugutoyasoula
Nmiuaudraresnuuudwaviedermlligmiioudumsfindennyaaadiviedan wu Fudlufvhe
dieusaulasams ieddmsgsie Tagldindssandevnitansie Suwaifuuulnidienans iwu pdf, docx
vi3e xs fiiletouasly vieffaiuaeuiliilondnuérasfinds Remote Access Trojan (RAT) wiiefsdayadfty
ponniaieunbe fegavnnanifiind uase el we2565 dwineunisiuresuisnnalulad
Tungammm Iiuduaanguimsihedyduesuiinluinasema Taodudwaildousgradumanis 1930
fignées uazuuulndlonansifedtu “uwunsleuiuszninein” Jadudesiogluvouiunnuvesiu
wazidelelwduaznsenmaisaieqonans (muruuziitludiua) in3eswssmbedgniawisiansszuu
waziaswaruwesszuutadeanly mnduiinnswenealeudussnainvydussnaeluly Adalusdaun
iRl oaneaeuTaTvesdinaulngdunafiurnuiaUniuazszfugsnssuldviuna Tagan
n13An®1 WU nautduuevas Spear Phishing lawn wineuussnseiunated uly Wniniisy
vioyamnsthensiu Al nnathdsszuuneluviedoyadidnuesesdns

3) Whaling Phishing 1dunislaufnisloiuestazasnguiuimsseiugavetesdns Wy
Fennemsihetyduaznsiu Wud ngldimadaimnssudsau (Social Engineering) Aifianududaugs
waroenuuuLiomlimnzaufumumisiifvesvielnsiany SwatngniBoulsd nwimnagsiafidy
s, fazenianzianzanieiiuesdng wasddnunzissiu wu “velinunsaaeuuareysld
nanstadfuuungluiudesnafumudu” vie “fonansanuhsnuiitugua velinugseasidon
Tulwduuulnesiu’ moludwasinudsdsivaou vdeuuulndionansiilafauss Wewdodalnd svuuves
osdnsanagnistoyasentulnglisin fognavmnsaifiindusia nanade Tugas U ne. 2565 fnisesuy
Mnnvanedmindndtssnmsludinnuiminag q lisuwandivasudeuasfiogdualiinilowdu
“Cinsmwmstantn” Tnefidemveld eysisuussnanssaou edatogunanivienstasi wwu Aoufiunes
Ttndn waziaIesflonnanisunng ndesuuulndiideyatnTsuiasves “fdadmine” Fadudarema
vesauiy usiBluadanadeusonivimisns lsuuuuaedunaziumisndievesnis uaziiviaFesi
“[Foalgenan - aqﬁﬁﬂ’mﬁ’nﬁums%’mﬁaLﬁaaﬁfuaqumiﬁmdauﬂmq” fimihituenefeusuiunseysia
AUAIES LANUANLAAUNG 1 ﬁaeﬂfﬁmaﬁmﬁwﬁ’m @gmail.com wnudazidusiuaniesivnng uag
nansuuvlifiiavivisdesvnmieasiduiuses Jaududounarsenuludmirsnusdud wmin
WAz NIENTIUNIALNY

nseii wansliiiudanasldnaiia Whaling Phishing Aungudanungsedu “91519013

SEAUNANS-Ge” Tngordsanmarswluddutumsdsnuvesssuusens oidsaliiduthdduiuns
ouffAsensiiaunilagliaseaeuliseunsy uaranmsdnwmuingutimsnsvenislaudnadedl
Ao drsnsuFodmihiivan-nsdu Tudninnudmie vomisaunsnis Afuifeyifauyssua
LNz sEAuInieeu 81y 35 - 55 U
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4) smishing \dunslaufsiudaning sMS TnsgnsgyAnazdstaninuduiivasudniy
mhuiszrmudanuaglingas wu surans visvuds Sudesulal vieminenuveasy Taofnéns
WIARALSII WU “wunsldneiauniludydvesnn”, “Waguasnugnseiu” vive “njandududinu
aelu 24 Falus” niounuvdaivasuliindniionsendeyadius 1wy lutnsUszvIvuy mnetaudns ATM
sita OTP viadayauingsruuvosetsuiaandonulu SMS fndu naedu uazdinislédesdiineliifn
Anuanle Wy “Faul”, “Tadvesnugndon”, uie “Hsenisdeciudu’ ensedulvivdendndsiuas
novauedlnglaviufinnsaniegrangmsnifiialuais namelusig wa. 2566 fidmesuauannluis
nyummEmuATkazUIuamaldTudonu SMS fueusreinduvessuiasiasiideanuin “SaTvesnm
gnsviudansn nganduduimmuiuiilaednsuuudsdduledundeudeninudie duiuleddna1ndy
Huledvaaudiinimadeuaundindu K PLUS ve35u1a15934 Weildaunsenvuneasinsussuau
5% PIN waz OTP Al#3ulu SMS 93 9 aufeavifeyaluiingtnvesndouavingsnssleuiuseniiud
it Lﬁamwmsﬁwqagfﬁuﬁ”’qLLGi%é’ﬂﬁwauﬁwé’mLaumm Imwﬁﬂuﬁ?mﬂwm‘:ﬁa 34 U goyiunIivanuauum
aelunan 15 wiivdsinnsendeya iesanauiigldszuuleutunmduuunoums uazlouseluds
Sauaemmmetusterings ildRenaldenn snmsanenuin ngudnevas Smishing daulviay
Hugldrulnsdwidefofiiuotsuinns Insenzdd fong 30 Youly deindivndiiuieu Sydeouning
wazyhgsnssueaulauilulsza

5) Vishing umeiiafifnseyiniild mstnsdmivaenads lnevasudadudwiiivesmisnuiy
5u1A15 USEMeny wiewllumidmindissanserdminficma dhéreinndedmnuieadestuaiionnn
WU n3weniiu msdndadsh viedimnedusenluszuy Feadrseumnlalifumie suthlugnisToudy
e “Rigatianuuigns” wemslisia OTP WehAslydsumsvionsundindunienisiu §nsziiia
fnUasuningiaunsdnm dnulianileudnn1anvuigaIusun1sese W lwesdinaussIaurea
lwessuias ielueiea teiuanuidedie uaziseinliivieonsuaussiuil 1wy nsdu duiinumely
5 wiensteuiudtydiseindy “Uadnaravesaa” ﬁaaéquwaﬂWidﬁLﬁmsﬁua'%ﬂ Tuel
w.a. 2566 Sfidemesieviseny 62 U erdeegluimiauassvdun Idsulnsdminnyanaiuoudaindu
Waminfiannsuaeuatuad ey (DS) wiainsedd ewaiuduniswenduandaydiludmindese
wazmnlalouiudriyBiield “mansiadeuidunanisiiy’ sxfimneduoonaeluiufetu idome
(ﬁ'umwuﬂLLazIauLﬁuﬁﬂmmmﬁﬁaeﬂuﬂ’iy%'«i’ﬂmu 450,000 v nelunatlidedalug Tnedeinldsu
Auupili “ginisinsorugau” uavesuenteyatulasinsizegly “fumeudureinszuInn1Iy s’
F01NMIIVINNVABNTNIINYNRBUA VI TINNUMTININR FudrTomndaaidminaumsa

nnmsAnwingudmnedinndumdedulvgindu fgeeny wieyanailiduiasiy
waluladddia 1w fildliiBumesidniulszd violiamnsansiaeumiugniosmemneiaingdn
dulwd viFetenansitldsuldmenuies uenani dmuinguidmnewaridniuunlduiisdoilayana
TueSesuuuniadminiisglngliisionn vldmneglunnsfunsemunuasiuseminumdmosnuie
Tnedng 1wy Tewdu ds OTP wieliteyadiudy wualdunsvaenaismeisnsinsdwidsnanedusdoanaiu
fddnyioanuiuasasnfovessrrvuy Tnslamzlunguiszuviamanalulad uazdududedld$u
nsudladiemsnisiadaneie wu ssvuudafeumevaonais wasidadinm wu nssussdlianug
ufasisuazyanalufefugULuuYeImsasnaniiUAsullasegnaoaiian

6) Angler Phishing tJunisvasnaiasinu Tl eaiiie Wi Facebook, X (Twitter) #1358 Instagram
Tnsauiesinvasuuvasdnendudquamaniedsuinsgnavesuusud i idoides 1wy vsEnuds
unanlesudaouiife niosuians nglidemaiindrefuvesads nieslaliuaznmuszneviiudede
ieassnulinds suuvunslasfesBuanmsigldauuansaudniunielnadioadsuieafudiam
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nsldusnis Wy Audndeandn uieusnsdumer 91nsu “Teandn” andrluneundulaelddyivacy
ﬁ@jmﬁauﬁmﬁﬂﬁﬁq NS OUBUUAINUADY WU WoSUVBAUIY, AINATIVABUANIUL Y138 WUUABUAY
$uduan eveenliinsendeyadiui mneautasiesin vide OTP fegramsnsaifiiatuaislugieiud
w.el. 2566 Linnsdl lFunsvudsenvusenils (J&T Express) lelwa$aasouuy Facebook 118U
dedndn ndniliuul “mavasy” ldFendne J&T Express wiaulalfduns wnlluanapaudnuiuin
“yoostlunruiliaznin nsanednfideiiifionnaaevanusiaguosnnuarnsendoyasuiuiu” Fedld
Frununilmvandeuazadndisanan nouaznsondeyadnsiasin wazdesnuinding sgavniFusenain
TnyTsruauvaneniiuum nmsfinwingulananeaes Angler Phishing wuindindudldmnule@eadife
Tuthseng 20 - 35 U deiinginssuinsdeasuamuimsvidofesSouriumaning 4 1uuszd wagsinnovaues
ashmmL%Wiasﬁammﬁﬂmﬁaumma “UaRliuae”

7) Search Engine Phishing L‘l‘flw,wﬂﬁﬂﬁ@msﬁwama%ﬁaﬁuleaﬁﬂaauﬁumimﬂLé‘ﬂmwuﬁuieaﬁ
Ye35UIANg mienuds viefuiesuladfiussuvuliuinsues wu dulednsunisuudsmisun G uled
fun® viseriuladvesusmuuds anduldmadianisih Search Engine Optimization (SEO) wiedelawan
FuLmase Y Google Ads iteliiuluduasuuansoglusududu 9 vomansrumilofldaudum
Yoya 1 “sevzidousnseularl” viie “adasduide 5.n.a.” udwdandivlediguidedie uiiduiulesd
Uasudisininadevesass ssuuazlinsendeyadiud wu Fo-uwana tavinsuszvivuy mnetavdad
suns warsita OTP Gsaudreaziideyamaillflasnssumiansdu dailnulidegrammnsalfiiatudie
¥ wa. 2566 TlFnudnnunnvanderdiivlsivasuiidouuuuivvesnsumsvudseun Taociuled
A9Na1I9NY SEO a8 Google Ads T wdususuusnlumsdumein “denvidousasusoeula”
ol luaznsendoyadasussuvy wamzlousn wardeyata@suims szuuazds OTP Llonsraaoy

Y

v |
aa Y a =

wirhteyawailuldneutuesnaintydaswesnde Nellifidemeneniduiminvays gaytunii

u
Y]

92,000 um nelu 5 uiiindsnsendeyaruivdasy laglaviuidinluldivledvemiisanusy deua
AINaNILASUNISINELNINIUYDI1IUaN waglasunisiiiouan ThaiCERT 31 Search Engine Phishing inad
duseanaudii ud uegrasniluvssmalne Tnsiawie futsssvuialuifengdaus 40 7 uly
Fslsiduufiunsnsivaey URL videhinsufsemauansnsszriaiuledaiauazuass

8) CEO Fraud \JumaiiafignseyiiinUasuutasdmavosfuimsseiugslussdng 1wy CEO
%39 CFO lagld35n15 email spoofing Lﬁ@lﬁ@m:ﬁaudwﬁLuaﬁammﬂuﬂﬂaﬁq 191U ceo@company.com
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o

Mnduazdardlugahetydvionsiuldsidumsleuiuluguy diausemuguey Tassnidudia
fifidnuwne 1$eaau fanudunienis wasurernnudu wu “vslilouiiuduin xx duumlusadayd
saUssnanelutuil saudsiiudy Wesnndulasinmsduresuien”

Snward1dues CEO Fraud Aonis Taauldaslaludundndrfiuazdrdusiunm

val v

TusdnsnidueesdielumsnaduligSuimdassiiunslaglinmaaeud Sniuimatlugisuiaey
Futyd M3y Wietavymsdiuivesiuims feglutaseny 30 - 45 U Faduievieumdnvesesdng

g‘dLLU‘Umaﬁﬁyﬁauﬁqﬂimﬁﬁmﬁa nsldmadiaiainssudany (Social Engineering) #iande
asilinale ansliifviniu wazanunsaiifudsdumsensuaivesmieniteliAnnsnsvviiduusslev
sofjnszvinin 1wy madawedeyadiuyana msleudu viemsliansitidsszuy s

2. Tadviidamaremaiine1vginssuiuds

PARaNIANEINUIT MaAnewyInssuvdadunadnsvesmnudenloatiuseninaginssu
vosjnavvinAnuazinde duisaesheduitadvatvayuiidsmalienygnssuintuldosaiissansnm
Tnolowzlugaddviaiivesmisnisnsssharuiafaunainvatows sdudoud iy §nssviAaluad finds
Lil#iegamznduemginsiienndn mnussaidsyeeartilufidigssinnmsFeudiudedsauoaulay
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unantesueEs Telegram, Discord wagwo3ilu Dark Web nanerfiuunasdsuinsnssviiafifiandosde
WALA WAENTETUAYLTUNARDENATUNIU N ANTINTRI nTviRnatnsaeSuIelak unsouAnveIme ]
n9idenegdiingua (Rational Choice Theory) fitausingnszyiinazdnaulalasfiansanansuuny
warAmEss Felunsdiflededioindanudsswinaznanauunugs Sadumadeninhaulalaiowmzdmiu
diinownuvasneldnnilaglideddddurumnin fad ngufnisaudramnaudiunnsns (Differential
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