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บทคัดย่อ 

	 บทความนี้จะกล่าวถึงเทคโนโลยี Internet of Things (IoT) ซึ่งถูกคาดหมายว่าจะเป็นปัจจัย

ส�ำคัญในการสร้างความเปลี่ยนแปลงครั้งใหญ่ในอุตสาหกรรมโทรคมนาคม เศรษฐกิจ และสังคม 

ในอนาคต โดยจะกล่าวถึงเฉพาะในด้านการประยกุต์ใช้งาน สถาปัตยกรรม คณุลกัษณะทางเทคนคิทีม่ี

ผลต่อการใช้งานคลืน่ความถ่ี การวเิคราะห์ความพร้อมทางการก�ำกบัดแูลของประเทศไทยต่อการพฒันา

ระบบ IoT และข้อเสนอแนะเพื่อประกอบการพิจารณาก�ำหนดแผนการบริหารคลื่นความถี่ล่วงหน้า

ในกรอบเวลา 5 และ 10 ปี โดยมีวัตถุประสงค์เพื่อเผยแพร่ข้อมูลที่จ�ำเป็นเกี่ยวกับ IoT แก่สาธารณะ 

และใช้เป็นข้อมลูสนบัสนนุภารกิจของส�ำนกังาน กสทช. ในการสร้างสภาวะแวดล้อมทางการก�ำกบัดแูล 

ก�ำหนดทศิทางในการบรหิารทรพัยากรคลืน่ความถีท่ีม่อียูอ่ย่างจ�ำกดัเพือ่รองรบัความต้องการใช้งานที่

เตบิโตอย่างรวดเรว็ของการใช้งานเทคโนโลย ีIoT ได้อย่างมปีระสทิธภิาพ และสร้างกลไกเพือ่หลกีเลีย่ง

ความซ�้ำซ้อนในการลงทุนและการจัดสรรคลื่นความถี่ รวมถึงสร้างแนวทางให้ระบบใหม่ที่หลากหลาย

สามารถเชื่อมต่อและท�ำงานสอดคล้องกันได้

ค�ำส�ำคัญ : Internet of Things การบริหารคลื่นความถี่ อุปกรณ์สื่อสารระยะใกล้ การก�ำกับดูแล 

ABSTRACT

	 This paper describes the Internet of Things (IoT) which has been embraced as 

a key factor to create massive disruptions in telecommunications, economy, and the 

ways people are living. The aim of the paper is to satisfy two major objectives. First, 

to present a review and necessary information on state-of-the-art IoT technologies,  

applications, and technical characteristics related to radio spectrum to the general public. 
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Second, to provide the Office of the National Broadcasting and Telecommunications 

Commission (NBTC) the analytical data and recommendations for designing a spectrum 

management plan for IoT over the 5 and 10 year timeframes. A regulatory status which 

affects the adoption and development of IoT technologies in Thailand is discussed. The 

paper aims at supporting the Office of the NBTC to create a regulatory ecosystem and 

a policy direction that bolster the growth of IoT technologies while ensuring sufficient 

resources and maintaining spectrum efficiency. The key factors concerned in spectrum 

planning to avoid investment redundancies and connection incompatibilities are also 

highlighted in the paper. 

Keywords : Internet of Things, IoT, Spectrum Management, Short Range Devices,  

	 	 	 Regulation

1. ความเป็นมาและความส�ำคัญของปัญหา

	 Internet of Things (IoT) ตามนิยามของสหภาพโทรคมนาคมระหว่างประเทศ หรือ ITU 

(International Telecommunication Union) หมายถึง โครงข่ายสื่อสารที่มีการเช่ือมต่ออุปกรณ์

สือ่สาร เครือ่งใช้ไฟฟ้า ยานพาหนะ อาคารสิง่ก่อสร้าง หรอืวตัถอุืน่ โดยอาศยัการฝังระบบอเิลก็ทรอนกิส์ 

ซอฟต์แวร์ อุปกรณ์เซนเซอร์ และส่วนเชื่อมต่อโครงข่าย ที่จะช่วยให้อุปกรณ์และวัตถุดังกล่าวสามารถ

เก็บ หรือแลกเปล่ียนข้อมูลระหว่างกันได้ (ITU, 2012) ในการประยุกต์ใช้งาน ค�ำว่า “Things” ใน  

Internet of Things นัน้สามารถมคีวามหมายครอบคลมุกว้างขวาง ตัง้แต่อปุกรณ์สือ่สารหลากหลายชนดิ 

เคร่ืองใช้ไฟฟ้า เช่น พดัลม ตูเ้ยน็ เครือ่งปรบัอากาศ หม้อหงุข้าว ไปจนถงึ ระบบอากาศยาน แผงโซล่าเซลล์ 

วาล์วจ่ายน�้ำ และแผงวงจรขนาดเล็กที่ฝังลงในปศุสัตว์ ฯลฯ 

	 หากจินตนาการไปถึงอนาคตอันใกล้ ผู้คนจ�ำนวนมากอาจตื่นข้ึนจากการปลุกของแรงสั่นจาก

อุปกรณ์สายรัดข้อมือที่สามารถบันทึกข้อมูลการนอนของผู้ใช้งาน เช่น วงจรการนอน ระยะเวลาที่

หลบัลกึ เพ่ือช่วยให้ผูใ้ช้งานได้วเิคราะห์ประสทิธภิาพการนอนของตน อปุกรณ์ดังกล่าว ยงัสามารถเกบ็

ข้อมูลการออกก�ำลังกาย ความดันโลหิต จังหวะการเต้นของตัวใจ พร้อมทั้งข้อมูลการออกก�ำลังกาย 

เพื่อใช้ในการสร้างฐานข้อมูลสุขภาพที่สามารถเรียกค้นโดยทีมงานแพทย์ประจ�ำตัว ขณะที่กลับจาก

การออกก�ำลงักายตอนเช้า เครือ่งอาบน�้ำอุ่น เครื่องปรบัอากาศ และหมอ้หุงข้าวอาจจะเริม่ท�ำงานเพื่อ
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ต้อนรบัการกลบัมาของเจ้าของบ้าน ในขณะเดยีวกันผูค้นบางส่วนในท้องถนนอาจก�ำลงัไปท�ำงานด้วยการ 

โดยสารรถยนต์ที่ขับขี่ด้วยตนเอง (Self-Driving Vehicles) รถยนต์ดังกล่าวเคลื่อนที่ผ่านบ้านเรือนที่

ตดิตัง้แผงโซล่าเซลล์ทีส่ามารถปรบัตามทศิทางของแสงแดดไว้บนหลงัคา โดยกระแสไฟฟ้าทีผ่ลิตได้ส่วน

หนึ่งจะถูกเก็บไว้ใช้งาน ส่วนหนึ่งจะจ่ายเข้าสู่ระบบสายส่งของการไฟฟ้าเพื่อสร้างรายได้ให้กับเจ้าของ 

บ้านผู้ตดิตัง้ โดยอาศยักลไก อุปสงค์-อุปทาน ของพลงังานไฟฟ้า ณ ขณะนัน้ ทีจ่ดัการโดยระบบโครงข่าย 

ไฟฟ้าอจัฉรยิะ (Smart Power Grid) ในอนาคตประเทศไทยอาจยงัคงเป็นประเทศผู้ผลิตสินค้าเกษตรกรรม

รายใหญข่องโลก ด้วยการสนบัสนุนของเทคโนโลยีเกษตรกรรมอจัฉริยะ (Smart Farming) ทีส่ามารถ

จ่ายน�้ำ ให้ปุ๋ย และปรับม่านบังแสงแดดอัตโนมัติโดยอาศัยการท�ำงานร่วมกันของเซนเซอร์วัดความชื้น

และแสงแดด ผ่านการควบคุมของระบบฐานข้อมูลที่เก็บสภาวะที่เหมาะสมต่อการท�ำการเกษตรของ

พืชหลากหลายชนิด และข้อมูลทางอุตุนิยมวิทยาที่ได้รับจากระบบอินเทอร์เน็ต ฯลฯ 

	  ตวัอย่างของสถานการณ์ดงักล่าวอาจฟังดูคล้ายกบันยิายวทิยาศาสตร์ทีไ่กลตวั แต่เป็นสิง่ทีก่�ำลงั 

เกดิขึน้จริงในหลายประเทศของโลกและก�ำลงัเปลีย่นแปลงโลกอย่างค่อยเป็นค่อยไป ด้วยความก้าวหน้า

ของเทคโนโลยี IoT อย่างไรก็ตาม ในปัจจุบันเทคโนโลยี IoT นั้นยังอยู่ในขั้นแรกเริ่มการพัฒนา และมี

แนวโน้มของการเจรญิเตบิโตสงูมากในอนาคต มกีารประมาณการจากบรษิทั Cisco Systems ว่า ในปี 

2016 มีอุปกรณ์ที่เชื่อมต่อผ่านระบบโครงข่ายอินเทอร์เน็ตทั้งสิ้นจ�ำนวนทั้งสิ้น 12.4 พันล้านอุปกรณ์ 

ค่าดังกล่าวจะเพิ่มขึ้นเป็น 50 พันล้านอุปกรณ์ ในปี 2020 ซึ่งจะเป็นจ�ำนวนที่สูงกว่าจ�ำนวนผู้ใช้งาน

โทรศัพท์เคลื่อนที่หลายเท่าตัว (Cisco, 2013) การเจริญเติบโตดังกล่าวจะเปิดโอกาสให้มีการสร้าง 

นวัตกรรมและการบริการรูปแบบใหม่ รวมถึงช่วยให้มนุษย์สามารถเข้าถึงข้อมูลอย่างหลากหลาย 

ในระดบัทีไ่ม่เคยเป็นมาก่อน ซึง่จะช่วยสร้างเครือ่งมอือ�ำนวยความสะดวกให้กบัมนษุย์และสร้างมลูค่า

ทางเศรษฐกิจอย่างมหาศาลในอนาคต อย่างไรก็ตาม การขยายตัวดังกล่าวต้องการการรองรับของ

โครงสร้างพื้นฐานทางโทรคมนาคมและทรัพยากรทางโครงข่ายที่เพียงพอและการบริหารจัดการที่มี

ความยืดหยุ่นสูง การเปลี่ยนแปลงดังกล่าวมีโอกาสจะเกิดขึ้นอย่างรวดเร็วและฉับพลัน ซึ่งถ้าขาดการ 

เตรยีมการและวางแผนเพือ่ให้มกีระบวนการก�ำกบัดแูลทีม่ปีระสทิธภิาพ และการสร้างสภาวะแวดล้อม 

(Ecosystem) ที่มีส่วนช่วยสนับสนุนให้เทคโนโลยี IoT พัฒนาได้อย่างรวดเร็วและเชื่อมต่อกันอย่าง 

ทัว่ถงึแล้ว อาจส่งผลให้การเจริญเตบิโตอยูใ่นรปูแบบไร้ทิศทาง เกิดความความซ�ำ้ซ้อน ความไม่เชือ่มโยง  

และขาดแคลนทรัพยากรคลื่นความถี่ ซึ่งอาจส่งผลกระทบต่อทิศทางการพัฒนาประเทศในภายหลัง 

	 บทความนีเ้สนอข้อมูลพืน้ฐาน ปัจจยัท่ีควรค�ำนงึถงึ และข้อเสนอแนะเพือ่ใช้ประกอบการพจิารณา

ในการก�ำหนดนโยบายและแผนการบริหารคลื่นความถี่เพื่อรองรับการใช้งานเทคโนโลยี IoT พร้อมทั้ง
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แนวคิดการก�ำกับดูแลที่เกี่ยวข้องในกรอบระยะเวลา 5 และ 10 ปี ตามล�ำดับ หัวข้อที่ 2 ในบทความนี ้

กล่าวถึงรูปแบบการประยุกต์ใช้งานเทคโนโลยี IoT ที่มีโอกาสจะเกิดขึ้นในประเทศไทย หัวข้อที่ 3 

กล่าวถึงเทคโนโลยีที่เกี่ยวข้องและสภาวะแวดล้อมที่เอื้อให้เกิดการเจริญเติบโตของเทคโนโลยี IoT  

ในขณะทีข้่อมลูทางเทคนคิและมาตรฐานเทคโนโลย ีIoT ทีส่�ำคญัจะถกูรวบรวมไว้ใน หวัข้อที ่4 และหวัข้อ 

ที่ 5 ซ่ึงเป็นหัวข้อสุดท้ายจะกล่าวถึงปัจจัยท่ีควรค�ำนึงถึงในการก�ำหนดนโยบายและการก�ำกับดูแล 

พร้อมทั้งข้อเสนอแนะที่เกี่ยวข้อง 

2. การประยุกต์ใช้งาน

	 การประยุกต์ใช้งานเทคโนโลยี IoT ในช่วงแรกจะเป็นการพฒันาต่อยอดระบบท่ีท�ำงานเป็นอสิระ 

(Stand Alone) ไม่เชือ่มกับระบบอืน่ หรอื เป็นระบบโครงข่ายภายในทีไ่ม่ต่อเชือ่มกบัระบบอนิเทอร์เนต็ 

ผู้เชี่ยวชาญเรียกระบบเหล่านี้ว่า Intranet of Things อย่างไรก็ตาม การพัฒนาเทคโนโลยีโครงข่าย

ในรูปแบบใหม่ส่งผลให้ระบบ วัตถุ และอุปกรณ์ทั้งหลายที่เคยท�ำงานแยกกันสามารถเชื่อมต่อถึงกัน 

ส่ือสารกัน และสร้างช่องทางให้มนุษย์สามารถเข้าถึง ควบคุม เก็บข้อมูล และใช้งานได้ โดยรูปแบบ 

การสื่อสารของแนวคิด IoT นั้น เป็นผลพวงของการพัฒนาต่อยอดระบบอินเทอร์เน็ตที่มีอยู่  

การเปลี่ยนแปลงดังกล่าวจะเอื้อให้เกิดการประยุกต์ใช้งานในรูปแบบใหม่ในประเทศไทย ดังต่อไปนี้ 

	 อุตสาหกรรมและการผลิต

	 ระบบควบคมุเครือ่งจักรกลการผลติโดยอตัโนมตัแิละการใช้หุน่ยนต์เป็นเครือ่งมอือนัส�ำคัญของ

วงการอตุสาหกรรมของประเทศไทยในปัจจุบนั หวัใจของการประยกุต์ใช้เทคโนโลย ีIoT ในอตุสาหกรรม

คอืการเพิม่ประสทิธิภาพและลดต้นทนุจากการผลิตจ�ำนวนมาก (Mass Production) โดยใช้ข้อมลูและ

ผลของการวัดที่เก็บผ่านโครงข่ายของเซนเซอร์ร่วมกับการท�ำงานของระบบการตัดสินใจโดยอัตโนมัติ 

การท�ำงานในลักษณะท่ีเครื่องจักร หุ่นยนต์ และเซนเซอร์ทุกตัวสามารถสื่อสารกันได้จะเพิ่มความ

แม่นย�ำและช่วยให้ระบบท�ำงานได้สอดคล้องกันอย่างเป็นอัตโนมัติ

	 ผลการส�ำรวจและการวิจัยของ World Economic Forum พบว่า 79% ของผู้ถูกส�ำรวจจาก

วงการอุตสาหกรรมทั่วโลกเชื่อมั่นว่าภายในระยะเวลา 5 ปี เทคโนโลยี IoT จะเข้ามาเป็นปัจจัยส�ำคัญ

ท่ีท�ำให้เกิดการเปลี่ยนแปลงครั้งยิ่งใหญ่ (Disruptive Factor) ต่อการประกอบการอุตสาหกรรม 

(World Economic Forum, 2015a) โดยในการประชุม IoT World Forum มกีารกล่าวถงึการปฏวิตัิ

อุตสาหกรรมครั้งที่ 4 (Industry 4.0) และมีการรายงานตัวเลขการลงทุนในเทคโนโลยีอินเทอร์เน็ต
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อตุสาหกรรม (Industrial Internet) ทัว่โลกในปี ค.ศ. 2014 ทัง้สิน้จ�ำนวน 1.5 พนัล้านดอลลาร์สหรฐัฯ 

(Cisco System, 2014) ซึ่งประเทศไทยมีโอกาสสูงท่ีจะได้รับผลการเปลี่ยนแปลงดังกล่าวเช่นกัน 

ในฐานะที่เป็นฐานการผลิตใหญ่ในอุตสาหกรรมอิเล็กทรอนิกส์และยานยนต์ 	

	 ตัวอย่างของระบบที่ใช้เทคโนโลยีอินเทอร์เน็ตอุตสาหกรรมแสดงในภาพที่ 1 ตามแนวคิดของ

บริษัท National Instrument ซึ่งระบบอุตสาหกรรมอัตโนมัติและหุ่นยนต์อุตสาหกรรมในโรงงาน

อัจฉริยะ (Smart Factory) จะสามารถความคุมอัตราการผลิตให้สอดคล้องกับอุปสงค์และอุปทาน

ของตลาดซึ่งเกิดจากการวิเคราะห์ข้อมูลที่ได้จากพฤติกรรมของผู้บริโภค และทรัพยากรท่ีได้รับจาก

สาธารณูปโภคพื้นฐาน เช่น ระบบโครงข่ายไฟฟ้าอัจฉริยะ ระบบส่งน�้ำอัจฉริยะ ฯลฯ 

 

	 ภาพที ่1 ตวัอย่างของระบบอุตสาหกรรมทีป่ระยกุต์ใช้เทคโนโลย ีIoT เพือ่การควบคมุระบบอุตสาหกรรม 

	 	 	 ให้ท�ำงานสอดคล้องกับระบบสาธารณูปโภคพื้นฐาน และอุปสงค์-อุปทานของตลาด 

	 ปรับปรุงจาก :	เอกสารประกอบการบรรยาย เรือ่ง Access to Enabling Technologies for Innovation 

	 	 	 	 โดย Eloisa Acha และ Rudi Ngnepi บริษัท National Instruments ปีลิขสิทธ์ิ  

	 	 	 	 2015
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	 ระบบจัดการการเกษตรอัจฉริยะ

	 การเกษตรอจัฉรยิะ (Smart Farming) อาศยัการท�ำงานร่วมกนัของระบบเซนเซอร์ทีว่ดัความช้ืน 

ปริมาณแสงแดด อุณหภูมิ ระบบฐานข้อมูลพืช และระบบให้น�้ำ ปรับปริมาณแสง และระบบปรับ

อุณหภูมิ ท่ีท�ำงานสอดคล้องกันเพื่อสร้างสภาวะแวดล้อมที่เหมาะสมต่อการเจริญเติบโตของพืชมาก

ที่สุด ระบบดังกล่าวยังช่วยให้เกษตรกรสามารถประมาณการช่วงเวลาเก็บเกี่ยวและปริมาณพืชผล 

ที่จะได้อีกด้วย

	 ระบบคมนาคมและการจัดการโลจิสติกส์

	 หนึ่งในภาคส่วนที่คาดว่าจะเกิดความเปลี่ยนแปลงจากเทคโนโลยี IoT คือ ระบบคมนาคมและ 

การจัดการโลจสิตกิส์ โดยเฉพาะแนวคิดคมนาคมขนส่งอจัฉริยะ หรอื Intelligent Transport System 

(ITS) ซึง่ระบบดังกล่าวจะช่วยให้เกิดการสือ่สารระหว่างพาหนะต่อพาหนะด้วยกนั หรอืระหว่างพาหนะ

และระบบควบคมุการจราจรอืน่ เช่น ระบบสญัญาณการจราจร ระบบข้อมลูสภาพจราจร หรือการน�ำเอา 

ระบบดงักล่าวมาใช้กบัระบบขนส่งมวลชนทีจ่ะช่วยให้การบรกิารมคีวามปลอดภยั สะดวก และตรงเวลา 

มากย่ิงขึ้น นอกจากนี้ การน�ำระบบดังกล่าวไปใช้ในการขนส่งสินค้าจะท�ำให้สามารถทราบต�ำแหน่ง 

ยานพาหนะ ทราบสถานการณ์รบั-ส่งสนิค้า อนัส่งผลให้การจัดการสนิค้าคงคลงัมปีระสทิธิภาพมากยิง่ข้ึน 

	 ระบบข้อมูลสุขภาพและการแพทย์

	 อุปกรณ์อิเล็กทรอนิกส์แบบสวมใส่ได้ (Wearable Devices) เป็นปัจจัยส�ำคัญท่ีท�ำให้ข้อมูล

ทางสขุภาพและพฤตกิรรมมนษุย์สามารถถกูวดัและรวบรวมเพือ่ใช้ในการวเิคราะห์สขุภาพได้ อปุกรณ์ 

ดังกล่าวสามารถตรวจวัดวงจรการนอน การเต้นของหัวใจ ความดันโลหิต และเก็บข้อมูลกิจกรรม

ระหว่างวัน เช่น การเดินและว่ิง นอกจากน้ี อุปกรณ์การแพทย์ระดับผู้บริโภค เช่น เคร่ืองวัดน�้ำตาล 

ในเลือด เคร่ืองวัดความดันโลหิต เคร่ืองวัดสายตา เม่ือถูกเชื่อมต่อเข้ากับระบบฐานข้อมูลส่วนบุคคล 

จะช่วยให้ผูบ้รโิภค หรอืคนไข้ตรวจสอบข้อมลูทางสถิติท่ีเกีย่วข้องกบัสขุภาพของตน หรือเป็นเคร่ืองมือ 

ที่ช่วยให้ทีมงานแพทย์ได้ข้อมูลประกอบการวินิจฉัยโรคได้อย่างแม่นย�ำยิ่งขึ้น

	 ระบบการจัดการพลังงานและสาธารณูปโภค

	 ระบบการจัดการพลังงานและสาธารณูปโภคที่มีประสิทธิภาพจะต้องมีการตรวจวัดที่แม่นย�ำ 

การประมวลผลในภาพรวม และการประมาณการที่มีความเชื่อถือได้ ระบบ IoT จะถูกน�ำมาประยุกต ์

ใช้ในลักษณะการตรวจวัดระยะไกล (Telemetry) เช่น ระบบ Smart Meter ซ่ึงมีความสามารถใน 

การวดัปรมิาณการใช้สาธารณปูโภค หรอืวดัคณุภาพสาธารณปูโภค ก่อนจะส่งข้อมลูดงักล่าวไปยงัหน่วย
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ประมวลผลกลางเพ่ือใช้ในการวิเคราะห์ในภาพรวมต่อไป ตวัอย่างของการประยกุต์ใช้งานประเภทนี ้คอื 

บริหารจัดการพลังงานไฟฟ้าโดยใช้ระบบโครงข่ายไฟฟ้าอัจฉริยะ (Smart Grid) ที่ท�ำหน้าที่ตรวจวัด

ปรมิาณการใช้งานพลังงานไฟฟ้า และรวบรวมข้อมลูเพือ่ประมาณการค่าอปุสงค์ (Demand Forecast) 

การใช้ไฟฟ้าในช่วงเวลาต่างๆ อันจะเป็นประโยชน์ต่อการควบคุมการจ่ายไฟฟ้า การวางแผนสร้าง 

โรงไฟฟ้า จดัการแหล่งจ่ายพลงังานไฟฟ้า และการคดิราคาค่าไฟฟ้าแบบสอดคล้องกบัค่าอปุสงค์-อปุทาน 

(ETP Smartgrids, 2016) ซึ่งในประเทศไทย ระบบดังกล่าวก�ำลังได้รับการบุกเบิกพัฒนาภายใต้ 

ความร่วมมือระหว่างหน่วยงานรัฐ การไฟฟ้าฝ่ายผลิตแห่งประเทศไทย การไฟฟ้าภูมิภาค การไฟฟ้า

นครหลวง และมหาวทิยาลยั (กระทรวงพลงังาน, 2558) แนวคิดท่ีคล้ายคลึงกนัสามารถน�ำมาประยุกต์ 

ใช้กับการจัดการสาธารณูปโภคชนิดอื่น เช่น ระบบส่งน�้ำอัจฉริยะ (Smart Water) และชลประทาน

อัจฉริยะ (Smart Irrigation) 

	 การเงินการธนาคาร

	 ตลาดการเงินเป็นภาคส่วนที่ถือว่ามีการเช่ือมต่อเข้ากับระบบอินเทอร์เน็ตสูงอยู่แล้วเม่ือเทียบ

กับภาคส่วนอื่น อย่างไรก็ตาม การเชื่อมต่อมักอยู่ในลักษณะโครงข่ายสารสนเทศของธุรกิจธนาคาร 

ประกันภัย และการลงทุน การเข้ามาของเทคโนโลยี IoT จะเป็นการเพิ่มช่องทางการเข้าถึงผู้บริโภค

ที่ใช้งานอุปกรณ์สื่อสารที่เชื่อมต่อกับระบบอินเทอร์เน็ตที่มีแนวโน้มในการใช้บริการธุรกรรมทาง

อิเล็กทรอนิกส์ เช่น ระบบ e-Banking ระบบ e-Payment การลงทุนและการซื้อขายสินทรัพย์ผ่าน

โทรศัพท์เคลื่อนที่ และการซื้อขายอัตโนมัติความถี่สูง (High Frequency Trading) นอกจากนี้ ข้อมูล

รปูแบบการท�ำธรุกรรมและการลงทนุอาจเป็นประโยชน์ต่อการวเิคราะห์พฤตกิรรมผู้บริโภค และการให้

บรกิารทีต่รงความต้องการของผู้บรโิภคมากขึน้อกีด้วย ผลของการน�ำเทคโนโลยกีารเงนิ หรือ Fin Tech  

(Financial Technologies) ที่มีต่อตลาดการเงินในอนาคตถูกรวบรวมไว้ในรายงานของ World  

Economic Forum (World Economic Forum, 2015b)

 

	 การจัดการภาครัฐ

	 การลงทุนเทคโนโลยี IoT ในภาคส่วนหน่วยงานรัฐจะอยู่ในรูปแบบการยกระดับการให้บริการ

สาธารณะ (Public Service) การยื่นค�ำร้องและการประมวลผลผ่านระบบอิเล็กทรอนิกส์ รวมท้ัง 

การสนับสนุนโครงสร้างพื้นฐานสาธารณะที่เป็นตัวกลางในการเชื่อมต่อโครงข่ายของภาคเอกชน  

หน่วยงานรฐัอาจท�ำหน้าทีใ่นการวางกลยุทธ์ระดบัเมอืงและประเทศ และสร้างบรกิารสาธารณะโดยการ 

ร่วมมือกับภาคเอกชน (PPP : Public Private Partnership) เพื่อก�ำหนดทิศทางการพัฒนาและ 

ลดความซ�ำ้ซ้อน ตวัอย่างของการประยกุต์เทคโนโลยดีงักล่าว ได้แก่ ระบบเมอืงอจัฉรยิะ (Smart City)  
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ที่เป็นระบบประสานงานและเชื่อมโยงข้อมูลจากระบบย่อยระบบอื่น เช่น ระบบการคมนาคมอจัฉรยิะ 

(Smart Transportation) ระบบโครงข่ายไฟฟ้าอัจฉริยะ ระบบส่งน�้ำอัจฉริยะ ระบบบ้านอัจฉริยะ 

(Smart Home) เข้าด้วยกัน (IEC, 2014) และท�ำงานสอดคล้องกัน

	 จากการวิเคราะห์ของบริษทั Cisco Systems มลูค่าตลาดของธรุกจิโดยรวมทัว่โลกทีไ่ดร้บัการ 

สนบัสนนุและประยกุต์ใช้เทคโนโลย ีIoT อาจมีค่าสงูถงึ 14.4 ล้านล้านดอลลาร์สหรฐัฯ (Cisco, 2014a)  

หากพิจารณาแยกออกเป็นภาคส่วน International Data Corporation (IDC) ได้ประมาณการไว้ว่า 

จากปี 2014 ถึงปี 2018 รายได้จากธุรกิจท่ีเกี่ยวข้องกับภาคส่วนหลัก (Major Sectors) จะมี 

การขยายตวัจาก 2.29 เป็น 4.59 ล้านล้านดอลลาร์สหรฐัฯ ตามล�ำดบั (Kraus, Monika, & Xiong, 2015)  

ซึ่งมีการจ�ำแนกรายอุตสาหกรรมหลักดังปรากฏในภาพที่ 2 

 

	 ภาพที ่2 ประมาณการการเติบโตของรายได้จากธรุกิจทีป่ระยกุต์ใช้เทคโนโลย ีIoT ระหว่าง ค.ศ. 2014-2018 

	 สร้างแผนภาพขึน้โดยการอ้างองิข้อมลูจาก : Worldwide Internet of Things Spending by Vertical 

	 Market 2015–2018 โดย Bob Kraus, Monika Kumar และ Suya Xiong ปีลิขสิทธิ์ 2015
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	 จากการประมาณการดังกล่าว ทุกภาคส่วนจะมีการเติบโตของการท�ำรายได้ถึง 2 เท่าในระยะ

เวลา 4 ปี โดยภาคส่วนที่มีการขยายตัวอย่างโดดเด่น คือ ภาคอุตสาหกรรมและการผลิต สุขภาพและ

การแพทย์ และภาคระบบคมนาคมและการจัดการโลจิสติกส์ ซึ่งทั้งสามภาคส่วนถือเป็นภาคส่วนหลัก

ของเศรษฐกิจของประเทศไทยทั้งสิ้น 

3. เทคโนโลยีที่เกี่ยวข้อง

	 เทคโนโลยี IoT มีความหมายโดยกว้างคือเทคโนโลยีการสื่อสารข้อมูลที่เชื่อมต่อ วัตถุ อุปกรณ์

อเิลก็ทรอนกิส์ และผู้คนเข้าเป็นโครงข่ายเดยีวกัน อย่างไรกต็าม หลกัการดงักล่าวตัง้อยูบ่นพืน้ฐานของ

เทคโนโลยแีละวทิยาการทีเ่กีย่วข้องหลากหลายสาขาซึง่ได้สร้างสภาวะแวดล้อมทางเทคโนโลยทีีเ่หมาะสม 

ท�ำให้เกิดการประยุกต์ใช้งานที่มีการบูรณาการดังท่ีกล่าวมา เทคโนโลยีที่เก่ียวข้องและเป็นรากฐาน

ของ IoT มีดังต่อไปนี้

	 3.1 เทคโนโลยีอินเทอร์เน็ต (Internet)

	 แนวคิดแรกเริ่มในการพัฒนาโครงข่ายอินเทอร์เน็ตคือการสร้างโครงข่ายที่สามารถเชื่อมโยง

คอมพิวเตอร์จากหลากหลายผู้ผลิตให้ติดต่อสื่อสารกันได้โดยผ่านโพรโทคอล TCP/IP ทั้งนี้ ระบบ

อนิเทอร์เนต็ได้ขยายตวัขึน้อย่างต่อเน่ืองจากการเชือ่มต่อโครงข่ายย่อยต่างๆ จากทกุมุมโลกเข้าด้วยกนั 

และท�ำให้อปุกรณ์หลากหลายชนดิท่ีมีมาตรฐานแตกต่างกนั ติดต่อส่ือสารกนัได้ ไม่ว่าจะอยู ่ณ ต�ำแหน่ง

ไหนในโลก หลักการดังกล่าว เป็นที่มาของแนวคิดที่ว่า อุปกรณ์ที่เชื่อมต่อเข้ากับโครงข่ายอินเทอร์เน็ต

ไม่จ�ำเป็นต้องเป็นคอมพิวเตอร์เท่านั้น แต่ยังสามารถเชื่อมต่ออุปกรณ์อิเล็กทรอนิกส์สมัยใหม่ เช่น 

โทรศัพท์เคล่ือนที ่อุปกรณ์อิเลก็ทรอนิกส์แบบสวมใส่ได้ อปุกรณ์เซนเซอร์ ฯลฯ หรอื “Things” เข้ากบั 

โครงข่ายอินเทอร์เน็ตด้ังเดิมที่มีอยู่ได้ ด้วยเหตุนี้จะช่วยให้อุปกรณ์ดังกล่าวสามารถเข้าถึงข้อมูลที่อยู่ 

ในระบบอินเทอร์เน็ต ส่งข้อมูลเพื่อจัดเก็บ และเข้าถึงจากผู้ใช้งานระยะไกลได้ 

	 3.2 เทคโนโลยีเซนเซอร์ (Sensor Technology)	

	 เซนเซอร์คืออุปกรณ์ที่ใช้วัดและเปลี่ยนปริมาณทางธรรมชาติที่วัดได้ เช่น ความดัน อุณหภูมิ 

ปริมาณแสง ความชื้น ความเข้มข้น การเคลื่อนไหว ฯลฯ ให้เป็นสัญญาณไฟฟ้าและข้อมูลเชิงตัวเลข 

อุปกรณ์เซ็นเซอร์ถูกใช้ในการเก็บข้อมูลเพื่อน�ำมาประมวลผลและใช้ประกอบการตัดสินใจ การใช้งาน 

ทีม่กีารเกบ็ข้อมลูผ่านโครงข่ายทีม่กีารเชือ่มต่อเซนเซอร์จ�ำนวนมากเข้าด้วยกนั (Puccinelli & Haenggi, 

2005) จะเป็นประโยชน์ต่อการประยุกต์ใช้งานบางประเภทที่ต้องการวัดปริมาณ ณ ต�ำแหน่งทาง
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ภูมิศาสตร์ท่ีแตกต่างกัน หรือการสังเคราะห์ข้อมูลในภาพรวมจากการใช้ข้อมูลที่เก็บจากเซนเซอร์

จ�ำนวนมาก อุปกรณ์เซนเซอร์เปรียบได้กับหูและตาของระบบ IoT ทั้งนี้ เซนเซอร์ได้ถูกติดตั้งลงใน

อุปกรณ์อิเล็กทรอนิกส์สมัยใหม่จ�ำนวนมาก เช่น โทรศัพท์สมัยใหม่อาจประกอบด้วยเซนเซอร์ที่ใช้วัด

ปริมาณของตัวแปรที่แตกต่างกันมากกว่า 13 ชนิด (Andriod, 2016) 

	 3.3 วิทยาการ Machine Learning 

	 Machine Learning คอื สาขาวิทยาการทางคอมพิวเตอร์ทีม่วีตัถปุระสงค์เพือ่สร้างกระบวนการ

ตัดสินใจอัตโนมัติ หรือสร้างการประมาณการผ่านทางการเรียนรู้รูปแบบ และค่าทางสถิติของข้อมูลที่

สนใจ Machine Learning เป็นเครือ่งมอือนัส�ำคญัในการสร้างปัญญาประดษิฐ์ (Artificial Intelligence)  

ทีท่�ำหน้าทีใ่นการตดัสนิใจแทนมนษุย์ ดังนัน้ Machine Learning เปรียบเสมอืนเป็นมนัสมองของระบบ 

IoT ทีจ่ะประมวลผลข้อมูลท้ัง ณ บริเวณ “Things” หรอื วตัถทุีต่่อเชือ่มเข้ากบัระบบอนิเทอร์เนต็ และ

ส่วนประมวลผลท่ีต่อเชือ่มอยูก่บัโครงข่าย ตวัอย่างของบรษิทัทีม่กีารน�ำเครือ่งมอื Machine Learning 

มาใช้งาน คือ Google Facebook Amazon ฯลฯ 

	 3.4 เทคโนโลยี Machine to Machine 

	 โดยทั่วไปเทคโนโลยี Machine to Machine หรือ M2M หมายถึงระบบสื่อสารสมัยใหม่ 

ระหว่างอุปกรณ์ที่ไม่ต้องอาศัยตัวกลางที่เป็นมนุษย์เข้าไปมีส่วนร่วมในการสื่อสาร เทคโนโลยีดังกล่าว

อาจครอบคลุมการท�ำงานร่วมกนัของโครงข่ายเซนเซอร์ (Sensor Network) และ Machine Learning  

ทีท่�ำให้อปุกรณ์อเิลก็ทรอนกิส์สือ่สารกันได้อย่างอตัโนมัต ิการส่ือสารแบบ M2M ถอืว่าเป็นกลไกส�ำคัญ

ของ IoT ในส่วนของการสื่อสารแบบ Thing to Things 

	 3.5 เทคโนโลยี Big Data

	 เทคโนโลย ีBig Data เกดิจากความพยายามทีจ่ะจดัการข้อมลูทีเ่กิดจากการใช้งานระบบสารสนเทศ

ท่ีมีขนาดใหญ่ขึ้นมหาศาล มีความหลากหลาย และมีลักษณะแบบไม่มีโครงสร้าง (unstructured)  

ส่วนหน่ึงของผลการวิจัยจากมหาวทิยาลยั Leipzig ประเทศเยอรมน ี(Ngonga, 2013) ปรากฏในภาพที ่3  

บ่งช้ีว่า ปริมาณข้อมูลที่ถูกสร้างข้ึนจากผู้ใช้งานประเภทองค์กรทั่วโลกได้เพิ่มขึ้น 240 เท่า จาก 5  

Exabytes เป็น 1222 Exabytes ระหว่างปี 2005 จนถึงปี 2014 ตามล�ำดับ การเติบโตดังกล่าว 

ได้สร้างความซ�้ำซ้อนและความยุ่งยากให้กับการจัดเก็บ วิเคราะห์ และสืบค้นข้อมูล เทคโนโลย ี 

Big Data ได้เข้ามามบีทบาทในการประมวลผลข้อมลูโดยการจดัการข้อมลูทีอ่ยูใ่นรปูแบบไม่มโีครงสร้าง

ให้เป็นข้อมูลที่มีโครงสร้าง (Structured) นอกจากนี้ เทคนิคการวิเคราะห์ทางสถิติ วิทยาศาสตร์ทาง
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ข้อมลู (Data Science) และวทิยาการ Machine Learning ได้ช่วยให้สามารถวเิคราะห์ข้อมลูทีม่ขีนาด

มหาศาลและสังเคราะห์ความสัมพันธ์หรือค่าทางสถิติที่มีประโยชน์ต่อการตัดสินใจได้ Big Data จะมี

บทบาทมากขึ้นในอนาคตเพื่อจัดการข้อมูลที่รับจากโครงข่าย IoT 

 

	 ภาพท่ี 3 	การเติบโตของจ�ำนวนข้อมูลที่ถูกสร้างขึ้นจากผู้ใช้งานประเภทองค์กรทั่วโลกระหว่าง  

	 	 	 	 ค.ศ. 2005-2014 

	 ปรับปรุงจาก :	Data acquisition โดย Axel Ngonga, University of Leipzig and AKSW Research  

	 	 	 	 	 Group ปีลิขสิทธิ์ 2013 

4. สถาปัตยกรรมและข้อมูลทางวิศวกรรมที่เกี่ยวข้อง 

	 เทคโนโลย ีIoT เป็นระบบขนาดใหญ่ทีเ่กดิจากการท�ำงานร่วมกันของหลากหลายองค์ประกอบ

โดยมีโครงสร้างสถาปัตยกรรมของระบบดังปรากฏในภาพที่ 4

	 เนือ่งจากเทคโนโลย ีIoT อยูใ่นช่วงแรกเริม่พฒันาและประกอบด้วยหลากหลายรปูแบบเทคโนโลย ี

จึงมีความจ�ำเป็นที่จะต้องมีมาตรฐานกลางที่จะช่วยให้อุปกรณ์หลากหลายที่เชื่อมต่อกับโครงข่าย IoT 

สือ่สารกนัได้ องค์กรทีม่บีทบาทในการผลกัดนัมาตรฐานในภาพกว้างดงักล่าวได้แก่ สหภาพโทรคมนาคม

ระหว่างประเทศ หรือ International Telecommunication Union (ITU) ภายใต้กลุ่มศึกษาที่ 20 

ของ ITU-T (ITU, 2016)  สถาบันวิศวกรไฟฟ้าและอิเล็กทรอนิกส ์หรือ IEEE (Institute of Electrical 

and Electronics Engineers) กลุ่ม IoT (IEEE IoT, 2016) และ IoT World Forum (IoT World 

Forum, 2014) 
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	 ภาพที่ 4 โครงสร้างทางสถาปัตยกรรมของเทคโนโลยี IoT

	 ปรับปรุงจาก :	IoT World Forum Reference Model จากเอกสารประกอบการบรรยาย เรื่อง  

	 	 	 	 	 Building the Internet of Things โดย IoT World Forum 2014 

 	 อย่างไรก็ตาม ได้มีการรวมกลุ่มของผู้ผลิตเทคโนโลยีในลักษณะพันธมิตรทางเทคโนโลยี  

(Technological Alliance) ที่มีวัตถุประสงค์เพื่อร่วมกันก�ำหนดมาตรฐานร่วมเพ่ือให้อุปกรณ์ที่ผลิต

จากบริษัทที่อยู่ในพันธมิตรทางเทคโนโลยีสามารถท�ำงานร่วมกันได้ เช่น โมเดลอ้างอิง (The Internet 

of Things Reference Model) ของบริษัท Cisco (Cisco, 2014b) ในบทความฉบับนี้จะมุ่งวิเคราะห์

เทคโนโลยใีนสว่นโครงข่าย เนือ่งจากเป็นสว่นที่ส่งผลกระทบโดยตรงตอ่การใช้งานคลืน่ความถี่ โดยจะ

เน้นส่วนโพรโทคอลท่ีเทียบได้กบัระดับชัน้ Connectivity (Physical Layer) Link Protocol (Datalink 

Layer) และ Transport (Transport Layer) ของมาตรฐาน OSI Model (International Organization 

for Standardization, 1994) ซึง่ในบทความนีจ้ะจ�ำแนกมาตรฐานโครงข่ายออกเป็นกลุม่โดยแบ่งตาม

ระยะท�ำการและประเภทของโครงข่ายดังปรากฏในภาพที่ 5 (Zemede, 2015) 
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  	 ภาพที่ 5		 ล�ำดับชั้นโพรโทคอลที่เกี่ยวข้องกับเทคโนโลยี IoT แบ่งตามระยะท�ำการและประเภทของ

	 	 	 	 โครงข่าย 

	 ปรับปรุงจาก : Building IoT gateways to the cloud โดย Martha Zemede, 2015 

	 ความหลากหลายของมาตรฐานการสื่อสารข้อมูลในภาพที่ 5 เกิดจากการพัฒนารูปแบบ 

การสื่อสารเพื่อตอบสนองการประยุกต์ใช้งานท่ีแตกต่าง โดยมาตรฐานท่ีใช้ส�ำหรับการสื่อสารระยะ 

สัน้มาก (Proximity) ถกูออกแบบมาให้ใช้งานในลกัษณะการสือ่สารสองทาง (Duplex) ระหว่างอปุกรณ์

และเคร่ืองอ่าน ซึง่จะมกีารส่ือสารระหว่างกนักต่็อเมือ่อปุกรณ์อยูใ่นต�ำแหน่งทีใ่กล้กบัเครือ่งอ่านมากเท่านัน้ 

ตวัอย่างการใช้งานดงักล่าวได้แก่ ระบบ RFID (Angell & Kietzmann, 2006) ทีใ่ช้ส�ำหรับการระบแุละ

ตรวจจับตวัตน (Identification) ของวตัถทุีอ่าศัยการสือ่สารระหว่างทรานสพอนเดอร์ (Transponder) 

หรอื ป้ายระบุ (Tag) ทีต่ดิตัง้อยูก่บัตวัวตัถแุละบรรจขุ้อมลูตวัตน กบั เครือ่งอ่าน (Reader) ทีท่�ำหน้าที่

ตรวจอ่านข้อมลูของป้ายระบทุีเ่ข้ามาอยูใ่นรศัมที�ำการของเครือ่งอ่าน ก่อนส่งข้อมลูดงักล่าวไปประมวลผล 

ยังระบบคอมพิวเตอร์ที่เชื่อมต่ออยู่ต่อไป 

	 มาตรฐานส�ำหรบัการสือ่สารระยะสัน้ถกูออกแบบมาให้ถูกใช้งานในลกัษณะโครงข่ายไร้สายส่วนตัว 

(WPAN : Wireless Personal Area Network) หรือโครงข่ายของบ้าน ตัวอย่างเช่น ระบบควบคุม

อัตโนมัติส�ำหรับอุปกรณ์ภายในบ้าน (Home Automation) ที่เชื่อมโยงเครื่องใช้ไฟฟ้าและอุปกรณ์

อเิลก็ทรอนกิส์ภายในบ้านเข้าด้วยกนั การสือ่สารในลกัษณะการใช้งานดงักล่าวอาจอยูใ่นลกัษณะการส่ง 

ค�ำสั่งควบคุมท่ีต้องการความเร็วข้อมูลต�่ำ หรือ การส่งข้อมูลขนาดใหญ่ เช่น ภาพและเสียง ระหว่าง

อุปกรณ์ก็ได้ 
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 	 มาตรฐานส�ำหรับการส่ือสารระยะไกลใช้ประโยชน์จากการครอบคลุมบริเวณกว้างมากของ

โครงข่ายในการเก็บข้อมูลเฉพาะจุดเพื่อน�ำมาประมวลผลรวมและใช้สังเคราะห์ข้อมูลเชิงกระจายตัว

อันเป็นประโยชน์ต่อระบบสารสนเทศเชิงภูมิศาสตร์ (GIS : Geographical Information Services) 

เช่น การวัดอุณหภูมิ ความชื้น การตรวจจับไฟป่า ในบริเวณกว้าง ตัวอย่างมาตรฐานส�ำหรับการใช้งาน

ในลักษณะนี้ ได้แก่ LoRa และ SIGFOX รวมถึงการเก็บข้อมูลผ่านการโทรศัพท์เคลื่อนที่ของผู้ใช้งาน

ในลักษณะ Crowdsourcing อนึ่ง ข้อมูลทางเทคนิคของมาตรฐานโครงข่าย IoT ที่ได้จากการส�ำรวจ

จากข้อมูลผู้ผลิตถูกรวบรวมและแสดงใน ตารางที่ 1 

	 ตารางที่ 1 	 ข้อมูลทางเทคนิคของมาตรฐานโครงข่าย IoT

	 หมายเหตุ : 	ผูเ้ขยีนสร้างตารางขึน้จากการส�ำรวจข้อมลูของทางเทคนคิของระบบ IoT (NFC Forum,  

	 	 	 	 2011; ITU, 2005, 2012; Bluetooth SIG Regulatory Committee, 2011; Zigbee  

	 	 	 	 Alliance, 2012; Z-Wave Alliance, 2014; Thread Group, 2014; ANT+, 2016;  

	 	 	 	 IEEE, 2012; ETSI, 2011; Motorola, 2010; Sigfox, 2016; LoRa Alliance, 2015)



181 

5. ปัจจัยทางเทคนิคที่ควรพิจารณา

	 ปัจจัยหลักในการเลือกใช้งานเทคโนโลยีส�ำหรับโครงข่าย IoT ได้แก่ พื้นที่ครอบคลุม อัตราเร็ว

ในการรบั-ส่งข้อมลู การใช้พลงังานของอุปกรณ์ และลกัษณะการใช้งานทรพัยากรคลืน่ความถี ่หากการ

ใช้งานอยูใ่นลกัษณะการเกบ็ข้อมูลจากโครงข่ายเซน็เซอร์ทีก่ระจายตวัอยูใ่นพื้นทีบ่รเิวณกว้างและไม่มี

แหล่งจ่ายพลังงานจากภายนอก มกีารส่งข้อมลูขนาดไม่มากนัก หรอืมคีวามถีใ่นการส่งต่อวันไม่มากนกั 

มาตรฐานท่ีเลือกใช้ควรอยู่ในลักษณะเทคโนโลยีการสื่อสารระยะไกล ที่ต้องการก�ำลังส่งต�่ำ เช่น  

LoRaWAN และ SIGFOX หากการใช้งานต้องการระยะครอบคลุมที่คล้ายคลึงกัน แต่มีความจ�ำเป็น

ต้องมีการรับ-ส่งข้อมูลขนาดใหญ่ เป็นระยะเวลานาน ผู้ออกแบบระบบอาจเลือกใช้โครงข่ายโทรศัพท์

เคลื่อนที่หรือระบบ WLAN ที่มีการเชื่อมต่อกับโครงข่ายที่มีความเร็วสูงก็ได้ 

	 การใช้งานอีกลักษณะที่เป็นที่นิยมก็คือ การใช้เทคโนโลยีโครงข่ายแบบ WPAN ซึ่งมีพื้นที่

ครอบคลุมค่อนข้างน้อย แต่มีความเร็วสูงสุดในการรับ-ส่งข้อมูลสูงกว่า 100 kbps ซึ่งเพียงพอที่จะใช้

ส�ำหรับการเก็บข้อมูลปริมาณการใช้งานสาธารณูปโภคในระบบ Smart Metering และการส่งข้อมูล

เพื่อควบคุมอุปกรณ์ในลักษณะ Smart Home การใช้งานดังกล่าวอาจมีอุปกรณ์ประมวลผลข้อมูล

กลางที่ติดตั้งในบ้านหรืออาคาร ก่อนที่จะถูกต่อเชื่อมกับโครงข่ายภายนอกผ่านระบบอินเทอร์เน็ต 

	 ด้วยคุณสมบัติทางวิศวกรรมของคลื่นความถี่ที่ขนาดของสายอากาศ (Antenna) ในอุดมคต ิ

ที่เหมาะสมส�ำหรับการสื่อสารแบบการแพร่ (Far Field Propagation) ควรมีขนาดประมาณครึ่งหนึ่ง

ของขนาดความยาวคลื่น (λ/2) (Terman & Helliwell, 1955) ข้อจ�ำกัดดังกล่าวส่งผลให้ย่านความถี่

ที่เหมาะสมส�ำหรับใช้กับอุปกรณ์ที่ต้องการคุณสมบัติการพกพา (Mobility) และมีขนาดเล็ก (สั้นกว่า  

20 cm) คอื 750 MHz ข้ึนไป ดงันัน้ หากมคีวามต้องการประยุกต์ใช้งานย่านความถีท่ีต่�ำ่กว่าค่าดงักล่าว 

ส�ำหรับอุปกรณ์ขนาดเล็ก ต้องใช้การส่ือสารแบบแผ่สนามแม่เหล็กไฟฟ้าระยะใกล้ เช่น ระบบ NFC 

(Near Field Communication) 

	 ปัจจัยส�ำคัญทางเทคนิคที่ควรค�ำนึงถึงเพิ่มเติมคือ การใช้ทรัพยากรคลื่นความถี่ของแต่ละ

เทคโนโลยี มาตรฐานที่ออกแบบมาให้ส่งข้อมูลความเร็วสูงหรือข้อมูลแบบสตรีมมิ่ง (Streaming) เช่น 

WiFi Bluetooth และ ANT+ จะต้องการการใช้ความกว้างแถบ (Bandwidth) ที่มาก เช่น มากกว่า  

1 MHz ขึน้ไป และมีการครอบครองคล่ืนความถีเ่ป็นระยะเวลานาน เทคโนโลยดีงักล่าวจงึถกูออกแบบ

ให้ใช้กับย่านความถี่สูงและมีก�ำลังส่งต�่ำ (High Bandwidth-Low Power) ในลักษณะอุปกรณ์สื่อสาร



182 NBTC
Annual Review 2016

ระยะใกล้ (SRD : Short Range Devices) ทีค่รอบคลมุพืน้ทีข่นาดเล็กเท่านัน้และเปิดโอกาสให้มกีารน�ำ

ช่องความถี่ดังกล่าวไปใช้ซ�้ำ (Spectrum Re-use) ในพื้นที่อื่น 

	  ในทางตรงกันข้าม มาตรฐานท่ีออกแบบให้ใช้การกับการส่งค�ำสั่งควบคุม หรือการตรวจวัด

ที่มีขนาดข้อมูลน้อย เช่น ZigBee Z-Wave และ Thread มักต้องการปริมาณความกว้างแถบน้อย

และยังมีช่วงเวลาการครอบครองคลื่นความถี่ (Spectrum Occupancy Period) ที่สั้น อีกทั้งมักม ี

วงรอบของการรบัส่งข้อมลู (Communication Cycle) ทีห่่าง จึงสามารถเปิดให้มีการร่วมใช้คล่ืนความถี่  

(Frequency Sharing) โดยการเข้าใช้คล่ืนความถีท่ีมี่อยูอ่ย่างจ�ำกัด ผ่านทางการสลบัเข้าใช้ช่องสญัญาณ

โดยหลากหลายอปุกรณ์แบบพลวติั (Dynamic Spectrum Access) ภาพที ่6 แสดงตวัอย่างของการสลบั 

เข้าใช้ 3 ช่องสัญญาณโดย 5 ระบบตลอดระยะเวลาในแนวแกนนอน โดยบริเวณสีขาวหมายถึง 

ช่วงเวลาที่ช่องความถี่ว่าง และช่วงที่ช่องสัญญาณมีสีทึบหมายถึงช่วงเวลาที่ช่องความถี่ถูกครอบครอง

โดยผู้ใช้งานที่แตกต่างกันจ�ำแนกตามสี จะเห็นได้ว่าระบบ A เข้าใช้ช่องสัญญาณที่ 1 เป็นช่วงและจะ

คืนช่องสัญญาณให้ระบบอื่นได้ใช้หลังจากส่งข้อมูลเสร็จ หากเมื่อครบวงรอบของการส่งข้อมูลของ

ระบบ A แต่ปรากฏว่าช่องสัญญาณที่ 1 ถูกใช้งานโดยระบบอื่น ระบบ A ก็จะเลือกไปใช้ช่องสัญญาณ

อืน่ทีอ่ยูใ่กล้เคยีงหรอืรอคอยจนกว่าช่องสัญญาณจะว่างจงึส่งข้อมลูอกีครัง้หนึง่ ในทางปฏบิตัช่ิวงระยะ 

เวลาทีร่ะบบครอบครองช่องสญัญาณจะสัน้มาก (น้อยกว่า 100 ms) เป็นผลให้คลืน่ความถีท่ีม่อียูอ่ย่าง

จ�ำกดั สามารถรองรบัการใช้งานจากระบบทีม่คีณุลกัษณะดังกล่าวจ�ำนวนมาก ในบรเิวณใกล้เคยีงกันได้ 

 

	 ภาพท่ี 6		ตัวอย่างการสลับเข้าใช้ช่องความถี่จากหลากหลายระบบท่ีมีจ�ำนวนมากกว่าจ�ำนวนช่อง 

	 	 	 	ความถี่
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การบริหารคลื่นความถี่และข้อเสนอแนะที่เกี่ยวข้อง

	 ดงัทีไ่ด้กล่าวไว้ในตอนต้นเทคโนโลย ีIoT ถกูคาดว่าจะเข้ามามบีทบาทมากต่อการพฒันาเศรษฐกิจ

และการยกระดบัชวิีตของประชาชนในประเทศไทยในอนาคต อย่างไรกต็าม ด้วยความหลากหลายของ

เทคโนโลยแีละมาตรฐานดังท่ีอภปิรายไว้ในหวัข้อที ่4 หากไม่มกีารออกแบบนโยบายเชงิยทุธศาสตร์และ

กระบวนการก�ำกับดูแลที่มีประสิทธิภาพ การพัฒนาโครงสร้างพื้นฐานทางโครงข่ายส�ำหรับเทคโนโลย ี

ในประเทศไทยอาจอยูใ่นลกัษณะไร้ทศิทาง ใช้ทรพัยากรสิน้เปลอืง เกดิความล้มเหลวของตลาด (Market 

Failure) ทีอ่าจเป็นอปุสรรคต่อการใช้ประโยชน์ให้ได้ตามศกัยภาพสงูสดุของเทคโนโลย ีIoT ความส�ำคญั 

ของการออกแผนยุทธศาสตร์ส�ำหรับเทคโนโลยี IoT ถูกอภิปรายไว้อย่างละเอียดในบทความ Why 

countries need national strategy for the Internet of Things (New & Castro, 2015) โดยเฉพาะ 

มุมมองการก�ำหนดนโยบายภาพรวมและเศรษฐศาสตร์ 

	 แม้มีหลากหลายปัจจัยที่เป็นตัวก�ำหนดการเติบโตของการประยุกต์ใช้เทคโนโลยี IoT  

ในประเทศไทย บทความนี้เน้นการวิเคราะห์ปัจจัยทางวิศวกรรมและกลไกทางการบริหารคลื่นความถี่ 

เพ่ือสร้างข้อเสนอแนะประกอบการพจิารณาก�ำหนดยทุธศาสตร์และการบริหารทรพัยากรโทรคมนาคม

ที่เกี่ยวข้องเพื่อรองรับเทคโนโลยี IoT ในกรอบเวลา 5 และ 10 ปี ในอนาคต ทั้งนี้ กรอบเวลาดังกล่าว

ที่น�ำเสนอได้อ้างอิงตามบทความวิจัยของ Simon Forge (2016) ซึ่งแบ่งวิวัฒนาการของการใช้งาน

คลื่นความถี่ส�ำหรับเทคโนโลยี IoT ไว้ 3 ช่วงส�ำคัญ ได้แก่ ช่วงเริ่มพัฒนา ช่วงขยายตัว และช่วงขยาย

โครงข่ายทั่วโลก (Global Rollout) ดังปรากฏในภาพที่ 7 

	 1. การบริหารคลื่นความถี่ในช่วงเริ่มพัฒนา (ค.ศ 2016-2020)

 	 ในช่วงเริม่ต้นของการพฒันาเทคโนโลย ีIoT บริษทัผูผ้ลติทัง้หลายมแีนวโน้มทีจ่ะสร้างเทคโนโลยี

ที่เป็นส่วนต่อขยายของโครงข่ายอินเทอร์เน็ตดั้งเดิม โดยให้อุปกรณ์ใช้คลื่นความถี่ช่วงที่ได้ถูกก�ำหนด

ให้มีการใช้งานแบบได้รับการยกเว้นใบอนุญาต (LE : License Exempt) อยู่แล้ว โดยเฉพาะกลุ่มย่าน

ความถ่ี ISM (Industrial, Scientific, and Medical Radio bands) ที่ถูกก�ำหนดให้ใช้แบบยกเว้น 

ใบอนุญาตเป็นมาตรฐานเดียวกันทั่วโลก ตามระบุไว้ในหมายเหตุล่าง (Footnote) 5.138 5.150 และ 

5.280 ของข้อบังคับวิทยุระหว่างประเทศ (Radio Regulations) ของ ITU (ITU, 2015) ซึ่งการใช้งาน

ดงักล่าวอยูใ่นลกัษณะร่วมใช้คลืน่ความถี ่(Frequency Sharing) ท่ีไม่สามารถเรียกร้องการปกป้องสทิธิ

การใช้งานคลื่นความถี่ได้เมื่อถูกรบกวนและต้องไม่ก่อให้เกิดการรบกวนต่ออุปกรณ์วิทยุคมนาคมอื่น 

ที่ใช้งานอยู่ในย่านความถี่ดังกล่าวอยู่แล้ว
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	 ภาพที่ 7 วิวัฒนาการการใช้คลื่นความถี่ของเทคโนโลยี IoT ระหว่างปี ค.ศ. 2016-2035 

	 หมายเหตุ :	 ผูเ้ขยีนสร้างแผนภาพขึน้ตามแนวคดิจาก Radio spectrum for the internet of things  

	 	 	 	 โดย Simon Forge ปีลิขสิทธิ์ 2016

	 เมื่อพิจารณา ประกาศ กสทช. เรือ่ง เครื่องวิทยุคมนาคมและสถานีวทิยุคมนาคมทีไ่ดร้ับยกเว้น

ไม่ต้องได้รับใบอนุญาต พ.ศ. 2550 (ส�ำนักงาน กสทช., 2007) และประกาศ กสทช. เรื่อง การใช้

ความถี่วิทยุส�ำหรับอุปกรณ์สื่อสารระยะสั้น ย่านความถี่วิทยุ 5 GHz พ.ศ. 2550 (ส�ำนักงาน กสทช., 

2007) จะพบว่าประเทศไทยมคีวามพร้อมทางกฎระเบยีบและการก�ำกบัดแูลท่ีจะเอือ้ให้เกดิการใช้งาน

เทคโนโลยี IoT จากหลายค่ายผู้ผลิต เนื่องจากมีคลื่นความถี่ที่พร้อมใช้งานทันทีเพื่อรองรับเทคโนโลยี 

IoT ในส่วนการสื่อสารไร้สายจ�ำนวนทั้งสิ้น 8 ย่านความถี่ ดังปรากฏในตารางที่ 2 โดยไม่ต้องแก้ไข

ประกาศของส�ำนักงาน กสทช. 
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	 ตารางที่ 2 ย่านความถี่ที่สามารถเปิดให้ใช้งานได้ทันทีเพื่อรองรับเทคโนโลยี IoT ตามเงื่อนไขของ 	 

	 	 	 	 ประกาศ กสทช. เรื่อง เครื่องวิทยุคมนาคมและสถานีวิทยุคมนาคมที่ได้รับยกเว้นไม่ต้อง 

	 	 	 	 ได้รับใบอนุญาต

	 หมายเหตุ :	สร้างตารางขึ้นจาก ประกาศ กสทช. เรื่อง เครื่องวิทยุคมนาคมและสถานีวิทยุคมนาคม 

	 	 	 	 ที่ได้รับยกเว้นไม่ต้องได้รับใบอนุญาต พ.ศ. 2550 (ส�ำนักงาน กสทช., 2007) และ  

	 	 	 	 ประกาศ กสทช. เรือ่ง การใช้ความถีว่ทิยสุ�ำหรบัอปุกรณ์สือ่สารระยะสัน้ ย่านความถีว่ทิยุ  

	 	 	 	 5 GHz พ.ศ. 2550 (ส�ำนักงาน กสทช., 2007) 

	 การใช้งานอุปกรณ์สื่อสารส�ำหรับโครงข่าย IoT จะถูกตีความอยู่ให้อยู่ในเงื่อนไขการใช้งาน

อุปกรณ์สื่อสารระยะใกล้ทั่วไปในลักษณะได้รับยกเว้นไม่ต้องได้รับใบอนุญาต โดยอุปกรณ์ดังกล่าว

ต้องมีค่าจ�ำกัดก�ำลังส่งสูงสุด รวมถึงคุณลักษณะทางเทคนิคเป็นไปตามที่ประกาศดังกล่าวก�ำหนดไว้ 

ทั้งนี้ เนื่องจากการท�ำงานของระบบดังกล่าวครอบคลุมพื้นที่น้อย การใช้งานจึงต้องเชื่อมต่อกับระบบ

อินเทอร์เน็ตด้าน Uplink หากต้องการเชื่อมต่อกับระบบที่อยู่ในระยะไกลออกไป

	 อย่างไรกต็าม บทความนีมี้ข้อเสนอแนะต่อส�ำนกังาน กสทช. เพือ่ประกอบการพจิารณาแก้ไขประกาศ 

กสทช. เรือ่ง เคร่ืองวทิยคุมนาคมและสถานวีทิยคุมนาคมทีไ่ด้รบัยกเว้นไม่ต้องได้รบัใบอนญุาต เพือ่เปิด

โอกาสให้มกีารใช้งานเทคโนโลย ีIoT โดยอปุกรณ์สือ่สารระยะใกล้ทัว่ไปในย่านความถี ่920-925 MHz 

ทีใ่นปัจจบุนัถูกสงวนให้ใช้ในลกัษณะได้รบัยกเว้นไม่ต้องได้รบัใบอนญุาตโดยระบบ RFID เท่านัน้ โดยการ 

แก้ไขประกาศดังกลา่วจะเป็นประโยชนต์่อการเติบโตทางเศรษฐกจิ เนือ่งจากมเีทคโนโลยี IoT จ�ำนวน

มากที่ถูกออกแบบให้ใช้งานในย่านความถี่ดังกล่าว ดังปรากฏในตารางที่ 3 
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	 ตารางที่ 3	คุณลกัษณะทางเทคนคิของเคร่ืองวทิยคุมนาคมทีก่�ำหนดให้สามารถใช้งานในย่านความถี่  

	 	 	 920-925 MHz ได้ตามเงือ่นไขได้รบัยกเว้นไม่ต้องได้รบัใบอนญุาต และเทคโนโลย ีIoT ทีใ่ช้งาน 

	 	 	 ย่านความถีดั่งกล่าว

	 หมายเหตุ : 	สร้างตารางขึ้นจาก ประกาศ กสทช. เรื่อง การใช้เครื่องวิทยุคมนาคมประเภท (Radio  

	 	 	 	 Frequency Identification : RFID) พ.ศ. 2549 (ส�ำนักงาน กสทช., 2006)

	 เหตุผลท่ีผูเ้ขยีนประเมนิว่าย่านความถีด่งักล่าวสามารถรองรบัการใช้งานแบบร่วมใช้คล่ืนความถี่

จากระบบ RFID และอุปกรณ์จากระบบ IoT ในประเทศไทย เนื่องจากเทคโนโลยี IoT ที่ใช้งานในย่าน

ความถี่ 920-925 MHz ถูกออกแบบมาโดยเฉพาะให้ร่วมใช้งานกับระบบ RFID ในหลายประเทศและ 

มีรูปแบบการสื่อสารที่มีความคล้ายคลึงกับระบบ RFID ดังต่อไปนี้

	 •	 มกีารใช้งานความกว้างแถบน้อยในลกัษณะแถบแคบ (Narrow Band) เช่น น้อยกว่า 400 kHz 

	 •	 มีการส่งข้อมูลขนาดเล็กจึงมีช่วงครอบครองคลื่นความถี่ (Occupancy Duration) ที่สั้น

	 •	 มีวงจรการส่งข้อมูล (Transmission Cycle) ที่มีความถี่น้อย 

	 •	 มกี�ำลงัส่งต�ำ่ จงึมพีืน้ทีค่รอบคลมุขนาดเลก็ ท�ำให้สามารถน�ำคลืน่ความถีม่าใช้ใหม่ (Spectrum 

Reuse) ได้ในพื้นที่อื่น

	 ทั้งน้ี ส�ำนักงาน กสทช. อาจพิจารณาแก้ไขประกาศฯ ดังกล่าวเพื่อให้ใช้งานอุปกรณ์ในระบบ 

IoT ในย่านความถี่ 920-925 MHz ในขณะที่ยังสามารถปกป้องผู้ใช้งานระบบ RFID ที่เป็นผู้ใช้งาน

ดั้งเดิมอยู่ โดยการพิจารณาประเด็นดังต่อไปนี้ 

	 1)	คงเงือ่นไขการใช้งานทีไ่ด้รบัการยกเว้นใบอนญุาตส�ำหรบัอปุกรณ์วทิยคุมนาคมในระบบ RFID 

ชนดิอ่านและเขียน (Interrogator/Reader) ทีใ่ช้งานย่านความถี ่920-925 MHz และมกี�ำลงัส่งต�ำ่กว่า 500 

mW e.i.r.p. ในประกาศ กสทช. เรือ่ง เครือ่งวทิยคุมนาคมและสถานวิีทยคุมนาคมทีไ่ด้รบัยกเว้นไม่ต้องได้

รบัใบอนญุาต พ.ศ. 2550 แต่เพิม่เง่ือนไขให้มกีารใช้งานอปุกรณ์วทิยคุมนาคมระยะใกล้ทัว่ไป (General 

SRD) ในย่านความถีด่งักล่าวได้ โดยมกี�ำลงัส่งออกอากาศไม่เกนิ 25 mW e.i.r.p. ซึง่ค่า 25 mW e.i.r.p. 

เป็นค่าจ�ำกัดก�ำลังส่งออกอากาศสูงสูดตามข้อเสนอแนะของ ECC Report 200 (ECC, 2013) ว่าเป็น

ค่าที่เหมาะสมที่จะท�ำให้อุปกรณ์สื่อสารระยะสั้นทั่วไปสามารถท�ำงานร่วมกับอุปกรณ์ RFID ได้ 
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	 2)	ผลการศึกษาเพิ่มเติมเกี่ยวกับความเข้ากันได้ทางแม่เหล็กไฟฟ้า (EMC : Electromagnetic 

Compatibility) ระหว่างอปุกรณ์วทิยคุมนาคมในระบบ RFID และ IoT ทีใ่ช้ย่านความถี ่920-925 MHz 

ที่ได้ทดลองในสภาวะแวดล้อมการใช้งานจริง 

	 3)	เงือ่นไขการอนญุาตและผลการศกึษาหลงัการเปิดให้ใช้เทคโนโลย ีIoT ในลกัษณะทีค่ล้ายคลงึกนั 

จากประเทศอื่น 

	 2. การบริหารคลื่นความถี่ในช่วงขยายตัว (ค.ศ 2021-2025)

	 เทคโนโลยทีีม่โีอกาสถกูน�ำมาใช้งานในช่วงเริม่ต้นของการพฒันาโครงข่าย IoT มลีกัษณะร่วมคอื

เป็นเทคโนโลยีแบบแถบความถีแ่คบ หรอื เทคโนโลยแีบบแถบความถีก่ว้าง (Broadband) ทีม่กี�ำลงัส่งต�ำ่ 

(Low Power) และมีระยะครอบคลุมที่สั้น เนื่องจาก สามารถน�ำมาใช้ได้ในลักษณะการได้รับยกเว้น 

ไม่ต้องได้รับใบอนุญาตได้ทันทีในหลายประเทศ ซึ่งจะเปิดโอกาสให้กับผู้ให้บริการที่มีทุนต�่ำ น�ำเอา 

ระบบมาใช้งานโดยไม่ต้องเสียต้นทุนด้านสิทธิการครอบครองคลื่นความถ่ี การใช้งานในลักษณะ 

ดังกล่าวจะอยู่ในลักษณะใช้คล่ืนความถี่ร่วมกันโดยไม่สามารถเรียกร้องสิทธิป้องกันการถูกรบกวนได ้ 

เทคโนโลยีดังกล่าว จึงได้รับการออกแบบให้สามารถท�ำงานในสภาวะแวดล้อมที่มีการท�ำงานสูงได้ 

 	 อย่างไรกต็าม เม่ือมีการขยายตวัของการใช้งานระบบ Internet of Thing จะท�ำให้ความต้องการ

ใช้งานคลื่นความถี่มีปริมาณสูงขึ้นและเกิดรูปแบบการใช้งานใหม่ที่ต้องการการสื่อสารในลักษณะแถบ

ความถีก่ว้างเพือ่การส่งข้อมลูทีม่คีวามเรว็สงู มเีสถียรภาพสงู (High Reliability) และมีเวลาประวงิทีน้่อย 

(Low Latency) ซึ่งเทคโนโลยีโครงข่าย IoT ในช่วงเริ่มต้นไม่สามารถตอบสนองการใช้งานในลักษณะ

ดังกล่าวได้ การประยุกต์ใช้งานในบางลักษณะจะมีความต้องการสิทธิโดยเด็ดขาดในการใช้งาน 

คลืน่ความถ่ี (Exclusive Use) เพือ่ให้สามารถควบคมุการใช้งานคลืน่ความถีแ่ละป้องการกนัการรบกวน

ที่ไม่พึงประสงค์ได้ 

	 สถานการณ์ดงักล่าวเป็นความท้าทายในอนาคตขององค์กรทีท่�ำหน้าทีบ่รหิารคลืน่ความถีท่ีต้่อง

จดัหาคลืน่ความถ่ีใหม่เพือ่รองรบัการขยายตัวของการใช้งานดงักล่าว โดยประเดน็ข้างต้นได้ถกูก�ำหนด

ให้เป็นระเบียบวาระที่ 9.1.8 ของการประชุมใหญ่ระดับโลกว่าด้วยวิทยุคมนาคม ค.ศ. 2019 หรือ 

WRC-19 (Radiocommunication Bureau, 2015). และ Ofcom (Office of Communications) 

ซึง่เป็นองค์กรก�ำกบัดแูลกจิการกระจายเสยีงและโทรทศัน์ และกจิการโทรคมนาคมของสหราชอาณาจกัร 

(United Kingdom) ได้ท�ำการศกึษาประเด็นดงักล่าวและรวบรวมไว้ในรายงาน More Radio Spectrum 

for the Internet of Things (Ofcom, 2015) เพื่อใช้ก�ำหนดนโยบายและการก�ำกับดูแล IoT ใน 
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สหราชอาณาจักรซึ่งมีกรอบในการก�ำหนดแผนความถ่ีโดยแบ่งกลุ่มคลื่นความถ่ีออกเป็น 2 กลุ่มตาม

เงื่อนไขการใช้งานแบบสิทธิโดยเด็ดขาด (Dedicated Spectrum) และเงื่อนไขสิทธิใช้งานร่วมกัน 

(Shared Spectrum) ตามปรากฏในภาพที่ 8 

	 ทั้งนี้ บทความนี้มีข้อเสนอแนะต่อส�ำนักงาน กสทช. เพื่อประกอบการพิจารณาก�ำหนดกรอบ

ในการพัฒนาแผนความถี่เพื่อรองรับการเติบโตของการใช้งานเทคโนโลยี IoT เพื่อให้มีการใช้งานคลื่น

ความถี่อย่างเป็นประโยชน์สูงสุด ดังประเด็นต่อไปนี้ 

	 1) ศึกษาปริมาณความต้องการ (Demand) ของผู้ประกอบการภายในประเทศที่จะใช้คลื่น

ความถีใ่นรปูแบบสทิธโิดยเดด็ขาดและพิจารณาความจ�ำเป็นในการใช้งานคลืน่ความถีใ่นลกัษณะดงักล่าว 

	 2) ศึกษาเทคโนโลยีที่มีอยู่ในตลาดและจะได้รับความนิยมทั่วโลกในอนาคต รวมทั้งโอกาสที่จะ

เกิดการก�ำหนดมาตรฐานร่วมและ Spectrum Harmonization ส�ำหรับเทคโนโลยีนั้น

 

	 ภาพท่ี 8		กรอบในการก�ำหนดแผนความถี่ของ Ofcom (2015) เพื่อใช้งานส�ำหรับเทคโนโลยี IoT 

	 	 	 	จาก More Radio Spectrum for the Internet of Things โดย Ofcom ปีลิขสิทธิ์ 2015 



189 

	 3) ศึกษาแนวทางในการก�ำกับดูแลและโอกาสของการใช้เทคโนโลยีอื่นในการเป็นตัวกลางใน

การสื่อสารในกรณีการใช้งานที่ครอบคลุมในบริเวณกว้าง เช่น การใช้ WiFi off-load หรือสร้างกลไก 

ท่ีเปิดโอกาสให้ผูป้ระกอบการโครงข่ายโทรศพัท์เคล่ือนที ่(MNO : Mobile Network Operator) เข้ามา 

มีส่วนร่วมในการให้บริการโครงข่ายข้อมูลให้กับเจ้าของหรือผู้ให้บริการระบบ IoT อีกขั้นหนึ่ง โดยใช้

คลืน่ความถีท่ี่ผูป้ระกอบการมอียู ่หรอืประกอบกบัการใช้เทคโนโลยกีารรวมคลืน่ความถีปั่จจบุนัเข้ากับ 

คลื่นความถี่สาธารณะ (LAA : License Assisted Access) ซึ่งจะช่วยให้ลดต้นทุนในการลงทุน

โครงสร้างพื้นฐานที่อาจจะซ�้ำซ้อนในภาพรวมจากการประหยัดเชิงขนาด (Economy of Scale)  

ลดความต้องการใช้งานคลืน่ความถีใ่นรปูแบบสทิธโิดยเดด็ขาด และเป็นการสนบัสนนุให้ใช้คลืน่ความถี่

ให้เป็นไปอย่างมีประสิทธิภาพ 

	 ข้อเสนอแนะดังกล่าวอาจมีความเหมาะสมกับการใช้งานในลักษณะอุปกรณ์ระดับผู้บริโภค 

(Consumer Products) ทีม่กีารเชือ่มต่อโครงข่าย Mobile Broadband อยูแ่ล้ว หรอืโครงการประเภท  

Smart City Smart Grid และ Smart Water ในส่วนที่ด�ำเนินการโดยหน่วยงานรัฐและองค์กร

รัฐวิสาหกิจที่ให้บริการภาคสาธารณะ เนื่องจากจะสามารถใช้ประโยชน์จากระบบโครงสร้างพ้ืนฐาน 

ทางโทรคมนาคมท่ีมีและลงทุนในระยะยาวอยู่แล้วโดยภาคเอกชนและภาครัฐวิสาหกิจในการ 

ก�ำกบัดแูลของกระทรวงเทคโนโลยีสารสนเทศและการสือ่สาร นอกจากนี ้แนวคดิดงักล่าวยงัเปิดโอกาส 

ให้ผู้ประกอบการรายเล็กสามารถให้บริการระบบ IoT ผ่านทางการใช้บริการโครงข่ายข้อมูลจาก 

ผู้ประกอบการโครงข่ายโทรศัพท์เคลื่อนท่ีต่างๆ ท�ำให้ช่วยลดต้นทุนในการริเริ่มธุรกิจในส่วนของ 

ค่าใบอนุญาตใช้งานคลื่นความถี่ จึงเป็นการสนับสนุนให้เกิดนวัตกรรมทางธุรกิจในรูปแบบใหม่ให้กับ

ประเทศ 

	 ทั้งนี้ ปัจจัยที่ควรค�ำนึงถึงประกอบการพิจารณาในข้อเสนอแนะนี้ คือ ความเป็นธรรม สภาพ

การแข่งขัน และปริมาณคลื่นความถี่ที่ผู้ประกอบการโครงข่ายโทรศัพท์เคลื่อนที่ถือครองอยู่ เนื่องจาก

การเจริญเติบโตของความต้องการใช้งานด้าน Mobile Broadband จะท�ำให้เกิดความขาดแคลน

คลื่นความถี่ส�ำหรับกิจการโทรศัพท์เคลื่อนที่ในอนาคตเช่นกัน อย่างไรก็ตาม ผู้ประกอบการโครงข่าย

โทรศัพท์เคลื่อนที่สามารถน�ำเทคโนโลยีโครงข่ายของตนมาให้บริการโดยใช้เทคโนโลยี LTE-U (LTE in 

Unlicensed Bands) ในย่าน 5 GHz ตามความถี่ปรากฏในตารางที่ 2 ซึ่งจะช่วยให้สามารถแบ่งเบา

ความต้องการใช้งานคลื่นความถี่ได้
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	 4) จดัหาย่านความถ่ีทีว่่างต่อการใช้งานและพจิารณาโอกาสในการขอคนืคลืน่ความถีเ่พ่ือท�ำการ

จดัสรรใหม่ (Refarming) ส�ำหรับการใช้งาน IoT ทีต้่องการใช้งานคลืน่ความถีใ่นรปูแบบสทิธโิดยเดด็ขาด 

	 5) ศกึษาแนวทางในการปรับปรุงกฎหมายและข้อบงัคบัเพือ่เอือ้ให้เกดิการร่วมใช้งานคลืน่ความถี่

ในลักษณะใบอนุญาตร่วม (LSA : License Share Access) 

	 3. การบริหารคลื่นความถี่ในช่วงขยายโครงข่ายทั่วโลก (หลัง ค.ศ. 2025)

	 เป็นที่คาดกันว่าก่อนถึงช่วงการขยายโครงข่าย IoT จะมีความพยายามในระดับนานาชาติที่จะ

สร้างข้อตกลงหรือมาตรฐานกลางเพื่อให้เทคโนโลยี IoT ใช้คลื่นความถี่ร่วมกับเทคโนโลยีอื่นได้อย่าง

มีประสิทธิภาพ การเปลี่ยนแปลงดังกล่าวอาจเกิดจากการหลอมรวมเทคโนโลยี หรือ เกิดจากการ

พัฒนาการและการคัดสรรทางการตลาดท�ำให้บางเทคโนโลยีหายไป เนื่องจากเทคโนโลยีที่ไม่สามารถ 

ใช้ทรัพยากรคล่ืนความถี่ร่วมกับเทคโนโลยีอื่นได้จะมีต้นทุนในการวางระบบและการก�ำกับดูแลที่สูง 

ท�ำให้ระบบไม่ได้รับความนิยมในที่สุด ในทางตรงกันข้ามเทคโนโลยีที่มีประสิทธิภาพและได้รับ 

การยอมรับเป็นมาตรฐานจะถูกพิจารณาและเลือกใช้ในการติดต้ังระบบใหม่ที่จะเกิดขึ้นในภายหลัง  

การเปลี่ยนแปลงดังกล่าวจะท�ำให้หน่วยงานบริหารคลื่นความถี่มีความจ�ำเป็นน้อยลงที่จะจัดเตรียม 

คลื่นความถี่หลายย่านเพ่ือรองรับเทคโนโลยีที่หลากหลาย แต่มีความจ�ำเป็นต้องก�ำหนดคลื่นความถี ่

เพิ่มเติมให้กับเทคโนโลยีที่ได้รับคัดเลือกให้เป็นมาตรฐาน 

	 บทความวิจัยของ Simon Forge (2016) ได้วิเคราะห์ว่าจะมีการขยายย่านความถี่และก�ำหนด

ย่านความถี่ใหม่ส�ำหรับการใช้งาน IoT เพื่อใช้ร่วมกัน (Spectrum Sharing) ในลักษณะยกเว้นไม่ต้อง

ได้รับใบอนุญาต และเป็นแถบความถี่กว้างมาก (UWB : Ultra Wide Band) และการออกใบอนุญาต

ในลักษณะร่วมใช้คลื่นความถี่มากขึ้น ซึ่งเป็นความรับผิดชอบของหน่วยงานบริหารคลื่นความถี่ท่ีจะ

ติดตามการเปลี่ยนแปลงทางการก�ำกับดูแลดังกล่าวอย่างใกล้ชิด 

บทสรุป 

	 การพัฒนาอย่างรวดเร็วของเทคโนโลยี IoT เป็นผลให้เกิดความต้องการใช้งานคลื่นความถี่ 

จ�ำนวนมากและโครงสร้างพืน้ฐานทางโทรคมนาคมทีเ่พยีงพอต่อการรองรับการเจรญิเติบโตของการใช้งาน 

ในอนาคต บทความนีไ้ด้น�ำเสนอแนวทางเพือ่ประกอบการพิจารณาก�ำหนดกลไกการบริหารคลืน่ความถ่ี 

ในกรอบเวลาระหว่าง ค.ศ. 2016 -2035 ต่อส�ำนักงาน กสทช. โดยแบ่งแนวทางการก�ำหนดแผนบรหิาร

คลื่นความถี่ออกเป็น 3 ช่วงตามพัฒนาการของการใช้งานเทคโนโลยี IoT โดยสรุปดังนี้ 
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	 ช่วงทีห่นึง่ (ค.ศ. 2016-2020) หรอื ช่วงเริม่พฒันา เป็นช่วงทีไ่ม่มมีาตรฐานกลางของเทคโนโลยี

และข้อตกลงร่วมระหว่างประเทศเพือ่ก�ำหนดคลืน่ความถีโ่ดยเฉพาะส�ำหรับเทคโนโลยีดงักล่าว เทคโนโลยี 

IoT จ�ำนวนมากได้รบัการพัฒนาให้ท�ำงานในคลืน่ความถีช่่วงท่ีได้ถกูก�ำหนดให้มีการใช้งานในย่านความถี่ 

ISM ในเงื่อนไขได้รับการยกเว้นใบอนุญาตในหลายประเทศ บทความนี้เสนอแนะให้ส�ำนักงาน กสทช. 

พิจารณารับรองให้มีการใช้งานเทคโนโลยี IoT ในเงื่อนไขดังกล่าว จ�ำนวน 8 ย่านความถี่ในลักษณะ

เครื่องวิทยุคมนาคมระยะใกล้ (SRD) โดยที่ไม่ต้องมีการแก้ไขประกาศ แต่เสนอให้แก้ไขประกาศเพ่ือ

เปิดให้มีการใช้งานในลักษณะดังกล่าวเพิ่มเติมส�ำหรับย่านความถี ่920-925 MHz ซึ่งแต่เดิมสงวนไว้

ให้ใช้ในเงื่อนไขได้รับการยกเว้นใบอนุญาตส�ำหรับอุปกรณ์ในระบบ RFID เท่านั้น 

	 ช่วงที่สอง (ค.ศ. 2020-2025) หรือ ช่วงขยายตัว เป็นช่วงที่มีการร่วมสร้างมาตรฐานส�ำหรับ

เทคโนโลย ีIoT มากขึน้ผ่านการคัดเลอืกตามกลไกตลาดและความร่วมมอืในการสร้างข้อตกลง บทความ

นีเ้สนอให้ส�ำนกังาน กสทช. พจิารณาการใช้งานคลืน่ความถ่ีในลกัษณะการออกใบอนญุาตแบบใช้ร่วมกนั 

หรือการรวมคลื่นความถี่ปัจจุบันเข้ากับคลื่นความถี่สาธารณะ (LAA) เพื่อเพิ่มประสิทธิภาพการใช้งาน 

คลืน่ความถี ่การก�ำหนดแถบความถีเ่พ่ิมเตมิเพือ่รองรบัการใช้งานในเงือ่นไขได้รับการยกเว้นใบอนญุาต 

และพจิารณาแนวทางสร้างกลไกท่ีมีความเป็นธรรมและเปิดโอกาสให้ผูป้ระกอบการโครงข่ายโทรศัพท์

เคลือ่นท่ีเข้ามามส่ีวนร่วมในการให้บรกิารโครงข่ายข้อมลูเพือ่ป้องกนัการลงทนุโครงสร้างพืน้ฐานซ�ำ้ซ้อน 

	 ช่วงที่สาม (ค.ศ. 2025-2035) หรือ ช่วงขยายโครงข่ายทั่วโลก เป็นช่วงที่โครงข่าย IoT ได้รับ

การพัฒนาให้ใช้งานทั่วโลก ซึ่งเทคโนโลยีที่ใช้งานจะเป็นเทคโนโลยีที่ผ่านการยอมรับให้เป็นมาตรฐาน

กลางในขณะที่เทคโนโลยีอื่นที่ได้รับความนิยมน้อยจะไม่ได้ถูกคัดเลือกให้ใช้งานอีกต่อไป ซึ่งอุปกรณ์

สือ่สารจ�ำนวนมากจะถกูผลติให้สอดคล้องกบัมาตรฐานกลางนัน้ บทความนีใ้ห้ข้อเสนอแนะว่า ส�ำนกังาน 

กสทช. ควรตดิตามการเปล่ียนแปลงพฒันาการดงักล่าวอย่างใกล้ชดิเพือ่ก�ำหนดและจดัสรรคลืน่ความถ่ี

ให้สอดคล้องกับแนวทางปฏบิตัใินระดบันานาชาต ิเพือ่ให้อปุกรณ์ IoT ทีถู่กผลติในหลากหลายประเทศ

สามารถน�ำเข้ามาใช้งานในประเทศไทยได้ตรงกับแผนความถี่ที่ถูกออกแบบรองรับไว้
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