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บทคัดย่อ

การศึกษาข้อมูลขนาดใหญ่ (Big Data) เพื่อต่อต้านการทุจริต ในบทความวิชาการนี้ มีวัตถุประสงค์เพื่อ 
1) ศึกษาข้อมูลการใช้งานโทรศัพท์มือถือของประเทศไทยที่ใช้ในการวิเคราะห์ข้อมูล Big Data กับการต่อต้าน
การทุจริต 2) วิเคราะห์ข้อมูล Big Data และเทคนิคที่เหมาะสมกับการต่อต้านการทุจริตจากข้อมูลการใช้งาน
โทรศัพท์มือถือ และ 3) เสนอแนวทางในการปฏิบัติส�าหรับการใช้เทคโนโลยี Big Data จากข้อมูลการใช้งาน
โทรศัพท์มือถือเพื่อใช้งานจริง ผลการศึกษาท�าให้ได้รูปแบบข้อมูลการใช้งานโทรศัพท์มือถือของประเทศไทย  
ทีจ่ะน�ามาใช้ประโยชน์ในการต่อต้านการทจุรติ โดยมวีธิกีารวเิคราะห์และเรยีนรูข้้อมลู ด้วย วิธกีารจดักลุม่ข้อมลู 
(Classification) และวิธีการดูความผิดปกติของข้อมูล (Outlier detection) เพื่อให้ได้แนวทางในการท�านาย 
(Prediction) บุคคลที่มีแนวโน้มอาจก่อการทุจริต จากการใช้งานโทรศัพท์มือถือ ข้อเสนอแนะ หน่วยงานภาครัฐ
ต้องมีบุคลากรที่มีความรู้ความเข้าใจเป็นล�าดับแรก และต้องมีการจัดเก็บข้อมูล Big Data ในรูปแบบที่ต้องการ 
มีระบบรักษาความปลอดภัย เพื่อให้สามารถน�ามาใช้งานได้อย่างถูกต้อง และสามารถแบ่งปัน (Share) ข้อมูล
ร่วมกับหน่วยงานภาครัฐอื่นที่เกี่ยวข้อง สิ่งส�าคัญ คือ การออกกฎ ระเบียบรองรับการใช้ข้อมูล เพื่อให้มีอ�านาจ
และไม่เป็นการละเมิดสิทธิข้อมูลส่วนบุคคล และสุดท้ายหากมีการจัดเก็บข้อมูล โดยเฉพาะเรื่องการเงินดิจิทัล 
จะท�าให้เกิดความโปร่งใส ตรวจสอบได้ และลดการทุจริตคอร์รัปชันของประเทศ (More digitalization  
less corruption)

ค�ำส�ำคัญ : ข้อมูลขนาดใหญ่ การจัดกลุ่มข้อมูล ความผิดปกติของข้อมูล การเงินดิจิทัล
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Abstract

The objectives of this academic article are 1) to study how to apply Big Data generated 
by mobile phone usages for anti-corruption in Thailand. 2) to analyze data and the technique 
of presenting these Big Data generated by mobile phone usages in a suitable manner for  
anti-corruption 3) to propose a practical guideline for Big Data that can be applied to anti-
corruption. The results of this study are that there are 2 types of mobile phone data that can 
be applied the Big Data technique: the registration data and usages data. The Big Data technique 
such as Classification was then applied to the collected data by using attributed and blacklist 
information feed from the National Anti-Corruption Commission (NACC) to build a list of  
suspected users who has the high tendency to corrupt. Applying the Outlier Detection  
technique into data usage of mobile phone, the corruption can be predicted by analyzing call 
history, location of the callers, abnormal phone and data usage pattern. First suggestions, 
public agencies need to have knowledgeable personnel about Big Data and to build this Big 
Data in a secure manner and for the system is able to share data with other related public 
agencies by providing a method to synchronize between internal and external agencies as 
needed, once deployed the system could also be extended to detect digital finances  
corruption. As the system will involve analyzing and collection of personal citizen data, there 
is a very real potential for exposure therefore, the study propose that strict lawful interception 
law and related regulation will need to be put in place prior to any deployment, in order to 
limit violation to citizen privacy. Thereby more digitalization brings to creating a universally 
accepted transparent and independently verifiable system that will help reduce corruption 
long term in Thailand. (More Digitalization, Less Corruption)

Keyword : Big Data, Classification, Outlier detection, Digital finance

Big Data กับการต่อต้านการทุจริต  
: กรณีศึกษาข้อมูลการใช้งานโทรศัพท์มือถือ

หลักการและเหตุผล

ปัจจุบัน โทรýัพท์มือถือได้กลายเป็นเครื่องมือติดต่อÿื่อÿารĀลักในชีüิตประจ�าüัน โดยเฉพาะอย่างยิ่งใน
ประเทýไทย ข้อมูลปี พ.ý. 2562 ประเทýไทยมีจ�านüนผู้ใช้โทรýัพท์มือถือถึง 129.61 ล้านเลขĀมาย ในขณะที่มี
จ�านüนประชากร 66.55 ล้านคน ท�าใĀ้ÿัดÿ่üนของผู้ลงทะเบียนใช้งานโทรýัพท์มือถือต่อจ�านüนประชากรอยู่ที่ 
194.75 เลขĀมายต่อจ�านüนประชากร 100 คน ซึ่งĀมายถึง ประชากรชาüไทยĀนึ่งคน มีโทรýัพท์มือถือĀรือ 
เบอร์โทรýัพท์มือถือมากกü่าคนละĀนึ่งเครื่องĀรือĀนึ่งเบอร์ ท�าใĀ้ประเทýไทยเป็นประเทýที่มีอัตราÿ่üนการใช้
โทรýัพท์มือถือต่อประชากรÿูงและจัดอยู่ในอันดับต้น ๆ ของโลก 
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จากจ�านüนการใช้งานโทรýพัท์มอืถอืทีม่ากขึน้อย่างต่อเนือ่ง และมแีนüโน้มทีจ่ะมากยิง่ขึน้ ÿะท้อนใĀ้เĀน็
ถึงคüามÿ�าคัญและคüามต้องการในการใช้งานโทรýัพท์มือถือได้เป็นอย่างดี จนถือได้ü่าโทรýัพท์มือถือเป็นปัจจัย
ที่Ā้า Āรืออüัยüะที่ÿามÿิบÿามของคนในการด�ารงชีüิต ซึ่งการติดต่อÿื่อÿารผ่านโทรýัพท์มือถือนั้น มีทั้งการติดต่อ
ผ่านทางเÿยีง (Voice) และทีไ่ม่ใช้เÿยีง (Non voice) อนัประกอบด้üยข้อมลู SMS (Short message system) และ 
MMS (Multi media system) เป็นต้น ซึ่งปัจจุบันการติดต่อÿื่อÿารทางโทรýัพท์มือถือÿ่üนใĀญ่ เป็นการใชง้าน
ผ่านทางข้อมูลเป็นĀลัก เช่น การใช้งานอินเทอร์เน็ต ÿังคมออนไลน์ (Social media) Āรือแอปพลิเคชันต่าง ๆ  
บนโทรýัพท์มือถือ ผ่านเทคโนโลยีเครือข่ายไร้ÿายคüามเร็üÿูง (3G/4G) ซึ่งเป็นÿื่อกลางÿ�าĀรับÿ่งข้อมูล (Data) 
โดยในปี พ.ý. 2559 ประเทýไทยมีการใช้งานข้อมูลผ่านโทรýัพท์มือถือจากบริการที่ไม่ใช้เÿียง เพิ่มขึ้น 
อย่างต่อเนื่อง ซึ่งมีÿัดÿ่üนร้อยละ 60.3 Āรือมีมูลค่า 145,667 ล้านบาท และในปี พ.ý. 2560 ÿัดÿ่üนเพิ่มขึ้นเป็น 
ร้อยละ 69.6 Āรือมีมูลค่า 196,942 ล้านบาท ขณะท่ีบริการประเภทเÿียงลดลงจากÿัดÿ่üนร้อยละ 39.7 ในปี  
พ.ý. 2559 เĀลือร้อยละ 30.4 ในปี พ.ý. 2560  (ÿ�านักงาน กÿทช., 2560) โดยท่ีการใช้งานโทรýัพท์มือถือ 
ที่ไม่ใช้เÿียง ปัจจุบันเป็นการเข้าÿู ่โลกออนไลน์ ที่ท�าใĀ้ÿามารถใช้งานนอกเĀนือจากการÿืบค้นข้อมูล  
รับÿ่งอีเมลแล้ü ยังÿามารถท�าธุรกรรม (Transactions) ต่าง ๆ ได้ เช่น การซื้อของออนไลน์ การจองที่พัก Āรือ 
การเรียกบริการรถÿาธารณะ รüมไปถึง การจ่ายโอนเงิน (Mobile payments) ท�าใĀ้รูปแบบทางธุรกิจนับüัน 
จะได้เปลี่ยนเป็นโลกดิจิทัลผ่านทางโทรýัพท์มือถือมากยิ่ง ๆ ขึ้น

ในยุคที่มีปริมาณข้อมูลมากมายมĀาýาล ĀลากĀลาย และเกิดขึ้นตลอดเüลา การน�าเอาข้อมูล  
โดยเฉพาะอย่างยิ่งข้อมูลที่เกิดจากการใช้งานโทรýัพท์มือถือซึ่งมีอัตราการเพิ่มขึ้นอย่างรüดเร็ü และมีปริมาณ
มากมายมĀาýาลมาüิเคราะĀ์และเรียนรู้ใĀ้เกิดประโยชน์จึงเป็นเรื่องที่ท้าทายเป็นอย่างยิ่ง โดยเฉพาะอย่างยิ่ง 
เมื่อน�าเทคโนโลยีที่ใช้ในการüิเคราะĀ์และเรียนรู้ข้อมูลขนาดใĀญ่ Āรือ Big Data มาประยุกต์ใช้งาน การท�างาน
ของเทคโนโลย ีBig Data นัน้ เป็นเทคนคิการüเิคราะĀ์ข้อมลูด้üยการดงึข้อมลูÿ�าคญัออกจากฐานข้อมลูขนาดใĀญ่ 
ที่เต็มไปด้üยข้อมูลĀลากĀลายรูปแบบ เพ่ือน�ามาĀารูปแบบ (Pattern) ของข้อมูลที่ไม่ÿามารถมองเĀ็น 
ด้üยตาเปล่า เช่น การĀารูปแบบคüามÿัมพันธ์ที่ซ่อนอยู่ Āาแนüโน้มการตลาด Āาแนüโน้ม (Trend) คüามชอบ
ของลูกค้า และĀาข้อมูลอื่น ๆ ที่เป็นประโยชน์ทางธุรกิจ ผลจากการüิเคราะĀ์ข้อมูลด้üยเทคโนโลยี Big Data  
จะท�าใĀ้ข้อมลูเป็นข้อเทจ็จรงิซึง่ผ่านการüเิคราะĀ์อย่างเป็นระบบ มปีระโยชน์อย่างยิง่ในการประกอบการตดัÿนิใจ 

(Good Factory Team Follow, 2559)

ปัจจุบันมีการน�าเทคโนโลยี Big Data มาประยุกต์ใช้งานต่าง ๆ ในภาคธุรกิจเป็นĀลัก เช่น การüิเคราะĀ์
การฉ้อโกงจากข้อมลูด้านการเงนิ การธนาคาร ĀรอืการüเิคราะĀ์แนüโน้มจะเป็นผูป่้üยจากข้อมลูด้านÿขุภาพ ฯลฯ 
และตüัอย่างในประเทýÿĀรฐัอเมรกิา ปี พ.ý. 2556 มกีารจดัท�าข้อมลูด้านÿุขภาพในรปูแบบ Electronic Health 
Record (EHRs) ของแพทย์และผู้ป่üยมากกü่าครึ่งประเทý ÿ่งผลใĀ้เกิดฐานข้อมูลÿุขภาพขนาดใĀญ่ของประเทý 
ปัจจุบันได้น�าข้อมูล EHRs มาใช้ประโยชน์ด้านÿุขภาพในĀลายด้าน เช่น การตรüจÿอบคüามปลอดภัยของ 
โรงพยาบาลในÿĀรัฐอเมริกาในรูปแบบออนไลน์ (http://www. hospitalsafetyscore.org/) และการüิเคราะĀ์
การกระจายตัüของโรคติดต่อ เพื่อการท�านายการติดต่อและการüางแผนป้องกันในอนาคต (ปริเüท üรรณโกüิท, 
2559) ในขณะที่ประเทýจีน ปี พ.ý. 2560 มีการใช้งาน Big Data ข้อมูลการใช้งานโทรýัพท์มือถือในการป้องกัน
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และปราบปรามการทุจริตคอร์รัปชันของรัฐ โดยการเก็บรüบรüมข้อมูลการใช้จ่ายเงินผ่านโทรýัพท์มือถือ  
ในรูปแบบ Big Data และเชื่อมโยงกับข้อมูลอื่น ๆ ของรัฐ เช่น รายได้ของบุคคลĀรือข้อมูลการเÿียภาþี  
เพื่อน�ามาüิเคราะĀ์การใช้จ่ายเงินที่ผิดปกติของบุคคล เช่น การซื้อÿินค้าĀรูĀราราคาแพงกับการคอร์รัปชัน  

(Saibal, 2017)

ÿ�าĀรับการประยุกต์ใช้งานในภาครัฐĀรือเพื่อÿาธารณะอื่น ๆ นั้น ในประเทýไทยยังมีการน�ามาประยุกต์
ใช้งานไม่มากนกั อย่างไรกต็าม รฐับาลโดยÿ�านกังานรฐับาลอเิลก็ทรอนกิÿ์ Āรอื EGA ตัง้แผนงานในการน�าĀน่üยงาน
ภาครัฐของไทยเข้าÿู่การใช้เทคโนโลยี Big Data Āรือ การใช้ข้อมูลมĀาýาลของภาครัฐ ในปี พ.ý. 2560 โดย EGA 
จะเป็นĀน่üยงานĀลักในการด�าเนินการ Government Cloud Computing Āรือ G-Cloud และใĀ้บริการกับ
Āน่üยงานภาครัฐอื่น ๆ ในรูปแบบของ Government Big Data as a Service (ÿ�านักงานรัฐบาลอิเล็กทรอนิกÿ์, 
2558)

ดังนั้น การýึกþาและน�าเทคโนโลยีที่ใช้ในการüิเคราะĀ์และเรียนรู้ข้อมูลขนาดใĀญ่ Āรือ Big Data มาใช้ใน
ภาครฐั โดยเฉพาะอย่างยิง่เพือ่การต่อต้านการทจุรติ ทัง้ในÿ่üนของการป้องกันและปราบปราม จงึเป็นเรือ่งทีÿ่�าคญั 
ท้าทาย และน่าýึกþาเป็นอย่างยิ่ง การน�าเอาข้อมูลการใช้งานโทรýัพท์มือถือที่มีอยู่มากมายมĀาýาล มาýกึþา 
ใช้งานใĀ้เกิดประโยชน์โดยýึกþาเทคนิคüิธีการüิเคราะĀ์และเรียนรู้จากข้อมูลท่ัüไปในการใช้โทรýัพท์มือถือ เช่น 
ข้อมูลจากการจดทะเบียนใช้งานโทรýัพท์มือถือ ข้อมูลจากการใช้งานโทรýัพท์มือถือ ข้อมูลการใช้จ่ายเงินผ่าน
โทรýัพท์มือถือ ประกอบกับการเชื่อมโยงข้อมูลของภาครัฐอื่น ๆ เพิ่มเติม เช่น ข้อมูลทะเบียนราþฎร์ Āรือข้อมูล
การเÿียภาþี ฯลฯ ซึ่งแนüโน้มทั้งภาครัฐและเอกชน ที่นับüันข้อมูลจะอยู่ในรูปแบบของดิจิทัลมากยิ่งขึ้น ทั้งนี้
เพื่อเป็นการใช้ข้อมูลร่üมกันอย่างมีประÿิทธิภาพของภาครัฐ ลดค่าใช้จ่ายในการด�าเนินการ และเป็นการใช้
เทคโนโลยีใĀ้เกิดประโยชน์ในการต่อต้านการทุจริตคอร์รัปชัน ซึ่งเป็นปัญĀาที่ก่อใĀ้เกิดผลกระทบในแง่ลบต่อ 

การพัฒนาเýรþฐกิจ ÿังคม และเÿถียรภาพทางการเมืองของประเทýไทย ในยุค Thailand 4.0

สภาพปัญหา/สาเหตุ

ปัจจุบันÿถานการณ์ปัญĀาคอร์รัปชันของประเทýไทยเมื่อเปรียบเทียบกับประเทýต่าง ๆ ทั่üโลก โดยใช ้
ดัชนีการรับรู้การทุจริต (Corruption Perceptions Index Āรือ CPI) ปี พ.ý. 2560 ประเทýไทยได้คะแนน 
การรับรู้การทุจริต 37 คะแนน อยู่ในอันดับ 96 จากทั้งĀมด 180 ประเทý ร่üมกับประเทýบราซิล โคลัมเบีย 
อินโดนีเซีย ปานามา เปรู และแซมเบีย โดยได้รับคะแนนเพิ่มขึ้นจากปี พ.ý. 2559 ซึ่งได้คะแนน 35 คะแนน 
และอยูใ่นอนัดบัที ่101 จาก 180 ประเทý (ÿ�านกังานคณะกรรมการป้องกนัและปราบปรามการทจุรติแĀ่งชาต,ิ 
2561)

ÿิง่ทีน่่าÿนใจจากรายงานเรือ่งดชันีการรบัรูก้ารทจุรติของประเทýไทย ไม่ใช่การทีป่ระเทýไทยได้คะแนน
เพิม่ขึน้จากปีทีแ่ล้ü 2 คะแนน แต่ เพราะเĀตใุด ประเทýไทยจงึมกีารทจุรติคอร์รปัชนัอยูใ่นอนัดบัÿงูและต่อเนือ่ง
เช่นนี ้ปัญĀาทุจรติคอร์รปัชนัในประเทýไทยมปีรมิาณมาก มจี�านüนมากขึน้ Āรอืมาตรการการป้องกันและแก้ไข
ต่าง ๆ ไม่ÿามารถขจัดปัญĀาการทุจริตคอร์รัปชันได้ 
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ปัญĀาการทุจริตคอร์รัปชันในประเทýไทยเป็นปัญĀาที่รุนแรง และÿ่งผลกระทบต่อการพัฒนาประเทý
มาอย่างยาüนาน แม้ในทุก ๆ รัฐบาลพยายามจะแก้ไขปัญĀาดังกล่าü โดยได้ก�าĀนดปัญĀาคอร์รัปชันอยู่ใน
นโยบายแĀ่งรัฐ Āรือมีการก�าĀนดแนüทางแก้ไขปัญĀาคอร์รัปชันในแผนพัฒนาเýรþฐกิจและÿังคมแĀ่งชาต ิ
ฉบับต่าง ๆ แต่การแก้ไขปัญĀาคอร์รัปชันก็ยังไม่เกิดเป็นรูปธรรมอย่างแท้จริง อีกทั้งยังทüีคüามรุนแรงและ 
มคีüามซบัซ้อนยากต่อการตรüจÿอบมากขึน้เร่ือย ๆ โดยจะเĀน็ได้ü่าประเทýในกลุม่ทีก่�าลงัพัฒนา (Developing 
Countries) มีแนüโน้มการเกิดคอร์รัปชันÿูง และในแต่ละประเทýก็มีคüามพยายามĀาแนüทางแก้ไขปัญĀา 
ดังกล่าü ทั้งนี้รüมถึงประเทýไทยด้üย (จารุüรรณ ÿุขุมาลพงþ์, 2556)

ซึง่ÿาเĀตทีุท่�าใĀ้เกดิปัญĀาคอร์รปัชันในประเทýไทย นอกจากจะเกดิจากค่านยิมแบบนยิมพüกพ้อง Āรอื
คüามÿมัพนัธ์แบบอปุถัมภ์ค�า้จนุ พีน้่อง เครอืญาต ิĀรอืลกูน้อง ทีม่มีาอย่างยาüนานในÿงัคมไทย และการนบัถอื
คüามร�า่รüยของคนในÿงัคมแล้ü ปัจจยัĀลกัทีÿ่�าคญัอกีอย่างĀนึง่ทีท่�าใĀ้ระดบัการเกดิการทจุรติคอร์รัปชนัของ
ไทยเพิ่มขึ้น คือ การขาดเครื่องมือ กลไก üิธีการ และองค์คüามรู้ในการน�าเทคโนโลยีÿมัยใĀม่ต่าง ๆ  มาประยุกต์
ใช้ในการป้องกันและปราบปรามการทุจริตคอร์รัปชัน ดังน้ันเพื่อใĀ้การป้องกันและปราบปรามการทุจริต
คอร์รปัชนัมปีระÿทิธภิาพ ÿามารถแก้ไขปัญĀาได้อย่างเป็นรปูธรรมในการลดการกระท�าคüามผดิ Āรอืการทจุรติ
ในĀน้าที่ การน�าเทคโนโลยีÿมัยใĀม่มาประยุกต์ใช้ในการต่อต้านการทุจริตคอร์รัปชัน จึงมีคüามÿ�าคัญในยุคที่มี
การบรĀิารจัดการบ้านเมอืงแบบดจิทัิล ตามนโยบาย Thailand 4.0 ĀรอืการบรĀิารงานรฐัในรปูแบบดจิทิลัเพือ่
เýรþฐกิจและÿังคม (Digital Economy) อย่างไรก็ดี ในโลกยุคข้อมูลข่าüÿารที่มีข้อมูลอยู่มากมายมĀาýาล  
(Big Data) อนัเกดิขึน้จากการผลติและใช้งานข้อมลูในรปูแบบดจิิทลัผ่านอปุกรณ์อเิลก็ทรอนกิÿ์ต่าง ๆ  โดยเฉพาะ
อย่างยิง่ โทรýัพท์มอืถอื ซ่ึงถอืเป็นปัจจยัทีÿ่�าคญัในการด�ารงชüีติของมนþุย์ในปัจจุบนั และทีผ่่านมาในภาคธรุกจิ 
ได้มีการน�าข้อมูลมากมายมĀาýาลที่เกิดขึ้นจากการใช้งานโทรýัพท์มือถือนี้มาประยุกต์ใช้งาน เพื่อใĀ้เกิด
ประโยชน์ในภาคธุรกิจมาแล้ü เช่น การป้องกันการลงทะเบียนปลอม Āรือการป้องกันการไม่ช�าระเงินค่าบริการ 
Āรือการน�าไปใช้งานที่ผิดปกติ ฯลฯ ท�าใĀ้ผู้เขียนมีคüามÿนใจและคüามพยายามที่จะน�าเทคโนโลยี Big Data ที่มี
ข้อมลูจากการใช้งานโทรýพัท์มอืถอื Āรอื Mobile Data ซึง่เป็นการน�าข้อมูลทีม่คีüามÿ�าคญัและจ�านüนมากมาย
มĀาýาลเĀล่านี้ ไปใช้ใĀ้เกิดประโยชน์แก่การท�างานของภาครัฐ ประชาชน และประเทýชาติ โดยเฉพาะอย่างยิ่ง
การต่อต้านการทจุรติทัง้ในÿ่üนของการป้องกนัและปราบปรามการทจุรติคอร์รปัชนัของประเทýทีÿ่่งผลกระทบ
ÿ�าคัญในการพัฒนาประเทý และที่ผ่านมาเป็นเรื่องที่ยังไม่มีใครได้ýึกþาและน�าเÿนอมาก่อนในประเทýไทย

วิธีการศึกษา/วิเคราะห์

1. กำรวิเครำะĀ์ข้อมูลกำรใช้งำนโทรศัพท์มือถือของประเทศไทย ในรูปแบบ Big Data กับกำรใช้
ประโยชน์ด้ำนกำรต่อต้ำนกำรทุจริต

การýกึþาข้อมลูการใช้งานโทรýพัท์มอืถอืของประเทýไทยทีจ่ะน�ามาใช้ในการüเิคราะĀ์และเรยีนรูข้้อมลู
ในรูปแบบ Big Data กับการใช้ประโยชน์ด้านการต่อต้านการทุจริต ในเอกÿารüิชาการÿ่üนบุคคลนี้ เป็น 
การýึกþาข้อมูลการใช้งานโทรýัพท์มือถือ ใน 2 ประเภท คือ
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1. ข้อมูลÿ่üนบุคคลของผู้ใช้งาน Āรือข้อมูลที่ใช้ในการลงทะเบียนเพื่อใช้งานโทรýัพท์มือถือ คือ ข้อมูลที ่
ผูใ้ช้บรกิารโทรýพัท์มอืถอืต้องแÿดงแก่ผูใ้Ā้บรกิารĀรือผูป้ระกอบการกจิการ ได้แก่ เลขทีบ่ตัรประจ�าตüั
ประชาชน ชื่อ นามÿกุล ที่อยู่ พร้อมทั้งÿ�าเนาบัตรประจ�าตัüประชาชน 

2. ข้อมูลที่เกิดจากการใช้งานโทรýัพท์มือถือ Āรือ ข้อมูลท่ีเกิดระĀü่างการใช้งานของผู้ใช้บริการ  
เช่น เüลา เบอร์ ที่ใช้ในการโทรเข้า–ออก อัตราค่าบริการในแต่ละเดือน ข้อมูลต�าแĀน่ง GPS  
ข้อมูลการใช้เงินผ่านโทรýัพท์มือถือ ฯลฯ

2. เทคนิควิธีกำรวิเครำะĀ์ข้อมูลกำรใช้งำนโทรศัพท์มือถือในรูปแบบ Big Data    
กับกำรใช้ประโยชน์ด้ำนกำรต่อตำ้นกำรทุจริต

การตรüจÿอบคüามผิดปกติของการใช้งานโทรýัพท์มือถือ (Mobile fraud) คือ การป้องกัน 
การท�าทุจริตĀรือ Fraud detection/Fraud protection เป็นการใช้เทคโนโลยีทางด้าน Big Data analytics 
ที่จะช่üยใĀ้ตรüจÿอบคüามผิดปกติĀรือการกระท�าที่มีพิรุธต่าง ๆ ที่เกิดขึ้นในกระบüนการท�าทุจริต Āรือ 
การÿ่อเจตนาที่อาจมีคüามเÿ่ียงในการท�าทุจริตในอนาคตได้ โดยการตรüจÿอบคüามผิดปกติดังกล่าüได้จาก
ข้อมูลการใช้งานโทรýัพท์มือถือ แบ่งออกเป็น 2 กลุ่ม (ประเภท) ดังน้ี

กลุ่มที่ 1 การตรüจÿอบคüามผิดปกติจากข้อมูลการลงทะเบียนใช้งานโทรýัพท์มือถือ Āรือข้อมูล 
ÿ่üนบุคคล

การตรüจÿอบคüามผิดปกติจากข้อมูลการลงทะเบียนใช้งานโทรýัพท์มือถือ ด้üยüิธีการจัดกลุ่มข้อมูล 
(Classification) เช่น การตรüจÿอบเลขที่บัตรประจ�าตัüประชาชน ชื่อ นามÿกุล ที่อยู่ ของผู้ใช้บริการที่เคย 
มีประüัติค้างช�าระค่าบริการ และท�าการจัดกลุ่มใĀ้อยู่ในกลุ่ม Blacklist โดยมีระบบจัดเก็บฐานข้อมูลของ 
ผู้ค้างช�าระค่าบริการไü้ใน Blacklist เมื่อมีการจดทะเบียนขอใช้บริการเข้ามา จะมีการตรüจÿอบ เลขที่ 
บัตรประชาชน ชื่อ-นามÿกุล และที่อยู่ กับฐานข้อมูลใน Blacklist Āากตรงกัน ระบบจะแจ้งเตือนĀรือ 
ไม่ด�าเนินการจดทะเบียนใĀ้ 

การตรüจÿอบคüามผดิปกตจิากข้อมลูการลงทะเบยีนใช้งานโทรýพัท์มอืถือ ด้üยüธิกีาร Outlier detection 
Āรือดูคüามผิดปกติของข้อมูล เช่น การตรüจÿอบการปลอมแปลงเอกÿาร Āรือการใช้เอกÿารปลอมใน 
การจดทะเบียนใช้งานโทรýัพท์มือถือ โดยมีüิธีการ ดังนี้

1. การตรüจÿอบเลขที่บัตรประจ�าตัüประชาชนเลขเดียüกัน แต่ใช้ชื่อ-นามÿกุล Āรือที่อยู่ต่างกัน  
เป็นคüามผิดปกติที่เกิดจากการปลอมแปลงเอกÿารเข้ามาขอจดทะเบียน โดยเลขประจ�าตัüประชาชนนั้น  
อาจจะไม่ได้อยู่ในฐานข้อมูล Blacklist จึงต้องมีการตรüจÿอบถึงคüามผิดปกติ
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ตารางที่ 1 ตัวอย่างข้อมูลเลขประจ�าตัวประชาชนเลขเดียวกัน แต่ใช้ชื่อ-นามสกุล ต่างกัน

ตารางที่ 2 ตัวอย่างข้อมูลเลขประจ�าตัวประชาชนเลขเดียวกัน แต่ใช้ที่อยู่ต่างกัน

 

2. การตรüจÿอบเลขประจ�าตัüประชาชนเลขเดียüกัน แต่มีการจดทะเบียนกันคนละจังĀüัด Āรือ 
มีการจดทะเบียนพร้อม ๆ กัน Āลายÿาขา

ตารางที่ 3 ตัวอย่างข้อมูลเลขประจ�าตัวประชาชนเลขเดียวกัน แต่มีการจดทะเบียนคนละจังหวัด ในวันเดียวกัน

ตารางที่ 4 ตัวอย่างข้อมูลเลขประจ�าตัวประชาชนเลขเดียวกัน แต่มีการจดทะเบียนพร้อมกันหลายสาขา

28/3 หมู่ 5 ต�ำบลปำ่ตึง อ�ำเภอแม่จัน เชียงรำย

28/3 หมู่ 5 ต�ำบลปำ่ตึง อ�ำเภอแม่จัน เชียงรำย

28/3 หมู่ 5 ต�ำบลปำ่ตึง อ�ำเภอแม่จัน เชียงรำย

8/3 หมู่ 5 ต�ำบลปำ่ตึง อ�ำเภอแม่จัน เชียงรำย

นำรีพัช วรรณสูง

ณัฐพรรช เกศจ�ำปำทอ

นันธิปำน นำนำใจตรง

สมสิรินำช หำญพุ่มพวงแย้ม

เลขประจ�ำตัวประชำชน

เลขประจ�ำตัวประชำชน

เลขประจ�ำตัวประชำชน

เลขประจ�ำตัวประชำชน

ชื่อ - สกุล

ชื่อ - สกุล

ชื่อ - สกุล

ชื่อ - สกุล

ที่อยู่

ที่อยู่

ที่อยู่

ที่อยู่

วัน  เดือน  ปี

สถำนที่

1022233344455

1022233344455

1022233344455

1022233344455

1022233344455 นำรีพัช วรรณสูง 5/1 หมู่ 1 ต�ำบลป่ำตึง อ�ำเภอแม่จัน เชียงรำย  โลตัส เชียงรำย

1022233344455 นำรีพัช วรรณสูง 78 หมู่ 10 ต�ำบลป่ำตึง อ�ำเภอแม่จัน เชียงรำย  ถนนเลียบเมือง

1022233344455 นำรีพัช วรรณสูง 113 หมู่ 1  ต�ำบลป่ำตึง อ�ำเภอแม่จัน เชียงรำย  อ�ำเภอแม่จัน

1022233344455 นำรีพัช วรรณสูง 115 หมู่ 1  ต�ำบลป่ำตึง อ�ำเภอแม่จัน เชียงรำย  สำมแยก

5/1 หมู่ 1  เชียงรำย

78 หมู่ 10 นนทบุรี

113 หมู่ 1 ปทุมธำนี

115 หมู่ 1  ศรีสะเกษ

3 มีนำคม 2561

3 มีนำคม 2561

3 มีนำคม 2561

3 มีนำคม 2561

1022233344455

1022233344455

1022233344455

1022233344455

นำรีพัช วรรณสูง

นำรีพัช วรรณสูง

นำรีพัช วรรณสูง

นำรีพัช วรรณสูง

5/1 หมู่ 1 ต�ำบลปำ่ตึง อ�ำเภอแม่จัน เชียงรำย

78 หมู่ 10 ต�ำบลบำงพูด อ�ำเภอปำกเกร็ด นนทบุรี

113 หมู่ 1 ต�ำบลคูคต อ�ำเภอล�ำลูกกำ ปทุมธำนี

115 หมู่ 1 ต�ำบลทุ่งใหญ่ อ�ำเภอกันทรลักษ์ ศรีสะเกษ

นำรีพัช วรรณสูง

นำรีพัช วรรณสูง

นำรีพัช วรรณสูง

นำรีพัช วรรณสูง

1022233344455

1022233344455

1022233344455

1022233344455
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กลุ่มที่ 2 การตรüจÿอบคüามผิดปกติจากข้อมูลการใช้งานโทรýัพท์มือถือ เช่น การใช้งานโทรýัพท์มือถือ
โทรออกต่างประเทýติดต่อกัน Āรือมีค่าใช้บริการÿูงผิดปกติ ซึ่งการจดทะเบียนอาจไม่มีÿิ่งใดผิดปกติ แต่มี 
การน�า SIM ไปใช้งานโทรออกต่างประเทýที่มีค่าโทรที่แพง ๆ ติดต่อกันเป็นเüลานานĀรือต่อเนื่อง จนเกิด 
ค่าบริการจ�านüนมาก Āรือมีการน�าโทรýัพท์มือถือไปใช้บริการเÿริมผิดปกติ

ตารางที่ 5 ตัวอย่างข้อมูลการน�ามือถือไปใช้โทรออกต่างประเทศติดต่อกันผิดปกติ

ตารางที่ 6 ตัวอย่างข้อมูลการน�ามือถือไปใช้บริการเสริมผิดปกติ

ĀมำยเĀตุ : ข้อมูลตัüอย่างท่ีปรากฏในเอกÿารนี้ทั้งĀมด เป็นข้อมูลที่ÿมมติขึ้นจากข้อมูลจริง ด้üยเĀตุผล 
ด้านการคุ้มครองÿิทธิข้อมูลÿ่üนบุคคล จึงต้องÿมมติชื่อ และปกปิดĀมายเลขโทรýัพท์

แนวทางการปฏิบัติส�าหรับการใช้เทคโนโลยี Big Data จากข้อมูลการใช้งานโทรศัพท์มือถือ 
กับการใช้งานจริงในการต่อต้านการทุจริตในประเทศไทย 

จากข้อมูล Big Data ข้อมูลการใช้โทรýัพท์มือถือในประเทýไทย และการตรüจÿอบข้อมูล Mobile fraud 
ด้üยเทคนิคต่าง ๆ ท�าใĀ้ÿามารถüิเคราะĀ์แนüทางการใช้งานเทคโนโลยี Big Data จากข้อมูลการใช้งานโทรýัพท์
มือถือกับการใช้งานจริงในการต่อต้านและป้องกันการทุจริตในประเทýไทย ดังนี้

หมำยเลขโทรศัพท์

หมำยเลขโทรศัพท์

หมำยเลขโทรศัพท์ตำ่งประเทศ

บริกำรเสริม

095XXX4377 +381442XXX885  22/08/2017 09:12:15  10:10:12

095XXX4377 +381442XXX885  22/08/2017 10:10:15  11:15:05

095XXX4377 +381442XXX885  22/08/2017 11:15:10  12:20:25

095XXX4377 +381442XXX885  22/08/2017 12:20:28  13:22:15

095XXX4377 +381442XXX885  22/08/2017 13:22:20  14:25:35

096XXX3274      190011XXXX  19/10/2017 10:02:05  10:03:10

096XXX3274      190011XXXX  19/10/2017 10:03:12  10:04:07

096XXX3274      190011XXXX  19/10/2017 10:04:10  10:05:13

096XXX3274      190011XXXX  19/10/2017 10:06:18  10:07:24

096XXX3274      190011XXXX  19/10/2017 10:07:27  10:08:36

096XXX3274      190011XXXX  19/10/2017 10:08:40  10:09:43

096XXX3274      190011XXXX  19/10/2017 10:09:47  10:10:51

ช่วงเวลำ

ช่วงเวลำ

ระยะเวลำกำรใช้บริกำร

ระยะเวลำกำรใช้บริกำร
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1. ใช้เทคนิคการจัดกลุ่มข้อมูลบุคคลที่อยู่ในกลุ่ม Blacklist ของÿ�านักงานป้องกันและปราบปราม 
การทุจริตแĀ่งชาติ (ÿ�านักงาน ป.ป.ช.) ร่วมกับข้อมูลการลงทะเบียนการใช้งานโทรศัพท์มือถือ  
เพื่อติดตามและตรวจÿอบพฤติกรรม และความประพฤติของผู ้ที่จัดอยู ่ในกลุ ่ม Blacklist  
ของÿ�านักงาน ป.ป.ช. โดยĀากพบความผิดปกติ ÿามารถÿ่งเจ้าĀน้าท่ีเข้าไปตรวจÿอบได้ทันที  
เพื่อป้องกันภัยการทุจริตคอร์รัปชันได้อย่างทันท่วงที รวมถึงเป็นการเฝ้าระวังพฤติกรรมท่ีน่าÿงÿัย
ของบุคคลที่อาจกระท�าการทุจริตคอร์รัปชันด้วย

2. ตรวจÿอบข้อมูล Big Data จากการใช้งานโทรศัพท์มือถือที่มีการอัปเดตแบบ Real time ของบุคคล
ที่อยู่ในกลุ่ม Blacklist ของÿ�านักงาน ป.ป.ช. ได้แก่ ประวัติการโทรเข้า-ออก พร้อมทั้งชื่อ-นามÿกุล
ของผูท้ีต่ดิต่อ ทีเ่ป็นผูท้ีต่ดิต่ออยูเ่ป็นประจ�าและต่อเนือ่ง เพ่ือตามĀาผูท้ีเ่กีย่วข้องĀรอืบคุคลทีม่ÿ่ีวนร่วม 
ในการทุจรติคอร์รปัชนั ซึง่เป็นการใช้ Big Data ในการวเิคราะĀ์และแก้ปัญĀา เพือ่ท�าการตรวจÿอบ
การทุจริตคอร์รัปชันต่อไป โดยในอนาคตอาจมีการเก็บรวบรวมข้อมูลการใช้จ่ายเงินผ่านโทรศัพท์
มือถือในรูปแบบ Big Data เพิ่มเติม และเชื่อมโยงกับข้อมูลอื่น ๆ ของรัฐ เช่น รายได้ของบุคคล  
เพื่อน�ามาวิเคราะĀ์การใช้จ่ายเงินที่ผิดปกติของบุคคล และการทุจริตคอร์รัปชัน

ภาพที่ 1 รูป Big Data ข้อมูลบุคคลที่อยู่ในกลุ่ม Blacklist ของส�ำนักงำน ป.ป.ช. วิเครำะห์ร่วมกับ 
ข้อมูลกำรลงทะเบียนกำรใช้งำนโทรศัพท์มือถือ

ข้อมูลที่ตรงกัน

ต่อยอดไปสู่

0 0 1 0 0 1 0 1 0 
1 0 1 1 0 1 1 0 1 
1 1 0 0 1 1 0 1 0 0 0 1 0 0 1 0 1 0 

1 0 1 1 0 1 1 0 1 
1 1 0 0 1 1 0 1 0

ฐานข้อมูล Blacklist ของ ป.ป.ช.

• เลขบัตรประจําตัวประชาชน 13 หลัก
• ชื่อ-นามสกุล
• ที่อยู่

• ผู้กระทําความผิด/ทุจริตคอร์รัปชัน
• ทราบ ชื่อ-นามสกุล
• ที่อยู่
• เบอร์โทรติดต่อ

การตามหาที่พักอาศัย จากผู้ประกอบการโทรศัพท์เคลื่อนที่
โดยสามารถค้นหา Location จากการใช้งานโทรศัพท์มือถือ

• เบอร์โทรมือถือ
• ข้อมูลการใช้งานโทรศัพท์มือถือ

ฐานข้อมูลผู้ใช้โทรศัพท์มือถือ
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ตารางที่ 7 ตัวอยำ่งข้อมูลกำรตรวจสอบยอดคำ่ช�ำระกำรใช้งำนโทรศัพท์มือถือทั่วไป

 

    ชื่อ-นามสกุล                                                                ที่อยู ่                                  ยอดช�าระ

ทรนงค์ กรรพรมอ่าง  18 หมู่ 2  ตําบลท่าหมื่นราม อําเภอวังทอง พิษณุโลก  8,052.78

สาวิตพรรณ อมมเชื้อ  89 หมู่ 4 ตําบลหนองบัว อําเภอภูเรือ เลย  25,195.36

อุบลรัชยาน ศรีธาน ี  41 หมู่ 7 ตําบลสร้อยพร้าว อําเภอหนองหาน อุดรธาน ี  2,086.59

อรวชาวดี หาญชัยหา  34 หมู่ 4 ตําบลอุ่มจาน อําเภอกุสุมาลย ์ สกลนคร  15,723.68

จริยาบรรณ การศรี  28/3 หมู่ 5 ตําบลบางตะไนย์ อําเภอปากเกร็ด นนทบุร ี  20,579.07

การตรวจสอบการใช้งานโทรศัพท์มือถือ

ภาพที่ 2 กำรตรวจสอบข้อมูล Big Data จำกกำรใช้งำนโทรศัพท์มือถือที่มีกำรอัปเดตแบบ Real Time  
ของบุคคลที่อยู่ในกลุ่ม Blacklist ของส�ำนักงำน ป.ป.ช.

ภาพที่ 3 ตัวอย่ำงรำยละเอียดข้อมูลกำรใช้งำนโทรศัพท์มือถือรำยบุคคล

Blacklist
ของ ป.ป.ช.

NAME

00000000

Your Current Charge (Unbilled)

081-777-xxxx

Date/Time

Local Call (Minute:Second)

08/04/2018

09:22:13

08/04/2018

10:45:52

08/04/2018

11:19:37

08/04/2018

12:39:15

08144xxxxx

08144xxxxx

08144xxxxx

08144xxxxx

6:0

6:0

6:0

19:0

18.00

18.00

18.00

57.00

1,191:0 3,573.00

Called No. Unit

Internet/Value Added ServiceVoice Call

Usage 
Charges

(Baht)
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ภาพที่ 4 การตรวจสอบข้อมูลการใช้จ่ายเงินผ่านโทรศัพท์มือถือ (Mobile Payment)

โดยในปัจจุบัน การüิเคราะĀ์ข้อมูลดังกล่าüยังมีปัญĀาอยู่มาก โดยเฉพาะปัญĀาในเรื่องของการเก็บ
รüบรüมข้อมูล (Data collection) ซึ่งถือเป็นขั้นตอนที่มีคüามÿ�าคัญ เพื่อใĀ้ได้มาซึ่งข้อมูลที่ตอบÿนอง
üัตถุประÿงค์และÿอดคล้องกับกรอบแนüคüามคิด ÿมมุติฐาน เทคนิคการüัดและการüิเคราะĀ์ข้อมูล และการ
รüบรüมข้อมูล (Data compilation) Āรือการน�าเอาข้อมูลต่าง ๆ  ที่ผู้อื่นได้เก็บไü้แล้üมาใช้üิเคราะĀ์ นอกจากนั้น
ยงัมเีรือ่งของคüามÿามารถในการüเิคราะĀ์ของผูเ้ชีย่üชาญ และเÿรภีาพในการน�าข้อมลูÿ่üนบคุคลเĀล่านีม้าใช้ 
การใช้ข้อมูลอย่างมีคüามรับผิดชอบ การเก็บรักþาคüามลับข้อมูล รüมถึงปัญĀาในการใช้ฐานข้อมูล ปัญĀา 
ในการแลกเปลี่ยนข้อมูล Āรือการเชื่อมโยงฐานข้อมูลด้üย 

ข้อสรุปและแนวทางในการแก้ปัญหา

การýึกþาและน�าเทคโนโลยีที่ใช้ในการüิเคราะĀ์และเรียนรู้ข้อมูลขนาดใĀญ่ Āรือ Big Data มาใช้ใน 
การต่อต้านการทจุรติ ทัง้ในÿ่üนของการป้องกนัและปราบปราม เป็นเรือ่งทีÿ่�าคญัและท้าทายเป็นอย่างยิง่ โดยเฉพาะ
การน�าเอาข้อมูล Big Data การใช้งานโทรýัพท์มือถือที่มีอยู่มากมายมĀาýาลมาใช้งานใĀ้เกิดประโยชน์ โดยผล
การüเิคราะĀ์และเรยีนรูข้้อมลูการใช้งานโทรýพัท์มอืถอืนัน้พบü่า ÿามารถใช้ประโยชน์ทัง้จากข้อมลูÿ่üนบคุคล
ของผูใ้ช้โทรýพัท์มอืถอืทีเ่กดิจากการลงทะเบยีน เช่น เลขประจ�าตüัประชาชน ชือ่-นามÿกลุ ทีอ่ยู ่พร้อมทัง้ÿ�าเนา
บัตรประจ�าตัüประชาชน รüมทั้งจากข้อมูลที่เกิดจากการใช้งานโทรýัพท์มือถือ  เช่น ข้อมูลการโทรเข้า-โทรออก
ของโทรýัพท์มือถือ ข้อมูลต�าแĀน่งพิกัด ข้อมูลการใช้จ่ายเงินผ่านโทรýัพท์มือถือ และĀากÿามารถเชื่อมโยง 
น�าข้อมูลของภาครัฐอื่น ๆ มาบูรณาการเพิ่มเติม เช่น ข้อมูลทะเบียนราþฎร์ ข้อมูลการเÿียภาþี ข้อมูล 
อาชญากร ฯลฯ ทั้งนี้เพื่อที่จะได้น�ามาüิเคราะĀ์และเรียนรู้ข้อมูลร่üมกันจะท�าใĀ้เพิ่มประÿิทธิภาพมากขึ้น  
ลดค่าใช้จ่ายในการด�าเนินการ เป็นการใช้เทคโนโลยีใĀ้เกิดประโยชน์ในการÿ่งเÿริมใĀ้เกิดธรรมาภิบาล ÿร้างการมี
ÿ่üนร่üมของภาคประชาชน และแก้ไขปัญĀาการทุจริตคอร์รัปชันของประเทý  

การตรวจสอบ Money Payment

NAME

00000000
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โดยมีแนüทางในการปฏิบัติÿ�าĀรับการใช้เทคโนโลยี Big Data จากข้อมูลการใช้งานโทรýัพท์มือถือ 
เพื่อน�าไปใช้งานจริงในการต่อต้านทั้งในÿ่üนของการป้องกันและปราบปรามการทุจริตในประเทýไทย ดังนี้

1. ใช้เทคนิคการจัดกลุ่มข้อมูลบุคคลที่อยู่ในกลุ่ม Blacklist ร่üมกับข้อมูลการลงทะเบียนการใช้งาน
โทรýัพท์มือถือ เพื่อติดตามและตรüจÿอบพฤติกรรม และคüามประพฤติของผู้ที่จัดอยู่ในกลุ่ม 
Blacklist ของÿ�านักงาน ป.ป.ช. โดยĀากพบคüามผิดปกติ ÿามารถÿ่งเจ้าĀน้าที่เข้าไปตรüจÿอบ
ได้ทันที เพื่อป้องกันและปราบปรามการทุจริตคอร์รัปชันได้อย่างทันท่üงที รüมถึงเป็นการเฝ้าระüัง
พฤติกรรมที่น่าÿงÿัยของบุคคลที่อาจกระท�าการทุจริตคอร์รัปชันด้üย

2. ตรüจÿอบข้อมลู Big Data จากการใช้งานโทรýพัท์มอืถอืทีม่กีารอปัเดตแบบ Real time ของบคุคล
ทีอ่ยูใ่นกลุม่ Blacklist ของÿ�านกังาน ป.ป.ช. ได้แก่ ประüตักิารโทรเข้า-ออก พร้อมกบัชือ่-นามÿกลุ
ของผู้ที่ติดต่อ ที่เป็นผู้ที่ติดต่ออยู่เป็นประจ�าและต่อเนื่อง เพื่อตามĀาผู้ที่เกี่ยüข้องĀรือบุคคลที่มี 
ÿ่üนร่üมในการทุจริตคอร์รัปชัน 

3. ตรüจÿอบคüามผิดปกติจากการใช้งานโทรýัพท์มือถือ Big Data ข้อมูลค่าบริการรายเดือนท่ีÿูง 
ผิดปกติของผู้ใช้งานโทรýัพท์มือถือทั่üไป พร้อมทั้งüิเคราะĀ์และÿังเคราะĀ์ข้อมูลเพื่อĀาบุคคล 
ทีน่่าÿงÿยั เพือ่ท�าการตรüจÿอบการทุจรติคอร์รปัชนัต่อไป โดยในอนาคตอาจมกีารเก็บรüบรüมข้อมลู
การใช้จ่ายเงินผ่านโทรýัพท์มือถือ ในรูปแบบ Big Data เพิ่มเติมและเชื่อมโยงกับข้อมูลอื่น ๆ ของรัฐ 
เช่น รายได้ของบคุคล เพือ่น�ามาüเิคราะĀ์การใช้จ่ายเงนิทีผ่ดิปกตขิองบุคคลและการทุจรติคอร์รปัชัน

โดยการüิเคราะĀ์ตามแนüทางดังกล่าü เป็นการตรüจจับทุจริต Āรือพฤติกรรมที่ผิดปกติ จากการใช้งาน
ข้อมูล Big Data และการÿร้างแบบจ�าลองในการüิเคราะĀ์โดยอาýัยüิธีการทางÿถิติ ซึ่งมีโอกาÿผิดพลาดได้      
ตามตาราง

 

ĀมำยเĀตุ. จาก https://businessanalyticsnida.wordpress.com/2016/04/09/เราใช้คüามรู้ด้านÿถิติ

การตรüจจับทุจริต ด้üยการüิเคราะĀ์ Big Data ข้อมูลการใช้งานโทรýัพท์มือถือ จึงเป็นการเตือนล่üงĀน้า 
(Early warning) ü่าน่าจะเกิดการกระท�าการทุจริตคอร์รัปชันขึ้น แต่ทั้งนี้ทั้งนั้นก็ต้องอาýัยการใช้งานĀลักฐานใน
เชิงประจักþ์ (Empirical evidence) เช่น Āลักฐานทางการเงิน Āลักฐานทางบัญชี Āลักฐานพยาน Āลักฐานทาง
üิทยาýาÿตร์อื่น ๆ ประกอบเข้าด้üยกัน เพื่อใĀ้มีการตรüจจับการทุจริตคอร์รัปชันที่มีประÿิทธิภาพ 

      

ตรวจจับพบวำ่ทุจริต   จับทุจริตได้ถูกต้อง (Hit)   ตรวจจับได้ผิด (Fales Alarm)

ตรวจจับไม่พบวำ่ทุจริต  หลุดรอดจำกกำรตรวจจับ (Miss)  ปฏิเสธอยำ่งถูกต้อง (Correct Rejection)

ไม่มีการทุจริตมีการทุจริตจริง

ตารางที่ 8 ตารางการวิเคราะห์การตรวจจับทุจริต
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ข้อเสนอแนะ

การด�าเนินการüิเคราะĀ์ข้อมูลขนาดใĀญ่ Āรือ Big Data จากการใช้งานโทรýัพท์มือถือเพื่อการป้องกัน
และปราบปรามการทุจริตคอร์รัปชันใĀ้เป็นรูปธรรมเกิดขึ้นจริงนั้น นอกจากต้องมีเทคนิคüิธีการüิเคราะĀ์ตามที่
เÿนอแล้ü ÿิ่งÿ�าคัญที่ÿ�านักงาน ป.ป.ช. ĀรือĀน่üยงานที่เกี่ยüข้องอื่นจ�าเป็นต้องด�าเนินการเป็นล�าดับแรก ได้แก่ 
การพัฒนาบุคลากรใĀ้มีคüามรู้ คüามเข้าใจ และÿามารถใช้เทคนิคüิธีการüิเคราะĀ์ข้อมูล Big Data ตามที่เÿนอ
Āรือเพิ่มเติมจากที่เÿนอได้ นอกจากนั้นข้อเÿนอแนะในล�าดับถัดไปที่ต้องด�าเนินการ ได้แก่  

1. ÿ�านักงาน ป.ป.ช. และĀน่üยงานภาครัฐที่เกี่ยüข้อง เช่น กรมÿรรพากร ต้องมีการจัดเก็บข้อมูล 
ในรูปแบบดิจิทัลในลักþณะ Big Data เพื่อใĀ้มีข้อมูล Big Data ในรูปแบบที่เĀมาะÿมและเป็นท่ี
ต้องการ โดยมีระบบการจัดเก็บที่ปลอดภัย ÿามารถน�ามาใช้งานได้อย่างถูกต้อง มีประÿิทธิภาพ และ
ÿามารถแบ่งปัน (Share) ข้อมลูร่üมกบัĀน่üยงานภาครฐัอืน่ได้ เพราะĀากไม่มข้ีอมลูในรปูแบบดจิทิลั
ที่มีจ�านüนมากพอก็จะไม่ÿามารถด�าเนินการในเรื่องนี้ได้

2. ÿ�านักงาน ป.ป.ช. ต้องมีÿิทธิในการเข้าถึงข้อมูลของĀน่üยงานที่เกี่ยüข้องดังกล่าü โดยอาจจะ 
ตรากฎĀมายเพ่ือใĀ้อ�านาจในลักþณะเช่นเดียüกับกฎĀมาย Lawful Interception ที่ใĀ้อ�านาจ 
Āน่üยงานที่มีอ�านาจในการเข้าตรüจÿอบข้อมูลที่เป็นอาชญากรรมทางด้านไซเบอร์ ĀรือกฎĀมายซึ่ง
เป็นการบังคับการเปิดข้อมูลของภาครัฐ (Open Data) เพื่อการพัฒนาการป้องกันและปราบปราม
การทุจริตคอร์รัปชันในรูปแบบใĀม่ และอาจมีĀน่üยงานกลางที่ใĀ้บริการเทคโนโลยี Big Data 
 เพื่อไม่ใĀ้เกิดการลงทุนซ�้าซ้อน 

3. ปรับปรุงกระบüนการประÿานข้อมูลภายในĀน่üยงานและภายนอกĀน่üยงานในลักþณะดิจิทัล  
และติดตามประเมินผลการแก้ไขปัญĀาทุจริตคอร์รัปชัน พร้อมทั้งรายงานผลใĀ้ประชาชนทราบ 

4. ตรากฎĀมายĀรือออกกฎระเบียบที่รองรับการใช้ข้อมูลที่จะน�ามาüิเคราะĀ์ เพื่อไม่เป็นการละเมิด
ÿิทธิข้อมูลÿ่üนบุคคลของประชาชนผู้ใช้งานปกติ เป็นÿิ่งÿ�าคัญที่จะท�าใĀ้การด�าเนินการประÿบ 
ผลÿ�าเร็จได้ มิเช่นนั้นจะถูกการต่อต้านจากประชาชน 

ÿดุท้ายเชือ่ü่าเทคโนโลยดีจิทิลัจะมคีüามก้าüĀน้าและเกีย่üข้องกบัประชาชนมากยิง่ขึน้ ดงันัน้ในระยะยาü 
Āากการจัดเก็บข้อมูลรüมทั้งกระบüนการท�างานต่าง ๆ โดยเฉพาะที่เกี่ยüข้องกับการเงิน อยู่ในรูปแบบดิจิทัล
ทั้งĀมดĀรือเป็นÿ่üนมาก จะยิ่งท�าใĀ้เกิดคüามโปร่งใÿ เนื่องจากÿามารถติดตามและตรüจÿอบได้อย่างแท้จริง
ตลอดเüลา จะยิ่งน�าไปÿู่การลดการทุจริตคอร์รัปชันของประเทýต่อไป (More digitization less corruption)
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