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บทคัดย่อ 

เทคโนโลยีดิจิทัลมีความก้าวหน้าและมีนวัตกรรมใหม่พัฒนาอย่างต่อเนื่อง ความต้องการและ 
พฤติกรรมของผู้บริโภคมีการปรับเปลี่ยนไปสู่การใช้บริการในรูปแบบดิจิทัลที่สะดวกสบายมากขึ้น ส่งผลให้  
การระบุตัวตนในรูปแบบดิจิทัล หรือ Digital Identity (Digital ID) เริ่มเข้ามามีบทบาทอย่างแพร่หลาย 
ในระดับสากลอันเป็นผลมาจากประโยชน์ทั้งทางตรงและทางอ้อมต่อเศรษฐกิจและสังคม ประเทศไทย 
ได้มกีารพัฒนานโยบายทีเ่กีย่วข้องกบั Digital ID ขึน้ในหลากหลายบทบาท ทัง้การก�ำหนดทศิทาง ออกกฎหมาย 
และกฎระเบียบ รวมถึงการพัฒนาและประยุกต์ใช้เทคโนโลยีที่จ�ำเป็น และการบูรณาการความร่วมมือจาก 
หลายภาคส่วน หนึง่ในงานยคุใหม่ทีส่�ำนกังาน กสทช. ได้ให้ความส�ำคญัคอื การพัฒนาและส่งเสริมการให้บริการ 
Mobile ID เพื่อเป็นหนึ่งในทางเลือกของ Digital ID ที่ประชาชนเลือกใช้ ซึ่งมีคุณลักษณะเฉพาะตัวและโดดเด่น 
จงึนบัเป็นความท้าทายใหม่ทีส่�ำนกังาน กสทช. ได้สร้างบทบาทในการเป็นผู้ริเร่ิมและผู้สนบัสนนุให้อุตสาหกรรม
โทรคมนาคมน�ำจุดแข็งและศักยภาพที่เด่นชัดไปสร้างมูลค่าเพิ่มในการให้บริการประชาชนในโลกยุคดิจิทัล  
อีกทั้งเป็นผู้ประสานความร่วมมือในระดับหน่วยงานนโยบาย เพื่อร่วมพิจารณาทิศทางการส่งเสริม การก�ำกับ
ดูแล และการบูรณาการการให้บริการ Digital ID ของประเทศ ให้มีการพัฒนาและเติบโตด้วยความน่าเชื่อถือ  
มีความปลอดภัยในการใช้งาน และก่อประโยชน์ต่อสังคมและเศรษฐกิจ

ค�ำส�ำคัญ:	การพิสูจน์และยืนยันตัวตนทางดิจิทัล ระบบการพิสูจน์และยืนยันตัวตนด้วยรูปแบบบัตรประจ�ำตัว 
	 อิเล็กทรอนิกส์บนโทรศัพท์เคลื่อนที่ การระบุตัวตนในรูปแบบดิจิทัล



9 3

วารสารวิชาการ

ประจ�ำปี 2564

Abstract 

Due to the developed digital technology and advanced innovations, demands  
and behaviors have shifted towards digital services. Consequently, Digital Identity has begun 
to play a prevalent role globally, for it provides both direct and indirect benefits to the economy 
and society. In Thailand, there have been developed policies related to Digital ID in various 
roles, such as issuing guidelines, the legislation of rules and regulations including the 
development and application of necessary technologies, and the integration of cooperation 
from many sectors. The Office of the NBTC has given importance to the development  
and promotion of the Mobile ID Platform service, which is unique and distinctive, to be one 
of the digital ID alternatives. It is, therefore, a new challenge for the Office of the NBTC  
to initiate and advocate the telecommunication industry to bring strengths and potential  
to generate added value in services for people in the digital world. Moreover, the Office of 
the NBTC would also act as coordinator to collaborate the promotion, the regulation, and 
the integration among the Digital ID platforms to evolve with credibility and security which  
allow us to achieve the highest potential of Digital ID services. Therefore, greater advantages 
would be created for society and the economy.

Keywords:	Digital ID, Mobile ID, Digital Identification

1. บทน�ำ

ในยคุทีม่กีารเปล่ียนแปลงทางเทคโนโลยอีย่างรวดเรว็ เราพบเหน็การเปลีย่นแปลงพฤตกิรรมการใช้ชวิีต
ของประชาชน และการเปลี่ยนแปลงรูปแบบการให้บริการในโลกยุคดิจิทัล โดยมีการพัฒนาการให้บริการ 
ในรูปแบบใหม่ ๆ  ที่ทันสมัยขึ้นทั้งในรูปแบบที่พบเห็นหน้ากันระหว่างผู้ใช้บริการและผู้ให้บริการ และรูปแบบ
ออนไลน์ที่มีการเติบโตอย่างก้าวกระโดด ในระดับสากลได้นิยมน�ำ Digital Identity1 หรือ Digital ID มาใช ้
ระบุตัวตนของผู้ใช้งาน เพ่ือให้การให้บริการและการใช้บริการในยุคดิจิทัลมีความน่าเชื่อถือ ตรวจสอบได้  
ปลอดภัย และลดต้นทุนของผู้ให้บริการและการใช้ชีวิตของประชาชน จากการใช้ประโยชน์ Digital ID นั้น 
รายงานของ McKinsey Global Institute (2019) กล่าวไว้ว่า ภายในปี พ.ศ. 2573 Digital ID จะมีศักยภาพ

1	 Digital Identity คือ อัตลักษณ์ (identity) ที่ถูกรวบรวมและบันทึกในรูปแบบดิจิทัล ซึ่งใช้บ่งบอกหรือจำ�แนกบุคคลในการทำ�ธุรกรรมอิเล็กทรอนิกส์  

นยิามระบใุนขอ้เสนอแนะมาตรฐานดา้นเทคโนโลยสีารสนเทศและการสือ่สารทีจ่ำ�เปน็ตอ่ธรุกรรมทางอเิลก็ทรอนกิส ์ขมธอ.18-2564 วา่ดว้ยการพสูิจนแ์ละยนืยนั

ตัวตนทางดิจิทัล – กรอบการทำ�งาน โดยสำ�นักงานพัฒนาธุรกรรมอิเล็กทรอนิกส์
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ในการสร้างมูลค่าทางเศรษฐกิจเทียบเท่ากับร้อยละ 6 ของผลิตภัณฑ์มวลรวมภายในประเทศ (Gross  
Domestic Product: GDP) ในประเทศเศรษฐกิจเกิดใหม่ (Emerging economies) และร้อยละ 3 ในประเทศ
ที่มีระบบเศรษฐกิจเติบโตเต็มที่ (Mature economies) โดยตัวอย่างที่มีการเติบโตและเกิดผลประโยชน์ 
ต่อเศรษฐกิจและสังคมอย่างมีนัยส�ำคัญในประเทศต่าง ๆ  ได้แก่ การใช้งาน Digital ID ในการใช้บริการด้าน 
การธนาคาร การจ้างงาน การจดแจ้งสิทธิ์ในที่ดินเกษตรกรรม การศึกษา และการบริหารจัดการเพื่อลดต้นทุน
และประหยัดเวลาของภาคบริการ เป็นต้น 

ส�ำหรับประเทศไทยปัจจุบันมีความพร้อมที่จะพัฒนาให้เกิดการให้บริการ Digital ID ไม่ว่าจะเป็น 
การมีกฎหมายที่รองรับเร่ืองนี้แล้ว มีการเตรียมการด้านกฎหมายและกฎระเบียบเพิ่มเติมที่จะบังคับใช้อนาคต 
อันใกล้ รวมท้ังมีการก�ำหนดทิศทางด้านนโยบายที่เริ่มจะมีความชัดเจนมากขึ้น ในขณะเดียวกันเทคโนโลยี 
ที่จะใช้เพื่อให้บริการ Digital ID ก็มีความน่าเชื่อถือมากขึ้นในระดับสากล และที่ส�ำคัญประชาชนก็มีความพร้อม
ที่จะใช้เทคโนโลยีและบริการใหม่ ๆ  ท่ีจะท�ำให้การใช้ชีวิตมีความสะดวกสบายมากขึ้น Mobile ID จึงเป็น  
Digital ID ประเภทหนึ่งที่ก�ำลังเข้ามามีบทบาทในการให้บริการกับประชาชน ในบทความนี้จึงได้น�ำเสนอที่มา 
ของแนวคิดในการด�ำเนินงานของส�ำนักงานคณะกรรมการกิจการกระจายเสียง กิจการโทรทัศน์ และกิจการ
โทรคมนาคมแห่งชาติ (ส�ำนักงาน กสทช.) ซึ่งมีความเชื่อมโยงกับการเติบโตและพัฒนาการให้บริการของ
อตุสาหกรรมโทรคมนาคม กฎระเบยีบทีเ่ก่ียวข้องทีม่ส่ีวนส�ำคญัต่อการออกแบบและพัฒนา Mobile ID Platform 
รูปแบบการด�ำเนินงานท่ีเริ่มต้นจากการทดสอบทดลอง (Sandbox) ไปสู่ทิศทางในอนาคต รวมทั้งมุมมอง 
ของการพัฒนา Mobile ID ที่จะสนับสนุนการให้บริการ Digital ID ของประเทศไทย

2. วัตถุประสงค์ 

เพื่อน�ำเสนอบทบาทของส�ำนักงาน กสทช. ในการด�ำเนินงานและผลักดันเรื่อง Mobile ID เพื่อให ้
มีความเข้าใจในท่ีมาและมุมมองการพัฒนางานในอนาคต รวมทั้งน�ำเสนอบทบาทและความสัมพันธ์ของ  
Mobile ID ที่มีต่อทิศทางการพัฒนา Digital ID ของประเทศไทย 

3. วิธีการศึกษา 

ศึกษาเอกสารที่เกี่ยวข้อง เช่น เอกสารด้านกฎหมาย เอกสารด้านมาตรฐานทางเทคนิค รายงานวิจัย 
และข้อมูลของต่างประเทศ ประกอบกับการประมวลผลจากประสบการณ์ที่ได้รับจากการปฏิบัติงานจริง  
และจากการแลกเปลี่ยนความคิดเห็นกับหน่วยงานต่าง ๆ  ที่เกี่ยวข้องในโอกาสต่าง ๆ
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4. ผลการศึกษา 

เกิดความชัดเจนในทิศทางการพัฒนา Mobile ID ของอุตสาหกรรมโทรคมนาคม และบทบาท 
ของส�ำนกังาน กสทช. ในการร่วมผลักดันการพัฒนาและการเตบิโตในการให้บรกิาร Digital ID ของประเทศไทย 
ดังนี้

4.1	 การลงทะเบียนซิมผู้ใช้บริการโทรศัพท์เคลื่อนที่สู่ Mobile ID

		  ทีม่าของแนวคดิและแนวทางการท�ำงานของส�ำนกังาน กสทช. ในการผลกัดนัเรือ่ง Mobile ID นัน้ 
มาจากรากฐานความส�ำเร็จของการขับเคลื่อนนโยบายเร่ืองการลงทะเบียนซิมผู้ใช้บริการโทรศัพท์เคลื่อนที่  
หรือโทรศัพท์มือถือ เมื่อปี พ.ศ. 2557 ที่มีการออกนโยบายให้ผู้ให้บริการโทรศัพท์เคลื่อนที่ต้องลงทะเบียนซิม
และยืนยันตัวตนผู้ใช้บริการก่อนมีการเปิดใช้งานเลขหมายหรือเบอร์โทรศัพท์เคลื่อนที่ และได้ก�ำหนดนโยบาย
ให้ประชาชนที่ใช้งานเลขหมายที่ยังไม่เคยลงทะเบียนให้มาลงทะเบียนให้ครบถ้วน ท�ำให้ในปี พ.ศ. 2558  
ทุกเลขหมายโทรศัพท์เคลื่อนที่มีชื่อผู้ใช้บริการ ถือเป็นยุคเริ่มต้นของการบริหารจัดการการลงทะเบียนซิม 
ในรปูแบบดจิทิลั หรอืมกีารจดัเกบ็ข้อมลูบตัรประจ�ำตวัประชาชนและข้อมลูผู้ใช้บริการในรูปแบบอิเล็กทรอนกิส์  
(การลงทะเบียนซิมด้วย “แอปพลิเคชัน 2 แชะ”) แทนการจัดเก็บส�ำเนาบัตรประชาชนในรูปแบบกระดาษ 
ที่เคยด�ำเนินการมาตั้งแต่อดีต ในช่วงเวลาดังกล่าวถือเป็นการเริ่มต้นของ กสทช. และส�ำนักงาน กสทช.  
ในการพยายามจัดระเบียบอุตสาหกรรมโทรคมนาคมให้มีฐานข้อมูลผู้ใช้บริการในทุกเลขหมาย เพื่อให้ผู้ใช ้
บริการได้รับการคุ้มครองสิทธิ์ในการใช้บริการในฐานะเจ้าของเลขหมาย อีกทั้งข้อมูลผู้ใช้บริการยังสามารถ 
ใช้สนับสนุนหน่วยงานภาครัฐในการดูแลประชาชนและสังคมให้ปลอดภัย เช่น กรณีเกิดมีการน�ำเลขหมาย 
โทรศพัท์เคลือ่นท่ีไปใช้ในทางท่ีมิชอบ กจ็ะสามารถหาผูก้ระท�ำความผดิมาลงโทษได้ถกูต้องและเป็นไปโดยง่ายขึน้ 
กว่าในอดีต

		  การบริหารจัดการทั้งการออกกฎเกณฑ์ของ กสทช. การก�ำกับดูแลของส�ำนักงาน กสทช. และ 
การปฏิบัติหน้าที่ของผู้ประกอบการมีการพัฒนาอย่างต่อเนื่องจนในปี พ.ศ. 2561 ได้มีการน�ำเทคโนโลย ี
การตรวจสอบอตัลกัษณ์บุคคล (Biometric) มาพฒันาใช้ส�ำหรบัการลงทะเบยีนซมิการ์ด (แอปพลเิคชัน “2 แชะ 
อัตลักษณ์”) เพ่ือลดปัญหาการแอบอ้างและปลอมแปลงการน�ำบัตรประจ�ำตัวประชาชนผู้อื่นมาใช้ลงทะเบียน 
ซมิการ์ด โดยได้น�ำระบบการตรวจสอบใบหน้า (Facial recognition หรอื Face comparison) มาใช้ตรวจสอบ 
และยืนยันตัวบุคคลว่า ผู้ที่ประสงค์จะลงทะเบียนซิมเป็นเจ้าของบัตรประจ�ำตัวประชาชนที่น�ำมาใช้อ้างอิง 
ในการลงทะเบียนซิมการ์ดหรือไม่ (กรณีชาวต่างชาติใช้หนังสือเดินทาง) ก่อนจะมีการอนุญาตให้ลงทะเบียน 
และจัดเก็บข้อมูลผู้ใช้บริการและเปิดใช้งานซิมการ์ดต่อไป ช่วงเวลาดังกล่าวถือเป็นยุคของการพัฒนาให้เกิด 
การจัดเก็บข้อมูลผู้ใช้บริการให้ถูกต้องมากขึ้นมาเป็นล�ำดับ และเป็นการริเร่ิมน�ำเทคโนโลยีด้านการตรวจสอบ 
อัตลักษณ์บุคคลมาใช้ครั้งแรกในวงการโทรคมนาคม
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		  เม่ืออุตสาหกรรมโทรคมนาคมเริม่พฒันาการจดัเกบ็ข้อมลูผู้ใช้บริการโทรศัพท์เคล่ือนทีอ่ย่างต่อเนือ่ง  
ประกอบกบัเลขหมายโทรศัพท์เคลือ่นทีก่ลายเป็นสิง่ทีใ่ช้อ้างองิตวัตนในการใช้บรกิาร โดยเฉพาะในโลกออนไลน์ 
ส่งผลให้ส�ำนกังาน กสทช. มองเห็นโอกาสในการน�ำฐานข้อมลูผู้ใช้บริการโทรศพัท์เคล่ือนทีไ่ปใช้ประโยชน์มากขึน้  
เช่น กรณกีารให้บรกิาร Prompt Pay ของภาคธนาคารทีจ่ะมกีารตรวจสอบความเป็นเจ้าของเลขหมายโทรศพัท์ 
ก่อนประชาชนมีสิทธิ์เข้าใช้บริการ หรือแม้แต่ภาคโทรคมนาคมเองก็ตามที่ส�ำนักงาน กสทช. ได้น�ำประโยชน ์
จากเรื่องนี้ไปพัฒนาแอปพลิเคชัน 3 ชั้น (ตรวจ แจ้ง ล็อก)2 โดยร่วมกับผู้ประกอบการโทรศัพท์เคลื่อนที ่
ในการบูรณาการและจัดท�ำระบบร่วมกันเพ่ือสร้างเคร่ืองมือทางดิจิทัลให้กับผู้ใช้บริการให้สามารถควบคุมดูแล 
เบอร์โทรศัพท์ท่ีได้ลงทะเบียนซิมไว้ในชื่อตนเอง และป้องกันการถูกลักลอบน�ำช่ือของตนไปลงทะเบียนซิม 
โดยบุคคลอื่น  

		  จากจุดเริม่ต้นของการก�ำกบัดแูลเรือ่งการลงทะเบยีนซมิการ์ดนี ้และจากตัวอย่างสองเร่ืองทีโ่ดดเด่น 
จากการใช้ประโยชน์ของฐานข้อมูลผู้ใช้บริการโทรศัพท์เคลื่อนที่ ท�ำให้ส�ำนักงาน กสทช. ต้องเปิดมุมมองใหม ่
ต่อเนื่องเพื่อสนับสนุนให้อุตสาหกรรมโทรคมนาคมน�ำจุดเด่นและข้อได้เปรียบของตนไปสนับสนุนภาคส่วนอื่น
เพิ่มเติม รวมถึงการเปิดธุรกิจบริการใหม่ ๆ  ท่ีสร้างมูลค่าเพิ่มให้กับประชาชนผู้ใช้บริการได้นอกเหนือไปจาก 
การให้บริการพื้นฐานด้านโทรคมนาคม เช่น บริการเสียงและอินเทอร์เน็ต ดังนั้น การส่งเสริมและผลักดัน 
การด�ำเนินงานเรื่อง Mobile ID ให้เป็นทางเลือกของ Digital ID ของประเทศจึงเป็นเป้าหมายหนึ่ง  

ภาพที่ 1 พัฒนาการของการลงทะเบียนซิมการ์ดและการน�ำประโยชน์ของฐานข้อมูลการลงทะเบียนซิมการ์ดไปใช้งาน

2	 แอปพลิเคชัน 3 ชั้น (ตรวจ แจ้ง ล็อก) เป็นแอปพลิเคชันที่รักษาสิทธิ์ผู้ใช้บริการ โดย 1) สามารถตรวจสอบได้ว่ามีการลงทะเบียนซิมโดยใช้ชื่อของตนเองไป 

กี่เบอร์และอยู่ค่ายไหนบ้าง (ตรวจ) 2) หากเจอเบอร์แปลกปลอมที่ในอดีตอาจเคยมีคนนำ�บัตรประจำ�ตัวประชาชนของตนไปแอบอ้างลงทะเบียนซิมก็จะสามารถ

แจง้ใหผู้ป้ระกอบการยกเลกิเบอรไ์ด ้หรอืแมแ้ตห่ากตรวจสอบพบวา่เบอรข์องตนหายไปกจ็ะได้แจ้งใหผู้ป้ระกอบการตรวจสอบให ้(แจ้ง) และ 3) ทีส่ ำ�คญัผูใ้ชบ้รกิาร

สามารถล็อกเพื่อป้องกันการเปิดเบอร์เพิ่มโดยตนไม่รู้ตัว (ล็อก) เช่น อาจมีผู้ไม่หวังดีแอบนำ�บัตรประชาชนของตนไปลงทะเบียนซิมเพื่อนำ�ไปใช้ในทางที่มิชอบ
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4.2	 ท�ำไมต้องเป็น Mobile ID

		  ในยุคปัจจุบันที่มีการเจริญเติบโตของโลกสื่อสารโทรคมนาคมอย่างต่อเนื่อง โทรศัพท์เคลื่อนที่ 
กลายเป็นปัจจัยท่ีห้าของประชาชนคนไทยหรือแม้แต่ในสังคมโลก ประเทศไทยเรามีประชากรประมาณ  
67 ล้านคน แต่มีเลขหมายโทรศัพท์เคลื่อนที่ที่เปิดใช้งานอยู่ 117 ล้านเลขหมาย แสดงให้เห็นว่าแทบจะ 
ทุกคนมีโทรศัพท์เคล่ือนที่ใช้และบางคนมีมากกว่าหนึ่งเลขหมาย ทุกคนคงยอมรับว่าโทรศัพท์เคลื่อนที ่
กลายเป็นสิ่งที่จ�ำเป็นหรือเป็นสิ่งที่ทุกคนต้องการน�ำติดตัวไปด้วยทุกที่ทุกเวลา และมีความส�ำคัญไม่น้อยไปกว่า 
การพกกระเป๋าเงินหรือบัตรประจ�ำตัวประชาชน ในขณะเดียวกันเบอร์โทรศัพท์เคลื่อนที่กลายเป็นสิ่งที่นิยม 
ใช้ในการอ้างอิงตัวบุคคลส�ำหรับการใช้บริการของทั้งภาครัฐและเอกชน บางบริการใช้แค่เบอร์โทรศัพท์  
บางบริการใช้เบอร์ควบคู่ไปกับบัตรประจ�ำตัวประชาชน อย่างไรก็ตาม การให้บริการต่าง ๆ  ของภาคเอกชน 
มักใช้เลขหมายโทรศัพท์เคลื่อนที่เพียงอย่างเดียวในการอ้างอิงตัวตนและการยืนยันตัวตน โดยเฉพาะบริการ 
ที่อยู่ในโลกออนไลน์ หรือการให้บริการผ่านแอปพลิเคชันต่าง ๆ  ยิ่งท�ำให้เห็นการเติบโตของการใช้เลขหมาย
โทรศัพท์เคลื่อนที่ในการอ้างอิงตัวตนนั้นเติบโตอย่างก้าวกระโดด  

		  เมื่อโทรศัพท์เคลื่อนที่กลายเป็นสิ่งส�ำคัญส�ำหรับชีวิตประจ�ำวัน เมื่ออุตสาหกรรมโทรคมนาคม
สามารถน�ำฐานข้อมลูผูใ้ช้บรกิารโทรศพัท์เคลือ่นทีซ่ึง่เป็นผลมาจากนโยบายการลงทะเบยีนซมิของ กสทช. มาใช้ 
ให้เกิดประโยชน์และสร้างมูลค่าเพิ่มในการให้บริการกับประชาชนได้ และเมื่อเกิดความนิยมในการใช้เบอร์
โทรศัพท์เป็นสิ่งอ้างอิงตัวบุคคล Mobile ID ซึ่งคือ “Digital ID ประเภทหนึ่งที่ใช้ระบุตัวบุคคลและเชื่อมโยงกับ 
ความเป็นเจ้าของเบอร์โทรศัพท์และเจ้าของบัตรประจ�ำตัวประชาชน” จึงเป็นทางเลือกหนึ่งของ Digital ID  
ของประเทศไทย ที่จะอ�ำนวยความสะดวกสบายให้กับประชาชนในการเข้าใช้บริการและท�ำธุรกรรมของภาครัฐ 
และเอกชนได้อย่างหลากหลาย แพร่หลาย เป็นไปอย่างปลอดภัย และที่ส�ำคัญสามารถคุ้มครองข้อมูล 
ส่วนบุคคลได้ 

		  ในแง่ประโยชน์จากการใช้งาน Mobile ID นั้น ลองจินตนาการดูว่า จะดีเพียงใดหาก Mobile ID  
สามารถน�ำมาใช้แทนบัตรประจ�ำตัวประชาชนเพื่อติดต่อใช้บริการในสถานที่ต่าง ๆ  เราก็จะไม่ต้องกังวลว่า 
ใครจะเอาข้อมูลส่วนบุคคลบนหน้าบัตรประจ�ำตัวประชาชนของเราไปท�ำส�ำเนาใช้ในทางที่มิชอบ จะดีเพียงใด
หากในการใช้บริการต่าง ๆ  ทั้ง ณ จุดให้บริการที่พบเห็นหน้ากันและในโลกออนไลน์จะสามารถมีการยืนยัน 
ได้จริงว่าผู้ใช้บริการเป็นเจ้าของหมายเลขโทรศัพท์และเป็นเจ้าของบัตรประจ�ำตัวประชาชนที่ใช้อ้างอิง  
นั่นหมายความว่า ผู้ให้บริการก็มั่นใจได้ว่าผู้ใช้บริการคนนั้นเป็นตัวตนจริง ไม่มีการปลอมแปลง และยังมีข้อมูล
หมายเลขโทรศพัท์ทีอ้่างองิความเป็นเจ้าของได้ด้วย และในแง่ประชาชนผู้ใช้บริการเองก็มัน่ใจว่าหากผู้ให้บริการ
มีกระบวนการในการพิสูจน์และยืนยันตัวตนที่น่าเชื่อถือ เราก็จะไม่ถูกน�ำหมายเลขโทรศัพท์ไปแอบอ้างใช้  
หรือถูกน�ำบัตรประจ�ำตัวประชาชนของเราไปลักลอบใช้หรือมีการปลอมแปลงน�ำไปใช้งานโดยมิชอบ 
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4.3	 หลักการและแนวคิดของ Mobile ID Platform

		  ด้วยการด�ำเนินงานในเรื่องนี้เป็นเรื่องใหม่ของประเทศไทย และเป็นเรื่องใหม่ของอุตสาหกรรม 
โทรคมนาคม ประกอบกับเป็นการด�ำเนินงานที่มีการก�ำหนดมาตรฐานในเรื่องการพิสูจน์และยืนยันตัวตน 
โดยส�ำนักงานคณะกรรมการธุรกรรมอิเล็กทรอนิกส์แห่งชาติ (สพธอ.) ส�ำนักงาน กสทช. จึงได้เริ่มต้นโครงการ
ในลักษณะการทดสอบทดลองร่วมกับผู้ที่สนใจและมีศักยภาพ โดยได้รับความร่วมมือจากผู้ให้บริการโทรศัพท์
เคล่ือนที่ทุกเครือข่าย รวมทั้งหน่วยงานภาครัฐและเอกชนเข้าร่วมทดสอบทดลองรวมทั้งสิ้น 14 หน่วยงาน  
โดยมกีารจดัท�ำบนัทกึความเข้าใจ (Memorandum of Understanding: MOU) และจดัตัง้คณะท�ำงานร่วมกนั
และมี สพธอ. เข้าร่วมในคณะท�ำงานเพื่อให้ค�ำปรึกษาด้วย  

		  ก่อนจะอธิบายเร่ืองโครงสร้างการท�ำงานของ Mobile ID นั้น จ�ำเป็นต้องเข้าใจโครงสร้าง 
ความสัมพันธ์กับผู้ที่เกี่ยวข้องหลักที่เป็นองค์ประกอบในการให้บริการ Digital ID และกระบวนการท�ำงาน 
ของ Digital ID ตามมาตรฐานที่ สพธอ. ก�ำหนดไว้3  สรุปดังนี้

ตารางที่ 1 องค์ประกอบของผู้ที่เกี่ยวข้องกับการให้บริการ Digital ID

องค์ประกอบ นิยาม/บทบาท หมายเหตุ

ผู้พิสูจน์และยืนยันตัวตน
(Identity Provider: IdP)

หน่วยงานท่ีให้บริการแก่บุคคลภายนอกเก่ียวกับ 
การพิสูจน์ตัวตน การบริหารจัดการส่ิงที่ใช้ยืนยัน 
ตัวตน หรือการยืนยันตัวตน 

สพธอ. ก�ำหนดระดับความน่าเชื่อถือของการพิสูจน ์
ตัวตน (Identity Assurance Level: IAL) [ระดับ 
ความเข้มงวดในกระบวนการพิสูจน์ตัวตนของบุคคล]

ผู้อาศยัการยืนยันตัวตน (Relying 
Party: RP)

บุคคลหรอืหน่วยงานท่ีพึง่พาอาศยัผลการยนืยันตัวตน
จาก IdP หรือส่ิงที่ใช้ยืนยันตัวตนท่ีผู้ใช้บริการมีอยู ่
ก่อนแล้ว ในการตัดสินใจท่ีจะให้บริการธุรกรรมหรือ 
ให้สิทธิในการเข้าใช้ระบบ

สพธอ. ก�ำหนดระดับความน่าเชื่อถือของการยืนยัน 
ตัวตน (Authentication Assurance Level: AAL) 
[ระดับความเข ้มงวดในกระบวนการยืนยันตัวตน 
ของบุคคลที่ใช้สิ่งที่ใช้ยืนยันตัวตน]

แหล่งข้อมูลที่น่าเชื่อถือ 
(Authoritative Source: AS) 

แหล่งข้อมูลท่ีมีการให้ข้อมูลหรือจัดท�ำข้อมูลอย่างมี
เหตุผล มหีลักเกณฑ์ หรอืมีการอ้างองิ เพือ่ให้ประชาชน
หรือกลุ่มธุรกิจสามารถตรวจสอบหรือทราบข้อมูล 
ต่าง ๆ  ได้

ตัวอย่างแหล่งข้อมูลท่ีน่าเชื่อถือ เช่น ระบบตรวจสอบ
ของหน่วยงานรัฐ ยกตัวอย่างในกรณีที่จะอ้างอิงตัวตน
ของคนไทยท่ีเป็นบุคคลธรรมดา ผู ้ ท่ีเป็น AS คือ 
กรมการปกครอง ซึ่งเป็นผู้จัดเก็บและตรวจสอบข้อมูล 
บัตรประจ�ำตัวประชาชน

3	 ขอ้เสนอแนะมาตรฐานด้านเทคโนโลยสีารสนเทศและการส่ือสารทีจ่ำ�เปน็ตอ่ธรุกรรมทางอเิลก็ทรอนิกส ์ขมธอ.18-2564 ว่าดว้ยการพสิจูน์และยนืยนัตัวตนทาง

ดิจิทัล – กรอบการทำ�งาน โดยสำ�นักงานพัฒนาธุรกรรมอิเล็กทรอนิกส์
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กระบวนการสมัครใช้และการพิสูจน์ตัวตน กระบวนการใช้งานในการยืนยันตัวตน 

1)	 บุคคลท่ีประสงค์จะสมัครมี Digital ID มาแสดงตนกับ IdP ซึ่ง IdP  
	 จะพิสูจน์ตัวตนของบุคคลตามระดับความน่าเชื่อถือท่ีก�ำหนด (IAL)  
	 โดยอาจตรวจสอบหลักฐานแสดงตนและข้อมูลกับอัตลักษณ์กับ AS  
	 รวมถึงการตรวจสอบความเชื่อมโยงระหว่างบุคคลกับอัตลักษณ์นั้น

2)	 หากการพิสูจน์ตัวตนส�ำเร็จ IdP จะออกหรือลงทะเบียนส่ิงท่ีใช้ยืนยัน 
	 ตัวตน และเชื่อมโยงอัตลักษณ์ของบุคคลกับส่ิงท่ีใช้ยืนยันตัวตนนั้น  
	 โดย IdP มีหน้าที่เก็บรักษาข้อมูลเกี่ยวกับอัตลักษณ์ ข้อมูลการ 
	 เชือ่มโยงอตัลักษณ์กับส่ิงท่ีใช้ยนืยันตัวตน และสถานะของสิง่ท่ีใช้ยืนยนั 
	 ตัวตน ตลอดอายุการใช้งานของสิ่งที่ใช้ยืนยันตัวตน

3)	 บุคคลที่ผ่านการพิสูจน์ตัวตนแล้ว จะเปลี่ยนสถานะเป็น “ผู้ใช้บริการ”  
	 และมีหน้าที่ดูแลรักษาสิ่งที่ใช้ยืนยันตัวตนของตนเอง

1)	 ผู้ใช้บริการขอเข้าใช้บริการหรือท�ำธุรกรรมกับ RP โดยใช้ Digital ID  
	 ที่มีระดับ IAL และ AAL ตามความต้องการของ RP

2)	 RP น�ำทาง (redirect) ให้ผู้ใช้บริการไปยืนยันตัวตน กับ IdP ว่าตนเอง 
	 ครอบครองและควบคุมส่ิงท่ีใช้ยืนยันตัวตนตามเกณฑ์หรือระดับ AAL  
	 ที่ก�ำหนด

3)	 IdP ตรวจสอบความถูกต้องและสถานะของส่ิงท่ีใช้ยืนยันตัวตน แล้ว 
	 ส่งผลการยืนยันตัวตนให้กับ RP ซึ่ง RP สามารถใช้ข้อมูลจากผล 
	 การยืนยันตัวตนในการตัดสินใจท่ีจะให้บริการธุรกรรมหรือให้สิทธิ 
	 ในการเข้าใช้บริการ

4)	 RP ท�ำการเชื่อมต่อกับผู้ ใช้บริการเพื่อให้บริการธุรกรรมหรือให้ 
	 เข้าใช้งานต่อไป

ภาพที่ 2 กระบวนการท�ำงานของ Digital ID

ที่มา: สพธอ. (2564ก) ดัดแปลงโดยผู้เขียน 

	 สพธอ. มีการก�ำหนดระดับความน่าเช่ือถือของกระบวนการพิสูจน์และกระบวนการยืนยันตัวตน 
เพื่อเป็นการบริหารความเสี่ยงของการใช้ Digital ID แบ่งออกเป็น 1) ความเสี่ยงของการพิสูจน์ตัวตนผิดพลาด 
เช่น บุคคลที่มาพิสูจน์ตัวตนในขั้นตอนการสมัครใช้บริการแอบอ้างอัตลักษณ์ของบุคคลอ่ืนหรือใช้หลักฐาน 
แสดงตัวตนปลอม และ 2) ความเสี่ยงของการยืนยันตัวตนผิดพลาด เช่น บุคคลที่แสดงสิ่งที่ใช้ยืนยันตัวตน  
(หรือ Digital ID) ไม่ใช่เจ้าของ Digital ID จริง ซ่ึงผลกระทบท่ีอาจเกิดขึ้นจากความผิดพลาดของทั้งสอง
กระบวนการดังกล่าวคือการให้บริการธุรกรรมหรือให้สิทธิในการเข้าถึงการใช้งานระบบแก่บุคคลที่ไม่ถูกต้อง  
ดังนั้น ผู ้ให้บริการจะต้องมีการประเมินความเสี่ยงของการพิสูจน์ตัวตนที่ผิดพลาดและการยืนยันตัวตน 
ทีผ่ดิพลาดเพือ่ให้สามารถก�ำหนดระดบัความน่าเชือ่ถอืและเทคโนโลยท่ีีจะน�ำมาใช้ให้เหมาะสมกบัการให้บรกิาร 
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ของตน โดย สพธอ. ได้ก�ำหนดระดับความน่าเชื่อถือของการพิสูจน์ตัวตน (Identity Assurance Level: IAL)4 
และระดับความน่าเชื่อถือของการยืนยันตัวตน (Authentication Assurance Level: AAL)5 โดยสรุปได้ดังนี้

ตารางที่ 2 การก�ำหนดระดับความน่าเชื่อถือของ Identity (Identity Assurance Level: IAL)

ระดับความน่าเชื่อถือของ Identity (Identity Assurance Level: IAL)
คือ ระดับความเข้มงวดในกระบวนการพิสูจน์ตัวตนของบุคคล การก�ำหนด IAL ที่เหมาะสมจะช่วยลดโอกาสของการพิสูจน์ตัวตนที่ผิดพลาด 
โดย IAL แบ่งออกเป็น 3 ระดับหลัก ซึ่ง IAL1 คือความน่าเชื่อถือต�่ำที่สุด และ IAL3 คือความน่าเชื่อถือสูงที่สุด

ระดับ IAL1 อาจมีการรวบรวมข้อมูลอัตลักษณ์ ซึ่งเป็นข้อมูลที่ยืนยันด้วยตนเอง (self-asserted) อย่างไรก็ตาม IAL1 อาจมีการตรวจสอบ
ข้อมูลเก่ียวกับอัตลักษณ์หรือการตรวจสอบความเชื่อมโยงระหว่างบุคคลกับอัตลักษณ์ด้วยวิธีการอื่น ๆ  ตามความเส่ียงของ
บริการธุรกรรม นอกเหนือจากวิธีการที่ก�ำหนดไว้ในระดับ IAL2 และ IAL3 เช่น การตรวจสอบส�ำเนาหรือรูปถ่ายของหลักฐาน
แสดงตน (เช่น บัตรประจ�ำตัวประชาชน) การตรวจสอบข้อมูลบนหน้าบัตรประจ�ำตัวประชาชนและตรวจสอบสถานะของบัตรฯ  
การยืนยันช่องทางติดต่อ เช่น หมายเลขโทรศัพท์ อีเมล

ระดับ IAL2 ก�ำหนดให้มีการขอหลกัฐานการแสดงตน มีการตรวจสอบข้อมูลเก่ียวกับอัตลักษณ์ว่าอัตลักษณ์ท่ีกล่าวอ้างเป็นข้อมูลของบุคคล
ท่ีมีอยู่จริง มีการตรวจสอบความเช่ือมโยงระหว่างบุคคลท่ีก�ำลังพิสูจน์ตัวตนกับอัตลักษณ์น้ัน การพิสูจน์ตัวตนท่ีระดับ IAL2 
สามารถท�ำได้ท้ังแบบพบเห็นต่อหน้า (face-to-face) หรอืแบบไม่พบเห็นต่อหน้า (non face-to-face) เช่น การพสูิจน์ตัวตนผ่าน
เครื่องให้บริการ (kiosk) หรือแอปพลิเคชันของ IdP

ระดับ IAL3 เพิ่มระดับความเข้มงวดจากระดับ IAL2 โดยก�ำหนดให้มีการตรวจสอบกับแหล่งข้อมูลที่น่าเชื่อถือของหน่วยงานรัฐเพิ่มเติม และ
มีการตรวจสอบความเชื่อมโยงระหว่างบุคคลท่ีก�ำลังพิสูจน์ตัวตนกับอัตลักษณ์ท่ีกล่าวอ้างด้วยการเปรียบเทียบข้อมูลชีวมิติ 
(biometric comparison) เพื่อป้องกันการปลอมตัวเป็นบุคคลอื่นและการลงทะเบียนซ�้ำ ท้ังน้ี การพิสูจน์ตัวตนระดับ IAL3 
สามารถท�ำได้แบบพบเห็นต่อหน้า (face-to-face) เท่านั้น 

ภาพที่ 3 การก�ำหนดระดับความน่าเชื่อถือของ Identity (Identity Assurance Level: IAL) 

ที่มา: สพธอ. (2564ข) ดัดแปลงโดยผู้เขียน 

4	 ข้อเสนอแนะมาตรฐานด้านเทคโนโลยีสารสนเทศและการสื่อสารที่จำ�เป็นต่อธุรกรรมทางอิเล็กทรอนิกส์ ขมธอ.18-2564 ว่าด้วยการพิสูจน์และยืนยันตัวตน 
ทางดจิทิลั–กรอบการทำ�งาน โดยสำ�นกังานพฒันาธรุกรรมอเิลก็ทรอนกิส ์และขอ้เสนอแนะมาตรฐานด้านเทคโนโลยสีารสนเทศและการสือ่สารทีจ่ำ�เปน็ต่อธุรกรรม
ทางอิเล็กทรอนิกส์ ขมธอ.20-2564 ว่าด้วยการพิสูจน์และยืนยันตัวตนทางดิจิทัล–ข้อกำ�หนดของการยืนยันตัวตน โดยสำ�นักงานพัฒนาธุรกรรมอิเล็กทรอนิกส์

5	 ข้อเสนอแนะมาตรฐานด้านเทคโนโลยีสารสนเทศและการสื่อสารที่จำ�เป็นต่อธุรกรรมทางอิเล็กทรอนิกส์ ขมธอ.18-2564 ว่าด้วยการพิสูจน์และยืนยันตัวตน 
ทางดจิทิลั–กรอบการทำ�งาน โดยสำ�นกังานพฒันาธรุกรรมอเิลก็ทรอนกิส ์และขอ้เสนอแนะมาตรฐานด้านเทคโนโลยสีารสนเทศและการสือ่สารทีจ่ำ�เปน็ต่อธุรกรรม
ทางอิเล็กทรอนิกส์ ขมธอ.20-2564 ว่าด้วยการพิสูจน์และยืนยันตัวตนทางดิจิทัล–ข้อกำ�หนดของการยืนยันตัวตน โดยสำ�นักงานพัฒนาธุรกรรมอิเล็กทรอนิกส์
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ตารางที่ 3 การก�ำหนดระดับความน่าเชื่อถือของสิ่งที่ใช้ยืนยันตัวตน (AAL)

ระดับความน่าเชื่อถือของสิ่งที่ใช้ยืนยันตัวตน (AAL)
คือ ระดับความเข้มงวดในกระบวนการยืนยันตัวตนของบุคคลท่ีใช้ส่ิงท่ีใช้ยืนยันตัวตน (Digital ID) การก�ำหนด AAL ท่ีเหมาะสมจะช่วยลดโอกาส 
การยืนยันตัวตนที่ผิดพลาด เช่น ผู้ที่ยืนยันตัวตนไม่ใช่เจ้าของ Digital ID หรือไม่ใช่บุคคลที่ลงทะเบียนและสมัครใช้ Digital ID กับ IdP โดย AAL แบ่งเป็น 
3 ระดับหลัก ซึ่ง AAL1 คือความน่าเชื่อถือต�่ำที่สุด และ AAL3 คือความน่าเชื่อถือสูงที่สุด

ระดับ AAL1 ให้ความม่ันใจระดับหน่ึงว่าบุคคลท่ีก�ำลังเข้าใช้บริการครอบครองและควบคุมสิ่งที่ใช้ยืนยันตัวตนของผู้ใช้บริการ โดยระดับ  
AAL1 ก�ำหนดให้ใช้วิธีการยืนยันตัวตนแบบปัจจัยเดียว (single-factor-authentication) เป็นอย่างน้อย

ระดับ AAL2 ให้ความม่ันใจระดับสูงว่าบุคคลท่ีก�ำลังเข้าใช้บริการครอบครองและควบคุมส่ิงท่ีใช้ยืนยันตัวตนของผู้ใช้บริการ โดยระดับ  
AAL2 ก�ำหนดให้ใช้การยืนยันตัวตนด้วยปัจจัย (authentication factor) ที่แตกต่างกัน 2 ปัจจัยเป็นอย่างน้อย 

ระดับ AAL3 ให้ความมั่นใจระดับสูงมากว่าบุคคลท่ีก�ำลังเข้าใช้บริการครอบครองและควบคุมส่ิงท่ีใช้ยืนยันตัวตนของผู้ใช้บริการ โดยระดับ 
AAL2 ก�ำหนดให้ใช้การยืนยันตัวตนด้วยปัจจัย (authentication factor) ท่ีแตกต่างกัน 2 ปัจจัยเป็นอย่างน้อย และใช้ส่ิงท่ีใช ้
ยืนยันตัวตนที่มีคุณสมบัติเป็น hardware บรรจุกุญแจเข้ารหัส (cryptographic software) และสามารถป้องกัน IdP ตัวปลอม 
(IdP impersonation resistance)

ภาพที่ 4 การก�ำหนดระดับความน่าเชื่อถือของสิ่งที่ใช้ยืนยันตัวตน (AAL) 

ที่มา: สพธอ. (2564ค) ดัดแปลงโดยผู้เขียน 

การเลือกระดับความน่าเชื่อถือของ IAL และ AAL ขึ้นอยู่กับผู้ให้บริการท�ำธุรกรรม กล่าวคือ หน่วยงาน
ภาครัฐและเอกชนที่ให้บริการท�ำธุรกรรม จะเป็นผู้พิจารณาว่าต้องการระดับความเข้มงวดระดับใดที่เป็น 
การป้องกันความเสี่ยงที่อาจเกิดขึ้นได้ทั้งในขั้นตอนการพิสูจน์ตัวตน (เพื่อสมัครใช้ Digital ID) และการยืนยัน 
ตัวตน (ในข้ันตอนการให้บริการ) เพื่อป้องกันการแอบอ้างและความผิดพลาดและส่งผลกระทบต่อการให้ 
บริการ องค์กร และความเชื่อมั่นของประชาชน ทั้งน้ี ในบางอุตสาหกรรมบริการ หน่วยงานก�ำกับดูแล  
เช่น ธนาคารแห่งประเทศไทย และส�ำนักงานป้องกันและปราบปรามการฟอกเงิน มีข้อก�ำหนดระดับ 
ความน่าเช่ือถือไว้ให้ผู้ให้บริการที่ตนก�ำกับดูแลปฏิบัติด้วย เช่น ในเรื่องการให้บริการเปิดบัญชีธนาคารนั้น  

 



1 0 2

2 0 2 1
J O U R N A L

ธนาคารแห่งประเทศไทยก�ำหนดให้ใช้การพิสูจน์ตัวตนในระดับ IAL 2.3 และการยืนยันตัวตนในระดับ AAL 2  
ซึ่งถือเป็นข้อก�ำหนดในระดับที่สูงเนื่องจากเป็นการให้บริการที่เกี่ยวข้องกับด้านการเงินการธนาคาร ในขณะท่ี
บริการประเภทอื่น ๆ  อาจใช้แค่ระดับมาตรฐานที่ IAL 2.1 หรือ IAL 1 เท่านั้น เพราะการให้บริการบางประเภท
สามารถยอมรับระดับการพิสูจน์และยืนยันตัวตนที่ต�่ำลงได้และไม่มีประเด็นความอ่อนไหวหรือสามารถยอมรับ
ความเสี่ยงต่อการให้บริการของตนได้โดยมุ่งเน้นที่ความสะดวกแทน  

4.4	 หลักการและวิธีการท�ำงานทางปฏิบัติของ Mobile ID

		  จากหลักการขององค์ประกอบ โครงสร้าง และข้อก�ำหนดในเรื่องมาตรฐานต่าง ๆ  ที่เกี่ยวข้องกับ
การให้บรกิารพสิจูน์และยนืยนัตวัตนซึง่เป็นส่วนประกอบของการให้บรกิาร Digital ID สามารถอธิบายหลักการ
และวิธีการท�ำงานทางปฏิบัติของ Mobile ID ซึ่งน�ำมาตรฐานของ สพธอ. มาปรับใช้งาน ดังนี้

	 	 4.4.1	การสมัครใช้งาน การพิสูจน์ตัวตน และออก Mobile ID 

			   ผูใ้ห้บริการโทรศพัท์เคล่ือนทีท่�ำหน้าทีเ่ป็นต้นน�ำ้ของระบบการให้บรกิารทัง้หมด โดยท�ำหน้าที่ 
ตั้งแต่การรับสมัครใช้ Mobile ID การพิสูจน์ตัวตนของผู้มาสมัครใช้ รวมถึงการออกและการบริหารจัดการ  
Mobile ID (IdP) เพราะผู้ให้บริการโทรศัพท์เคลื่อนที่ เป็นผู้ที่รู ้จักตัวตนของผู้ใช้บริการของตนเองและ 
มีการจัดเก็บข้อมูลของผู้ใช้บริการจากการลงทะเบียนซิม โดยมีขั้นตอนการท�ำงานและให้บริการดังนี้ 

			   1)	 ผู้ใช้บริการโทรศัพท์เคล่ือนที่ที่ประสงค์จะสมัครใช้ Mobile ID ต้องไปสมัครและ 
				    พิสูจน์ตัวตนที่ศูนย์ให้บริการของผู้ให้บริการโทรศัพท์เคลื่อนที่ (จุดให้บริการของ IdP) 
				    พร้อมแสดงบัตรประจ�ำตัวประชาชนฉบับจริง โดยศูนย์ให้บริการจะตรวจสอบข้อมูล 
				    ของบัตรประจ�ำตัวประชาชนกับกรมการปกครอง ซึ่งเป็นหน่วยงานผู ้ออกบัตร  
				    เพ่ือตรวจสอบข้อมลูและสถานะของบตัรว่าเป็นบตัรปัจจบุนัและมสีภาพทางกฎหมาย 
				    อยู่หรือไม่ เช่น เป็นบัตรล่าสุดหรือไม่ หรือประชาชนคนนี้ยังมีชีวิตอยู่หรือไม่

			   2)	 ศูนย์ให้บริการจะท�ำการพิสูจน์ตัวตนว่าผู้สมัครเป็นเจ้าของบัตรประจ�ำตัวประชาชน 
				    และเป็นเจ้าของหมายเลขโทรศัพท์หรือไม่ โดยใช้วิธีการตรวจสอบอัตลักษณ์บุคคล 
				    โดยน�ำบตัรประจ�ำตวัประชาชนของผูส้มคัรอ่านทีเ่ครือ่งอ่านบตัรสมาร์ตการ์ด (Smart  
				    Card Reader) ซึง่เป็นเครือ่งอ่านบตัรทีเ่ราเคยเหน็ทีธ่นาคาร หรอืร้านสะดวกซือ้ 7-11  
				    ภาษาทัว่ไปจะเรียกว่าน�ำบตัรประจ�ำตวัประชาชนมา “Dip chip” และถ่ายภาพใบหน้า 
				    ของผู้สมัคร เพื่อให้ระบบเปรียบเทียบข้อมูลภาพถ่ายใบหน้าจาก 2 แหล่งคือ 1) ข้อมูล 
				    ภาพถ่ายที่บรรจุในบัตรประจ�ำตัวประชาชนอ่านจากเครื่องอ่านบัตรสมาร์ตการ์ด  
				    และ 2) ภาพถ่ายใบหน้าของผู้สมัครที่เจ้าหน้าท่ีของศูนย์ให้บริการได้ถ่ายภาพไว้  
				    ณ เวลาทีม่าสมคัร หากตรวจสอบผ่านแสดงว่าผู้สมคัรคนนัน้เป็นเจ้าของบตัรประจ�ำตัว 
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				    ประชาชนตัวจริง ในขณะเดียวกันก็จะตรวจสอบความเป็นเจ้าของหมายเลขโทรศัพท ์
				    กับฐานข้อมูลการลงทะเบียนซิมของผู้ใช้บริการด้วย 

			   3)	 เมื่อผ่านการตรวจสอบ ผู้ให้บริการโทรศัพท์เคลื่อนที่หรือ IdP จะสร้างและเก็บข้อมูล 
				    สิง่ทีใ่ช้ยนืยนัตวัตนคอื Mobile ID และ “ผู้สมคัร” กจ็ะเปล่ียนสถานะเป็น “ผู้ใช้บริการ  
				    Mobile ID” และสามารถน�ำ Mobile ID ไปใช้งานได้ 

			   ขั้นตอนนี้ถือเป็นการขั้นตอนต้นน�้ำที่มีความส�ำคัญมาก เพราะหากการพิสูจน์ตัวตนถูกต้อง 
และมีมาตรฐาน การน�ำ Mobile ID ไปใช้งานก็จะมีความน่าเชื่อถือและปลอดภัย ซึ่งแสดงได้ดังภาพที่ 5

ภาพที่ 5 กระบวนและขั้นตอนการให้บริการ Mobile ID

	 	 4.4.2	การใช้งาน Mobile ID และการยืนยันตัวตนเพื่อใช้บริการ

			   เมื่อผู้ใช้บริการโทรศัพท์เคลื่อนที่ได้สมัครใช้ Mobile ID เรียบร้อยแล้ว สามารถน�ำไป 
ใช้บริการกับผู้ให้บริการทั้งภาครัฐและเอกชนที่เข้าร่วมโครงการ (RP) โดย RP จะขอให้ผู้ให้บริการโทรศัพท์
เคลือ่นทีห่รอื IdP เป็นคนยนืยันตวัตนผูใ้ช้บรกิารให้ (ดงัภาพที ่5) การให้บริการของ RP แบ่งออกเป็น 2 รูปแบบ 
คอื การให้บรกิาร ณ จดุให้บรกิาร (แบบพบเหน็ต่อหน้า) เช่น ตามสถานทีใ่ห้บริการต่าง ๆ  หรือบนระบบออนไลน์ 
(แบบไม่พบเห็นต่อหน้า) 
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	 	 4.4.3	กรณีน�ำ Mobile ID ไปใช้งาน ณ จุดให้บริการ  

			   1)	 ผู้ใช้บริการเข้าใช้แอปพลิเคชันของผู้ให้บริการโทรศัพท์เคลื่อนที่ที่เคยออก Mobile ID  
				    ให้ และเลือกใช้บริการ Mobile ID จากแอปพลิเคชัน จากนั้นใส่รหัส “Pin” ที่เคย 
				    ตั้งไว้ และให้ความยินยอม (Consent) ในการเรียกใช้ QR Code เพื่อน�ำมาใช้ยืนยัน 
				    ตัวตน เมื่อด�ำเนินการส�ำเร็จก็จะมี QR Code ปรากฏขึ้น ซึ่งเป็น QR Code ส่วนบุคคล 
				    ของผู้ใช้บริการผู้นั้น โดย QR Code บรรจุข้อมูล ได้แก่ เลขบัตรประจ�ำตัวประชาชน  
				    13 หลัก ชื่อ/นามสกุล เบอร์โทรศัพท์เคลื่อนที่ รหัสภาพถ่ายใบหน้าครึ่งหน้า (H1)  
				    (ถอดรหสัจากภาพถ่ายเมือ่ตอนสมคัรใช้ Mobile ID ทีศ่นูย์ให้บริการ) Mobile ID serial  
				    no. และก�ำหนดระยะเวลาการใช้งาน QR Code (ดังภาพที่ 6 ขั้นตอน 1-3 และ 
				    ภาพที่ 8)

			   2)	 ในกรณีตัวอย่างจากภาพเป็นการเปิดบัญชีธนาคารที่สาขา โดยเจ้าหน้าที่ ณ สาขา 
				    ธนาคารจะใช้เครื่องสแกน QR Code ที่ปรากฏบนโทรศัพท์ และถ่ายภาพใบหน้าของ 
				    ผู้ใช้บริการ ณ เวลานั้น เพื่อน�ำภาพใบหน้าจากทั้งสองแหล่งข้อมูลมาเปรียบเทียบด้วย 
				    ระบบการตรวจสอบใบหน้า (จากรหัสภาพใบหน้าครึ่งหนึ่งที่บรรจุใน QR Code (H1)  
				    และรหัสใบหน้าอีกครึ่งหนึ่งที่ Mobile ID Platform เก็บไว้ตอนสมัครใช้ Mobile ID  
				    (H2) มาเข้ารหัสรวมกัน และท�ำการเปรียบเทียบกับภาพถ่ายใบหน้า ณ จุดให้บริการ)  
				    ซึง่หากการเปรียบเทยีบข้อมลูภาพรหสัใบหน้าตรงกนัและผูน้ัน้เป็นเจ้าของเบอร์โทรศพัท์ 
				    ถูกต้อง ก็เป็นการยืนยันตัวตนว่าเป็นเจ้าของ Mobile ID และจึงให้บริการในขั้นตอน 
				    ต่อไป ขั้นตอนนี้ ถือว่า IdP ตรวจสอบความถูกต้องของสถานะของสิ่งที่ใช้ยืนยันตัวตน 
				    คือ Mobile ID ให้กับผู้ให้บริการ RP (ดังภาพที่ 6 ขั้นตอน 4-6 และภาพที่ 8)

			   ทั้งนี้ ผู้ให้บริการ RP ก็สามารถน�ำข้อมูลใน QR Code ไปใช้งานต่อได้เช่นกัน ถือเป็น 
การใช้ Mobile ID แทนการใช้บัตรประจ�ำตัวประชาชนและยืนยันตัวตนเพื่อเข้าใช้บริการหรือท�ำธุรกรรมต่าง ๆ  
โดย QR Code ที่มีการเรียกใช้แต่ละครั้งจะมีการเปลี่ยนแปลงทุกครั้งที่ถูกเรียกออกมาใช้งาน และมีการก�ำหนด
ระยะเวลาการใช้ QR Code ภายหลังจากถูกเรียกออกมาใช้งานด้วย สิ่งเหล่านี้คือการออกแบบเพิ่มเติม 
เพือ่ให้การใช้ Mobile ID มคีวามปลอดภัย รักษาข้อมลูส่วนบคุคล และป้องกันการลกัลอบแอบน�ำไปใช้งานด้วย 

	 	 4.4.4	กรณีการน�ำ Mobile ID ไปใช้บริการออนไลน์ (ดังภาพที่ 7) 

			   หลักการท�ำงานจะคล้ายกับรูปแบบแรก เพียงแต่การใช้งานผ่านระบบออนไลน์จะไม่ม ี
การดึง QR Code ออกมาให้เห็น เพราะผู้ใช้บริการไม่ต้องพบเจอกับผู้ให้บริการ แต่มีการน�ำข้อมูลเหมือนกับที ่
บรรจุใน QR Code ไปใช้ตรวจสอบใน Mobile ID Platform โดยเมื่อ 1) ผู้ใช้บริการเข้าใช้แอปพลิเคชัน  
หรือเว็บเบราว์เซอร์ (Web browser) ของผู้ให้บริการ RP ในกรณีตัวอย่างนี้เป็นการสมัครเปิดบัญชีธนาคาร 
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ทางช่องทางออนไลน์ 2) ผู้ใช้บริการยินยอมเงื่อนไขการใช้บริการ 3) ผู้ใช้บริการกรอกข้อมูลเลขหมายโทรศัพท์
ที่มี Mobile ID 4) ผู้ให้บริการ RP จะมีการ Redirect ไปใช้แอปพลิเคชันของ IdP เพื่อให้ผู้ใช้บริการให้ 
ความยินยอมในการให้ IdP ท�ำการยืนยันตัวตนให้ 5) ถ่ายภาพใบหน้าตนเอง (Selfie) เพื่อน�ำไปเปรียบเทียบกับ
ข้อมูลในวิธีเดียวกับตัวอย่างของการใช้บริการที่จุดให้บริการข้างต้น 

			   หากเปรียบเทียบการให้บริการ Mobile ID ในการด�ำเนินการพิสูจน์ตัวตน (ขั้นตอน 
การสมัครใช้ Mobile ID) และการยืนยันตัวตนในขั้นตอนการใช้บริการ (AAL) กับมาตรฐานความน่าเชื่อถือที่  
สพธอ. ก�ำหนดไว้นั้น จะเทียบเท่ากับ IAL 2.3 และ AAL 2 (ดูภาพที่ 3 และ 4 ประกอบ) ซึ่งเป็นมาตรฐาน 
เทยีบเท่ากบัข้อก�ำหนดของธนาคารแห่งประเทศไทย และถอืเป็นการเริม่ทดสอบทดลองในระดบัทีม่คีวามเชือ่มัน่ 
ขั้นสูง และส่งผลให้เกิดการยกระดับมาตรฐานการให้บริการของภาคโทรคมนาคมให้เทียบเท่ากับภาคธนาคาร

ภาพที่ 6 การใช้ Mobile ID เพื่อใช้บริการ ณ จุดให้บริการ (Face to Face)

ภาพที่ 7 การใช้ Mobile ID เพื่อใช้บริการบนช่องทางออนไลน์ (Non-Face to Face)



1 0 6

2 0 2 1
J O U R N A L

ภาพที่ 8 การจัดเก็บข้อมูลและการน�ำข้อมูลมาใช้โดยสังเขป

	 	 4.4.5	การบริหารจัดการของ Mobile ID Platform 

			   กลไกหลักส�ำคัญที่ท�ำให้ทั้ง Ecosystem ของการให้บริการ Mobile ID ท�ำงานได้ 
คือ platform ซ่ึงท�ำหน้าที่เชื่อมต่อการท�ำงานแลกเปลี่ยนข้อมูลเพ่ือการพิสูจน์และยืนยันตัวตน บันทึกข้อมูล 
ที่จ�ำเป็น เพ่ือให้การใช้บริการและการให้บริการเป็นไปตามขั้นตอน มาตรฐานทางเทคนิค และระดับ 
ความปลอดภัยที่ก�ำหนดไว้ ปัจจุบันในระยะทดสอบทดลอง ส�ำนักงาน กสทช. เป็นผู้ลงทุน พัฒนา และบริหาร
จัดการ Mobile ID Platform โดยใช้เทคโนโลยีบล็อกเชน (Blockchain) รวมทั้งท�ำหน้าที่เป็นผู้ก�ำกับดูแล 
การให้บริการและการใช้บริการบน platform ให้เป็นไปตามมาตรฐานและข้อก�ำหนดที่เกี่ยวข้องของ สพธอ. 

4.5	 การพัฒนาต่อยอด Mobile ID 

		  จากการร่วมด�ำเนินงานกับทั้ง 14 หน่วยงาน ได้แก่ 1) ผู้ให้บริการโทรศัพท์เคล่ือนที่ที่ท�ำหน้าที่ 
เป็น IdP 2) ผู้ให้บริการท�ำธุรกรรมภาครัฐและเอกชน (RP) และ 3) ส�ำนักงาน กสทช. ที่ท�ำหน้าที่บริหารจัดการ 
platform เพื่อเช่ือมต่อการให้บริการของแต่ละส่วน ทุกฝ่ายได้ร่วมกันจัดท�ำเอกสารข้อก�ำหนดมาตรฐาน 
การให้บริการ Mobile ID และผ่านการพิจารณาของ สพธอ. แล้ว โดยรวมถึงการก�ำหนดระดับความน่าเชื่อถือ
ของการพิสูจน์ตัวตน (IAL) และการยืนยันตัวตน (AAL) ให้เหมาะสมกับกฎระเบียบและสอดคล้องกับรูปแบบ
การให้บริการประชาชน และพิจารณารูปแบบการให้บริการประชาชนที่น�ำมาทดสอบทดลอง (use case)  
ตามตารางที่ 4 โดยในปี พ.ศ. 2564 นี้จะมีการทดลองใช้ Mobile ID ในการเปิดบัญชีของธนาคารกรุงเทพ  
ทั้งกรณีการเปิดบัญชีที่สาขาของธนาคารและการเปิดบัญชีออนไลน์บนแอปพลิเคชันของธนาคาร และการใช้ 
Mobile ID แทนบัตรประจ�ำตัวประชาชนส�ำหรับการจัดส่งพัสดุ ณ ที่ท�ำการบริษัท ไปรษณีย์ไทย จ�ำกัด  
ก่อนเป็นล�ำดับแรก
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ตารางที่ 4  ผู้ร่วมทดสอบทดลอง Mobile ID บทบาทที่เกี่ยวข้อง และการก�ำหนดทดสอบทดลอง 

ผู้พิสูจน์และยืนยันตัวตน ผู้ออกและบริหาร
จัดการ Mobile ID Identity Provider (IdP)

ผู้ให้บริการกับประชาชน และผู้ใช้บริการ
ยืนยันตัวตนจาก IdP Relying Party (RP)

รูปแบบบริการ

บริษัท แอดวานซ์ ไวร์เลส เน็ทเวอร์ค จ�ำกัด
บริษัท ทรู มูฟ เอช คอมมิวนิเคชั่น จ�ำกัด
บริษัท ดีแทค ไตรเน็ต จ�ำกัด
บริษัท โทรคมนาคมแห่งชาติ จ�ำกัด (มหาชน) 

ธนาคารกรุงเทพ การเปิดบัญชีออนไลน์ และการเปิดบัญชีที่สาขา

บริษัท ไปรษณีย์ไทย จ�ำกัด การส่งพัสดุ ณ ที่ท�ำการไปรษณีย์

ตลาดหลักทรัพย์แห่งประเทศไทย การให้บรกิารเปิดบัญชลีงทุน โดยเป็นตัวแทนให้กับบรษัิท
ในตลาดหลักทรัพย์

กรมสรรพากร การยื่นช�ำระภาษีออนไลน์

ส�ำนักงานประกันสังคม การลงทะเบียนเข้าสู่ระบบบรกิารขอใช้สิทธิประกันสังคม

กรมการขนส่งทางบก การสมัครใช้ใบอนุญาตขับขี่อิเล็กทรอนิกส์ 

สถาบันคุ้มครองเงินฝาก ใช้ Mobile ID ในการแสดงตนและยืนยันช่องทางการ
ติดต่อ โดยผู้ที่ใช้ Mobile ID จะได้รับความสะดวกจาก
การคุ้มครองเงินฝากของสถาบันฯ มากขึ้น

บริษัท ข้อมูลเครดิตแห่งชาติ จ�ำกัด การขอตรวจสอบข้อมูลเครดิตส�ำหรับรายย่อย

บริษัท ซีพี ออลล์ จ�ำกัด (มหาชน) การใช้บริการที่สาขาของร้านสะดวกซื้อ 7-11

กรมการปกครอง ท�ำหน้าที่เป็นแหล่งข้อมูลที่น่าเชื่อถือ (AS) ให้กับ IdP และ RP

ส�ำนักงาน กสทช. รับผิดชอบการลงทุน พัฒนา และบริหารจัดการ Mobile ID Platform รวมทั้งท�ำหน้าที่เป็นผู้ก�ำกับดูแลการให้บริการ
และการใช้บริการบน platform ให้เป็นไปตามมาตรฐานที่ตกลงร่วมกันและสอดคล้องตามที่ สพธอ. ก�ำหนด

		  โครงการทดสอบทดลองการให้บริการ Mobile ID ที่ได้อธิบายมาข้างต้น เริ่มทดลองโดยเลือกใช้
ระดับความน่าเชื่อถือในการพิสูจน์และยืนยันตัวตนอย่างจ�ำกัดเพียงแค่ระดับ IAL 2.3 และ AAL 2 เท่านั้น  
เพ่ือเป็นการทดลองให้เกิดความมั่นใจในขั้นแรก ทั้งด้านมาตรฐานการให้บริการ ด้านเทคนิค ด้านความม่ันคง
ปลอดภัยของข้อมูลส่วนบุคคล และทดสอบรูปแบบการให้ประสบการณ์ที่ดีแก่ประชาชน อย่างไรก็ตาม  
Mobile ID จ�ำเป็นต้องมีการพัฒนาต่อยอด ทั้งเรื่องรูปแบบการให้บริการ และการก�ำหนดบทบาทผู้รับผิดชอบ
ในอนาคตที่จะเป็นแรงผลักดันและแรงเร่งให้เกิดการเติบโตในการใช้งาน Mobile ID อย่างแพร่หลายมากขึ้น  
เช่น การพัฒนาบริการ Mobile ID ให้ประชาชนสามารถมีและเข้าใช้โดยง่ายและทั่วถึง ดังนี้

		  1)	 เพิ่มความสะดวกให้ประชาชนสามารถสมัครใช้ Mobile ID ได้บนช่องทางออนไลน์ได้  
			   โดยไม่จ�ำเป็นต้องเดินทางไปสมัครใช้ที่ศูนย์บริการเท่านั้นดังตัวอย่างที่กล่าวมา เพื่อให้สอดรับ 
			   กบัพฤตกิรรมของประชาชนในยุคปัจจบุนัทีช่อบความสะดวกสบาย และมคีวามเข้าใจในการใช้ 
			   เทคโนโลยีดิจิทัลมากขึ้นแล้ว อย่างไรก็ตาม ด้วยระดับความน่าเช่ือถือที่ สพธอ. ก�ำหนดนั้น  
			   หากเป็นระดับที่สูงกว่า IAL1 ผู้สมัครใช้จะต้องน�ำบัตรประจ�ำตัวประชาชนไปอ่านที่เครื่องอ่าน 
			   บตัรสมาร์ตการ์ด ณ ศูนย์ให้บรกิาร กล่าวคอื แม้มกีารสมคัรใช้ Mobile ID ทางช่องทางออนไลน์ 
			   แล้วก็ตาม แต่หากการท�ำธุรกรรมบางประเภทที่จ�ำเป็นต้องอ้างอิงการพิสูจน์ตัวตนในระดับ 
			   ที่สูงกว่า IAL1 นั้น ผู้สมัครจะต้องไปหาสถานที่เพื่อ dip chip บัตรประจ�ำตัวประชาชนของตน 
			   เพ่ิมเตมิอกี เช่น ไปทีศ่นูย์ให้บริการของผูใ้ห้บรกิารโทรศพัท์เคลือ่นที ่หรือทีรั่บบรกิาร dip chip  
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			   เช่น ร้านสะดวกซื้อ 7-11 เพื่อให้การสมัครใช้ Mobile ID สมบูรณ์ตามข้อก�ำหนดของระดับ 
			   ความน่าเชื่อถือที่ก�ำหนดไว้ ดังนั้น สพธอ. และหน่วยงานที่เกี่ยวข้อง เช่น กรมการปกครอง  
			   ควรต้องมีการพิจารณามาตรฐาน เทคโนโลยีอื่น หรือวิธีการอื่นที่ทันสมัย น่าเชื่อถือ ที่สามารถ 
			   ทดแทนการ dip chip บัตรประจ�ำตัวประชาชนได้ ซึ่งเรื่องนี้ถือเป็นปัจจัยส�ำคัญประการหนึ่ง 
			   ที่จะผลักดันให้การใช้งาน Digital ID ของประเทศไทยมีการใช้งานเพิ่มมากขึ้น และเติบโตขึ้น 
			   ได้อย่างมีนัยส�ำคัญ

		  2)	 สนับสนุนให้ผู้ประกอบการโทรศัพท์เคลื่อนที่สร้างกระบวนการในการสมัครใช้ Mobile ID  
			   เมื่อประชาชนเปิดใช้งานเลขหมายโทรศัพท์เคลื่อนท่ีใหม่หรือซิมใหม่ในคราวเดียวกัน ซึ่งเป็น 
			   การสร้างความสะดวกในการเข้าใช้งาน Mobile ID โดยไม่ท�ำให้ประชาชนต้องเสียเวลามา 
			   ท�ำการสมัครอีกคร้ังหนึ่ง นอกจากนั้น หากมีการขยายการให้บริการกับนิติบุคคลและ 
			   ชาวต่างชาติด้วยก็จะท�ำให้การให้บริการ Mobile ID สามารถให้บริการครอบคลุมได้ 
			   หลากหลายกลุ่มผู้ใช้บริการมากขึ้น โดยส�ำนักงาน กสทช. จะต้องมีการออกกฎเกณฑ์เพื่อให ้
			   การสนับสนุนผู้ให้บริการโทรศัพท์เคลื่อนที่ในกรณีเหล่านี้ด้วย

		  3)	 สนบัสนนุให้ผูใ้ห้บรกิารโทรศพัท์เคลือ่นทีท่ีเ่ป็น IdP พัฒนารูปแบบการพิสูจน์ตวัตน และรูปแบบ 
			   การยนืยนัตวัตนให้มรีะดบัความน่าเชือ่ถอืทีห่ลากหลายทีส่ดุ เพือ่เป็นทางเลอืกให้กับผูใ้ห้บรกิาร  
			   RP และประชาชน โดยเพิ่มความส�ำคัญกับการให้บริการในระดับความน่าเชื่อถือที่ต�่ำกว่าด้วย  
			   ซึ่งเป็นรูปแบบที่ท�ำให้การสมัครใช้ Mobile ID และการใช้งานนั้นสะดวกและง่ายขึ้น ไม่เป็น 
			   ภาระเกินควรและสอดรับกับบริการทั่ว ๆ  ไปในชีวิตประจ�ำวันได้มากขึ้นและหลากหลายขึ้น  
			   เช่น การใช้ Mobile ID แทนการใช้บัตรประจ�ำตัวประชาชนในการแลกบัตรเข้าอาคาร  
			   การสมัครสมาชิกบนบริการออนไลน์ต่าง ๆ  หรือการใช้ Mobile ID แทนการใช้บัตรประชาชน 
			   ในการเข้ารับการรักษาที่โรงพยาบาล เป็นต้น 

		  4)	 พัฒนาให้ Mobile ID Platform สามารถให้บริการลงลายมือชื่ออิเล็กทรอนิกส์เพื่อท�ำธุรกรรม 
			   ทางช่องทางออนไลน์ได้ ซึ่งถือเป็นการยกระดับและขยายรูปแบบการให้บริการ Mobile ID  
			   ให้สามารถรองรับการเข้าท�ำธุรกรรมที่จ�ำเป็นต้องใช้ลายมือชื่อเพื่อให้มีผลทางกฎหมาย  
			   อันเป็นการขยายให้เกิดความต้องการของประชาชนที่หลากหลายขึ้น

		  5)	 เร่งก�ำหนดผู้บริหารจัดการ Mobile ID Platform ในอนาคตภายหลังจากการด�ำเนินงาน 
			   ในลกัษณะการทดสอบทดลองเสรจ็สมบรูณ์ นัน่หมายถงึ Mobile ID Platform ควรจะแปรผนั 
			   เป็นรูปแบบของธุรกิจการให้บริการและต้องขอรับใบอนุญาตจาก สพธอ. โดยหนึ่งในแนวทาง 
			   ที่เป็นไปได้ เช่น มีการจัดตั้งบริษัทใหม่ร่วมลงทุนระหว่างผู้ให้บริการโทรศัพท์เคลื่อนที่หรือ 
			   เอกชนทีส่นใจ เป็นต้น โดยบทบาทของส�ำนกังาน กสทช. กจ็ะกลายเป็นผูส้นบัสนนุบรูณาการงาน  
			   สร้างสภาพแวดล้อมทีเ่อือ้อ�ำนวยหรือแรงจงูใจในการให้บรกิาร และก�ำกบัดแูลภายใต้กฎระเบียบ 
			   ที่ก�ำหนด
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ตารางที่ 5 การเปรียบเทียบการให้บริการตามระดับความน่าเชื่อถือ IAL และ AAL ในช่วงทดสอบทดลองและอนาคต

IAL Mobile ID ระยะทดสอบ การพัฒนาระยะต่อไป AAL Mobile ID ระยะทดสอบ การพัฒนาระยะต่อไป

IAL 3 AAL 3

IAL 2.3 AAL 2

IAL 2.2

IAL 2.1

IAL 1 AAL 1

ช่องทางสมัครใช้ 
Mobile ID

ศูนย์ให้บริการ ศูนย์ให้บริการ 
และ Online

เพิ่มการให้บริการที่หลากหลายที่สุด ให้ประชาชนเข้าใช้สะดวก และเพิ่มบริการการลงลายมือชื่ออิเล็กทรอนิกส์

หมายเหตุ : แถบสีฟ้าคือสถานะปัจจุบันของการทดสอบทดลอง Mobile ID (ดูภาพที่ 3 และ 4 ประกอบ)

4.6	 Digital ID Landscape ของประเทศไทย และ Mobile ID อยู่ตรงจุดใด

		  หลายประเทศทั่วโลกมีการพัฒนาการให้บริการและการใช้บริการ Digital ID อย่างแพร่หลาย 
และมีแนวโน้มเติบโตขึ้นอย่างต่อเนื่อง ตัวอย่างที่น่าสนใจของประเทศต่าง ๆ  10 ประเทศแสดงให้เห็นถึง 
การน�ำ Digital ID มาใช้ในเรื่องต่าง ๆ  ดังนี้

ภาพที่ 9 ตัวอย่างการใช้งาน Digital ID ในต่างประเทศ
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รปูแบบการให้บรกิาร Digital ID ทีธ่นาคารโลกได้สรปุไว้6  มรีปูแบบทีส่�ำคญั 3 รปูแบบ ซึง่แต่ละประเทศ
กม็ทีศิทางและใช้รูปแบบการให้บรกิาร Digital ID ทีแ่ตกต่างกันขึน้อยูกั่บบริบทด้านนโยบายและสภาพแวดล้อม
ของประเทศนั้น ๆ 	

ตารางที่ 6 รูปแบบการให้บริการ Digital ID

รูปแบบ ลักษณะ

แบบรวมศูนย์ 
(Centralised Operating Model)

หน่วยงานรัฐก�ำกับเต็มรูปแบบและเป็นเจ้าของข้อมูล Digital ID โดยรัฐท�ำหน้าที่เป็นผู้ออก Digital 
ID ให้กับประชาชน และผู้ให้บริการท่ีต้องใช้บริการพิสูจน์และยืนยันตัวตนจะต้องเชื่อมต่อระบบ 
กับหน่วยงานรัฐดังกล่าว 

แบบกึ่งรวมศูนย์ 
(Semi-Centralised Operating Model)

หน่วยงานรัฐเป็นผู้ก�ำกับดูแลและเป็นผู้อนุญาตให้มีการให้บริการ Digital ID ได้หลายราย โดยมี 
การออกกฎหมาย ระเบียบ มาตรฐาน และสร้างกระบวนการในการออกใบอนุญาตเพื่อการก�ำกับ 
ดูแลผู้ให้บริการและการให้บริการ

แบบกระจายศูนย์ 
(Distributed Operating Model)

ด�ำเนินการโดยอิสระ ผู้ให้บริการแต่ละรายอาจมีการเชื่อมโยงข้อมูลร่วมกัน โดยหน่วยงานรัฐ 
อาจมีการออกมาตรฐานเพื่อให้ผู้ให้บริการใช้ร่วมกันแทนการก�ำกับดูแล

ส�ำหรับกรณีประเทศไทย ได้มีการออก พ.ร.บ. ธุรกรรมอิเล็กทรอนิกส์ ฉบับที่ 4 เมื่อปี พ.ศ. 2562  
และปัจจุบันมีการยกร่างพระราชกฤษฎีกาให้มีการก�ำหนดเรื่องการประกอบธุรกิจบริการเกี่ยวกับระบบ 
การพิสูจน์และยืนยันตัวตนทางดิจิทัล (ปัจจุบันอยู่ระหว่างการพิจารณาของคณะกรรมการกฤษฎีกา) โดย 
ส่งเสริมให้มีการประกอบธุรกิจในระบบใบอนุญาต เพ่ือให้ประชาชนมีทางเลือกในการใช้บริการ ไม่ใช่เป็น 
ลักษณะผูกขาดโดยรัฐหรือหน่วยงานใดหน่วยงานหนึ่งเป็นผู้ให้บริการ กล่าวคือ เปิดโอกาสให้ประเทศไทย 
มีการให้บริการ Digital ID ได้หลาย platform และเปิดโอกาสให้บริการที่เกี่ยวข้องกับ ecosystem ของ  
Digital ID มีผู้ประกอบหลายรายได้ตามกลไกตลาด เช่น บริการพิสูจน์ตัวตน (Identity Proofing Service) 
บริการยืนยันตัวตน (Authentication Service) บริการแลกเปลี่ยนข้อมูลเพ่ือการพิสูจน์และยืนยันตัวตน 
ทางดิจิทัล (Digital Identity Platform Service) ทั้งนี้ อยู่ภายใต้การอนุญาตและก�ำกับดูแลจาก สพธอ.  
เพื่อให้บริการมีความน่าเชื่อถือและปลอดภัย 

ปัจจุบันการให้บริการ Digital ID Platform ของประเทศไทยที่มีการเริ่มให้บริการแล้วคือ National 
Digital ID (NDID) ซ่ึงเป็นการร่วมลงทุนกันของบริษัทเอกชนโดยเฉพาะภาคธนาคาร มีการเริ่มให้บริการแล้ว
และเน้นบริการด้านการธนาคารในปัจจุบัน เช่น การเปิดบัญชีธนาคารทางออนไลน์ โดยแต่ละธนาคาร 
มีการแลกเปลี่ยนข้อมูลและให้บริการพิสูจน์และยืนยันตัวตนระหว่างกัน หรือการใช้ NDID ในการยื่นเสียภาษ ี
ทางออนไลน์ของกรมสรรพากร เป็นต้น นอกจากนั้น มีการจัดท�ำระบบ D.DOPA ของกรมการปกครอง 
เพื่อน�ำมาใช้พิสูจน์และยืนยันตัวตน และมี Mobile ID ที่อยู่ระหว่างการทดสอบทดลองในปัจจุบัน 

6	 World Bank Group “Principle on Identification for Sustainable Development”
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จากพื้นฐานด้านกฎหมายของประเทศไทยที่เน้นการให้อนุญาตกับผู้ประสงค์จะประกอบธุรกิจ 
และส่งเสริมให้เกิดทางเลือกกับประชาชน และจากการขับเคลื่อนของหลายภาคส่วนที่เกิดขึ้นแล้วในปัจจุบัน 
แสดงให้เห็นว่าการให้บริการแบบรวมศูนย์ ที่ด�ำเนินการโดยรัฐเป็นผู้ออกและก�ำกับดูแลการใช้ Digital ID  
แต่เพยีงผูเ้ดยีวนัน้ไม่สมัพนัธ์กับบรบิทของไทย โดยทศิทางของประเทศไทยควรจะมุง่เน้นในรปูแบบกึง่รวมศนูย์ 
ที่มีการออกกฎหมายและกฎระเบียบที่ให้อ�ำนาจหน่วยงานของรัฐในการก�ำกับดูแล รวมทั้งก�ำหนดมาตรฐาน 
การให้บริการส�ำหรับผู้ให้บริการทั้งภาครัฐ (ก�ำกับดูแลโดย สพร.) และเอกชน (ก�ำกับดูแลโดย สพธอ.) น�ำไปใช้ 
ซึ่งรูปแบบกึ่งรวมศูนย์นี้มีข้อดีเนื่องจากเป็นรูปแบบที่เป็นไปตามกลไกตลาด และเปิดโอกาสให้มีผู้ให้บริการ 
ทีห่ลากหลาย มกีารสร้างนวตักรรมใหม่ ๆ  และให้ประชาชนมทีางเลอืกในการใช้บรกิาร ซ่ึงจะสามารถขบัเคลือ่น
การใช้ Digital ID ของประเทศให้เติบโตได้อย่างรวดเร็ว ในขณะที่ผู้ให้บริการยังอยู่ภายใต้การก�ำกับดูแล 
ที่เหมาะสมจากหน่วยงานรัฐ โดยรูปแบบกึ่งรวมศูนย์นี้เป็นรูปแบบท่ีสหราชอาณาจักรบริเตนใหญ่และ
ไอร์แลนด์เหนือ เครือรัฐออสเตรเลีย ราชอาณาจักรสวีเดน และสาธารณรัฐฟินแลนด์ ใช้อยู่ในปัจจุบัน

การมี NDID และ D.DOPA เริ่มให้บริการในปัจจุบัน และในอนาคตที่จะมี Mobile ID ออกให้บริการ 
ไม่ใช่เรือ่งของความซ�ำ้ซ้อน แต่เป็นการเพิม่รปูแบบการให้บริการ Digital ID ทีห่ลากหลายขึน้ และเป็นทางเลอืก
ให้กับประชาชนได้เลือกใช้งานให้เหมาะสมกับสถานะเงื่อนไขและไลฟ์สไตล์ของตนเอง อย่างไรก็ตาม  
มคีวามเป็นไปได้ที ่Digital ID แต่ละ platform สามารถบรูณาการงานร่วมกนัได้ (Interoperability) เช่น การเชือ่มต่อ 
ระบบระหว่าง Mobile ID และ NDID platform และอาจรวมถึง D.DOPA โดยแต่ละ platform สามารถ 
น�ำจุดเด่นของตนเองมาสนับสนุนการให้บริการระหว่างกันได้ (complementary) เช่น ในการให้บรกิารพสิจูน์ 
และยนืยนัตัวตนของการเปิดบญัชธีนาคารของ NDID Platform อาจมคีวามต้องการตรวจสอบข้อมูลเลขหมาย 
โทรศัพท์เคลื่อนที่ของผู้สมัครเปิดบัญชี ซึ่งธนาคารถือว่ามีความส�ำคัญในการใช้ติดต่อและอ้างอิงการใช้งาน  
โดย NDID Platform สามารถเชื่อมต่อกับ Mobile ID Platform เพื่อขอใช้บริการตรวจสอบและยืนยัน 
ความเป็นเจ้าของเลขหมายโทรศัพท์ของผู้สมัครเปิดบัญชีธนาคารจาก Mobile ID Platform ได้ ซึ่ง D.DOPA  
ก็อาจมีความต้องการเช่นเดียวกับ NDID เนื่องจาก Mobile ID platform เป็น platform เดียวที่สามารถ 
ตรวจสอบความเป็นเจ้าของเลขหมายโทรศัพท์เคลื่อนที่ได้ และในทางกลับกัน Mobile ID Platform ก็สามารถ
เชื่อมต่อกับ D.DOPA เพื่อตรวจสอบสถานะของบัตรประจ�ำตัวประชาชนหรือเพ่ือใช้ยืนยันตัวตนเพ่ิมเติม  
ซ่ึงทั้งหมดนี้คือประโยชน์ของการบูรณาการระบบร่วมกัน เพื่อลดการลงทุนที่ซ�้ำซ้อนและประชาชนก็จะได ้
รับบริการที่ดีขึ้นด้วย โดยปัจจุบัน NDID ได้แจ้งความสนใจขอเชื่อมต่อกับระบบ Mobile ID Platform  
ด้วยแล้ว ซึ่งจะถือเป็นต้นแบบการท�ำงานร่วมกันครั้งส�ำคัญ

การด�ำเนินงานในลักษณะบูรณาการจ�ำเป็นต้องมีการร่วมมือกันระหว่างหน่วยงานภาครัฐ โดยเฉพาะ 
ผู้ก�ำกับดูแลแต่ละอุตสาหกรรมต้องเข้ามามีบทบาทในเรื่องนี้ กล่าวคือ สพธอ. เปรียบเสมือนผู้อนุญาตและ 
ก�ำกับดูแลการให้บริการ Digital ID ในภาพรวมของประเทศ และ สพร. ก็เปรียบเสมือนผู้ก�ำกับดูแลและ 
ก�ำหนดกฎเกณฑ์การให้บริการของภาครัฐ ในขณะที่หน่วยงานก�ำกับดูแลแต่ละอุตสาหกรรม เช่น กสทช.  
ธนาคารแห่งประเทศไทย ส�ำนักงานคณะกรรมการก�ำกับและส่งเสริมการประกอบธุรกิจประกันภัย เป็นต้น  
ที่มีกฎเกณฑ์ในการก�ำกับดูแลเฉพาะด้านของตนก็ต้องเข้ามามีบทบาทก�ำหนดรายละเอียดการให้บริการ  
Digital ID ให้เหมาะกับสภาพการให้บริการที่มีความแตกต่างกันและมีการก�ำกับดูแลเข้มข้นต่างกัน  
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ซึง่ตามโครงสร้างแล้วมคีวามเป็นไปได้ที ่สพธอ. จะก�ำหนดทศิทางของกฎหมายทีม่อบอ�ำนาจให้หน่วยงานก�ำกบั
ดูแลแต่ละภาคอุตสาหกรรมมีบทบาทในการก�ำหนดกฎเกณฑ์เฉพาะ และเป็นผู้ก�ำกับดูแลและตรวจสอบการ
ท�ำงานของผู้ให้บริการ Digital ID ในภาคบริการของตน ดังนั้น การก�ำหนดนโยบายที่ชัดเจน การบูรณาการงาน  
และการก�ำหนดกฎเกณฑ์ระหว่างหน่วยงานร่วมกัน ซึ่งรวมถึงการก�ำหนดมาตรฐานร่วมกันระหว่าง platform  
เพื่อการแลกเปลี่ยนและเชื่อมโยงข้อมูลกัน จึงเป็นเรื่องที่จ�ำเป็นและน่าท้าทาย และถือเป็นการสร้างรากฐาน 
ที่เข้มแข็งของการพัฒนาการให้บริการ Digital ID ของประเทศไทยในอนาคต  

5. บทสรุปและข้อเสนอแนะ

บทบาทที่เปลี่ยนแปลง สร้างโอกาสที่ดีขึ้นให้สังคม

การด�ำเนินงานเรื่อง Mobile ID นี้ ถือเป็นตัวอย่างหนึ่งท่ีเป็นบทบาทการท�ำงานแนวใหม่ 
ของส�ำนักงาน กสทช. ที่นอกเหนือจากด�ำเนินการด้านการก�ำกับดูแลและบริหารงานตามท่ีกฎหมายก�ำหนด  
โดยเป็นบทบาทของผู้ริเร่ิม (initiative) ผู้สนับสนุน (enabler) และผู้แทนของอุตสาหกรรมโทรคมนาคม  
(representative) ในการท�ำงานร่วมกับภาคส่วนอื่น ๆ  เพื่อให้อุตสาหกรรมโทรคมนาคมน�ำศักยภาพและ 
จุดเด่นของตนไปสนับสนุนภาคอุตสาหกรรมต่าง ๆ  รวมทั้งสามารถสร้างมูลค่าเพิ่ม ก่อให้เกิดโอกาสทางธุรกิจ  
และโอกาสท่ีประชาชนจะได้รับบริการในโลกยุคใหม่ที่ดีขึ้น โดยรูปแบบการท�ำงานนี้เป็นโมเดลที่ส�ำนักงาน  
กสทช. ควรน�ำไปใช้ในการพัฒนางานด้านอ่ืน ๆ  ตามที่ส�ำนักงาน กสทช. จะเห็นโอกาสหรือสร้างโอกาสให ้
เกิดขึ้น

ในปลายปีนี้ประชาชนจะได้เริ่มทดลองใช้บริการ Mobile ID โดยหากในอนาคตมีการพัฒนาให้สามารถ
รองรับบริการที่หลากหลายขึ้นทั้งส�ำหรับประชาชนผู้ใช้งานและส�ำหรับหน่วยงานภาครัฐและเอกชน รวมทั้ง 
มีการพัฒนาให้ประชาชนสามารถเข้าถึงการสมัครใช้บริการได้สะดวก และมีการก�ำหนดโมเดลทางธุรกิจ 
ที่ชัดเจน ก็จะเป็นการสร้างโอกาสให้ Mobile ID เติบโต เป็นที่รู้จัก และเป็นที่นิยมของประชาชนในวงกว้าง  
นอกจากนั้น Mobile ID จะเป็นเครื่องมือและสะพานเชื่อมที่จะท�ำให้การพิสูจน์และยืนยันตัวตนของบริการ 
บนโลกออนไลน์หรือบริการ over-the-top (OTT) ต่าง ๆ  มีคุณภาพและน่าเชื่อถือขึ้น และเป็นเครื่องมือหนึ่งที่
จะส่งเสริมการใช้ Mobile ID และการให้บริการธุรกรรมอิเล็กทรอนิกส์ของประเทศไทยให้เติบโต และในที่สุด
จะเป็นสิ่งที่ประชาชนนิยมใช้และเชื่อม่ัน จนกลายเป็นส่วนหนึ่งส�ำหรับการใช้ชีวิตในโลกดิจิทัลที่สะดวก 
และปลอดภัย 

“Mobile ID แทนบัตร แทนตัวคุณ”
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