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Abstract

This article presents the study on development of a privacy-protection service
platform for industrial loT systems and general users, leveraging homomorphic encryption
to enable secure data processing in the cloud without requiring decryption. From this study,
a privacy-protection service platform for industrial IoT was developed. The platform was designed
to be user-friendly and accessible via a mobile application, allowing even non-technical users
to manage encryption keys securely. The platform was used as case studies at two factories:
one for an oil monitoring system in silos, and the other for a machinery inspection system.
The results showed that the platform could perform encryption, decryption, and data transmission
with high accuracy and efficiency. Field tests demonstrated accuracy levels of up to four decimal
places with small encryption keys, and up to six decimal places with medium and large keys.
Data transmission latency was measured at 0.5 seconds per data set for small and medium

keys, and five seconds for large keys.

Keywords: homomorphic encryption, cloud computing, privacy of data, Internet of Things (IoT)
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wwImnsiundeugnamnssuingludanainnssy 4.0 Mlalaenswuinmealulagansaume
Wrussuumenn deliAanswenleseyavesdumesidinassnds vive loledl (intemet of Things: IoT)
FanoliAnszuulaiuesnienin (Cyber-Physical System: CPS) vinlvi@1u1safaietayaann
dannann 1wy gunsal 13eadns undweilulevesiermuaudounduluddmniennlauuudnlulia
=~ a a ™ P Y] o w =) s = & =
uazdiuszansnm malulaglelefi@adumnladAguilwesssuulavesnmenmdsnasunidumalulad
WNUVANYBIRRENMNTIY 4.0 Nvilvinnsiwensiedeyasing 4 lugnamnssuruasevialudsleletinanis
(IoT cloud) vihliiAansuaniUdeudayaseninasnds ieihvayamaiuinussiianauazaiuni
sEuvanavnssulriiiaugnTey
Tagtulianufenlunislduinislelefidiuaandaisisae (public cloud) fuxin Lfiesain
ann1szvegldnulunisquaszuunasdnu Uimswanlidiusessunisdeiiudeyaingunsalleled
A a '3 o 5% ' a o .
maaﬁﬂiaﬁaiamﬂma (10T gateway) lUdsnaniamsyesmisnsaeaisiuuuasnie (secure session)
1en Secure Sockets Layer (SSL)/ Transport Layer Security (TLS) Im‘uaua%aﬂmﬁwa (encryp’uon)
diedoatumsgrlawimilmuesannisuen wu masnilsdoya (eavesdropping) sxwrinev uenanil
faflszuumsssyiin (authentication) wagmsauAuMsIinfsioya (access control) iiletlesiu
ninensuazdayaiiivuunannnn1sgniand egnelsiniu 38n1sidhsia (encryption algorithms)
i v vy & o 5% = v Y Y o ' v o Y v = |
tlutagiudnediu Livednelndeyangnidnsiasdiniluussinanasield fsiu Jeyangnaald
Uszinanairamadndusiosgnillamevienansiia (decrypt) feuldte waskaansiliannsusyanang
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Fsnanenagnilumunugunssiviedilunansuuuasuasaiiiniseguugunsaivosdldaiuies
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wazthmaluladlelofiunlilulsanuvesmuldosadesiy
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W Intel loinAngUnsall@snines Intel® SGX Afandnenssusesiunsussananadeyaiidunses
anuifudnsvesieyaneldinaluladanmwnndeunisujifnisiidediold (Trusted Execution
Environments: TEE) Fumealuladilldgnauaidumadentifudldvinsnandaelvg 9 wu Aws
uaz Azure lumsundosdaya lnensliuinstusiinegfuesauassumeiisossu Intel® S6X wity
(Intel, n.d.) wenani Safluiemanindusing 7 Tuanigewsn Wy Enveil, Inpher, uaz TripleBlind
fhwmelulagnsdhsalslumosiin (Homomorphic Encryption: HE) anldanu Tneiinguithsanegnén
sefvesAnsfiFesnshdeyaluuszanauunaddsazsessunisdeaslusuuuuveslaaeusdnio
@5ned (client/server) Wit (Enveil, n.d.; Inpher, n.d; TripleBlind, n.d.) 9ad1innug1inLIs
Fumngidnmauasdesedossuulsvnanavualnglunisdhsialslumesiin wu BWnes x86_64
yhlunante fufogluviowaindagiudslimnzalumsianldnuiuszuulelefitainuszneuse
gunsaivaidn STvunamineinsiliuszananaintn Jaduanmimestnaddunsimuiuinnssm
Tmidmsulfusnsauduesestoyaduyanalussuuloled wasvlissuuiivannduansayinu
dhdulsunisliuinsuuunamesilelefinand ileandunugunsali@imneslituiusznounis
wazfinTnruainsalunmsuisiuiunnssufusmsUsyne iauﬁy’aETaaaﬂ%’uﬁ’uwwﬁwﬁ’maﬁﬁmmm
Toyaduyana na. 2562 wazilefinnsangldauluningraivnssuilifianuiaudevy
sdnemsiisiainliAsmuThmednussmsuiladie msesnuuuunane salldauiedmsy
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3. 38N1SFANYI

v
=1

= dy ¥ a o (3 = gj v
nsAnwildnsIdedsrend lnedivuneudsil

3.1 numuassunssuiiefesiumalulagidnsdasuulslunesiinuazunaneosulolod
aliusnistutagtu Wedwdusuimaimwiwnasvesulvsessunisldnuduszuuleleiidmsu
NIAYAFINNTIH

32 MvuareulwnvassinuAsillvisessunsdedeyaleleimelnsinaea MQTT (Message
Queuing Telemetry Transport protocol) kazeenuuuligldnuannsadanisgasnisauiniedla

33 ganuuuwnannesy IngadunefitesAusenouTiuvedunanlo s waslausnaNIVIAaeY
Usgansnmuenisldaulassdulssugpainnssy

3.4 ANWU9INNAVDILNANNDSULALLUININTHAIUIAD UL AR

4. N1SNUNJUJSSTUNSSY
welulagidrsauuulslunasinuazsuwanwefuleledifliuinislutlagiu

nmsnsawuulslunesiin Suunsunisaiiunig (operation) nMsadamaasls 3 Uszlan
Taun

1) mswhsvalalunesiinunsdu (Partial Homomorphic Encryption: PHE)
2) mshsvialaluvesiniiouauysal (Somewhat Homomorphic Encryption: SHE)
3) mivﬁwsﬁaiaiuma%ﬂﬂaugsai (Fully Homomorphic Encryption: FHE)

PHE uiBmsihstauuuleluuesiindasesiunmsuinvdonsaadeyaiithsiiaesdlaogmils
WeSiualdsriasiuiunds dau SHE 38&%’Uﬂqﬁ%'umdmﬁmmam%ﬁﬁﬁgqm'imﬂu,azm'i@jm
uidinsaunds Turnedl FHE iaﬁ%JU‘ﬁﬂﬂ’]’iU’mLLazﬂﬂiﬂmiﬂalﬂﬁiﬂﬁﬂﬁTWUQHW% Al
s1znaveamstsaleluuesiinazifindeyasuniu (noise) Wlluteyaidy waynsgasuoud
L%’ﬁﬁ'aL%’ﬂéh&Jﬁ’u%ﬁﬂﬁ‘ﬁaaﬂaiumuﬁgﬂasamLﬁwﬁuﬁaa 9 mmﬁ’wmuﬂ%’wmmiqm Lﬁ'a%’a;ﬂawmu
wnifuszduiinisdhatasesiulfagldamnsnensiatoyanduinldgndos fedu lumemguiudi
FHE avounrliuinuazgadeyadidhanaldlaglisin Tnsasiitunoulunsandeyasuniuniends
ﬂ’ﬁﬁ”lLﬁumi@JEULLGiazﬂ%d wilunuiRdsnsdnduseseenuuu FHE Imaﬁi’ﬁmﬁ’m’;uﬂ%ﬁummi@m
TuisndunisAiuin L‘Wiwmﬂéfaqﬂﬁ@z:ut,l,uulﬂﬁi’wﬁ’mi’mauﬂ%’ja Toyaiinsvia FHE zdoslivuinlng
uiakazaedltnInensAwImunauluie
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dufumaiansiansdeyasumuiiintundsnnihdeyadisiadaelaluneinunaurie
vinfuiinaneds udisudnflezvendndduunanuiae watan1syraunsule (bootstrapping)
Mi@ﬂ’]'ﬁ‘l/l’liﬂ%@llﬁLﬁlIE]‘IALWQLGU’l'i‘I/iaI‘mJ GlNﬂﬂ‘H’]LﬁuaIﬂEJ Craig Gentry Tu w. fl 2552 (A.A. 2009)
Tnggnuszasdiitethunliiuisnsdhsia FHE Mauelay Craig Gentry smaauuwumummmmmam
Y94 Ideal Lattices LUumamﬂmLauﬁuaﬂmmaigm (basis vector) fifudaszaniu (Gentry, 2009)
mmﬁﬂmwﬁmaumﬂﬂwzﬁﬂﬁ%’ayjaLﬁﬁ’ﬁﬁaﬁﬁ%’ayjawﬂauqaﬂé’umLaﬁau%ayjal,ﬁwﬁﬁﬁa‘lmj (fresh
ciphertext) Tngnsinsalml Lwﬁﬁmiv‘huﬁaLtmsﬂﬂqﬁ%umauﬁ%’u%au namAe 1) desinisddsy
GﬁaaﬂaL%’ﬁﬁaﬁéfmmwﬁmw“maLLmUTJﬂ,ﬁasﬂu‘gﬂmm%’auﬂaﬁmmmﬁwmigmaumﬂﬂdlﬁﬁadau
FuFeniunaiinanieyds (squashing) ﬁama@m%’a;ﬂaL%J’ﬁﬁaﬁﬁ%’aaﬂawﬂauqaé’wLeawumnmma%
Vimaimﬁf’hwhﬁ’ud’mmﬂr;TumiQmsuamzymé’m%’uaamﬁa (multiplicative inverse of the secret key)
2) dledeyairsiadinangnildsundrginiadisiadnadafienguaraldduuiuiugausn
ﬁﬂlﬁlﬁ%’a;&aLsﬁﬁﬁ'ﬂﬁmﬁamﬁqLsﬁﬁﬁaimiﬁsﬁauuawmulﬁgﬂﬁﬁmlmé’a Faty feudidumaia
mﬁgmmmsﬂ'ﬂa‘ﬁ mmmﬁﬂﬁ%’a;ﬂaﬁLsﬁﬁﬁaiaimaif?\lﬂﬁaﬁ%maa Craig Gentry 9z@111506ALEUNT
Analdlidfaudndudmalialdaslunisiuings fazdiuldainnanimaasdumsed 3
Tu Acar et al. (2017) wansbiiuinnmsdhsdlvadliing 31 il uazldnarlunisadanguadisia
2.2 s Foililiannsadnadaiduldnuliluns §O9

sio31 Brakerski et al. (2014) ausinalia leveled-FHE flsifiosondomaiinnisynaunsydl
wilfunfanisaansalliteuiednisdndunsiudeyadhsvawuulslumesfininda (gu L-1 ade)
naidhsadeyauuy leveled-FHE anduaidnsanuuadoya (batch) uazordonsvinlugdaainds
(modulus switching) iitevtlsioyaiiunaasi Tasswauafinsilundasindeegnimundevu
Anudnvasnisidhsiiadeys Suauiildannsananisel (level) wesnadsiaistaseguuiiugiunes
Ring-Learning With Error (RLWE) fatiugstnesiilinaiin leveled-FHE anANNdutauvINITandaya
sumuiAnannsgaile

FHE Aldaufusgluilaqiuiidiofiuvatauuy Wy BFY GSW TFHE uag RNS-CKKS lngmua
WisuisuguantAnansdumsned 1 wudn RNS-CKKS [Hudifeniisesiunmsdnnadeyadiiay
Uy (integers) WagsIuAsSNEY (rational numbers) (Cheon et al., 2017) Fodumaila FHE
WUU RNS-CKKS Samngauiignfunmhluldausuueundinduleled (oT application) dwsudeya
Tugnamnsaulnevtiluililfsinoguasiumusianidy
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A1swh 1 NsIUSBUIRBUISIVNSHEIUU FHE mustinvoyansedsula:asnisantoyasunou

Types of Messages Noise Reduction
Fixed-Point
Integer Boolean Bootstrappin Leveled
BFV - - X

GSW X - - X -
TFHE - X - X =
RNS-CKKS X X X - X

KUNBIKA: [X] KU1ET Sousu
[-] Kunetia TuseusSu

nnsdraneulniassuazlausns HE Wy Microsoft SEAL (Microsoft, n.d.), Lattigo
(Mouchet et al., 2020), HEAAN (Cheon et al,, 2017) waz PySEAL (Stavish, 2017) Vlmmm‘mm
fiannsosonldlutiagtu nudilunduilsesiu FHE wuu RNS-CKKS u Microsoft SEAL Sagniiannse
A C+ Smsddumstildnuasuiunitlauidu o §ideTaden Microsoft SEAL wilfidu
\wsesiierian FHE vaaunanledu luagtuifliuinmsdunteyaiidrsiauuulsluuesiinogifios
lifnouastmumdulunauutlaaiouiiedsine sifnsdeamssuiuuiesmenionauiy (request
response) Wi ddliisasiunsdstonnuiuunanads (real-time messaging) Mdun1sdoansndn
fifoulduluszuvlelefi uenanidslisesiugunsaivaemsuiadnuazgunsaidoasindoudi
satajaihluiliEmandussiafumaumduarnsiudundn lneduluiinafuleyerioline
toyaiilallddosnmanrmmndilusziuness ilefinrsanmaiamaisialalune sindld yauins
fuiidedria osnlifuinsleafisesiumsdunauudeyadiauassnes viedoyaiinaleumed
(fixed-point numbers) L& virlviensenisinludszgndlinulaensefuningaannnssy wu msduu
Aguges Liesnniiivesteyadniudesanadeyaiidunaazvaemsliidudwuiuies
uwanmesunsliuinsduesesaududiuivesoyaiiianndunieldte CYBLION uuinmsiien
fannfegenaINIBMT RNS-CKKS Tisasiudeyaduunssnesiignusssnnuaileglusuvesdnou
Amadeunoild Jmdeuuszgnaliiunsdunlunumeagnamnsslsviud

5. GgMAwARIawWA:

nsiswalelunesiin vunetie Msdhsiadeyanaunsainlumuiumnadamanseele
Tngldfpsnansiatasnadnsnlaanniseiuiailonansianalialnalrestunadnsannnisauln
vudeyailidsa
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wwaenasuidnwig (NETPIE) vunede wwanwasulelafinaninaisisazvaslneiiliusnissuds
Joyalelofitnelnsinaea MQTT wuulidhswadeya lagaunsadntieusnmislaan netpie.o

MOTT ulnsinneanisdsdenuitdnsdanumnnsgiunmsiomsseninuaiewioinios lngun
lirugunsallelofififesdiaziudoyariniaiovisidedrinumineins Tngvihauuundnnng
weuns (publish) uay asiAsiu (subscribe) Wiaflazanusausngdstoninu Eneuns) senan
fFutony (afasiv) uazillusnined (broken Wusnansdnnisnisdeanssywinedineunsuay
Hainsiutoya Tnsagvinihiinsesdernudniomaangineuns uasnszagludainsiuden
9E9YNADY

6. NSOUIUIAR/AUUATIUNISIVY

wnanWesudmsuliusnisauduaseeyadiuyanalussuuleleiNiideimuvy Fond
“CYBLION” aguuiiugruveumalianisisiauuulslusesindauninzauiuid g n133nw
anuiuduivedeyalelefiidesnissuuinsduialaenandneuen sieazdendall

6.1 nasaoniuula:weuulmwanwasy CYBLION

FaeleAnwikazsanulsenudivang Wed1si9ausesnisiiaruleled Fea1uisanun

v
Yo a

wazazUlanall

o e

IAINY

6.1.1 lssnuianudesnisinlelefiluldnuieusuusinssuiunsyinumnianisnée
wagdrwganuazaIniugu UAnululsenu Inensusulssdandidesdmansenusenisvinau
Yosszuuintosganuaui Ly wu veaszuuiiofnnigunsaliiudy

6.1.2 Tunsdinlssuinsldauleledlify seuudnazdsenaudignissiuniudeya

&1 ¢ ¢ A a . A a Y] I3 ~ ¢
NNEULDSHINRUNT0lloAIABURNIAY (edge computing) NTeumielnal (flow) uazdunvuesn
nshauuulysunsuluase (Node-RED) A1ntiu deyadsgnasiielnsinaea MQTT ludimanin
WBNTHANINAUULDTLADT AT LI LFBY

6.1.3 gusznaunisiianuinaiesnsiilvavesdeyauisUszian wu doyan1sude
wardayanslindsnumnsasdsloyaludinuunaiinnieuen
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dhommil §iTeTonuuvaniinenssulelefinanndunansesufiliuinmsduntoyadisia
Ingliinensavsounanvlosuy CYBLION lagldinmaiianisidnsdauuulslunesiin wuu RNS-CKKS
uld uaziamsesonlivinulsuulusunsu Node-RED ileliilysannisiuszuulelediiu
voslssnuiifiey iisaAiiinTuadrsiatuulslunesfindfigidomundrlululusunsudndliany
ogudlagliifesserdsuveniuaivesgunsal drunmsduindseguunand aveglusuuuulnad
999 Node-RED Fsfliuannsadiluuuusslnaivasgnsnisdunilddhedies anuniyasli
msfinredie T waninnanssnusiensruumsvisossuulelefifutosiian uonaint §isedsld
fimuueUndinduuulnsdwivuiofewiielsgldnuaninguadnsveinisduan suiiniunu
rnududiudivesdoyauasaiuvasndevesdoyaldnefies Wy nisauauuazdanislasanig
si3elnsiand (project) nMsdnmsgunsaiiondeeufinia msassuaznszaenuasiady i §ide
senuuulrdaiunyuasisnanlilugunsalaunfnlnuvealdaudeaztiedestunislasnssudoya
mﬂ%aﬂ’@%@%’mu (account username) WagWadsn (password) gnasslnslud (compromise)
iesannnisnensiiadeyaannsailianzuugunsalaunialnuiiiunyuesiiadudmiuaensiia
idu deaninenssuiioanuuualidanguuazaonioves CYBLION azdawandofinanes
TssnuuazdeliAnmsveenanislinulelefiuasmaluladdnwanududusvesioyauniu
lugnannssy

6.2 naswsuurnwanwasunisiriusnisAuasevnowiludounovesvoyadinsu
Tolon

peRUsENeUnanveINIsYIUULLNanWasu CYBLION Usenausmie 3 d@u laun
6.2.1 gunsnllondnauinide vnuthiuteyaleleinndrsialaluuesinmenaualdnsia

6.2.2 A1 CYBLION (cyblion.io) imihsudeyalelefiiidrsalalumesinudinnfmn
neldnensawardaansnisauinludeundiaduuulnsimiieds

6.2.3 waunaAtu CYBLION shwuthiadageanaualaluuesiinausenaumeanyua 3 ¥in

aa A

& . = v | v ¢ I3 a a o o 1% Y]
Ao NauaasIsae (public key: pk) @sagsosgndsiuligunsaliondaouiidfsdmniunisidnsa
neyuasallles (relinear key: rk) @azgnaslulvinaniaiiieldlunisandayasuniundanmsdiuin wae

nauadmiunensia (secret key: sk) Feazgniiulilugunsalnfnnsueundiaduinuu aely

woUnAtudaiiunvuesniia1asa (real-time dashboard) AgldanunsaUsulsAuiouanINaN1TAIUIN
Mnonsaumlavatuguiuy Wi 13 (gauge) MdNws (text) N3 Wil (feed graph)
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Mobile APP CYBLION Cloud NETPIE Cloud

- - USER
._'_ B ACCESS CONTROL
6 USER User Whitelist
ACCESS CONTROL -
Secrete ﬁ I - ) NETPIE User Account
key | o — B
- WEB SERVER
SEAVICE Hﬁﬂ
I S0L Server d? 5
PROJECT - £ Device Shadow
MANAGEMENT E— E § -
& ) - Llgs —
Public FHE i o
key ENVIRDNEMNT Event Log Server
Device Token
-
nr = =
Edge Computing

WA 1 andnenssunisiBousios:uunwanwosu CYBLION Aiduslusiuddet

mM3deusionsvinuvesusiazesdusznaugnesnuuu it uduseUsEaulUsun suUsEE N
(Application Programming Interface: API) wardlimsideusegiudeyadldnufuunaniadudnme
(NETPIE) wlelsinnsysanmisszuuiduluognslisessio uazananuduaugsonvesglia (NETPIE,
2020) iosnlssnuhmnedifiszuulelefieguén dultuinmsunamiosu mneegiiu fsnsidouse
yosuwane AN 1 suseunislinugnimualiBuduannisdldfonduneundindu
CYBLION uasdayanisudiufinusagawaiiun (username) uazynaisn dwsgnaslunsiaasudy
gudeya User Whitelist wazdslunsiaasuiuunanvasuianisiiudiudouszaulusunsy
Uszgndveaidiamne Wegldnuliiunsuduia fidnueszdhssuuiievnnsasdwsianduszneusie
nauvesgUnInlondnouiafaaiion (virtual edge computing devices) UukaUnatadulnsdnvidiede
aelulwsandgldannsaairsendnenisaiioulivarsinudnulmmidmun wazanely
Tnsandglinuannsoaiaganyualsluuesfindasamaazasiuinandtu nndudliasdnagu
assaluinensrouinfimenmiiindadousetugunsallelefiviowuimes uazazdannuidaides
1Uglananadt CYBLION Wletondneninfsiudoyaduanimuimesiidenseunazithstatouasenaua
as1sae wazdseyaidsaudludslusnines FHE MQTT vurandildazdendutnludsnand
Wuduileidensudeyaiidrsiaundnnnuazairsgnsduiniinesns deyanadnsazgndsesn
ludslusnines MQTT Lileseliueundiatu CYBLION inlunenswiadenauadiniunensiia uas
WAAIHAUULATUDSA

162  Volume 9 Issue 1 January - June 2025




97sd1s

fanasdoarsnina

6.3 Urynana:aoauninigluniseanivunwanwosu

6.3.1 Tusnined MQTT ldldsesfudeyaiidrsiauuulslunesiin iieanindeya
fidnswativuinlng Ussana 356 KB 83 2.2 MB slo 1 doarnu Tuvaeilusnines MQTT Walusessu
vunderuildliiiiu 128 KB §ideisdovinuTusnines MQTT Junifielsisesiumsdstoyaiisia
FHE #idvualng/ld

6.3.2 nsaensiateyaidisfauuulslunesiinuazuansdoyanuubealng Fudideya
loleftargnas daya 1 gasie 1 nelvan (payload) win1sid1sa FHE wuu RNS-CKKS Wuuuuyadeya
dowiudszAvBnmitudunsiunadisiaasudinisdsdeys witedefo mssednsiauardeoya
deasuya Tuvasdivsslovindnvesnsldszuulelediie msfnmuaniuzvsadoyaldmunaiass
et fidedoanaugaszrinensUszndauuudia (bandwidth) :mnmstuiindoyaasyndoya (batch
size) \ieflazidsiaunsdstoyandontuafiazuaumnuasanudutiogiuvesdoyavesilediu
ilefazthmateyadgauuanuLLATUDSALUUNA93S

6.3.3 mstuamnsfwesdmsunisaianimwndenlslunesinfimueansuilaidu
naadaans esnmsfimesdmsunisadrsaninwindeulalunesiin Saudfyegieds
son1sirdeyaignidrsialudun Sniidadumruunssduaudaondevesnisidrstadoya
?ﬁaﬁamamﬂﬁmﬁummgmmmﬂaamﬁamavﬁwﬁa‘ldwa%ﬂm (Albrecht et al., 2019; Bossuat
et al, 2024) P57 2

A1SWN 2 UInsgundulasnnevodnisiinshalaluuaswn

91usuinvoy Q

- 128-bit security 192-bit security 256-bit security
27 19 14

1024

2048 54 37 29

4096 109 75 58

8192 218 152 118
16384 438 300 237
32768 881 600 476

fin: Bossuat et al. (2024)
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wimesiiAsteslunszuiunsiisialaluuesiinuuy RNS-CKKS Useneushe Indlugda N
anaurinined A Tugdaduuszans Q 1118991038 RNS-CKKS aziinisuurundeyasuniu
Tuwazdduduvesniadista vlinsimundlugdasinssdnd Q Sudunanuuesiduysyans
Tuusagdu q, szfesaonndesiudanaurinmed A ldfmusvuiseumumudedeyasuniu
wonnimimesnszuiumsdisalalunesiinuuy RNS-CKKS Sefesdonadesfiunsifiines
audaensy A fuansddmaudaautaends lnedrdanussiuanulasassreanisidistauuy
AES Sruaudnazifudmuaeilugdadulssdnd Q uazmndlugda N lasflvuinves Q axidy
éfqﬁmummmaa%’a;ﬂaﬁawmmwumuﬁa%’a%aiumuLLazﬁwuau%’ummﬁﬂmaﬁa;ﬂaLﬁz’hiﬁa (Level)
fitmundwnunsduiiumsvesnsnu tufle Q= T1:9, dle i fio Fuvesmsdsia uay L fio
Srunudduiugaanveansdsia was [qo. .. .. ] Ao Wlugdaduusyans (Coefficient Modulus
Chain) nenasnisauiuvesteayaiisiaszdewilugdaaindanenismssnigainaurnines A
faatloutoyadnsagnidouszdudu an 7 g i1 defunisdenainaunnmesasiinasiomsmuny
wnvesdoyasuniuluusaznisinnsaiidunsniedamans uaﬂmﬂﬁsﬂiﬂu@é’aé’msxamé Q
Adenazidusiimununavesndlugda N Fsneds dwudeyaiisesiuluusasyndeya (batch)
l,wimsﬁ’mumwnwﬁma’%ﬁmmzaué’ménlﬂﬁzjﬁaN’ﬂad’m%’uéﬂ%’muﬁ"ﬂﬂﬁhjﬁmmLﬁ?immmu
sunsitisalelumesiin mndmusnsiimesligndesernazvinliliannsathdeyaiidisa
Tueunalavseenvvgiilvideyalivasnsdy ety euvimeluniseenwuuldunanlesuiianuse
Taulsesdudonded dufedesssnuuuegisls lrfldannsadenmsfimesfananogamnza
AuflsAdunisauanle 9 ﬁ;:ﬂ%muﬁaqmi Iummzﬁﬁﬂ%ﬁulﬂé]jadﬁﬂ?’mL%El?‘lﬂiﬁi/l&ﬂﬂ’]ﬂ‘ﬁ’]iﬁﬁﬁu
(Cryptography)

6.4 s:109udsINUrynn

6.4.1 n1sesnuuulusnines MQTT vesunanesu CYBLION lisesiudoyaidnsia
lalunosiin

fdeldoonuuuimunlusnines MQTT ududiunilsvesaarns CYBLION Fusnlval
melddeiendlusnines (edee broker) vhumihildusinansnisdeansaemisdnsunissuddienin
muna1a3e Tnefinrwanusalumsnszanedenruifindnanvunelvginannsd ey
99 RNS-CKKS Tnemusmuingeanliil 4 MB Wlofiansanannsgiu OASIS MQTT nestu 3.1.1 wuin
fmsiriarumdlvanuestonny MQTT guanlinl 260 MB Fsdsiivunsluginiivunavestorthsia
vuumannlasu CYBLION dau matiumuinmdlnaniudu 4 M8 Ssftegaeldinasgruuarlingsny
fugnWYBIUINg (QoS) weadlusnines gunsallendreuindsannsaideuseiiuiondlusninesie
Twslnmea MQTT waz MQTT over websocket ¥ilisassuns@eusanauuy plain MQTT/WS uay
WUU over TLS #ag) MQTTS/WSS
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6.4.2 msnoasiatayalalunesiinuuu RNS-CKKS Lan1suanidayaniuiaias

RNS-CKKS agiihsviadayauuuyn nanifie oyavans q mazgniseiuluguuuindsey
(array) Aoutiludhstausiazata dadu anuldiiluudmadhsvauasdeasdoya nisussadoya
Tduumdduietludhsauasdinuiuazlfssdvsnmgean edslsfinnn mshAsnsdangn
ulfnulussuulelefilaglivszyndiaglaild ilesandeyavedssnugnamnssuiidsluszuuleled
dlng)fudfiAvansumesidusynsuna Wy 1 sio t Jud Wy deyanisTarmslindsny
Yoyanandn viedoyanniivesing q veuniosdng annsdrmanislialelefidmivlsany
gaavnssuiiiisiulassnmsveaeuazinenennisuszondléinalulad 56 dwdu smart factory/
manufacturing' wazlAsanT3 IDA Platform’ §nsinisasdieyangd 1 Toya se 15 Junft vie 4 ads
foundt vanearari dndesnisseliteyagnussgaduunididudalionuem T auasu asdedldinm
15 x 7T 3wt (e N fo ndlugiavesmadhsialelusesfinues dussinuaauemves
wendduesyatoya) auiunanwesu CYBLION dimunly Ao N=2°=8192 dwsumsdines
N3E519ENMIINABUNNSINTFAYUIAENLAYNATY ey N=2"=16384 dusumisdimesuunlng
Fefu mnsousTgunIduIuasuiouihaLaradlUSsaaad ldUanemaandiudoyalmly 12 Yu
Falsimonndosiunisldanluszuuleled Seesdinmseonuuunisdeoyalmilaglifossedeyafia N2 i
wazifiuarmidodald (reliability) drensdsdoyadnenisdssn (redundancy) unadaluusazunidndy

6.4.3 MIMAUANISITNBTANSUNTAS19@N NInaeulaluLasHN AL auiuNendu
NANNANERS

Wefiarsulugavesnisidnsialalunesiinuuy RNS-CKKS n3guiun139£130910

> a = g ° = & 9 v & A .
nsuUasdeyaiugaduaeinuimase asgnudasdusia (encode) Winangiduiwawiing (plain text)
Tuduil finseadeyaduawnaiioudvainaurinmes wWisliegluzuvesdiunuiu vuiavesaina
wnnmesidusmmvuad uurdnnedeuuazaunuuedayaTuNUNAARTUN1ENAINTEUIUNTS

° & 2 ea v ° Y o v o 2 ¢ & &
A MnUumaungilaasgni U siamenaguaastse (pk) linanedulumesiing Feanunse
luAmwnselduunanialaeiinauasaides (k) vimihiiaavunavesdeya aendanisaiidunisau
\esnnvwnvesteyavziiindwililiannsaidludmuiusield andunadnsannisiuiniegly
sUvadlmnesiindazgnadludaeuniinduuulnsdnideteiononsiamenquasiadu (sk) senun
Jumauind waggnuuaindu (decoding) iiellanadnsnisAwinnduun augneaausiugn
vosmadnsnlavuegiunsfiwesnisulasdusianaznisdnsia nszniswieuduiuasendy
° < A o Ao a v & A gya a I a o v v
unanvsewunivatounedd IumsussanurmneliAnauaaaefousgaanideslild
winsimuan e iinzaNIrisanauraInefoutinanlveglutnsensuwagldaula

" AnuIWUIRL https:/btfp.nbtc.go.th/Newsandactivities/activity/2162.aspx

2 ANUNWUIAL https://www.nectec.or.th/smc/ida-platform/

=i}
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N1sAUAAINISITMesaInTunIsaan windeulalunesiiniinasonuLtduen
YBINAINTAENGIN1T00ATIE AuYasadeainnisgnlandnidleiues wazduiusinensadu
awansnensnsennaiidedd s nsdenAimsimesdmiu RNS-CKKS Feimududou
warazlduneou éfma1F“f&JQ’L%'&nﬁmzgiu'iwmmn%’wﬁmwu RNS-CKKS ins1zuanaindady
SesUszAninmuazninginsuda miﬁwumﬁhwmﬁLmaﬁmaﬁugmﬁi’%ﬂuéfmL‘ﬁu"l,ﬂmmmgm
aaaensemslsueiduandumsed 3

AISWA 3 AoiFanwasadinosanwiondouloluuasWniiauo

Coefficient Key Size (KB
el . Encrypted y Size (KB)

Parameter

i Polymodulus Modulus ) )
Size N Chain Multlr-JIy Data Size Public Relinear Secret
(KB) [ags---ay] Operations () Key Key Key
Small 2%, 2%,
1'22 8192 [ phje 2% 2 356 258
Medi 2%, 2%
:4':"’ 8192 [ 2 99 2% 2 446 314 940 314
[260 240
L 240’ 240’ 240,
f;ie 16384 o o 2% 7 2,200 1,300 10,200 1,300
240”260]’

msidonanaurinmes A frasiemnuvumusedeyasunuiiinannszuaunsiun
Tuvauzilwdlugda N Tnasernuuiudilunisnensia wasinarevuiavesteyaiiirsiadnse
frmnivuali N dendesnezdmaviliia Q falndosnulusie wu drfmvuali N=1024 9zl
A Q hlimsdhsanumnsgiuanuUasnsiosyiu 128 Tn umléﬂ,umu 2" Geagdawmalud i
uay L nalude Taef L dufasmuadiuaundafianmnsavhnmseadd dadu madendr N fos axidiy
Fodrfnnslinusumsdiun usimnidendn N g Aazdmaliiteyaiidrsiadvunalnajuasidoya
sunuganulume

ziulain Lﬂulﬂlaﬂﬁﬁ{ﬂ%\imﬂl’ﬂﬂ%mmmﬁmufﬂWﬁWﬁma%ﬁmwLmé’amiaimuaﬁlﬂ
ppEgneIrignuLed Fathl thiTeSsdeaimuniinsdenmniwesfimnzantuiladunisduin
Ifog19i18 wazmiwesilndondeslinnudangusienisuivudeiladtunisdanlddnde
Tngimualififidennisfiwesanimundeulalunesindiuiu 3 4o loun aurmdn (small)
WIANA1 (medium) wavvuialg (large) fannseit 3 %ﬂLLﬁﬂﬂNaﬂTﬁVI@aENLLaSM’]ﬁ;G}ﬁNQa‘Uaﬂ
Amnsimedia 3 e Rmszaniunisldau Imwﬂ%’mummmLﬁaﬂ’l%’mulﬁmuﬁm’mﬂ%y’wm
m’s@mﬁéfmmﬂﬁ U mﬂqmﬁé’aqmiﬁmamﬁﬁmauﬂ%’wmnﬁ@miaJLﬁu 3 A%y anunsaidonldany
wisfwesanmundelslusesfinvunadnuievuianansld il Tuiuanuwius e sadnsTidans
Tusaitmsfiwesumalvgwanzaufunsdlugasdiaiingms
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6.4.5 MsWeusaflduaa1d CYBLION fuaa1aiilamig

iesnngianndesnsligldnuuuumanlesudamedu fimadenlunsliuinisteya
leleflagnsUaendouazduasesanubudiusvosdoya folu unanvledu CYBLION Fagnoanuuy
Tinseuaumsdildunagd CYBLION vasfld Wulumungsuifevvesnandidanienasaaids
CYBLION nanfie gldanuilamzidoufuumanmlesy CYBLION aggniiufinly Whitelist amsfudusiny
voagldnu uwanmesu CYBLION azfesunsnyivdeuanslugiutoya Whitelist waziinisds User
token lnsiageuiiuaanidiinme

7. Wan1sfAnuI

7.1 niswsuurnwanwasunasiiusnasAunsevnouiludousovesioyavoy
gunsnilelonnaauasnus:gnidnuituningndirnnssuna:nadauds:ansnaw
nislduruesSaveanwanwosu

msfinyluunauiivssnoudenmaaoulsavinmaussunamesiiinutuilemdosia
VDIUNAANDTUAIUNITVAFOUMUANINAINNTAVBIAATIR CYBLION lunisSudeyauuseuiana uay
anugndaslunisnensadeya uonaniifiouandiifiuiunamiosuifautuausathlussgnd
Tgnuldasaiuanuningnanssy

7.1.1 Msnaaeulseansnnuaknannasy

a

Aidulavihnisnaaeulnglilendaeufidfudisiamienyuavuindn unnans wag
Yunlngy ﬁa%’agaé’wmmﬁaﬁ 60, 30, 15, 5, 3, 2, 1 uag 0.5 Fuiiisiedaya w18sAania CYBLION
uazinUSinateyaiinandunuszanana (receiving) uazdseenludaoundinduulnsdwidode
CYBLION (transmitting) wafiléiainnisnageudasnmil 2 Gsnndl 4 armidigagaueanisdstoya
dihswanniendmoufinfsfinanndaiansauszunanalelaglifl packet drop iiledeyagnidisia
shenauavtadnuazIuIAnaNs Amuiigegavesnsdstonane 0.5 Iuidedeya luvueiisleds

Joyafidnsiamenguanuinlng AnusigaanvenIsasdeyasy 5 Junfidedeya

Mbps Transmitting Mbps Receiving
70 60
60 50
50 40
40
“ Ll \ so
20
20
2 ' ¥ 10
0 0
19.44 19.45 19.46 19.47 19.48 19.44 19.45 19.46 19.47 19.48

Wi 2 dnsn1sSu-duvioyavednanos CYBLION iffolonsneuwomvaivoyariounauiSo 0.5 Sunfirevoya
IJonnsKanosnyIavUIAIaN

UA 9 a0uR 1 uNs1AU - TNUIBU 2568
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Mbps Transmitting Mbps Receiving

100 100

80 " 80

60 60

40 l 40

20 20

0 0

20.06 20.07 20.08 20.09 20.10 20.06 20.07 20.08 20.09 20.10

Wi 3 dmsansSu-duioyavednanos CYBLION ifolonsneuwomaivoyariounauiSo 0.5 Sunfirevoya
1WaIsAdAouNYIVUIANaN

Mbps Transmitting Mbps Receiving
300 250
250 200

200
150
100

50

150
100 I
50

0
21.20 21.21 21.22 21.23 21.24 21.20 21.21 21.22 21.23 21.24

Wi 4 Sns1nsSu-duioyavednanos CYBLION ijolondneuwomvdilioyariosnouiso 5 Sunfirevoya
IJoNSAaRuNIYINVUNATHLY

7.1.2 NMSNAEDUAMNLNUGIVDINITOBATTE

msfinuilfiauenanisvaaeutaanstinuveaunanrlesu CYBLION Tnsmadounimignies
yosuadwsldannsAwndeyaidisiaiedeyagnidnsiasonyussuindn suianans way
wavg lnenaaaulRnIznIsaM Lﬁadmmm’a@m%éwaﬁiamwmmmm?{auqdﬂdwmimﬂ Handu
Admnaoudulumuauniseii z=Enc, (x) x Enc,_ (y) Ine x leluaias 0 e 4,000 wag y dewviniv 2
maﬁié’mﬂmiwmaaummmcﬁ]mmm?ﬁiausummiﬁwmmsﬁa;ﬂaL%’rsﬁaﬁ’quyl,l,ﬂsumwm 9 WIBULWIgY
UNSAUINULANDTS LansralugUvesaeanIsiiy (logarithm)gmﬁwaqmaﬁhwadﬁ”’damm Fauanadia
SrununadeuiiGunaiandou fanwd 5

o

1
=

=7 4

Log of error: (Dec{Enclx)) - x

e miall
madwm
—-= lwge

=6 4

L] 1000 2000 I SO0
True Value: x

MWA 5 wan1siUSeuIRguAMAoUANAIAGSUVEINMSAUN IoToyagniinsAaRoBNfYIRVLNAIAN VUIANA la=vunalkng
AUATNIAINNISAIUITUATIISY MUEAUNIS z=Enc_(x)x Enc_ (y) 100y AU 2
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ndunadeummgndesmsusiuglumsaensiaaniamsmummmamsiislunsdin
msiavsinasituludaingy TnewumesezinAssesniaainveuddsiavewna f uazaiunse
meugsvestnduluds b fnanugeesds H wavausinesvesiduludeiunnldainaums
v=a’ (H - f) (mpegnunaiiuns) safildannisiiouifisumaueaaindeuvesnisiuaidiedeys
gniinsFEMENQLITWIAEN YUIANAN WazuuIalg Fuandildnnnisiuamasadufanmi 6
Ty n. uansiuUsdmiunmssunnUiesvesinduluds uay . uanseANuARIALAREUTN
nsnensianadnsannsAa lnanadwsdeyanignihsiiadenguarunaidn feraueaisiedeu
Taviaduegiinadon 4 fumis Tuvagiiaianuaainndeurewadnsteyaiignidrsiasiongua
WIANANLazILIAeY TeeuaaInndeundsiinaloy 7 s

-3
=4 4
f T =51
Eo-aq
B
£ ]
=
§ -ad
h B
§ )
-10
F 4 L] L) i id 14
e Valee: u
n. fulddinau V. wan1siUSeuIfguAnAoUAaNAIAEU

nwh 6 wansiUSeuIRBUANAoUANAIAGSUVEINMSAUSNUITaTaagNITASAaRoENIYIVUNAIEN VUANAN la=VUNATHEY
AUAIRTAYINNISANUDNUAYSIMUEUNIS v = o (H - f)

7.1.3 manageun1slinuunannesuiunstiAnwivedlssugaamngsy

AIdpinsnaaeuiunsiifinwvedlsanuasamnssy nedilunaaeuiussuuleled
Tulssnugnannssuaounis loun

v
L3

7.1.3.1 mailudssgnaldnuiunstifinuivesuiem suinsuandueiuiduity 91in
dmsuszuunsaeussivdndululela

7.1.3.2 maihluvssgndldnuiunsdlinuivesu3en weziiv d1dn dmsuszuy
ATIRAOUANTIEVDUATOIINT

o
Y

BUALINTURDUNITOBNLUULABELNTUNSWBNARYRIQUNTRIA1Y 9 ainlUAnsa
szuulelefidmsunsinaeuszauinduludinnd 7 lnsaunsalwuwesdmsuiudoya Tunidide
lafnAssANT (radar) dmsuiaUinavearaimewadunsi (infrared) wavdayaasgnasluiinsia

Y
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a

Mandmouitiia antudeyaiidisiassgnasludnnnuunanidunasosu CYBLION Tuieadeaiu

va o

Weldrenwuuszuuiietlufnssszuuleledl dmsunsiaaevaniizvenniasdnaludnimi 8
ayavnlelefinzgnidisiauuenineuiiofe tnegldeuaansadhluimuadeyaidesnishsale

'
al

i 9 dldnuaansadhluimuagasnisiuaiedlduuaanadnmi 10 waznmuandeya
aarrnesiuludeyanignidhsia nadnsilinnaandavgnasnaensianiveundinduuulnsdmi

=

flefle naneaeulaedsdoyalelofivnerudy 1 deanusie 5 Jundl wazasivaeudeyaiildain

Qe e

€

ho]

2 =

ATUsEINANaUUAAIRLAZ MILERINaNISnansHauULaUNA T unsEwviTlote nafildainnsiiuan
Foyanvudnsialslusesinuuaadunanliesy CYBLION LaznenIHaT N War UL UNALATY
vulnsdniiiede Wisuiflsusunadilganaaseanni 11 Tnonadiladmwintudiouanssesuneadeoy
2 WU

of Secrete ey

] Relinear kiy

mmm

"

_— _I
= 5G CPE
Radar Radar RTU Edge I
= Computing g
& public iy

nawi 7 Tna:insus:uunsovdaus:Aulnbululslasoslolofidksulwanwosuniauo

Ef' Spcrete by
T,
R
¢ —
Cybliania ‘;_; """""
I Relimear key ?
Humadity Temperature )
‘il:ul-.ul Sensor i-|' ' __
@'J‘ .L 3 — 5G CPE
= e RTU Edge

= — PR
-\\ Computing a
I ﬁ .ﬂ & public key

nawi 8 Tno:iNsus:uuUnSovdoUaN1D:vauInSoudnssioslolofdrsuwanwosuRiaus
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Edge Computing
g

nwii 10 VeyaRinsAannAuoIUUAaNIAIWaRWOSU

CYRLION

mwi 11 1USsuiReuiioyangnnensianiianiuauulioUwalngu CYBLION
lia=voyadsSuuuvalgnIwaveIgUNsniisns

=i}

Un 9 atu
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o Login and o o Display and o Display and —
Authentication Manage = Manage o
Projects Devices
-— = o
-_—
Keys © Feiring () o Keys —
Generating Devices . Revocation =
E—% -—
-— ==y
o Sending o Decryption
Keys and Display
Data

nawn 12 msnouQumsnhsﬁal.hu||adwé|ni{uuuInsﬁwranﬁaﬁUHGWi'\JéUIhQélV\/ﬁ (un

7.2 nswunwanwesuRgigiulusndudevinoiuidessarydiqudnginis
IVSHd

nseanuuuLwanWasy CYBLION ﬁm%’umﬂ%@mtﬁdﬁéﬂ%’muﬁjﬁwLﬂuﬁaqﬁmmﬁ'mmm
AuInensisiaaansaldaulamenues lnedide laamunlvinisaugunisdisviasue undiadu
wilnséwidofefitvimedumesiveg (U) fanwdt 12 Wigldanumnsadenmiivesmsthsiadeya
naEUFaen (S, M, L) mmmmmm%’u%@umaqgmﬁéfmmiﬁwmm ilvgldaulaidessianaug
Boamssmuanndweimadisvauuilslumesiinfivunzauies wasdnituneunisFenfunnyus
(key revocation) anusavildukeundeduuulnsiniidlofewutu tnenmil 13 wandlidiuds
msnageuliimnslulssnugasmnssumaassinuunanefilasimnsdananlifanudeney

AUINYINTTIRE

nawd 13 nasnagoulduunwanwosu InedronsIswuRlUTAUIBEBIYGUTNENISTNSKA
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8. n1sonusigwa

8.1 niswsuurnwanwosunasiiusnasAunsevnowidudousovesioyavoy
aunsnilelonnausnus:gnsilEnuimuninanainnssuy

uansndeUldiuiuwanesu CYBLION MHuslowdldass nafiléannimeaouuansds
Fodnfnvesnsiluldlunsduanugniessedunalioldifiu 4 duds dwmsumadisiane
newITWIALEN wazANgnRassERunaAlanliAl 7 dumidmiunisdisiadienguavinnanaiauas
yuailng) Anuidlumsdstoyaludnauunandgndiiaiingds 0.5 Jundisie 1 yadeyailetisiia
shenauarnadn uag 5 Iundiredeyaidloisrasenauavuelng)

\denaaeuiunisniaindveaniesdnsielolefinltaululssnugnamnssueglussiui
fFusuld eeussdunnitinnuilunisusamatuoundindy anuisiudivesdeyaiinensita
Wisudumsiwnuudeyasss enuvaendouayanududuivesdayagnanulidmiudivesdeya
dlethunanwosu CYBLION lunaasufunsaifinuilulssnugnanynssuwuin ssuvansnsavinenlda
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