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Abstract  
 Background and Objective: The challenges of doing business on a digital platform have led to continuous 

concerns for users and service providers. Therefore, this research aims to study the application of blockchain technology 

to enhance security and transparency in digital platform businesses.  

 Methology: Applied research methodology defined specific information by selecting 48 academic articles, 

100 website contents, and 15 digital platform business case studies using a modified feature and potential impact data 

recording form from a literature review and consistent with the research objectives in collecting data using keywords 

based on the human-in-a-cycle modeling method combined with the “Google Keyword Planner” search optimization 

program to extract data from websites and using the Beautiful Soup program to analyze and process data that linked 

movement techniques to separate and organize data. 

 Results: The potential of blockchain technology through its unique features that help enhance security 

and transparency in digital platform businesses 8 parts, including: 4 Immutable Ledger, 6 Transparant Transactions, 2 

Decentralization, 5 Smart Contracts, 6 Traceability in Supply Chain, 3 Decentralized Identity Management, 5 Consensus 

Mechanisms, and 2 Data Encryption. In addition, potential through specific features that do not affect the performance 

in part of 1) Decentralization follow the unique features of the Immutable Ledger, 2) Smart Contracts follow the unique 

features of the Tamper-Resistant Execution 3) Consensus Mechanisms follow the unique features of the Alignment with 

Platform Rules, and 4) Data Encryption follow the unique features of the Secure Storage. 

 Discussion: The unique characteristics of blockchain technology potential show its efficiency impact in 

helping to enhance the security and transparency for digital platform businesses, which has gained confidence and trust in 

its implementation, operation and management. 

 Suggestion: There should be a development of an approach to integrate the relationship of blockchain 

technology that still has overlap in each area to increase efficiency and reduce work costs. 
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บทคัดย่อ  

 ที่มาและวัตถุประสงค์การวิจัย: ความท้าทายในการด าเนินธุรกิจบนฐานเทคโนโลยีดิจิทัลน ามาสู่

ผลกระทบต่อความกังวลใจส าหรับผูใ้ช้และผูใ้หบ้ริการอย่างต่อเนื่อง ดังนั้น งานวิจัยนี้จึงก าหนดวัตถุประสงค์

เพื่อศึกษาการประยุกต์ใช้เทคโนโลยีบล็อกเชนเพื่อยกระดับความปลอดภัยและความโปร่งใสในธุรกิจ

แพลตฟอร์มดจิทิัล 
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 ระเบียบวิธีวิจัย (วิธีด าเนินการวิจัย): ระเบียบวิธีวิจัยเชิงประยุกต์ ได้ก าหนดข้อมูลสารสนเทศ

แบบเฉพาะเจาะจงด้วยการคัดเลือกบทความวิชาการ 48 บทความ เนื้อหาเว็บไซต์ 100 เว็บไซต์ และธุรกิจ

แพลตฟอร์มดิจทิัล 15 กรณีศึกษา โดยใช้แบบบันทึกข้อมูลคุณสมบัติและผลกระทบทางศักยภาพที่ปรับปรุง

จากการทบทวนวรรณกรรมและสอดคล้องกับวัตถุประสงค์การวิจัยในการเก็บข้อมูลด้วยการใช้ค าค้นหลัก

ซึ่งเป็นไปตามวิธีการจ าลองแบบมนุษย์ในวงจรร่วมกับโปรแกรมการเพิ่มประสิทธิภาพในการค้นหา 

“Google Keyword Planner” เพื่อดึงข้อมูลจากเว็บไซต์ และใช้โปรแกรม Beautiful Soup เพื่อวิเคราะห์

และประมวลผลข้อมูลที่เช่ือมโยงเทคนิคการเคลื่อนไหวเพื่อแยกแยะและจัดระเบียบข้อมูล 

 ผลการวิจัย: ศักยภาพเทคโนโลยีบล็อกเชนผ่านคุณสมบัติเฉพาะตัวที่ช่วยยกระดับการเพิ่ม

ความปลอดภัยและความโปร่งใสในธุรกิจแพลตฟอร์มดิจิทัล 8 สว่น ประกอบด้วย 1) บัญชีแยกประเภท

ที่ไม่เปลี่ยนรูป 4 ประการ 2) การท าธุรกรรมที่โปร่งใส 6 ประการ 3) การกระจายอ านาจ 2 ประการ 4) สัญญา

อัจฉริยะ 5 ประการ 5) การตรวจสอบห่วงโซ่อุปทานย้อนกลับ 6 ประการ 6) การจัดการข้อมูลประจ าตัว

แบบกระจายอ านาจ 3 ประการ 7) กลไกฉันทามติ 5 ประการ และ 8) การเข้ารหัสข้อมูล 2 ประการ 

ส าหรับศักยภาพผ่านคุณสมบัติเฉพาะที่ไม่มีผลกระทบทางประสิทธิภาพในส่วนของ 1) กระจายอ านาจ 

คือ บัญชีแยกประเภทที่ไม่เปลี่ยนรูป 2) สัญญาอัจฉริยะ คือ ด าเนินการป้องกันการงัดแงะ 3) กลไกฉันทามต ิ

คือ ปรับกฎให้สอดคล้องกับแพลตฟอร์ม และ 4) การเข้ารหัสขอ้มูล คือ พืน้ที่เก็บข้อมูลปลอดภัย 

 อภิปรายผล: คุณสมบัติเฉพาะตัวของศักยภาพเทคโนโลยีบล็อกเชนแสดงถึงผลกระทบทางด้าน

ประสิทธิภาพในการช่วยยกระดับความปลอดภัยและความโปร่งใสส าหรับธุรกิจแพลตฟอร์มดิจิทัลได้

เกิดความเชื่อมั่นและไว้วางใจต่อการน าไปประยุกต์ใชด้ าเนินการและบริหารจัดการองคก์รต่อไป 

 ข้อเสนอแนะ: ควรมีการพัฒนาแนวทางการบูรณาการความสัมพันธ์ของเทคโนโลยีบล็อกเชน

ที่ยังมคีวามซ้ าซ้อนในแต่ละด้าน เพื่อเป็นการเพิ่มประสิทธิภาพการท างานและลดต้นทุนการด าเนนิงาน 
ค าส าคัญ: เทคโนโลยบีล็อกเชน; ความปลอดภัย; ความโปร่งใส; ผลกระทบทางประสิทธิภาพ; ธุรกิจแพลตฟอร์มดิจิทัล 
 

บทน า 

 เทคโนโลยีดิจทิัลได้กลายมาเป็นส่วนส าคัญต่อการเติบโตทางเศรษฐกิจและความก้าวหน้าทางสังคม

ของประเทศไทยที่ก าลังก้าวเข้าสู่ยุคดิจทิัล ซึ่งในบรรดาเทคโนโลยีดิจิทัล “บล็อกเชน” (Blockchain) ถือเป็น

นวัตกรรมที่สร้างการเปลี่ยนแปลงครั้งส าคัญในการเพิ่มความปลอดภัยและความโปร่งใส โดยท างาน

เป็นระบบบัญชีแยกประเภทแบบกระจายอ านาจ ข้อมูลทั้งหมดจะถูกบันทึกอย่างปลอดภัยและเชื่อมโยงกัน

เป็นหว่งโซ่แข็งแกร่ง ท าใหก้ารปรับเปลี่ยนข้อมูลเป็นไปได้ยากมาก (Aggarwal et al., 2022; Liu et al., 2023) 

ความสามารถบันทึกธุรกรรมที่ปลอดภัยและท าให้โปร่งใสต่อผู้เข้าร่วมทั้งหมดนั้น ถือเป็นแนวทางใหม่

ในการปกป้องข้อมูลละเอียดอ่อนของผูใ้ช้ และสร้างความไว้วางใจในการโต้ตอบแบบดิจิทัล ขณะที่ระบบเดิม

มักกระจุกอ านาจการจัดการข้อมูลไว้ที่ศูนย์กลาง ท าให้เสี่ยงต่อการถูกโจมตี สามารถแก้ไขข้อมูลได้ง่าย 

และขาดความโปร่งใส ซึ่งบล็อกเชนสามารถแก้ปัญหาได้ด้วยการกระจายข้อมูลไปยังโครงสร้างข้อมูล 

ท าให้มีความปลอดภัยสูงขึ้น สามารถตรวจสอบย้อนกลับและตรวจสอบข้อมูลได้อย่างโปร่งใสทุกคน 

(Cavaliere et al., 2024; Doshi et al., 2024) 
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 ธุรกิจแพลตฟอร์ม (Platform Business) เป็นธุรกิจที่ท าหน้าที่เป็นตัวกลางเชื่อมโยงระหว่างผู้ผลิต

และผูบ้ริโภคหรอืระหว่างผูใ้หบ้ริการและผูใ้ช้บริการเพื่ออ านวยความสะดวกในการท าธุรกรรม โดยไม่จ าเป็น 

ต้องเป็นเจ้าของสินค้าหรือบริการนั้น (Han et al., 2024; Ma & Wang, 2024) การอ านวยความสะดวก

ในการโต้ตอบระหว่างผูใ้ช้และผูใ้หบ้ริการผา่นเว็บไซต์ ท าให้แพลตฟอร์มดิจทิัลมาพร้อมกับความท้าทายใหม ่

โดยเฉพาะในด้านความปลอดภัยและความโปร่งใสของข้อมูล (Barmuta et al., 2020; Bonina et al., 2021; 

Xu et al., 2021) ขณะเดียวกัน ปัญหาหลักที่ธุรกิจแพลตฟอร์มต้องเผชิญ เช่น การละเมิดข้อมูล ปัญหา

ความน่าเชื่อถือ การขาดความโปร่งใส การควบคุมแบบรวมศูนย์ เป็นต้น (Mansell, 2024) รวมไปถึงปัญหา

การฉ้อโกงทีพ่บเห็นได้เพิ่มขึน้อย่างตอ่เนื่อง (Ghelani et al., 2022) ส่งผลให้ผู้บริโภคและผู้ประกอบการ

เกิดความกังวลเป็นอย่างมาก รวมทั้งอาจประสบปัญหาการพิสูจน์ความรับผิดชอบในการประมวลผล

และจัดการข้อมูลทางธุรกรรม ท าให้ผู้ใช้เกิดความไว้วางใจลดน้อยลง (Oppliger, 2023; Razumov et al., 

2023) ดังนั้น การรับรองความปลอดภัยของข้อมูลผู้ใช้ และสร้างความไว้วางใจผ่านความโปร่งใสได้กลายเป็น

ปัจจัยส าคัญต่อความส าเร็จของธุรกิจแพลตฟอร์มอย่างยั่งยืน 

 การประยุกต์ใช้เทคโนโลยีบล็อกเชนเพื่อเพิ่มความปลอดภัยและความโปร่งใสส าหรับธุรกิจ

แพลตฟอร์มดิจิทัล จ าเป็นต้องมีการศึกษาอย่างลึกซึ้งเพื่อให้มั่นใจได้ถึงศักยภาพและความสามารถที่ช่วย

บรรเทาปัญหาได้ เช่น ช่องว่างปัญหาการดัดแปลงข้อมูลและขาดความรับผิดชอบแพลตฟอร์มของธุรกิจ 

เป็นต้น ซึ่งเน้นย้ าถึงความจ าเป็นในการวิจัยให้ครอบคลุมตรวจสอบศักยภาพของเทคโนโลยีบล็อกเชน 

(Avirutha, 2021) ดังนั้น การวิจัยนี ้มีเป้าหมายศกึษาความสามารถและการแก้ไขปัญหาใหเ้กิดความปลอดภัย

และความโปร่งใสส าหรับธุรกิจแพลตฟอร์มได้อย่างสัมฤทธิ์ผลและแข็งแกร่ง ซึ่งเป็นการเตรียมความพร้อม

ขับเคลื่อนเศรษฐกิจดิจทิัลส าหรับธุรกิจแพลตฟอร์มในประเทศไทยสู่อนาคตต่อไปได้อย่างมีประสิทธิภาพ 
 

วัตถุประสงค์การวิจัย 

 เพื่อศึกษาการประยุกต์ใช้เทคโนโลยีบล็อกเชนยกระดับความปลอดภัยและความโปร่งใสในธุรกิจ

แพลตฟอร์มดิจทิัล 
 

การทบทวนวรรณกรรม 

 แพลตฟอร์มดิจิทัล (Digital Platform) 

 แพลตฟอร์มดจิทิัล (Digital Platforms) คอื ระบบที่ท าหน้าที่เป็นตัวกลางส าหรับการแลกเปลี่ยน

สินค้า บริการ หรือข้อมูลระหว่างผู้ใช้ (Users) ผ่านเทคโนโลยีดิจิทัล โดยมีแนวคิดส าคัญประกอบด้วย 

การสร้างเครอืข่าย (Network Effect) ท าใหมู้ลค่าแพลตฟอร์มเพิ่มขึน้เมื่อจ านวนผู้ใช้งานเพิ่มขึ้น การกระจายศูนย์ 

(Decentralization) ช่วยลดการพึ่งพาองค์กรกลาง โดยใช้เทคโนโลยี เช่น บล็อกเชน เป็นต้น การเชื่อมโยง

หลากหลาย (Multi-sided Platforms) เช่น ผู้ขายและผู้ซื้อ เป็นต้น การปรับแต่งให้เหมาะสม (Personalization) 

โดยใช้ปัญญาประดิษฐ์ (Artificial Intelligence: AI) และเรียนรู้เครื่องจักร (Machine Learning) เพื่อให้บริการ

ที่ตรงกับความต้องการของผู้ใช้ ความโปร่งใสและความปลอดภัย (Transparency and Security) ช่วยสร้าง
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ความเชื่อมั่นให้กับผู้ใช้ด้วยการปกป้องข้อมูล รวมไปถึงรูปแบบรายได้หลากหลาย (Revenue Models) 

เชน่ การเก็บค่าธรรมเนียม โฆษณา หรอืการสมัครสมาชิก เป็นต้น (Parker, 2016) 

 เทคโนโลยีบล็อกเชน 

 “บล็อกเชน” (Blockchain) คือ สมุดบัญชีสาธารณะแบบกระจายอ านาจที่ใช้การเข้ารหัสเพื่อติดตาม

ธุรกรรมระหว่างตัวแทนในเครือข่าย ช่วยให้สามารถจัดกลุ่มธุรกรรมเป็นบล็อคและบันทึกตามล าดับเวลา

โดยใช้การเข้ารหัสในบล็อคลูกโซ่ บัญชีบัญชีสามารถดูได้โดยผู้ใช้ทั้งหมดในเครือข่าย ฐานข้อมูลนี้ ไม่ได้เป็น

เจ้าของควบคุมหรือจัดการโดยหน่วยงานที่ลงนาม (Dave, 2024) ซึ่ง “เทคโนโลยีบล็อกเชน” (Blockchain 

Technology) สามารถเป็นเครื่องมือที่มีคุณค่าในการปกป้องข้อมูลและกระบวนการ ลดความเสี่ยงต่อ

ความเสียหายต่อชื่อเสียง สามารถแบ่งปันและจัดเก็บขอ้มูลได้อย่างปลอดภัยและโปร่งใสให้กับธุรกิจที่น า

เทคโนโลยีบล็อคเชนไปใช้เพิ่มความปลอดภัยข้อมูลของตนได้ (Ravani et al., 2024) โดยมีคุณสมบัติเป็น

เอกลักษณ์ (Bashir, 2020; Bashir, 2023; Kshetri, 2021; Lantz & Cawrey, 2020; Laurence, 2023; Lipton 

& Treccani, 2021; Namasudra & Deka, 2021; Ramamurthy, 2020; Tanwar, 2022) ประกอบด้วย 1) บัญชี

แยกประเภทที่ไม่เปลี่ยนรูป มีคุณสมบัติสร้างหว่งโซ่ของบล็อคที่เชื่อมโยงกันอย่างปลอดภัย ซึ่งช่วยให้มั่นใจได้

ถึงความสมบูรณ์ของข้อมูลและความน่าเชื่อถือ เนื่องจากไม่สามารถแก้ไขบันทึกในอดีตได้โดยไม่ตรวจพบ 

2) การท าธุรกรรมที่โปร่งใส มีคุณสมบัติส่งเสริมความโปร่งใสโดยอนุญาตให้ผู้เข้าร่วมทั้งหมดในเครือข่าย

สามารถดูธุรกรรมได้สาธารณะ มองเห็นรายละเอียดธุรกรรมในเครือข่ายได้ทุกคน เกิดสภาพแวดล้อมเปิดเผย

และรับผิดชอบ สร้างความไว้วางใจในกลุ่มผู้ใช้และสามารถลดกิจกรรมฉ้อโกงได้ 3) การกระจายอ านาจ 

เป็นการท างานบนเครอืข่ายคอมพิวเตอร์แบบกระจายอ านาจที่ร่วมกันดูแลและมีข้อมูลบัญชีแยกประเภท

ที่เป็นปัจจุบัน ช่วยขจัดความจ าเป็นในการมีหน่วยงานกลางหรือตัวกลาง ลดความเสี่ยงของจุดล้มเหลว

เพียงจุดเดียวและเพิ่มความแข็งแกร่งของระบบ ท าให้ผู้ใช้มีอ านาจควบคุมธุรกรรมและข้อมูลตนเองโดยตรง 

4) สัญญาอัจฉริยะ เป็นสัญญาที่ด าเนินการเอง โดยมีข้อก าหนดเขียนไว้ในรหัสโดยตรง จะบังคับใช้และ

ด าเนินการตามข้อตกลงโดยอัตโนมัติเมื่อเป็นไปตามเงื่อนไขที่ก าหนดไว้ล่วงหน้า ช่วยลดความจ าเป็นในการ

มีคนกลางและลดความเสี่ยงต่อข้อผิดพลาดของมนุษย์ เพิ่มประสิทธิภาพและความปลอดภัยส าหรับ

การท าธุรกรรมและข้อตกลง 5) การตรวจสอบย้อนกลับห่วงโซ่อุปทาน สามารถติดตามทรัพย์สินได้ตลอด

ห่วงโซ่อุปทาน ท าให้มีบันทึกที่ชัดเจนและป้องกันการปลอมแปลงตลอดเส้นทางผลิตภัณฑ์ตั้งแต่ต้นทาง

จนถึงผูบ้ริโภค ช่วยเพิ่มความปลอดภัย ป้องกันการปลอมแปลงและฉ้อโกง เพิ่มความโปร่งใสโดยให้ผู้บริโภค

ตรวจสอบความถูกต้องและแหล่งที่มาของผลิตภัณฑ์ได้ 6) การจัดการข้อมูลประจ าตัวแบบกระจายอ านาจ 

อ านวยความสะดวกให้กับระบบการจัดการข้อมูลประจ าตัวแบบกระจายอ านาจ ผู้ใช้สามารถควบคุมข้อมูล

ประจ าตัวดิจทิัลของตนเองได้ ไม่ต้องพึ่งพาอ านาจจากส่วนกลาง ช่วยเพิ่มความเป็นส่วนตัวและความปลอดภัย 

โดยอนุญาตให้บุคคลอื่นที่เชื่อถือได้ตามที่เลือกไว้จัดการข้อมูลประจ าตัวของตนเองและแบ่งปันข้อมูล

อย่างปลอดภัย 7) กลไกการบรรลุฉันทามติ เพื่อตรวจสอบธุรกรรมและเพิ่มบล็อกใหม่ลงในเครือข่าย กลไก

ช่วยใหผู้เ้ข้าร่วมเครอืข่ายเห็นด้วยกับความถูกต้องของธุรกรรมทั้งหมด รักษาความสมบูรณ์ ความสอดคล้อง

ของบัญชีแยกประเภททีไ่ม่มอี านาจส่วนกลาง และ 8) การเข้ารหัสข้อมูล ใช้เทคนิคในการเข้ารหัสขั้นสูง
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เพื่อรักษาความปลอดภัยข้อมูลตัวตน ผู้ใช้แต่ละคนได้รับการปกป้องด้วยรหัสสาธารณะ รหัสส่วนตัว 

และธุรกรรมถูกเข้ารหัส ช่วยใหม้ั่นใจได้ถึงความลับและความปลอดภัย ป้องกันการเข้าถึงโดยไม่ได้รับอนุญาต

และปกป้องข้อมูลจากการโจมตีที่เป็นอันตราย  

 แนวคดิและรูปแบบธุรกิจดิจิทัล 

 แบบจ าลองธุรกิจดิจิทัลเชื่อมโยงกับวิธีด าเนินการที่เป็นนวัตกรรมขององค์กรอย่างใกล้ชิดโดยใช้

ความหลากหลายทางเทคโนโลยีเชื่อมต่อกับอินเทอร์เน็ต (Bartczak, 2024) ซึ่งสามารถด าเนินการได้โดยใช้

รูปแบบต่าง ๆ เช่น รูปแบบการผลิต องค์กรใช้อนิเทอร์เน็ตเริ่มความสัมพันธ์กับลูกค้าโดยตรง รูปแบบนายหน้า 

องค์กรสร้างตลาดเสมือนจริงส าหรับท าธุรกรรมซื้อขายกับนายหน้า ซึ่งโดยปกติจะเรียกเก็บค่าตอบแทน

การจัดการธุรกรรม รูปแบบพ่อค้า การขายผลิตภัณฑ์หรือบริการผ่านอินเทอร์เน็ตหรือร่วมกับช่องทาง

จ าหนา่ยแบบดั้งเดิม (สถานที่จริง) รูปแบบตัวกลางข้อมูล ในการรวบรวม ประมวลผลข้อมูลลูกค้าและ

ข้อเสนอผูผ้ลิต โดยองค์กรที่ใหข้้อมูลมีคา่ธรรมเนียม รูปแบบโฆษณา สร้างรายได้โดยปรับปรุงความน่าดึงดูด

ของเว็บไซต์ รูปแบบพันธมิตร เข้าถึงลูกค้าจ านวนมากโดยสร้างความร่วมมือกับพันธมิตรในเครือข่ายที่เพิ่ม

การเชื่อมต่อไปยังช่องทางเว็บไซตอ์งค์กรตนเอง รูปแบบสมัครสมาชิก ให้การเข้าถึงบริการดิจิทัลเป็นระยะ

เพื่อแลกกับการช าระเงนิ รูปแบบบริการสาธารณะ คล้ายกับรูปแบบสมัครสมาชิก โดยแตกต่างกันที่จ านวน

ค่าธรรมเนียมการใช้บริการดิจทิัลจะขึน้อยู่กับการใช้งานจริง (ค่าธรรมเนียมส าหรับปริมาณข้อมูลดาวน์โหลด) 

รูปแบบชุมชน โดยใช้แรงงานอาสาสมัครในการด าเนินกิจกรรมทางการตลาด เป็นต้น (Kardas, 2016) 

เป็นการเปลี่ยนแปลงรูปแบบธุรกิจที่มุ่งไปสู่ธุรกิจนวัตกรรมแบบที่ได้รับการพัฒนาขึ้นให้สมบูรณ์แบบ 

และอาจได้รับข้อได้เปรียบทางการแขง่ขันที่ส าคัญในตลาด ซึ่งสืบเนื่องมาจากคุณสมบัติที่ประกอบด้วย 

1) วิสัยทัศน์และกลยุทธ์การด าเนินการรวมกัน 2) ประสิทธิภาพกระบวนการด าเนินงานธุรกิจ 3) กิจกรรม

ทีมุ่่งพัฒนาผลิตภัณฑแ์ละบริการบนพืน้ฐานวิธีการทางนวัตกรรมอย่างต่อเนื่อง 4) การจัดตั้งกลุ่มผู้มีส่วนได้

ส่วนเสียให้มีส่วนสนับสนุนและปรับปรุงการด าเนินงาน 5) ก าไรที่สูงกว่าต้นทุน ช่วยให้การด าเนินกิจกรรม

นวัตกรรมได้ และ 6) การใช้วิธีการปกป้องทรัพย์สินทางปัญญาทีม่ีประสิทธิภาพ (Szczesniak, 2011) 

 แนวคดิการจ าลองแบบมนุษย์ในวงจร (Human-in-the-Loop: HITL) 

 การจ าลองระบบแบบมนุษย์มีสว่นร่วมในวงจร หรือเรียกว่า “HITL” เน้นแนวคิดส าคัญประกอบด้วย 

มุ่งเน้นการออกแบบใหม้นุษย์สามารถมีบทบาทส าคัญในระบบ (Human-Centric-Design) เพื่อเพิ่มความแม่นย า

และความน่าเชื่อถือได้ในสถานการณ์ซับซ้อน สร้างความเข้าใจเกี่ยวกับปฏิสัมพันธ์ระหว่างมนุษย์และเครื่องมือ

จ าลอง (Interaction Between Human and Machine) เพื่อเพิ่มประสิทธิภาพการท างานและการตัดสินใจ 

และสร้างวงจรย้อนกลับที่มนุษย์ใหค้ าแนะน าหรือข้อมูลแก้ไขระบบ (Iterative Feddback Loops) เพื่อปรับปรุง

ระบบการท างานอัตโนมัติให้สอดคล้องกับวัตถุประสงค์ (Rothrock & Narayanan, 2011) โดยอิงตามวิธี 

การเรียนรู้ชุดค าสั่งคอมพิวเตอร์และเครื่องจักร 4 ขั้นตอน ส าหรับการมีส่วนร่วมของมนุษย์สร้างระบบ คือ 

1) พัฒนาตัวแทน 2) เรียนรู้ตัวแทน 3) ประเมินตัวแทน และ 4) ใช้งานตัวแทน โดยเน้นการมีส่วนร่วมของมนุษย์ 

ข้อก าหนดในการอธิบาย ความท้าทายใหม ่และเป้าหมายส าหรับแตล่ะขัน้ตอน (Hossain, 2024) 

 ดังนัน้ กรอบแนวคิดการวจิัยที่สร้างขึ้น ซึ่งเกิดจากการทบทวนวรรณกรรม แสดงดังภาพที่ 1 
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ภาพท่ี 1 กรอบแนวคิดการวิจัย 

Figure 1 Conceptual Framework 

ที่มา: วิเคราะหโ์ดยผู้วจิัย 

Source: Analysis by the researchers 
 

 ค าถามการวิจัย  

 คุณสมบัติเฉพาะของเทคโนโลยีบล็อกเชนสามารถยกระดับและเพิ่มความปลอดภัยและความโปร่งใส

ในแพลตฟอร์มดิจทิัลได้หรอืไม่ อย่างไร? 
 

วิธีด าเนินการวิจัย 

 งานวิจัยนี ้ด าเนินการวิจัยตามระเบียบวิธีวิจัยเชิงประยุกต์ (Applied Research) โดยเน้นการน าความรู้

และแนวคิดทฤษฎีมาใช้พัฒนาวิธีการเพื่อเป็นแนวทางปฏิบัติการเชื่อมโยงค าถามการวิจัยและประยุกต์ใช้

ใหเ้หมาะสมกับงานและบริบทในแต่ละสถานการณ์ได้จริง โดยบูรณาการร่วมกับวิธีวิจัยเชิงคุณภาพ (Qualitative 

Research Methods) ด้วยการวิจัยเชิงเอกสาร (Documentary Data) ซึ่งเป็นการศกึษาข้อมูลสารสนเทศ (Creswell 

& Creswell, 2017) และวิธีจ าลองแบบมนุษย์ในวงจร (Human-in-the-Loop: HITL) (Rothrock & Narayanan, 

2011) โดยมีวิธีด าเนนิการวิจัย ดังต่อไปนี ้

 ข้อมูลสารสนเทศในการวิจัย คือ ข้อมูลและเอกสารบนฐานข้อมูลและเว็บไซต์ซึ่งให้บริการออนไลน์

บนเครอืข่ายอินเทอร์เน็ตรูปแบบสารธารณะ ประกอบด้วย บทความวิชาการ เนื้อหาเว็บไซต์ ธุรกิจแพลตฟอร์ม

ดิจทิัล ก าหนดเกณฑ์การคัดเลือกข้อมูลสารสนเทศด้วยวิธีเฉพาะเจาะจง ดังนี้  

 1. บทความวิชาการ ทีไ่ด้รับการตีพิมพ์เผยแพร่ระหว่างปี 2020-2024 บนฐานข้อมูลดิจิทัลที่ได้รับ

ความนิยมและมีชื่อเสียงเป็นที่ยอมรับระดับสากล ประกอบด้วย IEEE Xplore Digital Library, Scopus และ 

Google Scholar จากนั้นก าหนดเกณฑ์การคัดเลือกบทความในวารสารบนฐานข้อมูลดิจิทัลที่มีความยาว

ไม่ต่ ากว่า 6 หน้า และท าการคัดกรองโดยใช้ค าหลักเป็น “ชื่อเรื่อง” “บทคัดย่อ” “ค าส าคัญ” ของบทความ

ที่กล่าวถึงหัวข้อโดยตรงซึ่งเกี่ยวข้องกับธุรกิจแพลตฟอร์มเทคโนโลยีบล็อกเชน และเทคโนโลยีบล็อกเชน 

จ านวน 48 บทความ  

การยกระดับธุรกิจแพลตฟอร์มดิจิทัล (Digital 

Platform Business Elevation) 

 
ผลกระทบ (Impact) 

 ความปลอดภัยในระบบ (System Security) 

 ความโปร่งใส (Transparency) 

 ประสิทธิภาพการด าเนินงาน (Operational Efficiency) 

แพลตฟอร์มดิจิทัล 

(Digital Platforms) 

 เทคโนโลยีบล็อกเชน (Blockchain Technology) 

 รูปแบบธุรกิจดิจิทัล (Digital Business Models) 

 แนวคดิการจ าลองแบบมนุษย์ในวงจร  

(Human-in-the-Loop) 



Research Community and Social Development Journal. Social Science. Vol. 18 No. 4: Article ID: e275292 

702 

RC&SDJ  https://doi.org/10.14456/nrru-rdi.2024.40 

 2. เนื้อหาเว็บไซต์ ที่เกี่ยวข้องกับเทคโนโลยีบล็อกเชน และธุรกิจแพลตฟอร์มเทคโนโลยีบล็อกเชน 

จ านวน 100 เว็บไซต์ 

 3. ธุรกิจแพลตฟอร์มดิจทิัลที่ตพีิมพ์โดย IBM ที่น ามาใช้เป็นกรณีศึกษา ซึ่งใหบ้ริการออนไลน์เปิดเผย

ต่อสาธารณะ และเป็นตัวแทนภาคอุตสาหกรรมที่มีการน าคุณสมบัติของเทคโนโลยีบล็อกเชนมาใช้ปรับปรุง

ความปลอดภัยและความโปร่งใส อย่างนอ้ย 1 คุณสมบัติ จ านวน 15 กรณีศกึษา 

 เครื่องมอืที่ใช้ในการวิจัย คือ แบบบันทึกข้อมูลสารสนเทศเกี่ยวข้องกับการปรับปรุงความปลอดภัย

และความโปร่งใสเพื่อให้ได้ข้อมูลคุณสมบัติ และผลกระทบทางประสิทธิภาพ ซึ่งเป็นแนวทางบันทึกข้อมูล

ใหส้อดคล้องกับทบทวนวรรณกรรม วัตถุประสงค์และชื่อเรื่องการวิจัย รวมทั้งกรณีศึกษาธุรกิจแพลตฟอร์ม

เทคโนโลยีบล็อกเชน โดยก าหนดเป็นค าค้นหลัก (Keyword Research) เช่น blockchain security and transparency 

case study IBM Food Trust เป็นต้น  

 วิธีการเก็บรวบรวมข้อมูลและวิเคราะห์ข้อมูล 

 ด าเนินการใช้วิธีจ าลองแบบมนุษย์ในวงจร (Rothrock & Narayanan, 2011) โดยบูรณาการร่วมกับ

โปรแกรมหรือชุดค าสั่ง (Software) และเว็บไซต์เพิ่มประสิทธิภาพการค้นหา (Weiss, 2020) สามารถท างาน

ร่วมกับการพัฒนางานวิจัยเชิงคุณภาพได้ โดยจ าแนกเป็น 2 ด้านหลัก (De Sordi, 2024) ประกอบด้วย 

1) ด้านการรับข้อมูล ด าเนินการเก็บรวบรวมข้อมูลโดยพิจารณาถึงการระบุ คัดเลือก และรวบรวมเอกสาร

ที่มีอยู่ร่วมกับการสังเกตค าค้น และใช้โปรแกรม Google Keyword Planner ดึงข้อมูลจากเว็บไซต์ (Web Scraping 

Tools) และ 2) ด้านการวิเคราะห์ข้อมูล ใช้โปรแกรม Beautiful Soup ในการวิเคราะห์และประมวลผลข้อมูล

ใหค้รอบคลุมและมปีระสิทธิภาพยิ่งขึ้น (Hart, 2024) ซึ่งทั้ง 2 ด้าน ด าเนินการแยกแยะความจริงและสิ่งที่มีอยู่

ระหว่างการเก็บข้อมูลนั้นตามเทคนิคการเคลื่อนไหวที่เรียกว่า “สิ่งที่ต้องท า” เมื่อดูแหล่งข้อมูลและเชื่อมโยง

กับเทคนิคเว็บไซต์ประสิทธิภาพสูง 4 ประการ คือ 1) หยุด (Stop) เพื่อท าความรู้จักแหล่งที่มาของข้อมูล และใช้ 

เวลานึกถึงจุดประสงค์การค้นคว้าอย่างลึกซึ้งด้วยตัวเอง 2) ตรวจสอบแหล่งที่มา (Investigate the Source) 

โดยเจาะลึกลงรายละเอียดแหล่งข้อมูลเพื่อการตัดสินใจที่มคีวามส าคัญต่อการตีความอย่างเข้าใจความส าคัญ

และน่าเชื่อถือ 3) ค้นหาความครอบคลุมที่ดีกว่า (Find Better Coverage) โดยมองหาทางเลือกแหล่งข้อมูล

เกี่ยวกับหัวข้อการวิจัยที่ดีที่สุด (ค้นหาแหล่งข้อมูลอื่น) และท าความเข้าใจบริบทตามหัวข้อที่ก าหนดไว้แล้ว

แบบฉันทามติ 4) ติดตามบริบทเดิม (Trace Claims, Quotes and media to the Original Context) เป็นการ

ติดตามแหล่งอ้างอิงและสื่อกลับไปยังบริบทเดิมเพื่อสร้างบริบทที่จ าเป็นขึ้นมาใหม่ส าหรับเนื้อหาดิจิทัล

อย่างมีประสิทธิภาพ (Caulfield, 2019) ท าให้จัดระเบียบข้อมูลที่ได้ตามประเด็นหรือหัวข้อที่เกี่ยวกับการวิจัย 

สะดวกต่อการวิเคราะห์สังเคราะห์ผลลัพธ์ โดยก าหนดสัญลักษณ์ “” ส าหรับผลกระทบทางศักยภาพ

เกี่ยวกับ 1) ประสิทธิภาพ และ 2) การช่วยยกระดับเพื่อเพิ่มความปลอดภัยและความโปร่งใส ส าหรับ

สัญลักษณ์ “” กรณีไม่ครบองค์ประกอบทั้ง 2 ขอ้ (ข้อ 1) และ 2))  
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ผลการวิจัย 

 การประยุกต์ใช้เทคโนโลยีบล็อกเชนเพื่อยกระดับความปลอดภัยและความโปร่งใสในธุรกิจแพลตฟอร์ม

ดิจทิัล แสดงผลการวิจัยดังต่อไปนี้ 
 

 
 

ภาพท่ี 2 ศักยภาพเทคโนโลยีบล็อกเชนช่วยยกระดับการเพิ่มความปลอดภัยและความโปร่งใสในธุรกิจ

แพลตฟอร์มดิจทิัล 

Figure 2. Blockchain technology potential helps enhance security and transparency in digital 

platform businesses 

ที่มา: วคิราะหโ์ดยผู้วิจัย 

Source: Analysis by the researchers 
 

 จากภาพที่ 2 แสดงศักยภาพเทคโนโลยีบล็อกเชน 8 ด้าน รวม 78 คุณสมบัติเฉพาะตัว ซึ่งช่วย

ยกระดับการเพิ่มความปลอดภัยและความโปร่งใสในธุรกิจแพลตฟอร์มดิจิทัล จ าแนกเป็นรายด้าน ดังนี้ 

ศักยภาพเทคโนโลยี

บล็อกเชน (Blockchain 

Technology Potential) 

บัญชีแยกประเภท 

ที่ไม่เปล่ียนรูป  

(Immutable Ledger) 

ตรวจสอบ 

ห่วงโซ่อุปทาน  

ย้อนกลับ 

(Traceability in Supply 

Chain) 

กลไกฉันทามติ  

(Consensus Mechanisms) 

กระจายอ านาจ 

(Decentralization) 

ธุรกรรมโปร่งใส 

(Transparant 

Transactions) 

จัดการข้อมูล 

ประจ าตัวแบบกระจายอ านาจ 

(Decentralized Identity 

Management) 

เข้ารหัสข้อมูล  

(Data Encryption) 

สัญญาอัจฉริยะ  

(Smart Contracts) 

8 คุณสมบัติเฉพาะตัว 

(Unique Features) 

10 คุณสมบัติเฉพาะตัว 

(Unique Features) 

10 คุณสมบัติเฉพาะตัว 

(Unique Features) 

10 คุณสมบัติเฉพาะตัว 

(Unique Features) 

10 คุณสมบัติเฉพาะตัว 

(Unique Features) 

10 คุณสมบัติเฉพาะตัว 

(Unique Features) 

10 คุณสมบัติเฉพาะตัว 

(Unique Features) 

10 คุณสมบัติเฉพาะตัว 

(Unique Features) 
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 บัญชีแยกประเภทที่ไม่เปลี่ยนรูป 
 

ตารางท่ี 1 ศักยภาพบัญชแียกประเภทที่ไม่เปลี่ยนรูปของเทคโนโลยีบล็อกเชนช่วยยกระดับการเพิ่ม 

  ความปลอดภัยและความโปร่งใสในธุรกิจแพลตฟอร์มดิจทิัลผา่นคุณสมบัติเฉพาะ 8 ประการ  

Table 1. Blockchain Technology’s Immutable Ledger Potential Enhances Security and Transparency 

 in Digital Platform Businesses Through 8 Specific Features 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

1. ต้านทานการงัดแงะ (Tamper-Resistance)    

2. ปอ้งกันการฉ้อโกง (Fraud Prevention)    

3. ความสมบูรณ์ของข้อมูล (Data Integrity)    

4. ธุรกรรมโปร่งใส (Transparent Transactions)    

5. สัญญาอัจฉริยะปลอดภัย (Smart Contracts Security)    

6. ตัวกลางลดลง (Reduced Intermediaries)    

7. ตรวจสอบและปฏิบัติตามกฎระเบยีบ (Auditing and Compliance)    

8. ตรวจสอบการย้อนกลับตลอดห่วงโซ่อุปทาน (Supply Chain Traceability)    

 

 จากตารางที่ 1 พบว่า ศักยภาพบัญชีแยกประเภทที่ไม่เปลี่ยนรูปของเทคโนโลยีบล็อกเชนผ่านคุณสมบัติ

เฉพาะตัว ส่งผลกระทบทางประสิทธิภาพครบถ้วน จ านวน 8 ประการ โดยมีคุณสมบัติเฉพาะตัวทีส่่งผลกระทบ

ทางความปลอดภัยและความโปร่งใส จ านวน 4 ประการ คือ 1) ความสมบูรณ์ของข้อมูล 2) ธุรกรรมโปร่งใส 

3) ตรวจสอบและปฏิบัติตามกฎระเบียบ และ 4) ตรวจสอบการย้อนกลับตลอดห่วงโซ่อุปทาน 

 การท าธุรกรรมที่โปร่งใส 
 

ตารางท่ี 2 ศักยภาพการท าธุรกรรมที่โปร่งใสของเทคโนโลยีบล็อกเชนช่วยยกระดับการเพิ่มความปลอดภัย

  และความโปร่งใสในธุรกิจแพลตฟอร์มดิจิทัลผา่นคุณสมบัติเฉพาะ 10 ประการ  

Table 2. Blockchain Technology’s Transparant Transactions Potential Enhances Security and Transparency 

 in Digital Platform Businesses Through 10 Specific Features 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

1. เปดิเผยสาธารณะ (Public Visibility)    

2. สร้างความน่าเช่ือถือ (Trust Building)    

3. ตรวจสอบแบบกระจายอ านาจ (Decentralized Verification)    

4. อัพเดตตามเวลาจริง (Real-Time Updates)    

5. บันทึกที่ไม่เปลี่ยนรูป (Immutable Record)    

6. ความรับผิดชอบ (Accountability)    

7. ด าเนินการตามสัญญาอัจฉริยะ (Smart Contract Execution)    

8. ตรวจสอบและปฏิบัติตามกฎระเบยีบ (Auditing and Compliance)    

9. ลดความไม่สมดุลของข้อมูล (Reduced Information Asymmetry)    

10. มอบอ านาจให้กับผูใ้ช้ (User Empowerment)    
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 จากตารางที่ 2 พบว่า ศักยภาพการท าธุรกรรมที่โปร่งใสของเทคโนโลยีบล็อกเชนผ่านคุณสมบัติ

เฉพาะตัว ส่งผลกระทบทางประสิทธิภาพครบถ้วน จ านวน 10 ประการ โดยมีคุณสมบัติเฉพาะตัวที่ส่งผล

กระทบทางความปลอดภัยและความโปร่งใส จ านวน 6 ประการ คือ 1) เปิดเผยสาธารณะ 2) สร้างความ

น่าเชื่อถือ 3) ตรวจสอบแบบกระจายอ านาจ 4) บันทึกที่ไม่เปลี่ยนรูป 5) ด าเนินการตามสัญญา

อัจฉริยะ และ 6) ตรวจสอบและปฏิบัติตามกฎระเบียบ 

 การกระจายอ านาจ 
 

ตารางท่ี 3 ศักยภาพการกระจายอ านาจของเทคโนโลยีบล็อกเชนช่วยยกระดับการเพิ่มความปลอดภัย

  และความโปร่งใสในธุรกิจแพลตฟอร์มดิจิทัลผา่นคุณสมบัติเฉพาะ 10 ประการ  

Table 3. Blockchain Technology’s Decentralization Potential Enhances Security and Transparency in Digital 

 Platform Businesses Through 10 Specific Features 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

1. ยืดหยุ่นต่อความล้มเหลวจุดเดียว (Resilience to Single Points of Failure)    

2. บัญชีแยกประเภทท่ีไม่เปลี่ยนรูป (Immutable Ledger)    

3. ต่อต้านมาตรการปกปดิ (Censorship Resistance)    

4. กลไกฉันทามติที่โปร่งใส (Transparent Consensus Mechanisms)    

5. ควบคุมขอ้มูลของผู้ใช้ (User Control over Data)    

6. ลดตัวกลาง (Reduction of Intermediaries)    

7. ทนทานต่อความผดิพลาด (Fault Tolerance)    

8. เพิ่มความไว้วางใจผ่านฉันทามติ (Enhanced Trust Through Consensus)    

9. ก ากับดูแลโปร่งใส (Transparent Governance)    

10. เขา้ถึงทั่วโลก (Global Accessibility)    
 

 จากตารางที่ 3 พบว่า ศักยภาพการกระจายอ านาจของเทคโนโลยีบล็อกเชนผา่นคุณสมบัติเฉพาะตัว 

ส่งผลกระทบทางประสิทธิภาพ จ านวน 9 ประการ ซึ่งศักยภาพผ่านคุณสมบัติเฉพาะที่ไม่มีผลกระทบ

ทางประสิทธิภาพ จ านวน 1 ประการ คือ บัญชีแยกประเภทที่ไม่เปลี่ยนรูป โดยมีคุณสมบัติเฉพาะตัวที่ส่งผล

กระทบทางความปลอดภัยและความโปร่งใส จ านวน 2 ประการ คอื 1) บัญชแียกประเภทที่ไม่เปลี่ยนรูป 

และ 2) ก ากับดูแลโปร่งใส 

 สัญญาอัจฉรยิะ  
 

ตารางท่ี 4 ศักยภาพสัญญาอัจฉริยะของเทคโนโลยีบล็อกเชนช่วยยกระดับการเพิ่มความปลอดภัย 

  และความโปร่งใสในธุรกิจแพลตฟอร์มดิจิทัลผา่นคุณสมบัติเฉพาะ 10 ประการ 

Table 4. Blockchain Technology’s Smart Contracts Potential Enhances Security and Transparency in Digital 

 Platform Businesses Through 10 Specific Features 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

1. ด าเนินการอัตโนมัติ (Automated Execution)    

2. ด าเนินการปอ้งกันการงัดแงะ (Tamper-Resistant Execution)    

3. ตรวจสอบแบบกระจายอ านาจ (Decentralized Verification)    
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ตารางที่ 4 (ต่อ) 

Table 4. (Conts.) 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

4. ตรรกะโปร่งใส (Transparent Logic)    

5. บันทึกธุรกรรมไม่เปลี่ยนรูป (Immutable Record of Transactions)    

6. ลดความเสี่ยงคู่สัญญา (Reduced Counterparty Risk)    

7. มองเห็นได้ทันเวลาจริง (Real-Time Visibility)    

8. ปฏิบัติตามกฎระเบยีบท่ีคล่องตัว (Streamlined Compliance)    

9. ระงับขอ้พิพาทที่มีประสิทธิภาพ (Efficient Dispute Resolution)    

10. รูปแบบธุรกิจเป็นนวัตกรรม (Innovative Business Models)    

 

 จากตารางที่ 4 พบว่า ศักยภาพสัญญาอัจฉริยะของเทคโนโลยีบล็อกเชนผ่านคุณสมบัติเฉพาะตัว 

ส่งผลกระทบทางประสิทธิภาพ จ านวน 9 ประการ ซึ่งศักยภาพผ่านคุณสมบัติเฉพาะที่ไม่มีผลกระทบ

ทางประสิทธิภาพ จ านวน 1 ประการ คือ ด าเนินการป้องกันการงัดแงะ โดยมีคุณสมบัติเฉพาะตัวที่ส่งผล

กระทบทางความปลอดภัยและความโปร่งใส จ านวน 5 ประการ คือ 1) ตรวจสอบแบบกระจายอ านาจ 

2) ตรรกะโปร่งใส 3) บันทึกธุรกรรมไม่เปลี่ยนรูป 4) ลดความเสี่ยงคู่สัญญา และ 5) รูปแบบธุรกิจเป็นนวัตกรรม 

 การตรวจสอบห่วงโซ่อุปทานย้อนกลับ 
 

ตารางท่ี 5 ศักยภาพการตรวจสอบห่วงโซ่อุปทานย้อนกลับของเทคโนโลยีบล็อกเชนช่วยยกระดับการเพิ่ม

  ความปลอดภัยและความโปร่งใสในธุรกิจแพลตฟอร์มดิจทิัล ผา่นคุณสมบัติเฉพาะ 10 ประการ  

Table 5. Blockchain Technology’s Traceability in Supply Chain Potential Enhances Security and Transparency 

 in Digital Platform Businesses Through 10 Specific Features 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

1. มองเห็นห่วงโซ่อุปทานจากต้นทางถึงปลายทาง (End-to-End Visibility)    

2. บันทึกการป้องกันการงัดแงะ (Tamper-Resistant Records)    

3. ตรวจสอบแหล่งท่ีมา (Provenance Verification)    

4. ลดการปลอมแปลง (Reduced Counterfeiting)    

5. กระบวนการเรียกคนืที่มีประสิทธภิาพ (Efficient Recall Processes)    

6. ตรวจสอบแบบกระจายอ านาจ (Decentralized Verification)    

7. ปฏิบัติตามกฎระเบยีบสัญญาอัจฉริยะ (Smart Contracts for Compliance)    

8. ตรวจสอบตามเวลาจริง (Real-Time Monitoring)    

9. แบง่ปันข้อมูลและการท างานร่วมกัน (Data Sharing and Collaboration)    

10. เพิ่มความไว้วางใจของลูกคา้ (Enhanced Customer Trust)    

 

 จากตารางที่ 5 พบว่า ศักยภาพการตรวจสอบห่วงโซ่อุปทานย้อนกลับของเทคโนโลยีบล็อกเชน

ผา่นคุณสมบัติเฉพาะตัว ส่งผลกระทบทางประสิทธิภาพ ครบถ้วนจ านวน 10 ประการ โดยมีคุณสมบัติเฉพาะตัว

ที่สง่ผลกระทบทางความปลอดภัยและความโปร่งใส จ านวน 6 ประการ คือ 1) มองเห็นห่วงโซ่อุปทานจากต้นทาง

ถึงปลายทาง 2) บันทึกการป้องกันการงัดแงะ 3) ตรวจสอบแหล่งที่มา 4) ลดการปลอมแปลง 5) แบ่งปันข้อมูล

และการท างานรว่มกัน และ 6) เพิ่มความไว้วางใจของลูกค้า 
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 การจัดการข้อมูลประจ าตัวแบบกระจายอ านาจ 
 

ตารางท่ี 6 ศักยภาพการจัดการข้อมูลประจ าตัวแบบกระจายอ านาจของเทคโนโลยีบล็อกเชนช่วยยกระดับ

  การเพิ่มความปลอดภัยและความโปร่งใสในธุรกิจแพลตฟอร์มดิจิทัล ผ่านคุณสมบัติเฉพาะ 

  10 ประการ  

Table 6. Blockchain Technology’s Decentralized Identity Management Potential Enhances Security 

 and Transparency in Digital Platform Businesses Through 8 Specific Features 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

1. ควบคุมขอ้มูลของผูใ้ช้ (User Control Over Data)    

2. ก าจัดจุดล้มเหลวจุดเดียว (Elimination of Single Points of Failure)    

3. บันทึกขอ้มูลระบุตัวตนที่ไม่เปลี่ยนรูป (Immutable Identity Records)    

4. รับรองความถูกต้องท่ีปลอดภัย (Secure Authentication)    

5. ท างานขา้มแพลตฟอรม์ร่วมกัน (Interoperability Across Platforms)    

6. ควบคุมการเขา้ถึงท่ีโปร่งใส (Transparent Access Control)    

7. ลดการฉ้อโกงขอ้มูลประจ าตัว (Reduced Identity Fraud)    

8. รักษาความเป็นส่วนตัว (Privacy Preservation)    

9. ความคล่องตัวในกระบวนการรู้จักลูกคา้ (Streamlined KYC Processes)    

10. ระบบช่ือเสียงน่าเช่ือถือ (Trustworthy Reputation Systems)    

 

 จากตารางที่ 6 พบว่า ศักยภาพการจัดการข้อมูลประจ าตัวแบบกระจายอ านาจของเทคโนโลยีบล็อกเชน

ผ่านคุณสมบัติเฉพาะตัว ส่งผลกระทบทางประสิทธิภาพ ครบถ้วนจ านวน 10 ประการ โดยมีคุณสมบัติ

เฉพาะตัวที่สง่ผลกระทบทางความปลอดภัยและความโปร่งใส จ านวน 3 ประการ คือ 1) รับรองความถูกต้อง

ที่ปลอดภัย 2) ควบคุมการเข้าถึงที่โปร่งใส และ 3) ระบบชื่อเสียงนา่เชื่อถือ 

 กลไกฉันทามติ  
 

ตารางท่ี 7 ศักยภาพกลไกฉันทามติของเทคโนโลยีบล็อกเชนช่วยยกระดับการเพิ่มความปลอดภัย 

  และความโปร่งใสในธุรกิจแพลตฟอร์มดิจิทัล ผา่นคุณสมบัติเฉพาะ 10 ประการ  

Table 7. Blockchain Technology’s Consensus Mechanisms Potential Enhances Security and Transparency 

 in Digital Platform Businesses Through 8 Specific Features 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

1. ตรวจสอบความถูกต้องแบบกระจายอ านาจ (Decentralized Validation)    

2. ธุรกรรมปอ้งกันการงัดแงะ (Tamper-Resistant Transactions)    

3. ปอ้งกันการฉ้อโกง (Fraud Prevention)    

4. ตัดสนิใจโปร่งใส (Transparent Decision-Making)    

5. ท างานของเครือข่ายที่ปลอดภัย (Secure Network Operation)    

6. ความยืดหยุ่นต่อการโจมตีของซีบลิ (Resilience to Sybil Attacks)    

7. ยืนยันได้ตลอดเวลา (Real-Time Verification)    

8. ปรับกฎให้สอดคล้องกับแพลตฟอรม์ (Alignment with Platform Rules)    

9. โครงสร้างสิ่งจูงใจ (Incentive Structures)    

10. ตัดสินใจเป็นเอกฉันท์ (Unanimously Decision-Making)    
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 จากตารางที่ 7 พบว่า ศักยภาพกลไกฉันทามติของเทคโนโลยีบล็อกเชนผ่านคุณสมบัติเฉพาะตัว 

ส่งผลกระทบทางประสิทธิภาพ จ านวน 9 ประการ ซึ่งศักยภาพผ่านคุณสมบัติเฉพาะที่ไม่มีผลกระทบ

ทางประสิทธิภาพ จ านวน 1 ประการ คือ ปรับกฎให้สอดคล้องกับแพลตฟอร์ม โดยมีคุณสมบัติเฉพาะตัว

ที่ส่งผลกระทบทางความปลอดภัยและความโปร่งใส จ านวน 5 ประการ คือ 1) ตรวจสอบความถูกต้องแบบ

กระจายอ านาจ 2) ธุรกรรมป้องกันการงัดแงะ 3) ตัดสินใจโปร่งใส 4) ปรับกฎให้สอดคล้องกับแพลตฟอร์ม 

และ 5) โครงสรา้งสิ่งจูงใจ 

 การเข้ารหัสข้อมูล  
 

ตารางท่ี 8 ศักยภาพการเข้ารหัสข้อมูลของเทคโนโลยีบล็อกเชนช่วยยกระดับการเพิ่มความปลอดภัย

  และความโปร่งใสในธุรกิจแพลตฟอร์มดิจิทัล ผา่นคุณสมบัติเฉพาะ 10 ประการ  

Table 8. Blockchain Technology’s Data Encryption Potential Enhances Security and Transparency 

in  Digital Platform Businesses Through 8 Specific Features 

คุณสมบัติเฉพาะตัว (Unique Features) 
ผลกระทบทางศักยภาพ (Potential Impact) 

ปลอดภัย (Security) โปร่งใส (Transactions) ประสิทธิภาพ (Efficiencies) 

1. รักษาความลับ (Confidentiality)    

2. ธุรกรรมปลอดภัย (Secure Transactions)    

3. รักษาความเป็นส่วนตัว (Privacy Preservation)    

4. พืน้ที่เก็บข้อมูลปลอดภัย (Secure Storage)    

5. ปอ้นรหัสการเขา้ถึงแบบไม่เปลี่ยนรูป (Immutable Encryption Keys)    

6. ปอ้งกันภัยคุกคามภายใน (Protection Against Insider Threats)    

7. จัดการปอ้นรหัสแบบกระจายอ านาจ (Decentralized Key Management)    

8. ตรวจสอบการเขา้รหัสได้ (Auditable Encryption)    

9. ปฏิบัติตามกฎระเบยีบ (Regulatory Compliance)    

10. ธุรกรรมเช่ือถือได้ (Trusted Transactions)    
 

 จากตารางที่ 8 พบว่า ศักยภาพการเข้ารหัสข้อมูลของเทคโนโลยีบล็อกเชนผ่านคุณสมบัติเฉพาะตัว 

ส่งผลกระทบทางประสิทธิภาพ จ านวน 9 ประการ ซึ่งศักยภาพผ่านคุณสมบัติเฉพาะที่ไม่มีผลกระทบ

ทางประสิทธิภาพ จ านวน 1 ประการ คือ พื้นที่เก็บข้อมูลปลอดภัย โดยมีคุณสมบัติเฉพาะตัวที่ส่งผลกระทบ

ทางความปลอดภัยและความโปร่งใส จ านวน 2 ประการ คือ 1) ตรวจสอบการเข้ารหัสได้ และ 2) ธุรกรรม

เชื่อถือได้ 
 

อภิปรายผล 

 ศักยภาพเทคโนโลยีบล็อกเชนตามบัญชีแยกประเภทที่ไม่เปลี่ยนรูป ธุรกรรมโปร่งใส การกระจาย

อ านาจ สัญญาอัจฉริยะ การตรวจสอบห่วงโซ่อุปทานย้อนกลับ การจัดการข้อมูลประจ าตัวแบบกระจาย

อ านาจ กลไกฉันทามติ และการเข้ารหัสข้อมูล มีคุณสมบัติเฉพาะตัวที่เป็นเอกลักษณ์ของแต่ละด้านถือเป็น

หัวใจส าคัญที่สามารถน ามาประยุกใช้ยกระดับเพิ่มความปลอดภัยและความโปร่งใสส าหรับธุรกิจดิจิทัล 

ดังเช่นเมื่อบันทึกข้อมูลลงในบล็อกเชนแล้ว การเปลี่ยนแปลงหรือลบข้อมูลจะกลายเป็นเรื่องยากมาก 

เนื่องจากบล็อกเชื่อมโยงกันด้วยการเข้ารหัส (Lantz & Cawrey, 2020; Bashir, 2020) ซึ่งความไม่เปลี่ยนแปลง 
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ช่วยให้ข้อมูลมีความสมบูรณ์และน่าเชื่อถือส าหรับธุรกิจบนแพลตฟอร์มดิจิทัลที่ต้องพึ่งพาบันทึกธุรกรรม

อย่างแม่นย า ผลการค้นพบนี้ขยายความเข้าใจโดยเน้นย้ าประโยชน์ทางปฏิบัติ เช่น การป้องกันการฉ้อโกง 

การตรวจสอบบัญช ีและการปฏิบัติตามข้อก าหนด ซึ่งไม่เพียงช่วยรักษาความปลอดภัยของข้อมูลเท่านั้น 

แต่ช่วยเพิ่มประสิทธิภาพการด าเนินงานและปฏิบัติตามกฎระเบียบในธุรกิจแพลตฟอร์มอีกด้วย โดยธุรกรรม

โปร่งใสเป็นคุณสมบัติส าคัญอีกประการหนึ่งที่ได้รับการสนับสนุนจากงานวิจัยนี้ สอดคล้อง กับมุมมอง

ทางทฤษฎทีีย่ืนยันบล็อกเชนช่วยส่งเสริมความโปร่งใสโดยอนุญาตให้ผู้เข้าร่วมสามารถมองเห็นธุรกรรมได้ 

(Bashir, 2020; Laurence, 2023) ความโปร่งใสนีส้่งเสริมความไว้วางใจและความรับผิดชอบในกลุ่มผู้ใช้ 

โดยระบุวิธีการเฉพาะธุรกรรมโปร่งใสช่วยปรับปรุงธุรกิจแพลตฟอร์ม รวมถึงลดความไม่สมดุลของข้อมูล

และเพิ่มอ านาจใหก้ับผูใ้ช้ สิ่งนีบ้่งชีค้วามโปร่งใสผา่นบล็อกเชนมีประโยชน์หลายแง่มุม ช่วยเพิ่มการมีส่วนร่วม

ของผู้ใช้และความเชื่อมั่นแพลตฟอร์ม และยังยืนยันบทบาทการกระจายอ านาจในการเพิ่มความปลอดภัย

และความโปร่งใสอีกด้วย ซึ่งจากแนวคิดเครอืข่ายแบบกระจายอ านาจ บล็อกเชนช่วยขจัดความจ าเป็นในการ

มีหน่วยงานกลาง ลดจุดล้มเหลวเดี่ยว และเพิ่มความแข็งแกร่งระบบ (Bashir, 2020; Laurence, 2023) ท าให้

ได้ข้อมูลเชิงลึกจากการกระจายอ านาจที่มีส่วนสนับสนุนความผิดพลาดที่ทนทานมากขึ้น การก ากับดูแล

โปร่งใสและเข้าถึงธุรกิจแพลตฟอร์มทั่วโลก โดยชี้ให้เห็นข้อดีนอกเหนือไปจากด้านเทคนิคและมีอิทธิพล

เพิ่มประสิทธิภาพการโต้ตอบต่อโครงสร้างองค์กรของผู้ใช้ ซึ่งผลการวิจัยเกี่ยวกับสัญญาอัจฉริยะสนับสนุน

ให้ธุรกรรมเป็นอัตโนมัติ และด าเนินการตามเงื่อนไขที่ก าหนดไว้ล่วงหน้าโดยไม่ผ่านคนกลางอย่างปลอดภัย 

(Bashir, 2020; Laurence, 2023) นอกจากนี้ การศึกษาเผยให้เห็นการช่วยให้เกิดรูปแบบธุรกิจสร้างสรรค์ 

แก้ไขข้อพิพาท ปรับปรุงการด าเนินงาน ความพึงพอใจของลูกค้า ส่งผลโดยตรงต่อกระบวนการทางธุรกิจ

และประสบการณข์องผู้ใชไ้ด้อย่างมปีระสิทธิภาพ 

 ส าหรับด้านการตรวจสอบย้อนกลับห่วงโซ่อุปทาน แสดงให้เห็นว่าบล็อกเชนช่วยให้มองเห็นได้

ตลอดเส้นทาง ป้องกันการบันทึกข้อมูลและปลอมแปลง ซึ่งช่วยเพิ่มความปลอดภัยและความโปร่งใส 

(Kshetri, 2021; Tanwar, 2022) แสดงให้เห็นถึงผลกระทบอย่างเป็นรูปธรรมของบล็อกเชนกับการจัดการ

ห่วงโซ่อุปทานภายในธุรกิจแพลตฟอร์ม โดยเน้นย้ าความสามารถในการปรับปรุงทางเทคโนโลยี ซึ่งไม่เพียง

ด าเนินงานภายในเท่านั้น แต่รวมถึงความสัมพันธ์กับผู้มีส่วนได้ส่วนเสียภายนอกด้วย และยืนยันความเข้าใจ

การจัดการข้อมูลประจ าตัวแบบกระจายอ านาจ โดยบล็อกเชนช่วยให้ผู้ใช้ควบคุมข้อมูลประจ าตัวดิจิทัลได้

และไม่พึ่งพาหน่วยงานกลาง ช่วยเพิ่มความเป็นส่วนตัวและความปลอดภัยเช่นเดียวกันด้วย (Bashir, 2023; 

Namasudra & Deka, 2021) และใหข้้อมูลการใช้งานที่ปรับปรุงใหม่เพิ่มเติมได้จริงและระบบชื่อเสียงที่เชื่อถือได้ 

ซึ่งมีความส าคัญต่อการจัดการข้อมูลผู้ใช้ที่ละเอียดอ่อนและต้องการกลไกยืนยันตัวตนที่เชื่อถือได้

ส าหรับธุรกิจแพลตฟอร์ม และผลการวิจัยด้านกลไกฉันทามติ เป็นอีกด้านหนึ่งที่สอดคล้องกับการยืนยัน

แบบจ าลองข้อมูลฉันทามติ ซึ่งส าคัญต่อการตรวจสอบธุรกรรมและรักษาความสมบูรณ์ของบัญชีแยกประเภท

โดยไม่ต้องมีหน่วยงานกลาง (Bashir, 2020; Ramamurthy, 2020) นอกจากนี้ การวิจัยยังเน้นย้ าการมีส่วน

สนับสนุนกลไกฉันทามติเพิ่มเติม เช่น ความสามารถต้านทานการละเมิดความปลอดภัยและตัดสินใจ
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เป็นเอกฉันท์ รวมทั้งเน้นย้ าความส าคัญในการรักษาความปลอดภัยเครอืข่าย ความเป็นธรรมในการด าเนินงาน 

โดยรับรองว่าหน่วยงานใดหน่วยงานหนึ่งไม่สามารถจัดการและใช้ประโยชน์ระบบแพลตฟอร์มได้ ในที่สุด

งานวิจัยนี ้สนับสนุนความเข้าใจการเข้ารหัสข้อมูลมีความจ าเป็นส าหรับรักษาความปลอดภัยของธุรกรรม 

และปกป้องตัวตนของผู้ใช้ (Bashir, 2023; Lipton & Treccani, 2021) โดยเน้นประโยชน์บ่งชี้บทบาทในแง่มุม

การเพิ่มความปลอดภัยและความโปร่งใสในธุรกิจแพลตฟอร์ม ปกป้องข้อมูลที่ละเอียดอ่อนจากการเข้าถึง

โดยไม่ได้รับอนุญาต ขณะเดียวกันก็รับรองกระบวนการจัดการข้อมูลที่สามารถตรวจสอบได้และเป็นไป

ตามกฎระเบียบ 

 ทั้งนี ้งานวิจัยที่สามารถยืนยันผลการวิจัยศักยภาพด้านการบันทึกข้อมูลที่ไม่เปลี่ยนแปลงของ Li et al. 

(2021) ช่วยส่งเสริมความไว้วางใจแพลตฟอร์มดิจิทัล สนับสนุนความส าคัญของบัญชีแยกประเภทไม่เปลี่ยนแปลง

และธุรกรรมโปร่งใส โดย Xiao et al. (2020) เน้นย้ าความส าคัญกลไกฉันทามติแบบกระจายอ านาจในการ

ป้องกันการจัดการข้อมูลและเพิ่มความปลอดภัย ซึ่งสอดคล้องกับจุดเน้นเกี่ยวกับกลไกฉันทามติของ Metcalfe 

(2020) และ Sharma et al. (2020) ที่ระบุความน่าเชื่อถือของสัญญาอัจฉริยะด้วยการลดข้อผิดพลาด

และการฉ้อโกงสอดคล้องกับศักยภาพการปรับปรุงความปลอดภัย ความโปร่งใส และจัดการข้อมูลประจ าตัว

แบบกระจายอ านาจ โดย Ferdous et al. (2023), Gruner et al. (2023) และ Liang et al. (2022) เน้นย้ า

การควบคุมข้อมูลผู้ใช้และรับรองความถูกต้องที่ปลอดภัย ซึ่งเป็นกลไกการเข้ารหัสที่เปลี่ยนแปลง

กระบวนการระบุตัวตนของบล็อกเชน และเกิดประโยชน์จากการจัดการข้อมูลประจ าตัวแบบกระจายอ านาจ

ส าหรับธุรกิจแพลตฟอร์ม 
 

ข้อเสนอแนะ 

 ข้อเสนอแนะจากผลการวิจัย 

 งานวิจัยนี ้แสดงให้เห็นถึงความซ้ าซ้อนของความสัมพันธ์ระหว่างศักยภาพและคุณสมบัติเฉพาะตัว

ของเทคโนโลยีบล็อกเชน เช่น การเข้ารหัสข้อมูล หรือการตรวจสอบความถูกต้องของธุรกรรมอาจถูกก าหนด

ซ้ าในหลายขั้นตอนหรอืระบบในแพลตฟอร์มเดียวกัน ซึ่งอาจส่งผลให้เกิดการใช้ทรัพยากรโดยไม่จ าเป็น 

เช่น พลังงาน การประมวลผล เวลาการท างาน เป็นต้น ดังนั้น ควรพัฒนาแนวทางการบูรณาการความสัมพันธ์

ที่ซ้ าซ้อนของเทคโนโลยีในแตล่ะดา้น เพื่อเพิ่มประสิทธิภาพการท างานและลดต้นทุนในการงานได้ 

 ข้อเสนอแนะการวิจัยครั้งต่อไป 

 งานวิจัยนี้ มีขอ้จ ากัดด้านความท้าทายด้านการบูรณาการ เนื่องจากการเชื่อมต่อข้อมูลระหว่าง

ระบบเดิมกับบล็อกเชนอาจซับซ้อน การบูรณาการข้อมูลจากผู้มีส่วนได้ส่วนเสียอาจเกิดความเข้าใจที่ยัง

ไม่ลึกซึ้งเพียงพอและท าให้เกิดความขัดแย้งได้ ดังนั้น ควรมีการศึกษากรณีที่เฉพาะเจาะจงเพื่อให้สามารถ

น าบล็อกเชนไปประยุกตืใช้ในแต่ละอุตสาหกรรมที่มีข้อก าหนดและความท้าทายที่แตกต่างกัน ดังเช่น

ตัวอย่างการวิจัยกรณีศกึษาอุตสาหกรรมอาหารและเครื่องดื่ม โดยการประยุกต์ใช้เทคโนโลยีบล็อกเชน

เพือ่ตรวจสอบและตดิตามหว่งโซ่อุปทานในธุรกิจแพลตฟอร์มดิจิทัล เป็นต้น 
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