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บทคัดย่อ 

การวิจัยนี้มีวัตถุประสงค์เพ่ือศึกษา 1) ระดับของประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทาง
อิเล็กทรอนิกส์ของสถาบันการเงิน สิทธิของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน และการ
ก ากับดูแลของสถาบันการเงิน 2) ปัจจัยเชิงสาเหตุของสิทธิของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของ
สถาบันการเงินและการก ากับดูแลของสถาบันการเงินที่มีอิทธิพลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทาง
อิเล็กทรอนิกส์ของสถาบันการเงิน 3) น าเสนอรูปแบบประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์
ของสถาบันการเงิน เป็นการวิจัยแบบผสมผสาน การวิจัยเชิงปริมาณมีกลุ่มตัวอย่างคือ เจ้าหน้าที่คุ้มครองข้อมูล
ส่วนบุคลของสถาบันการเงินในสังกัดสมาคมธนาคารไทย จ านวน 400 ตัวอย่าง สุ่มตัวอย่างแบบชั้นภูมิ 
ใช้แบบสอบถามในการเก็บรวบรวมข้อมูล วิเคราะห์ข้อมูลด้วยแบบจ าลองสมการโครงสร้าง ส าหรับการวิจัยเชิง
คุณภาพ เก็บรวบรวมข้อมูลด้วยการสัมภาษณ์เจาะลึก ประกอบด้วย เจ้าหน้าที่จากสมาคมธนาคารไทย เจ้าหน้าที่
จากธนาคารแห่งประเทศไทย และเจ้าหน้าที่คุ้มครองข้อมูลส่วนบุคคล รวมจ านวน 17 คน โดยการเลือกแบบ
เจาะจง และวิเคราะห์ข้อมูลด้วยการวิเคราะห์เชิงเนื้อหา  

ผลการวิจัยพบว่า 1) ประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทาง สิทธิของเจ้าของข้อมูล นโยบายภาครัฐ 
พฤติกรรมของสถาบันการเงิน และการก ากับดูแลของสถาบันการเงิน อยู่ในระดับมากที่สุดทั้งหมด 2) นโยบาย
ภาครัฐ มีอิทธิพลเชิงสาเหตุรวมต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน
มากที่สุด รองลงมา ตามล าดับได้แก่ พฤติกรรมของสถาบันการเงิน การก ากับดูแลของสถาบันการเงิน และสิทธิ
ของเจ้าของมูล 3) รูปแบบประสิทธิผล น าเสนอเป็นลักษณะเป็นภาพแผนภูมิประกอบด้วย นโยบายภาครัฐที่มี
อิทธิพลรวมมากที่สุด เป็นฐานผลักดันอยู่ล่างสุด พฤติกรรมของสถาบันการเงิน และการก ากับดูแลของสถาบัน
การเงินอยู่ตรงกลาง และสิทธิของเจ้าของข้อมูลอยู่ในระดับบน 

 
ค าส าคัญ: การคุ้มครองข้อมูลส่วนบุคคล, ทางอิเล็กทรอนิกส์, สถาบันการเงิน 
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Abstract 
The purpose of this research is to study 1) the level of effectiveness of electronic personal 

data protection of financial institutions, Owner's Rights, Government Policies, Behavior of Financial 
Institutions and supervision of financial institutions, 2) causal factors of data subject rights, 
government policy, financial institution behavior, and financial institution supervision influencing 
the effectiveness of electronic personal data protection of financial institutions, 3) present the 
effectiveness of electronic personal data protection of financial institutions. This research was a 
mixed method, quantitative analysis, and there were 400 samples of data protection officers of 
financial institutions under the Thai Bankers Association chosen by stratified sampling. Use 
questionnaires to collect data. Structural equation modeling was used to analyze the data. For 
the qualitative research, data were collected through in-depth interviews with 17 staff members 
from the Thai Bankers' Association, staff from the Bank of Thailand, and data protection officers, 
chosen by purposive sampling, and the data were analyzed by content analysis.  

The findings revealed that: 1) the effectiveness of electronic personal data protection, 
data owner rights, government policies, financial institution behavior, and financial institution 
supervision is at the highest level of all; and 2) government policies have the most significant 
combined causal influence on the effectiveness of electronic personal data protection at financial 
institutions. Followed in order are the behavior of financial institutions, supervision of financial 
institutions, and the rights of the owners of the data; and 3) the efficiency model of electronic 
personal data protection for financial institutions is represented by a chart consisting of the most 
influential government policies as the driving force behind, the behavior of financial institutions. 
The supervision of financial institutions is in the middle, and the rights of data subjects are also 
at the top level.  
 
Keywords: Protection of Personal Data, Electronics, Financial Institutions 
 
บทน า 

ผู้ประกอบการทางพาณิชย์อิเล็กทรอนิกส์ทุกราย จะต้องมีนโยบายในการคุ้มครองข้อมูลส่วนบุคคลให้แก่
ลูกค้าที่ท าธุรกรรมทางอิเล็กทรอนิกส์ โดยเฉพาะอย่างยิ่งสถาบันการเงิน เพราะธุรกิจสถาบันการเงินมีบทบาทต่อ
การด าเนินเศรษฐกิจของประเทศตั้งแต่อดีตจนถึงปัจจุบัน ฐานลูกค้าของสถาบันการเงินจึงมีฐานลูกค้าจ านวนมาก
ไม่ว่าจะเป็นลูกค้าประเภทบุคคลธรรมดา ลูกค้าองค์กรธุรกิจทั้งในประเทศและต่างประเทศ ท าให้สถาบันการเงิน
เป็นองค์กรที่มีฐานข้อมูลขนาดใหญ่ ซึ่งบางกรณีข้อมูลของลูกค้าได้ถูกเปิดเผยจากการปฏิบัติงานของสถาบัน
การเงินเองหรือเกิดจากความผิดพลาดของระบบสถาบันการเงิน ท าให้เจ้าของข้อมูลได้รับความเสียหายจากการ
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กระท าดังกล่าว ประเทศไทยมีกฎหมายในการคุ้มครองข้อมูลส่วนบุคคล (พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล 
พ.ศ. 2562) ซึ่งจะมีผลบังคับใช้อย่างสมบูรณ์ในวันที่ 1 มิถุนายน พ.ศ. 2564 ที่ผ่านมาซึ่งสมาคมธนาคารไทย (Thai 
Bankers Association) ได้เห็นถึงความส าคัญของการก าหนดแนวทางในการด าเนินงานการคุ้มครองข้อมูลส่วน
บุคคลในกลุ่มธนาคาร เพ่ือให้เป็นไปตาม พ.ร.บ. คุ้มครองข้อมูลส่วนบุคคล พ.ร.บ. คุ้มครองข้อมูลส่วนบุคคลของ
ไทยนั้นมีการอ้างอิงกับกฎหมายของสหภาพยุโรป ที่เรียกกันว่า "GDPR” (EU: General Data Protection 
Regulation) ที่มีตัวบทกฎหมายที่มีความชัดเจนและครอบคลุม ดังนั้นเอกสารแนวปฏิบัติเกี่ยวกับการคุ้มครอง
ข้อมูลส่วนบุคคลของธนาคารไทย (Guideline on Personal Data Protection for Thai Banks) ฉบับนี้ จึงมีการ
น าเนื้อหาบางส่วนของ GDFR มาปรับใช้เพ่ือเป็นแนวปฏิบัติในการคุ้มครองข้อมูลส่วนบุคคล อีกทั้ง มีการ
ยกตัวอย่างแนวปฏิบัติในการคุ้มครองข้อมูลส่วนบุคคลในต่างประเทศ เพ่ือให้ผู้อ่านสามารถเข้าใจถึงการน าตัวบท
กฎหมายไปปฏิบัติได้ดียิ่งข้ึน (เอกณัท สุชาติพันธุ์, 2562) 

มาตรการในการคุ้มครองข้อมูลส่วนบุคคล มีการมุ่งเน้นถึงหน้าที่และความรับผิดชอบของนิติบุคคลในการ
กระท าการใด ๆ ที่เกี่ยวกับข้อมูลส่วนบุคคล อันเนื่องมาจากในประเทศไทย มีผู้ประกอบการจ านวนมากท าการ
ติดต่อและรับส่งข้อมูลส่วนบุคคลกัน ทั้งการรับส่งภายในกันเองภายในองค์กรและภายนอกองค์กร อีกทั้งยังมีการ
ส่งข้อมูลส่วนบุคคลออกนอกประเทศ มีการน าข้อมูลไปเผยแพร่เพ่ือประโยชน์ส่วนตนโดยไม่ได้รับอนุญาต หรือการ
ติดต่อไปยังเจ้าของข้อมูลส่วนบุคคลมากจนเกินความจ าเป็น อาจเป็นการรบกวนความเป็นส่วนตัว ซึ่งข้อมูล
ดังกล่าว มีทั้งข้อมูลที่เป็นข้อมูลทางธุรกิจ และข้อมูลส่วนบุคคล (นั่นก็คือข้อมูลที่เกี่ยวข้องโดยตรงกับบุคคลที่ท าให้
สามารถระบุตัวตนได้ ไม่ว่าทางตรงหรือทางอ้อม) การกระท าใด ๆ กับข้อมูลส่วนบุคคลนั้น อาจมีความเสี่ยงที่จะ
เป็นการกระท าอันละเมิดหรือกระทบต่อสิทธิและเสรีภาพของบุคคลได้ ดังนั้น จึงต้องมีกฎหมาย กฎเกณฑ์ต่าง  ๆ 
มาควบคุมและจ ากัดการใช้ข้อมูลส่วนบุคคล รวมถึงบทลงโทษส าหรับการละเมิดกฎข้อบังคับต่าง  ๆ เพ่ือคุ้มครอง
สิทธิและเสรีภาพของเจ้าของข้อมูลส่วนบุคคลโดยเฉพาะอย่างยิ่งสิทธิความเป็นส่วนตัวให้ดียิ่งขึ้น ผู้ประกอบการจึง
ต้องมีการใช้ข้อมูลอย่างระมัดระวังมากขึ้น มิให้การประมวลผลข้อมูลส่วนบุคคลเป็นการละเมิดสิทธิเสรีภาพและ
ความเป็นส่วนตัวของบุคคล ซึ่งเป็นหน้าที่ของผู้ประกอบการที่ต้องจัดให้มีมาตรการที่ท าให้มั่นใจว่าข้อมูลส่วน
บุคคลได้รับการคุ้มครอง มีการบริหารจัดการข้อมูลอย่างเหมาะสม (สมาคมธนาคารไทย, 2564) 

จากปัญหาดังกล่าวข้างต้นท าให้สถาบันการเงินได้ตระหนักถึงปัญหาการคุ้มครองส่วนบุคคล ซึ่งเจ้าของ
ข้อมูลส่วนใหญ่เป็นลูกค้าของสถาบันการเงิน ดังนั้นแต่ละสถาบันการเงินจึงก าหนดนโยบายในการคุ้มครองข้อมูล
ส่วนบุคคลของลูกค้า อีกท้ังมีมาตรการในการคุ้มครองข้อมูลส่วนบุคคล เพ่ือให้เกิดความเชื่อมั่นของสถาบันการเงิน
ในการคุ้มครองข้อมูลส่วนบุคคลของลูกค้า โดยเฉพาะอย่างยิ่งการท าธุรกรรมทางอิเล็กทรอนิกส์ ประกอบกับความ
เจริญทางเทคโนโลยีซึ่งมักจะพบปัญหาภัยคุกคามทางไซเบอร์ที่ปัจจุบันเพ่ิมขึ้นอย่างรวดเร็ว และมีความซับซ้อน
มากขึ้น ส าหรับสถานการณ์ภัยคุกคามไซเบอร์ของโลก World Economic Forum ได้จัดท า Lobal Risk Security 
Report 2020 ขึ้น ได้จัดให้ปัญหาภัยคุกคามทางไซเบอร์และการขโมยข้อมูลส่วนบุคคลมีความเสี่ยงสูงเป็น 
1 ใน 10 เสี่ยงของโลกติดต่อกันมาหลายปี (World Economic Forum, 2020)  

สถานการณ์ภัยคุกคามทางไซเบอร์ที่พบในประเทศไทยได้มุ่งเป้าไปยังหลายภาคส่วน โดยพบภัยคุกคามไซ
เบอร์ที่มีจุดประสงค์ทางการเงินในรูปแบบต่าง ๆ เช่น การส่งอีเมล์หลอกหลวง (Phishing Mail)เว็บไซต์ธนาคาร
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ปลอมเพ่ือหลอกขโมยรหัสผ่านผู้ที่ใช้งานอิเล็กทรอนิกส์แบงก์กิ้ง (E-banking) การแพร่ระบาดของ มัลแวร์เรียกค่า
ไถ่ (Ransomware) สายพันธุ์ต่าง ๆ ที่เข้ารหัสสลับข้อมูลในเครื่องท าให้เปิดใช้งานไม่ได้ ฯลฯ ซึ่งผู้ใช้งานและผู้ดูแล
ระบบที่ขาดความรู้ ความเข้าใจในการป้องกัน อาจตกเป็นเหยื่อจากภัยคุกคาม และส่งผลให้องค์กรได้รับความ
เสียหาย จากประเทศปัญหาคุกคามด้านไซเบอร์และภัยทางการเงินในปัจจุบัน สามารถสรุปเป็น 2 ประเภท คือ 
1) การจารกรรมทางด้านเทคนิค (Technical Hacking) ซึ่งใช้การโจมตีที่อาศัยช่องโหว่ของซอฟต์แวร์ (Software) 
และฮาร์ดแวร์ (Hardware) 2) วิศวกรรมทางสังคม (Social Engineering) ซึ่งการโจมตีการรักษาความปลอดภัย
โดยใช้เทคนิคทางจิตวิทยาสังคม ออกกลอุบายต่าง ๆ ให้ผู้เสียหายเปิดเผยหรือถูกขโมยข้อมูลส่วนตัวที่ส าคัญ (กริน 
ธัญญวิกรม, 2564)   

ด้วยความจ าเป็นและความส าคัญดังกล่าวท าให้ธนาคารจ าเป็นต้องทบทวนและปรับปรุงนโยบายทางด้าน
การคุ้มครองข้อมูลส่วนบุคคลเข้ามาประยุกต์ใช้ในการปฏิบัติงานในการให้บริการลูกค้าขององค์กร เพ่ือให้องค์กร
เกิดความมั่นคงปลอดภัยและเป็นการสร้างมาตรฐานให้ตัวองค์กรเอง ซึ่งจะช่วยให้องค์กรสามารถเตรียมพร้อม
รับมือกับภัยคุกคามได้อย่างมีประสิทธิภาพ เกี่ยวกับสิทธิของเจ้าของข้อมูล นโยบายของภาครัฐ และพฤติกรรมของ
สถาบันการเงิน และการก ากับดูแลของสถาบันการเงิน ซึ่งผู้วิจัยมีความสนใจที่จะศึกษาเรื่อง “รูปแบบประสิทธิผล
การคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน” เพ่ือน าข้อมูลที่ได้ไปเป็นแนวทางในการ
บริหารจัดการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถานบันการเงินให้เกิดประสิทธิภาพมากยิ่งขึ้น 
 
วัตถุประสงค์การวิจัย  

1. เพ่ือศึกษาระดับประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน สิทธิ
ของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน และการก ากับดูแลของสถาบันการเงิน  

2.  เพ่ือศึกษาปัจจัยเชิงสาเหตุของสิทธิของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน
และการก ากับดูแลของสถาบันการเงินที่มีอิทธิพลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์
ของสถาบันการเงิน  

3 เพ่ือน าเสนอรูปแบบประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน  
 
สมมติฐานการวิจัย 

1. สิทธิของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน และการก ากับดูแลของสถาบัน
การเงินส่งผลทางตรงต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน 

2. สิทธิเจ้าของข้อมูล นโยบายของภาครัฐ และพฤติกรรมของสถาบันการเงินส่งผลทางตรงต่อการก ากับ
ดูแลของสถาบันการเงิน 

3. สิทธิของเจ้าของข้อมูล และนโยบายของภาครัฐส่งผลทางตรงต่อพฤติกรรมของสถาบันการเงิน 
4. นโยบายของภาครัฐส่งผลทางตรงต่อสิทธิของเจ้าของข้อมูล 

 
 



485 วารสารรัฐประศาสนศาสตร์ มหาวิทยาลัยราชภัฏสวนสุนนัทา ปีที ่6 ฉบับท่ี 2 พฤษภาคม-สิงหาคม 2566 

วิธีด าเนินการวิจัย 
ผู้วิจัยได้ก าหนดรูปแบบการวิจัยเป็นแบบผสมผสาน (Mixed Methods Research) มีทั้งการวิจัยเชิงปริมาณ 

(Quantitative Research) และการวิจัยเชิงคุณภาพ (Qualitative Research) (สุชาติ ประสิทธิ์รัฐสินธุ์, 2562) 
1. ประชากรและกลุ่มตัวอย่าง 

1.1 การวิจัยเชิงปริมาณ ประชากรได้แก่ เจ้าหน้าที่คุ้มครองข้อมูลส่วนบุคลของสถาบันการเงินในสังกัด
สมาคมธนาคารไทย จ านวน 3,200 คน (สมาคมธนาคารไทย, 2564) กลุ่มตัวอย่างก าหนดโดยใช้เกณฑ์ 20 เท่า 
ของตัวแปรสังเกตได้ จ านวน 20 ตัวแปร คือ 20X20 เท่ากับ 400 ตัวอย่าง (Kline, 2005) โดยการสุ่มตัวอย่างแบบ
แบ่งชั้น (Stratified Sampling)  

1.2 การวิจัยเชิงคุณภาพ ผู้ให้ข้อมูลส าคัญ (Key Informants) ได้แก่ เจ้าหน้าที่จากสมาคมธนาคารไทย 
จ านวน 4 คน เจ้าหน้าที่จากธนาคารแห่งประเทศไทย จ านวน 4 คน และเจ้าหน้าที่ คุ้มครองส่วนบุคคล จ านวน 
9 คน รวมทั้งสิ้น 17 คน โดยการคัดเลือกแบบเจาะจง (Purposive Sampling) เป็นการสัมภาษณ์เชิงลึก 
(In-depth Interview) 

2. เครื่องมือที่ใช้ในการวิจัย 
2.1 การวิจัยเชิงปริมาณ ได้แก่ แบบสอบถาม แบ่งเป็น 6 ส่วน ประกอบด้วย ปัจจัยส่วนบุคคล 

สิทธิของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน การก ากับดูแลของสถาบันการเงิน  
และประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน โดยมีการตรวจสอบความตรง 
(Validity) ของเครื่องมือจากผู้เชี่ยวชาญจ านวน 5 คน ตรวจสอบความตรงเชิงเนื้อหา (Content Validity) โดยใช้
เทคนิค IOC (Index of Item Objective Congruence) ผ่านเกณฑ์ด้วยค่า 0.60-1.00 ทุกข้อค าถาม หลักจากนั้น
น าไปทดลองใช้ (Tryout) กับกลุ่มตัวอย่างที่มีความใกล้เคียงกับกลุ่มตัวอย่างจริงจ านวน 35 คน  เพ่ือหาค่าความ

เชื่อมั่น (Reliability) ตามวิธีการของครอนบาค (Cronbach) โดยใช้สัมประสิทธิ์แอลฟา (α - coefficient) ได้ค่า
ความเชื่อมั่นเท่ากับ 0.952 -0.976 จึงน าไปใช้จริงกับกลุ่มตัวอย่างทั้งหมด ส าหรับการวิเคราะห์ข้อมูลเชิงพรรณนา 
(Descriptive) ใช้ค่าความถี่ ค่าร้อยละ ค่าเฉลี่ย และค่าเบี่ยงเบนมาตรฐาน ส าหรับการวิเคราะห์ข้อมูลเชิงอ้างอิง 
(Inferential) ใช้การวิเคราะห์องค์ประกอบเชิงยืนยัน (Confirmatory Factor Analysis: CFA) และการวิเคราะห์
แบบจ าลองสมการโครงสร้าง (Structural Equation Model: SEM) ด้วยโปรแกรมส าเร็จรูปทางสถิติ 

2.2 การวิจัยเชิงคุณภาพ ด้วยการวัดความตรง (Validity) การตรวจสอบข้อมูลแบบสามเส้า 
(Triangulation) โดยตรวจสอบสามเส้าด้านข้อมูล (Source of Data) ส าหรับความเชื่อมั่น (Reliability) 
ได้พิจารณาถึงแหล่งข้อมูลว่ามีความน่าเชื่อถือได้ (Creditability) การพ่ึงพากับเกณฑ์อ่ืนๆ (Dependability) การ
ถ่ายโอนผลการวิจัย (Transferability) และการไม่ล าเอียง (Bias) โดยข้อมูลที่น ามาวิเคราะห์ จะเป็นข้อความ
บรรยาย (Descriptive) ที่ได้จากการสังเกต และการสัมภาษณ์เชิงลึก น ามาถอดเทปเพ่ือให้ได้บทสรุปของข้อ
ค าถามในการสัมภาษณ์ 

2.3 การเชื่อมโยงข้อมูลระหว่างการวิจัยเชิงปริมาณและเชิงคุณภาพ (Mixed Method) โดยน า
ผลการวิจัยเชิงปริมาณที่ได้ค่าอิทธิพลรวม มีค่าน้อยเรียงล าดับที่เป็นจุดอ่อนของการวิจัยเชิงปริมาณ น าไปเป็น
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หัวข้อสัมภาษณ์เชิงลึกกับผู้ให้ข้อมูลส าคัญ เพ่ือเป็นการปิดจุดอ่อนและยืนยันผลการวิจัยเชิงปริมาณ ให้มีความ
น่าเชื่อถือมากยิ่งขึ้น 

3. การวิเคราะห์ข้อมูล 
3.1 การวิเคราะห์ข้อมูลเชิงปริมาณ  
สถิติเชิงพรรณนา (descriptive statistics) ผู้วิจัยใช้อธิบายคุณสมบัติของผู้ตอบแบบสอบถามที่ศึกษา

โดยใช้สถิติเชิงพรรณนา ประกอบด้วยความค่าความถี่ ค่าร้อยละ ค่าเฉลี่ย และส่วนเบี่ยงเบนมาตรฐาน ของตัวแปร
สังเกตตัวแปรต่อเนื่องและการวิเคราะห์ค่าร้อยละ ส าหรับข้อมูลตัวแปรนามบัญญัติที่เป็นข้อมูลของกลุ่มตัวอย่าง
เบื้องต้น และน าเสนอข้อมูลด้วยตารางและค าบรรยาย (สุชาติ ประสิทธิ์รัฐสินธุ์, 2550) 

สถิติวิเคราะห์แบบจ าลองสมการโครงสร้าง ผู้วิจัยใช้เทคนิควิธีการทางสถิติในการวิเคราะห์แบบจ าลอง
สมการโครงสร้าง (structural equation model, SEM) โดยใช้วิธีการวิเคราะห์เส้นทางความสัมพันธ์ (linear 
structure relationship, LISREL) (สุชาติ ประสิทธิรัฐสินธุ์และคณะ, 2549) เพ่ือทดสอบความสัมพันธ์ระหว่างตัว
แปรแฝงกับตัวแปรเชิงสังเกต และความสัมพันธ์ระหว่างตัวแปรอิสระกับตัวแปรตาม ด้วยการวิเคราะห์ค่าทางสถิติ
และค่าความสัมพันธ์ระหว่างตัวแปรต่าง ๆ ตามล าดับขั้นตอนของการวิเคราะห์เพ่ือหาระดับความสัมพันธ์ของตัว
แปรตามกรอบแนวคิดในการวิจัย 

3.2 การวิเคราะห์ข้อมูลเชิงคุณภาพ  
การวิเคราะห์ข้อมูลที่ได้จากการสัมภาษณ์เชิงลึก ซึ่งเป็นข้อคิดเห็นเกี่ยวกับรูปแบบประสิทธิผลการ

คุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน ของผู้ถูกสัมภาษณ์ทั้งหมด แล้วน ามาเปรียบเทียบ
กันด้านความคิดเห็นของแต่ละคน จากนั้นน ามาจัดเรียงข้อมูลใหม่เพ่ือให้สามารถเข้าใจได้ง่ายชัดเจนยิ่งขึ้น บันทึก
ประเด็นส าคัญหรือน่าสนใจของตัวแปรที่จะใช้ในการวิเคราะห์ (ถนอมรัตน์ ประสิทธิเมตต์, 2548) ของข้อมูลที่
ได้มาจาการสัมภาษณ์เชิงลึกโดยพิจารณาความสอดคล้อง ความเชื่อมโยงกันตามกรอบแนวคิด และน ามาเสนอเชิง
บูรณการสนับสนุนผลการวิเคราะห์จากการวิจัยเชิงปริมาณ 
 
ผลการวิจัย 

1. ประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน สิทธิของเจ้าของข้อมูล 
นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน และการก ากับดูแลของสถาบันการเงิน ผลการวิจัย ดังนี้ 
ตาราง 1 ค่าเฉลี่ยและส่วนเบี่ยงเบนมาตรฐานของตัวแปรแฝง 

ตัวแปรแฝง 𝒙̅ SD ล าดับที่ ระดับ
ความส าคัญ 

ประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทาง
อิเล็กทรอนิกส์ของสถาบันการเงิน (EEPD) 

4.43 0.56 2 มากที่สุด 

สิทธิของเจ้าของข้อมูล (DASU) 4.32 0.56 5 มากที่สุด 

นโยบายภาครัฐ (GOPO) 4.37 0.55 4 มากที่สุด 
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จากตาราง 1 พบว่า พฤติกรรมของสถาบันการเงิน (BOFI) มีระดับความส าคัญมากที่สุด (𝑥̅ = 4.43) 
จัดเป็นล าดับ 1 นอกจากนั้น การก ากับดูแลของสถาบันการเงิน (SUFI) นโยบายภาครัฐ (GOPO) และสิทธิของ
เจ้าของข้อมูล ก็มีระดับความส าคัญมากที่สุดทั้งหมดเช่นกัน โดยจัดเป็นล าดับ 3 ,4 และ 5 โดยมีค่าเฉลี่ยเรียงกัน

ตามล าดับ (𝑥̅=4.42, 4.37, 4.32) ส่วนประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบัน

การเงิน (EEPD) มีค่าความส าคัญอยู่ในระดับมากที่สุด (𝑥̅ = 4.42) 
2. ปัจจัยเชิงสาเหตุของสิทธิของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของสถาบันการเงินและการ

ก ากับดูแลของสถาบันการเงินที่มีอิทธิพลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของ
สถาบันการเงิน โดยพิจารณาจากแบบจ าลองทางเลือกท่ีผู้วิจัยได้พัฒนาขึ้น ให้สอดคล้องกับข้อมูลเชิงประจักษ์ ต้อง
พิจารณาค่าของแบบจ าลองผ่านเกณฑ์มาตรฐานก่อน 
ตาราง 2 แสดงค่าการผ่านเกณฑ์มาตรฐานของแบบจ าลองทางเลือก 

รายการ ค่าสถิติ แบบจ าลองตาม
สมมติฐาน 

แบบจ าลอง
ทางเลือก 

1. Chi-square ( 2 ) *ต่ าใกล้ 0 517.79 120.03 
 *เท่ากับ df 160 111 
Relative Chi-square ผลหาร( 2 /df) 2.00 3.236 1.081 

2.  GFI  0.90 0.89 0.97 

3.  AGFI  0.90 0.85 0.94 

4.  RMR เข้าใกล้ 0.00 0.011 0.006 
5.  RMSEA  0.05 0.075 0.014 

6.  CFI *0.00-1.00 0.99 1.00 
7.  CN  200 172.44 496.36 

 

จากตาราง 2 พบว่า ค่าของแบบจ าลองทางเลือกที่ผู้วิจัยได้พัฒนาขึ้น สอดคล้องกับข้อมูลเชิงประจักษ์  
โดยมีค่าผ่านเกณฑ์ทุกค่า 

ภาพที ่1 แสดงผลการวิเคราะห์แบบจ าลองตามสมการโครงสร้างที่เป็นการจ าลองทางเลือกท่ีสอดคล้องกับ
ข้อมูลเชิงประจักษ์ หลังจากปรับค่าต่าง ๆ ของโมเดลแล้ว 

ตัวแปรแฝง 𝒙̅ SD ล าดับที่ ระดับ
ความส าคัญ 

พฤติกรรมของสถาบันการเงิน (BOFI) 4.43 0.54 1 มากที่สุด 

การก ากับดูแลของสถาบันการเงิน (SUFI) 4.42 0.57 3 มากที่สุด 
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ภาพที ่1 แบบจ าลองโครงสร้างความสัมพันธ์แบบทางเลือก (Standardized Solution) 

 
 จากภาพที่ 1 พบว่า ค่าสัมประสิทธิ์เส้นทาง (Path Coefficient) ระหว่างตัวแปรแฝงกับตัวแปรแฝงและ
ค่าน้ าหนักองค์ประกอง (Factor Loading) ระหว่างตัวแปรแฝงกับตัวแปรประจักษ์มีค่าในเชิงบวกทุกตัว 
ตาราง 3 แสดงค่าสถิติ ผลการวิเคราะห์อิทธิพลทางตรง (DE) ทางอ้อม (IE) อิทธิพลรวม (TE) ของตัวแปรแฝงจาก

ค่า Beta และ Gamma 

ตัวแปรตาม ความ 
สัมพันธ์ 

ตัวแปรอิสระ 
GOPO DASU BOFI SUFI EEPD 

DASU DE 0.92** N/A N/A N/A N/A 
 IE N/A N/A N/A N/A N/A 
 TE 0.92** N/A N/A N/A N/A 

BOFI DE 0.77* 0.19* N/A N/A N/A 
 IE 0.17* N/A N/A N/A N/A 
 TE 0.94** 0.19* N/A N/A N/A 

SUFI DE 0.44** 0.14* 0.62** N/A N/A 
 IE 0.46** 0.12* N/A N/A N/A 
 TE 0.90** 0.26* 0.62** N/A N/A 

EEPD DE 0.41** 0.11* 0.20* 0.42** N/A 
 IE 0.47** 0.03 0.26** N/A N/A 
 TE 0.88** 0.14* 0.46** 0.42** N/A 
Chi-Square= 120.03, df=111, p-value = 0.263, GFI=0.97, AGFI=0.94, RMR=0.006, 

RMSEA=0.014, CFI=1.00, CN=496.36 
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จากตาราง 3 พบว่า ปัจจัยที่มีอิทธิพลรวมสูงสุดต่อประสิทธิการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอก
นิกส์ของสถาบันการเงิน (EEPD) เรียงตามล าดับ 1 คือ นโยบายภาครัฐ (GOPO) มีค่า 0.88 ล าดับ 2 คือ พฤติกรรม
ของสถาบันการเงิน (BOFI) มีค่า 0.42 ล าดับ 3 คือ การก ากับดูแลของสถาบันการเงิน (SUFI) มีค่า 0.42 
และล าดับที่ 4 คือ สิทธิของเจ้าของข้อมูล (DASU) มีค่า 0.14 ทั้งหมดที่ระดับนัยส าคัญ 0.01 และ 0.5 ดังนั้น 
สามารถสรุปผลการทดสอบสมมติฐานได้ว่า ผลเป็นไปตามสมมติฐานทุกข้อ 

3. น าเสนอรูปแบบประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน  
 
 
 
 
 
 
 
 
 
 
 
 
 

ภาพที ่3 รูปแบบประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน 
 

 จากภาพที่ 3 พบว่า เพ่ือน าเสนอรูปแบบประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของ
สถาบันการเงิน ที่ได้จากผลการวิจัยเชิงปริมาณและเชิงคุณภาพ มีลักษณะเป็นภาพแผนภูมิประกอบด้วย นโยบาย
ภาครัฐที่มีอิทธิพลรวมมากที่สุดเป็นฐานผลักดันอยู่ล่างสุด พฤติกรรมของสถาบันการเงิน การก าหนดอยู่ตรงกลาง 
และสิทธิของเจ้าของข้อมูลอยู่ในระดับบนด้วย ทั้งนี้การก าหนดภาพแผนภูมิได้จากอิทธิพลทางตรง และอิทธิพล
ทางอ้อม และอิทธิพลรวมจากตัวแปรแฝงทุกตัวที่มีอิทธิพลและส่งผลต่อกัน 
 
อภิปรายผล 

1. ประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน สิทธิของเจ้าของข้อมูล 
นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน และการก ากับดูแลของสถาบันการเงิน อภิปรายผลได้ว่า 

ประสิทธิผลการคุ้มครองข้อมูลสวนบุคคลทางอิเล็กทรอนิกส์ของสถานบันการเงินประกอบด้วย ด้านรักษา
ความลับ ด้านรักษาระบบความปลอดภัย ด้านการเก็บรวบรวมข้อมูล และด้านคุณภาพของข้อมูล เกิดข้อค้นว่า  
สถาบันการเงินท าการเก็บรวบรวมข้อมูลตามระยะเวลาที่ก าหนด มีการรักษาคุณภาพของข้อมูลส่วนบุคคลให้มี

ประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของ
สถาบันการเงิน 

 
สิทธิของเจ้าของข้อมูล 

พฤติกรรมของสถาบัน
การเงิน 

การก ากับดูแลของสถาบัน
การเงิน 

นโยบายภาครัฐ 



490 SSRU Journal of Public Administration Vol. 6 No. 2 May-August 2023 

ความถูกต้องอยู่เสมอ มีการก าหนดมาตรการในการรักษาความปลอดภัยของข้อมูลส่วนบุคคล และมีข้อก าหนด
แนวทางปฏิบัติในการรักษาความลับข้อมูลส่วนบุคคล สอดคล้องกับผลงานวิจัยของภาระวี ปุญเสรีพิพัฒน์ (2561) 
ได้ศึกษา มาตรการทางกฎหมายเกี่ยวกับการคุ้มครองข้อมูลส่วนบุคคลบนธุรกิจกรรมอิเล็กทรอนิกส์ : ศึกษากรณี
การใช้คุกกี้บนอินเตอร์เน็ตการละเมิดข้อมูลส่วนบุคคลโดยใช้เทคโนโลยีอย่างคุกกี้ (Cookie) ผลการศึกษาพบว่า
พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคลนั้นเป็นการคุ้มครองข้อมูลส่วนบุคคล เป็นการทั่วไป ไม่ได้แยกบทบัญญัติ
ในการคุ้มครองข้อมูลส่วนบุคคลบนธุรกรรมอิเล็กทรอนิกส์ 

สิทธิของเจ้าของข้อมูล ประกอบด้วย ด้านการแก้ไขข้อมูล ด้านการถอนความยินยอม ด้านการโอนย้าย
ข้อมูล และด้านการเข้าถึงข้อมูล เกิดข้อค้นพบว่า เจ้าหน้าที่มีการพิสูจน์ตัวตนเจ้าของข้อมูลก่อนถอนความยินยอม 
สามารถเข้าถึงข้อมูลตามนโยบายการคุ้มครองข้อมูลส่วนบุคคลของสถาบันการเงิน อีกทั้งมีสิทธิในการแก้ไขข้อมูล
ส่วนบุคคลของตนเองตามกฎหมายก าหนด และแหล่งข้อมูลที่โอนย้ายข้อมูล ต้องเป็นแหล่งที่น่าเชื่อถือได้ มีความ
ปลอดภัยและไม่ขัดต่อกฎหมาย สอดคล้องกับผลงานวิจัยของพนิดา พูลสวัสดิ์ (2560) มาตรฐานทางกฎหมายใน
การคุ้มครองข้อมูลส่วนบุคคลของเด็กบนเครือข่ายอินเทอร์เน็ต ผลการศึกษาพบว่า หน่วยงานที่เกี่ยวข้องต้องมี
นโยบายเกี่ยวกับสิทธิของเจ้าของข้อมูลของเด็ก เกี่ยวกับการถอนความยินยอม การเข้าถึงข้อมูล การแก้ไขข้อมูล 
การโอนย้ายข้อมูล ให้ชัดเจนและครอบคลุม 

นโยบายภาครัฐ ประกอยด้วย ด้านนโยบายการคุ้มครองข้อมูล ด้านมาตรการคุ้มครองข้อมูล 
ด้านกฎหมายการคุ้มครอง และ ด้านการลงโทษ เกิดข้อค้นพบว่า ภายใต้กฎหมายคุ้มครองข้อมูลส่วนบุคคล ได้
ก าหนดสิทธิของเจ้าของข้อมูล มีการประกาศนโยบายความเป็นส่วนตัว มาตรการในการคุ้มครองข้อมูลส่วนบุคคล 
มีการมุ่งเน้นหน้าที่และความรับผิดชอบของนิติบุคคลในการกระท าการเกี่ยวกับข้อมูลส่วนบุคคล และ บทลงโทษ
การไม่ปฏิบัติตามนโยบายการคุ้มครองข้อมูลส่วนบุคคลมีทั้งโทษทั้งแพ่ง ทางอาญา และปกครอง สอดคล้องกับ
ผลงานวิจัยของ คณาธิป ทองรวีวงศ์ (2562) ได้ศึกษาเรื่อง การคุ้มครองสิทธิของเจ้าของข้อมูลส่วนบุคคลจากการ
ท าสัญญา แบบสมาร์ท: ศึกษาเปรียบเทียบกฎหมายคุ้มครองข้อมูลส่วนบุคคลยุโรป และพระราชบัญญัติคุ้มครอง
ข้อมูลส่วนบุคคล พ.ศ. 2562 ผลการศึกษาพบว่าภาครัฐบาลมีนโยบายในการบังคับใช้กฎหมาย และการคุ้มครอง
ข้อมูลส่วนบุคคล โดยมีมาตรการและบทลงโทษ 

พฤติกรรมของสถาบันการเงิน ประกอบด้วย ด้านการสื่อสารภายในและภายนอกองค์การ ด้านการจัดท า
นโยบายและคู่มือปฏิบัติ ด้านแต่งตั้งบุคคลและผู้เชี่ยวชาญ ด้านการสนับสนุนงบประมาณ และ เกิดข้อค้นพบว่า 
สถาบันการเงินมีการจัดท าคนโยบายในกรคุ้มครองข้อมูลส่วนบุคคล มีการแต่งตั้งบุคลากรที่ท าหน้าที่เกี่ยวกับ
คุ้มครองส่วนบุคคล สนับสนุนงบประมาณในการบริหารจัดการคุ้มครองข้อมูลส่วนบุคคล และมีเครื่องมือและ
วิธีการสื่อสารที่มีประสิทธิภาพ สอดคล้องกับผลงานวิจัยของกริน ธัญญวิกรม (2564) ได้ศึกษาเรื่องการจัดการ
ความมั่นคงทางเทคโนโลยีสารสนเทศ  กรณีศึกษา การคุ้มครองข้อมูลส่วนบุคคลในการท าธุรกรรม  ทาง
อิเล็กทรอนิกส์ของธนาคารพาณิชย์ไทย ผลการศึกษาพบว่า การด าเนินงานของธนาคารพาณิชย์ไทย ได้มีการจัดท า
นโยบายและแนวทางการ ด าเนินการด้านการรักษาความปลอดภัยของข้อมูลและความมั่นคงปลอดภัยไซเบอร์ตาม 
มาตรฐานการจัดการความม่ันคงปลอดภัยสารสนเทศ 
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การก ากับดูแลของสถาบันการเงิน ประกอบด้วย ด้านป้องกันการโจมตีข้อมูล ด้านตรวจสอบและการ
ประเมินผล ด้านการบริหารความเสี่ยง และด้านการโอนย้ายข้อมูลต่างประเทศ เกิดข้อค้นพบว่า การโอนย้ายข้อมูล
ต้องได้รับการคุ้มครองตามเกณฑ์ของสหภาพยุโรปหากมีการโอนย้ายข้อมูล  สถาบันการเงินมีการพัฒนาซอฟแวร์
ในการป้องกันโจมตีข้อมูล มีการตรวจสอบและประเมินผลการด าเนินงานคุ้มครองข้อมูลส่วนบุคคลเป็นประจ าทุกปี 
และ มีการจัดตั้งฝ่ายบริหารความเสี่ยงเกี่ยวกับการคุ้มครองส่วนบุคคล สอดคล้องกับผลงานวิจัยของ กริน 
ธัญญวิกรม (2564) ได้ศึกษาเรื่องการจัดการความมั่นคงทางเทคโนโลยีสารสนเทศ กรณีศึกษา การคุ้มครองข้อมูล
ส่วนบุคคลในการท าธุรกรรม ทางอิเล็กทรอนิกส์ของธนาคารพาณิชย์ไทย ผลการศึกษาพบว่า ธนาพาณิชย์ มีการ
ก ากับดูแล ปัญหา ภัยคุกคามทางไซเบอร์ ที่ส าคัญ คือ ปัญหาด้านความพร้อมในการรักษาความมั่นคงปลอดภัย   
ไซเบอร์และความพร้อมในการรับมือต่อการสูญเสียอธิปไตยไซเบอร์ของชาติโดยภาครัฐได้ออก  กฎหมายส าคัญ 
2 ฉบับในปี พ.ศ. 2562 คือ พ.ร.บ.ไซเบอร์ฯ และ พ.ร.บ.คุ้มครองข้อมูลส่วน บุคคล และธนาคารแห่งประเทศไทย
ได้ออกกฎระเบียบต่าง ๆ ในการก ากับดูแลธนาคารพาณิชย์ไทย 

2. ปัจจัยเชิงสาเหตุของสิทธิของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน และการ
ก ากับดูแลของสถาบันการเงินที่มีอิทธิพลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของ
สถาบันการเงิน อภิปรายผลได้ว่า ผลการทดสอบตามสมมติฐานที่เสนอไว้ ได้ผลเป็นไปตามสมมติฐาน โดยปัจจัย
ทั้งหมดมีความส าคัญต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน 
โดยรัฐบาลประเทศไทยคุ้มครองสิทธิของประชาชน ด้วยการออกนโยบายภาครัฐที่เห็นความส าคัญของสิทธิของ
เจ้าของข้อมูล การก าหนดสิทธิของเจ้าของข้อมูลเพ่ิมมากขึ้น มีอิทธิพลกับพฤติกรรมของสถาบันการเงิน การก ากับ
ดูแลของสถาบันการเงิน และประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน ด้วย
การออกพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 เพ่ือวางหลักเกณฑ์ มาตรการเกี่ยวกับการคุ้มครอง
ข้อมูลส่วนบุคคลและก าหนดบทลงโทษส าหรับผู้กระท าความผิด และสอดคล้องกับงานวิจัยของ Azuwa,. et al. 
(2012). ที่ศึกษาเรื่อง Technical Security Metrics Model in Compliance with ISO/IEC 27001 Standard 
(TSMM) ผลการวิจัยพบว่า รัฐบามาเลเซียได้มองเห็นถึงความส าคัญขององค์กรด้าน Critical National 
Information Infrastructure (CNII) ทีจะต้องป้องกันระบบข้อมูลที่ส าคัญ โดยในปี 2010 รัฐบาลได้มีค าสั่งให้
ระบบขององค์กรเหล่านั้นต้องได้รับการรับรองเป็น ISO/IEC 27001 ภายในเวลา 3 ปี และสอดคล้องกับงานวิจัย
ของ Rosmaini, Kusumasari, Lubis and Lubis (2018) ผลการศึกษาพบว่า พระราชบัญญัติคุ้มครองข้อมูลส่วน
บุคคลมีความส าคัญในการควบคุมกระบวนการรวบรวมใช้ถ่ายโอนเปิดเผยและจัดเก็บข้อมูลส่วนบุคคลเพ่ือผลก าไร
หรือวัตถุประสงค์ทางการค้าอ่ืน ๆ โดยตระหนักถึงทั้งสิทธิส่วนบุคคลส าหรับความเป็นส่วนตัวและความต้องการ
ขององค์กร 

3. น าเสนอรูปแบบประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงิน 
อภิปรายผลได้ว่า สถานบันการเงิน ต้องให้ความส าคัญมากอย่างยิ่งคือ “สิทธิของเจ้าของข้อมูล” กล่าวคือ หาก
สถาบันการเงินมีการก าหนดสิทธิของเจ้าของมูล ไม่ว่าจะเป็น การถอนความยินยอม การเข้าถึงข้อมูล การแก้ไข
ข้อมูล และการโอนย้ายข้อมูล จะท าให้เกิดประสิทธิผลการคุ้มครองข้อมูลสวนบุคคลทางอิเล็กทรอนิกส์ของสถาน
บันการเงินเพ่ิมมากขึ้น การให้ความส าคัญอย่างยิ่งกับ “การก ากับดูแลของสถาบันการเงิน” หาก สถาบันบัน
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การเงินมีการก ากับดูแลสถาบันการเงินมีการ ไม่ว่าจะเป็นโอนย้ายข้อมูลต่างประเทศ การป้องกันการโจมตี การ
ตรวจสอบและประเมินผล และการบริหารความเสี่ยง เพ่ิมข้ึนจะท าให้เกิดประสิทธิผลการคุ้มครองข้อมูลสวนบุคคล
ทางอิเล็กทรอนิกส์ของสถานบันการเงินเพ่ิมมากขึ้น โดยประเด็นส าคัญอย่างยิ่งคือ “พฤติกรรมของสถาบัน
การเงิน” หากมีพฤติกรรมของสถาบันการเงินเพ่ิมขึ้นย่อมท าให้เกิดประสิทธิผลการคุ้มครองข้อมูลสวนบุคคลทาง
อิเล็กทรอนิกส์ของสถานบันการเงินเพ่ิมขึ้น และสิ่งที่ส าคัญที่สุดคือการ “นโยบายภาครัฐ” กล่าวคือ หาก สถาบัน
การเงินมีการปฏิบัติตามนโยบายภาครัฐ ไม่ว่าจะเป็นกฎหมายคุ้มครองข้อมูล นโยบายการคุ้มครองข้อมูล มาตรการ
คุ้มครองข้อมูล และการลงโทษ อันจะน ามาสู่ประสิทธิผลการคุ้มครองข้อมูลสวนบุคคลทางอิเล็กทรอนิกส์ของสถาน
บันการเงิน ซึ่งสอดคล้องกับผลงานวิจัยของ Sariahu (2019) ที่ศึกษาเรื่อง Factors Influencing Electronic 
Personal Data Protection Management and Development of Financial Institutes in Thai Banking 
Association ผลการวิจัยพบว่า ปัจจัยที่มีอิทธิพลต่อการจัดการและพัฒนาการคุ้มครองข้อมูลส่วนบุคคลทาง
อิเล็กทรอนิกส์ของสถาบันการเงินในประกอบด้วย การจัดนโยบายแลและคู่มือปฏิบัติด้วยการแต่ งตั้งบุคคลและ
ผู้เชี่ยวชาญของสถาบันการเงิน และการก ากับดูแลของธนาคาร ได้แก่ การป้องกันการโจมตี การบริหารความเสี่ยง 
และการตรวจสอบและการประเมินผล และสอดคล้องกับการวิจัยของ Lubis, Kartiwi and Zulhuda (2018) 
ที่ ศึ กษ า เ รื่ อ ง  Privacy and personal data protection in electronic voting: factors and measures 
ผลการศึกษาพบว่า หน่วยงงานภาครัฐมีมีการก าหนดนโยบายการคุ้มครองข้อมูลส่วนบุคคล เพ่ือลดความกังวลและ
การรับรู้ความเป็นส่วนตัวผลประโยชน์มีอิทธิพลต่อการปกป้องข้อมูลส่วนบุคคลอย่างมีนัยส าคัญ ความส าเร็จและ
ความล้มเหลวของการลงคะแนนเสียงทางอิเล็กทรอนิกส์ การด าเนินการข้ึนอยู่กับการปฏิบัติตามความต้องการของ
ผู้ออกเสียงลงคะแนนเกี่ยวกับความเป็นส่วนตัวและการปกป้องข้อมูลส่วนบุคค 
 
ข้อเสนอแนะ 

ข้อเสนอแนะท่ีได้จากการวิจัย 
1. ด้านวิชาการและด้านนโยบาย 
จากการวิเคราะห์ข้อมูล พบว่า สิทธิของเจ้าของข้อมูล นโยบายภาครัฐ พฤติกรรมของสถาบันการเงิน  

และ การก ากับดูแลของสถาบันการเงิน มีอิทธิพลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์
ของสถาบันการเงิน โดยผลการทดสอบพบว่า ตัวแปรแต่ละตัวแปร ผลการทดสอบที่ได้มีทั้งตัวแปรที่ส่งผลทางตรง
และตัวแปรที่ส่งผลต่อกันทางอ้อม ซึ่งอธิบายได้ว่า ตัวแปรที่ส่งผลต่อกันโดยตรง หมายถึง ตัวแปรที่มีค่าระดับ
ความสัมพันธ์มากขึ้น ย่อมส่งผลที่เกิดขึ้นมากตามด้วย ส าหรับตัวแปรส่งผลทางอ้อม หมายถึง ตัวแปรไม่สามารถ
เพ่ิมค่าระดับความสัมพันธ์ได้โดยตรง แต่อาศัยปัจจัยอ่ืนเข้าไปมีส่วนร่วมสนับสนุนเพ่ิมขึ้น เพ่ือให้มีค่าระดับเพ่ิม
มากขึ้นกว่าเดิม ยกตัวอย่าง สิทธิของเจ้าของข้อมูล ส่งผลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทาง
อิเล็กทรอนิกส์ของสถาบันการเงิน อย่างมีนัยส าคัญทางสถิติที่ระดับ 0.05 ซึ่งสามารถอธิบายได้ว่า เมื่อมีการก าหนด
สิทธิของเจ้าของข้อมูลเพ่ิมมากขึ้น ย่อมส่งผลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของ
สถาบันการเงิน เพ่ิมขึ้นด้วย และนโยภาครัฐส่งผลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์
ของสถาบันการเงิน อย่างมีนัยส าคัญทางสถิติที่ระดับ 0.01 ซี่งสามารถอธิบายได้ว่า เมื่อมีการศึกษาสถาบันการเงิน
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มีการปฏิบัติตามนโยบายของภาครัฐเพ่ิมมากขึ้นย่อมส่งผลต่อประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทาง
อิเล็กทรอนิกส์ของสถาบันการเงินเพ่ิมขึ้นด้วย  

1.1 ข้อค้นพบและข้อเสนอแนะที่ 1 สิทธิของเจ้าของข้อมูล ประกอบด้วย การถอนความยินยอม 
การเข้าถึงข้อมูล การแก้ไขข้อมูล และการโอนย้ายข้อมูล 

ข้อค้นพบ: การโอนย้ายข้อมูล มีค่าน้ าหนักขององค์ประกอบมากที่สุด รองลงมาคือ การเข้าถึงข้อมูล 
การแก้ไขข้อมูล และการถอนความยินยอม 

ข้อเสนอแนะ: สถาบันการเงินต้องให้ความส าคัญในการก าหนดนโยบายเกี่ยวกับการย้ายข้อมูลของ
ลูกค้าอย่างเป็นระบบ มีการพิจารณาถึงแหล่งปลายทางในการโอนย้ายข้อมูลที่มีความน่าเชื่อถือ และมีพนักงาน
เจ้าหน้าที่ท่ีรับผิดชอบดูแลโดยเฉพาะ 

1.2 ข้อค้นพบและข้อเสนอแนะที่ 2 การก ากับดูแลของสถาบันการเงิน ประกอบด้วย การโอนข้อมูล
ต่างประเทศ การป้องการโจมตี การตรวจสอบและการประเมินผล และการบริหารความเสี่ยง  

ข้อค้นพบ: การบริหารความเสี่ยง มีค่าน้ าหนักขององค์ประกอบมากที่สุด รองลงมาคือ การตรวจสอบ
และการประเมินผล การป้องกันโจมตี และการโอนข้อมูลต่างประเทศ 

ข้อเสนอแนะ: สถาบันการเงินต้องมีการจัดตั้งฝ่ายบริหารความเสี่ยงอย่างเป็นรูปธรรม มีกระบวนการ
ท างานอย่างเป็นระบบ มีการติดตามประเมินผล และก ากับดูแลอย่างชัดเจน 

1.3 ข้อค้นพบและข้อเสนอแนะที่ 3 พฤติกรรมของสถาบันการเงิน ประกอบด้วย การจัดท านโยบาย
และคู่มือปฏิบัติการแต่งตั้งบุคคลและผู้เชี่ยวชาญ การสนับสนุนงบประมาณ และการสื่อสารภายในและภายนอก
องค์การ  

ข้อค้นพบ: การแต่งตั้งบุคคลและผู้เชี่ยวชาญ มีค่าน้ าหนักขององค์ประกอบมากที่สุด รองลงมาคือ การ
สนับสุนงบประมาณ การจัดท านโยบายและคู่มือปฏิบัติ และการสื่อสารภายในและภายนอกองค์การ 

ข้อเสนอแนะ: สถาบันการเงินต้องมีการก าหนดนโยบายในการแต่งตั้งบุคคลและผู้เชี่ยวชาญด้านการ
คุ้มครองข้อมูลส่วนบุคคล โดยมีกระบวนการสรรหาที่โปร่งใส ยุติธรรมจากบุคลากรภายในและภายนอกองค์การให้
มีประสิทธิภาพมากยิ่งขึ้น 

1.4 ข้อค้นพบและข้อเสนอแนะที่ 4 นโยบายภาครัฐ ประกอบด้วย กฎหมายการคุ้มครองข้อมูล 
นโยบายการคุ้มครองข้อมูล มาตรการการคุ้มครองข้อมูล มาตรการการคุ้มครองข้อมูล และ การลงโทษ 

ข้อค้นพบ: นโยบายการคุ้มครองข้อมูล มีค่าน้ าหนักขององค์ประกอบมากที่สุด รองลงมาคือ มาตรการ
การคุ้มครองข้อมูลเครดิต กฎหมายการคุ้มครองข้อมูล และการลงโทษ 

ข้อเสนอแนะ: สถาบันการการเงิน ต้องประกาศนโบบายการคุ้มครองข้อมูลส่วนบุคคลให้กับลูกค้าและ
ผู้มีส่วนได้ส่วนเสียทราบโดยสารณะ มีการจัดท าคู่มือการคุ้มครองข้อมูลส่วนบุคคลให้แก่พนักงานที่มีหน้าที่
รับผิดชอบ 

1.5 ข้อค้นพบและข้อเสนอแนะที่ 5 ประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอกนิกส์ของ
สถาบันการเงิน ประกอบด้วย การเก็บรวบรวมข้อมูล คุณภาพของข้อมูล การรักษาความปลอดภัย และการรักษา
ความลับ  
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ข้อค้นพบ: คุณภาพของข้อมูล มีค่าน้ าหนักขององค์ประกอบมากที่สุด รองลงมาคือ การรักษาระบบ
ความปลอดภัย การรักษาความลับ และการเก็บรวบรวมข้อมูล 

ข้อเสนอแนะ: สถาบันการเงิน ต้องก าหนดนโยบายให้เจ้าหน้าที่ที่รับผิดชอบมีการตรวจสอบคุณภาพ
ของข้อมูล ก่อนการบันทึก หรือแก้ไข ให้มีความถูกต้อง และข้อมูลที่เป็นปัจจุบันเพ่ิมมากข้ึน 

2. ข้อเสนอแนะในการวิจัยในอนาคต 
การวิจัยในครั้งนี้ ผู้วิจัยมีข้อเสนอแนะในประเด็นที่เกี่ยวกับประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทาง

อิเล็กทรอนิกส์ของสถาบันการเงินเพ่ือต่อยอดจากงานวิจัยในครั้งนี้ ลักษณะดังต่อไปนี้คือ  
2.1 ควรมีการศึกษาเกี่ยวกับกฎหมายคุ้มครองข้อมูลส่วนบุคคลโดยเฉพาะที่มีอิทธิพลต่อประสิทธิผล

การคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของสถาบันการเงินในประเด็นเกี่ยวกับการบังคับใช้กฎหมาย 
บทลงโทษทางกฎหมาย ความครอบคลุมของกฎหมาย เป็นต้น 

2.2 ควรมีการศึกษาเกี่ยวกับปัจจัยอ่ืน ๆ เช่น คุณสมบัติของพนักงานคุ้มครองข้อมูลส่วนบุคคล ความรู้ 
ความสามารถของพนักงานคุ้มครองส่วนบุคคล เพ่ือเพ่ิมประสิทธิผลการคุ้มครองข้อมูลส่วนบุคคลทาง
อิเล็กทรอนิกส์ของสถาบันการเงิน 

2.3 ควรมีการศึกษาเกี่ยวกับแนวทางการบริหารการคุ้มครองข้อมูลส่วนบุคคลทางอิเล็กทรอนิกส์ของ
สถาบันการเงิน    
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