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Abstract

This research article presents a guideline for data protection impact as-
sessment (DPIA) in the development of smart cities, using Phitsanulok Smart City as a
case study. The study employs a mixed-methods approach, including comparative legal
analysis, document analysis, and semi-structured interviews to gather the perspectives
of data subjects. The findings reveal that personal data processing in Phitsanulok smart
cities entails high risks due to complex data flow pathways, overlapping jurisdictions,
and the involvement of numerous stakeholders. Therefore, a personal data protection
impact assessment (DPIA) is necessary. This should include detailed data flow mapping,
the establishment of joint data controller agreements, assessments of necessity and
proportionality, as well as risk assessments and the implementation of appropriate risk
mitigation measures. The article identifies risks and proposes risk mitigation measures
in three key areas: (1) data breaches resulting from internal and external risks; (2) the
inability of data subjects to control the use of their personal data; and (3) adverse

impacts on other rights and freedoms.

Keywords: Data Protection Impact Assessment, Personal Data Protection Act, Smart City



=l
015aNsUaMACS UMINENAHUISAOS j UA 18 QUUA 2 NsNAU - SUoU .. 2568 207

1. UNU

Tuilaqiiuiiasdns - MlanldliannudAyiunisimundediieguas
viuadalinfanfunsiauumelulad wwAnFeafiesdaaiazisdgnuihanldiiels
nUImTuazAanniasdllszansnnudidesdaeiazazladiann viiaauvane
Afaaulasazulsduldnuaaudonis dgdszad uazdsnisaniunisres
wiazles widlufisesiunssiudndnenzddnfituenaniuiedadioyr fe
welulafansauna delsznaulufamalilaiitugs viieuimnssaiiiuadaiudeys
N9 (Big Data)’® @ nsudszinslne UszmARENITNNITUIARBUN TRRUL B
daasuzdl 1/2562 Ilienafiesdaaiozdnfuiedilduslaniannaluladuag
winnssuiiuadouaraoyaan Weiadszdnsnimaeanisliuinsuasmsyims
Aanaies anAlldanauaznislininansaadewasilszansiiluang Tnaiu
nT0aNLULTAA uaznnIfidausinaeaniagrisuazniadsraniluniswamnides
melfuuAansiauideiey Wewiuads Wilszmadludedianunmding
A fanug agedeiu’ uillmnafanannaglalldngnaia fayanin viemsauwna
Tanss watladadrdniidasdaaialinminnueanaluladuasuinnssunasna
MIuTMsuazIsLTINsdAnndesdaaiusitssdninmuazayaaadanitade
Aunsiszananateyaninderanteiayadiuyans Malszatanafangnn Aaenags
Hansenusealszainslwiiesdaeiasiiuidnaesdayadouynna (Data Subjects)
Waafeanudulalilszansldusnsviasanfanssasing  lwilessaeias aaaas
pLHuNNTUsTIiURANTENUAUNNTANATENTBYAdIuLARA (Data Protection Impact

Assessment: DPIA) (G9sialiiiazi5anqn DPIA)

wa v v

winsrsndyAANATelayadiuLAna W.A. 2562 (@eralilazFund
wezsiyciRAnAsasdeyadouyana) laldtsdulidrounsdayadouyana Data
Controller) #a4dnYin DPIA usfAaLAnTayadauyanaaasadunis iiedaeliny
UFiTRmTIse - pafidvuslunszaioyaRduasasdeyadauyanas Idetnagn
Fasprudan wagiieliananandiviiu sryanudnuasiuasnpansfianzasu
nsinaalannde viiaioananadadld iy aims 37(4) muusligeouns

® Laurens Vandercruysse, Caroline Buts, Michael Dooms, “A typology of Smart City services:
The case of Data Protection Impact Assessment,” Cities 104 (2020): 102731.

¢ UszmAnnensTinsuiReumnsRmu L sdaalusil 1/2562 Goe nannoeinislszdiu
wazAnaNTR JEnisuaznszuaunsiunsiasniniuidiedaaiay wa. 2562,
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1DYAFIUYAAARBILAUURAZIATBYAEIULAAAFINANNAEINATHHANTENLADANT
waziasnInIadyAns Laglunsainnisasiinilnaniassgaliuiannazsdinlianaes
1aYARIULAARNIILUNFANUUININNITLELIET WBNAINUY 8T 37(1), 39(8), 40(2)
s Y o VY v = v v Vv
wazNIAg 4 29gRanN Selamuualidrounndeya waz/vie JuUssananadayasiea
FAARNINTNIFTNENANNAUAIUADANLNUNIZAN TINNTNAZAA LA NNIATNNTINEAN
ANTuAtlaaaf e NN anlsTua T uAaainrls s AN NLAsRATANaN TEN L

AORYTULAIATNINYBILAANTUTY

UNANNIAET A9RIRNUITasA IRaLEUeLLINIINITUILIHUNANTENLANY
N7ANATEITaYARIUYAARLLUNNTNIN UL B8R 8Y AnTNNTtliaaaasuyisnlan
914 M I uFuLLLA MU B8 R RT U AU ]

UnAsATeRTLE 1uaase \TaR0INTN (Qualitative Research) Iaglldagn1s34s
WLLNANNENY (Multi-methods) Usznavsiag nsAnsngusnelTauLiay (Comparative
Law) LLﬂxmﬁLmﬂxﬁ‘ﬂ/@gm@ﬂﬂWi (Documentary Research) u@ﬂf«nﬂ‘ﬁ £98N1381399
mwﬁmLﬁwumﬂixmm‘lummﬁyu‘ﬁLﬁ@\1fa"@m?ﬂzﬁwaﬁmﬁqﬁ%mﬁmmmﬁmuﬁa
1A79a519 (Semi-Structured Interview) Lagiajaiiunisldanixilanaiia aglgszifin
ANDNHNIANNNITNLNIUITTUNTTH FIDENNANDNN LU “VINUTANNAIRINTaYAFIU
YAARIBIVINUATYNALAR vialasunansznuainnislduinisaisisenselld” “vinu
fanaimadedauniign” uay “anufatiudiwadanmaiadulalduininiies
daafuzrawinu vielal inszmele” dviunniRennguitetniiiefiusiusy
fayatiu fAduldidennguidnuailsyansfduimeassngluaniuiiaving s
WIIAT U 24 AU waztszrnsluanen el ednenlanuasiamn AL auAS
frndan san 17 Ay ilesain fesrAaniedrweanielalidiraanguiaating
Tuasiuiiennauasing laaldiinisdennguiilmanaunutindny (Accidental
Sampling) laifinnsasradeule vraruuadnsuzreangailanaduiiae ey
fAtuiudndszanaynadluiufidadugfdoulddaudauardannmdoediagly
Funansznuanmsdsvananadayadauyans elddayauda aseldldaznis

AuAr1zaiiilen (Content Analysis) Tunnsdiasizinazulanadaya

wirwanguAletnawaznIniaanngail usnsuuuiugyaridesnna win
ansnsninanlidudeyadesiulunsdinssianuaniiueeslszansuaziatson

pna@sauiauduneunililunmslsziunanssnusmumeAnATesleyadauyAnaLe
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v
= 1 Vv

aily 1flesanumanaRasdl HAUUNTANENUUININNITANATEIT DY AAIUYAARAT
nguanenilunan AT B ARl UM TUNAUENIRTNNTAARINHIALI wran1saANITdeya
TuFanada uazunANNATEILTwREILUINIINNITAYn DPIA Talldunaglaaens
AAYIN DPIA dufuiilesdaasasiendlan WANIATE NANTY NNANTANENAGBAIL
wranuiiA g aeTun I RmwILE asdaes sz e anIntnan s AT Rl RN Aaten

waldselemils

2. NMSNUTBILHBIRART TN ELAN

Fvdpfmndantdgniuualidunidusmdafuuiuresunuduindaunns
Wannfiesdaeiorranlsemdlnandlduumanisdueaewlszinalng 4.0 uaznson
gMsANaRTTA 20 T (W.A. 2561-2580) Aela AN I AL LAz AN nsaes e
Tumniuiienadiosiznlan watnauasiznian awneuasing uazminends
wsAns* AsauAquALTiENaifies 732,54 AU, Srusutlszannalszan 281,945 Ay
uaziufisuneuasing 303 as.u. Suoutlszmnsdszann 84,807 au® laansauiiu
naflesdasierluasiuiisunadeisnlanuazenaunslngazagniels lassms
Wasdaatazdmdaizndan TuanniuRateureesinsuTsdoudamndn daulasanis
Amnlanuasdaeiuyasinedafiu %@g‘lummﬁuﬁmﬂm@umﬁm{i@ﬂimmﬁmﬂm@um
neolaniudiuiagey warlasenisruuuuiesdaasey (NU Smart City) (@aselilaz
32191 NU Smart City) ﬁq@g‘lummﬁuﬁﬁm@ﬁﬂwé ANNDADI NNUINENALUIATT
ThffuRetey WeliAaaadaauilonsninsdinm fosdaasarfivalan lu

unANNIAEauil azATaUAgNIIRRUANITANHWIIMIeIY 3 1ATenns

Tupsimuilesdaesar lasanisiiesdaasazdamdniznlan lanimus
WANUNNTWAUT 4 A1 AN 7 ANUANNNLTENIARAENTINNNTIULARD LN TN LLN DY

gaa3eedl 1/2562 lamvun® 1iun @awindendaadas (Smart Environment) LATESTA

* dinnuduaiuaregiafana “unadiuims: Wesdaasozdamdniizadan,” FudAuain
unanWefudeyaiiesdaadss (City Data Platform) e 10 unsAx 2567, hitps:/drive.google.com/file/d/
1QCtAcVgfc_kQEXfzNilrlQMax2s6Xv30/view

° @innuusnudmdafienlan, “sgnuanunisoiussudmiafsodantasing 1 T
2568,” ﬁuﬁmﬁ'@ 28 WOBNIAN 2568, https://phitsanulok.mol.go.th/wp-content/uploads/sites/23/2025/05/
s1auanunrallnsung-1-1-2568.pdf

5 sz mARNENITHMITULARBUN IR DIsaeS axil 1/2562 Gas naninosinnsdsaiiu

wazAnaNTR JEnisuarnszuaunsiunmsfiasnnniuiiesdieiey
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#4978y (Smart Economy) N19LT1N1N1ATFAAaTeE (Smart Governance) WATNTUUAN
#4938z (Smart Mobility) luanisi T,mqmiﬁmﬁ,@ﬂumﬁfafﬁﬂz@mﬁqﬁu Tanvun
WAL 7 §11 93988 WAKNUEae3 8 (Smart Energy) walilasdaases (Smart People)
WAYNNIANTNTAREART Y (Smart Living)’ Wazlasen1s NU Smart City lonnuan1swimwn
3 fu lFunndsnudaeiey Avusdandanluzuasnsaudidanio: Ingluszazusn
ﬁawimﬁmﬁ,@niﬁsgqﬁwuﬁiﬂiqﬂﬂﬂﬂﬂmmﬂmmﬂmm%qﬁyugm \ieatiuayunis
DENUULWATMIRAUNGINEI8ATEY 11U miﬁmf??qLmﬁ@@?ﬂuﬁ@ﬂd@ﬂﬁmmpmiﬂw
(Wi-Fi) lufiufianans o wazAnIIRRUNTEULdBYALN®Y (City Data Platform) dslasinng
Spsapnizyiney fvuagedeyafiiaadas fuuasssanfinateys fuundfudu
1eansdnfedeya loun Uszaau missswensuwaziszneunis wineaunindy
uaziLFvnaviaea uazdineruuanisuanulaendayaniiu dausetlsyanulisunss
Uszyns (Application Programming Interface: AP @GaseliazFandn APIE wananil
lunsmuiilesdaasasiznlanluiusne - fainslinalulaguaruingssy iy
Latnalmdy seniued Sumesiilnlszauasswaa (ntemet of Things: loT deseleld
axFundn loT) svuudues svuusumdsuulan (Global Positioning System: GPS
seliliazGeandn GPS) UA¥ITLLANTAUNA)NAGRT (Geographic Information System:
GIs FeaeliiazEand GIS) uazdinaihdeayanasdszinnidngreuuiudnuauunn
sufedayadiuyaratenlszansluiui and

1. AAWIARBNTARTEY LATINITAMUInALLlatnisdaeiuLazUsTina
AN9T0UAE UATTTULATIAIAAMNINEINTA Aedin1TLTvNTLazdANsTasamNion
a4 (Real-Time) LWaLETNUIZENENINNNTYINIULIT GPS WaZwaUNALATY

2. WaNIuEARstr IasanssruuLmsdaanisiniharssauslaanisacuns
wazdansaeiatenAugauteya

3. ﬁﬁuLﬂiwﬂﬁﬂﬁw?ﬂxTmmmmwmW\Im‘;\m?mﬁmmj‘mmammqrmmwm
2 g v 1 a ! . v v v oA o & a
3943097 Nlaan (Kilola) Aadlignudayarunalng 1N NUNUNITIATALAZNTNAR
AADAAUNITLANLUTEENTNNANANARN 1WBNAINLU @uﬁ@q?nﬁlﬁ‘ﬁuuwmi NGNS
o o s X M oS v [% a o< I a o aAa
wiAngsxlunzannIInfuaealnligaRedldinalulad loT danisknuLeUnAAduns
¢ o o a
IR RT AN UTURARINLAZATLANANINLIAA DN
" dnnanudadaarsgiafana, “unagUfuimns: Asolanuasdaetovechdafiu, Fudy
Nnunanneindeyaiiesdaaiay (City Data Platform), #UAWIAE 10 uns1AN 2568, https://drive.google.

com/file/d/1XQ51MDGUSgyKVofSuABvapgYzvdYJp3W/view
® umagdiime: (Hesdaatardmdaienlan.”
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4. MILIMINIATIERRTEY Tmmwﬂ?uﬂqﬁmjmmuﬁ nsLaznzideu
NINGAU ABIRNITIIUIINUALTRATIENTRYAFN T wanani deismsdnieninng
npigiutamntesula aediaaiinaifusansaalfresfdiuypnareslszansly
i

5. UAIBATYY IATINITNINULYATUIAT LAAIFILNUITE U LTUAINIATULAY
AA8ATOIUAIEI S TNEAIndaNElan Anasldinalulatuanainurlsssuuauga
N TUINFeelinsszananadayamuina1asa (Real-Time) i uatlwaladunaiam
(Carekoon Mobility Platform) a1 waaduiianainaausaniieresnnaiguazianty
TnelldysanmsunanrlesunaannantudssaniLinisansnsngs iedievaerdg
angfagnndie ginng sonfeypaaiiidedialunafiung uazddldmon R
Tasaafreiiugnuaasmeaussdaaiazmeluiaminfisnianiasdealiglfauausn
winsnunaassnlszannauuaeiiatiels uaznasuinsmaluladasaumnauaznig
Aeans avnAnenduusaslAaualnaiAtu NU Transt il s aazaanun
fdsmesolflluasiuiiaminads oeaazuanstayamadusalniuuuman
s34 uananil wmnauarisniandedisruunmmadussiuanasiuiio Tnnideslo
LATBTNUANNIANATIUATITULAARANIDIALANTANEITE WAZANITENTEALNIATI Y
mwﬂ@famﬁﬂu%mmzw?"wﬁawmxﬁmﬁu@ﬁﬁm@uuﬁmmuuﬁqﬁﬁmﬁmﬁmﬁm
FnannsAnsanaadngimiagasile Closed-Circuit Television: CCTV) @aselilazEeandn

CCTV)

6. WalHeIdAnTEy ALNAUATREOIANLANNIRIMWINEAARATIALAZAALATH
nasGauinumalulatiansawmna

7. NIAINTIREAaTHE InAUIauATIENlanElATINNTARTI s UL LT ey s

ALNINTIRRGIELUNAR WATANITANUITTULAISITILAN 7] LNBTaeFURgIent

NuNUM AR agaeTazisalaniiuladn dadananaeinisimuiies
gaaTuriElandANNAG EARINLNeIERaTEZAU ] Na1Ae AnsimumAlulat

UTBUINETINUALTTULTIUTRYANYR UariANTIndaninATTuaTNALNTY
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3. UANMSUATTUABUNITUSLIHURANTENUATUNITANATAITDYS
CRINILER

N7 luNaNIENUAUNNTANATRITEYARIUYAAGYTE DPIA huflunua
ponAaTIRNuLLee lagldfudnanaunaniaiasfiaviaulaunsdunguans
Auanden 1w nassRuNanssnUAUAILIA&as (Envionment Impact Assessment
138 EIA)° Article 29 Data Protection Working Party 6'?3'\1Lﬂwmmm@mmmwqu‘iiﬂ
TaliArnumana 19 DPIA Svaneii msmumiﬁgn@fammuLﬁ@@%mﬂmiﬂixm@w@
daya Usziiunnssniuayanslddnsanaesnislsyananativy uazdiasnnisaas
\@enTiaznssnuseansuazainmaesssmauiaisanmedssaasna saomstsziiu
M’mL%ﬂ\iLLﬂzmiﬁmaﬂﬂﬁjN}mﬂﬁi[ﬂ"]\i°1 \iedAnNTANNIAL" Taannsanyin DPIA
fupariniiumaneudalazamasng g anmsdnmgiie Wiauuamansdari DPIA
gasannglsl’ ansngennnansfuavilsvinafealls® Aneiuuanng viadumnaud
ARIEIARSTL TILUINNINNTAAYIN DPIA nstliflaqdaasuyisnilan mwmqmﬂuﬁ?umu
Taasieliil

° Reuben Binns, “Data Protection Impact Assessments: A Meta-Regulatory Approach,”
International Data Privacy Law 7, no. 1 (2017): 22-35.

'° Article 29 Data Protection Working Party (WP29), “Guidelines on Data Protection Impact
Assessment (DPIA) and determining whether processing is “likely to result in a high risk” for the purposes of
Regulation 2016/679 (wp248rev.01),” 4. accessed April 20, 2023, https://ec.europa.eu/newsroom/article29/
items/611236/en.

""" Article 29 Data Protection Working Party (WP29), “Guidelines on Data Protection Impact
Assessment (DPIA) and determining whether processing is “likely to result in a high risk” for the purposes
of Regulation 2016/679 (wp248rev.01),” 16-18, accessed April 20, 2023, https://ec.europa.eu/newsroom/
article29/items/611236/en.

"2 Information Commissioner’s Office, “Data Protection Impact Assessments (DPIAs),” accessed
April 20, 2023, https://ico.org.uk/media/for-organisations/guide-to-data-protection/guide-to-the-general-
data-protection-regulation-gdpr/data-protection-impact-assessments-dpias-1-0.pdf

® Personal Data Protection Commission Singapore, “Guide to Data Protection Impact
Assessments,” accessed April 20, 2023, https://www.pdpc.gov.sg/help-and-resources/2017/11/guide-to-

data-protection-impact-assessments.
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o1senstdimacts MONeNaauIsnos

3.1 szyAnNandulunslssiiunanseNuATUNITANATES
TAYAAIULAARN

puszifisunisduarasdayaalluisanninglsl (The EU General Data
Protection Regulation @vsialilaziFendn GDPR) frrunadayadauyanagniiaduls
Fasmniiunisdnvin DPIA lanlunsdififlunisszanana dedluusliindnaziin
ANEEIg Tiaznsznusedniuazisininaeayana detu luduneuusnisies
farsanannssvananateyadouyaaalulasannaing | faouidasge vivalal was
szypmuanihilunnsdavin DPIA visl lumsdssfindmsdszananadayadiuyaaa
TuAans wing lasannavidendaieiivallafinonandasgafiaznsenu@nduaziainim
PBNYAAR NIMT 35(3) Wie GDPR I leannanmniesadl (1) sruuLszananadeya
zﬁ'quqmﬂ@ﬁmhﬁﬁﬁﬁﬁﬂwmzﬂf?ﬁqimﬁlﬁiqNﬁ\imiﬁﬂﬂﬂwaq (Profiling) (2) Msdszung
nadayadolug viiadeyaoimoynssuifiFannmnn wag @) nmaihAana (Moniton
Rnniufianssefiflinnmnnetiaduszoy®

[naneuzaINa1aziulidnslszananadeyadouyanaluiesdaases
fwolantiy funnsszoanaiiipnmidnsgailesann (1) Snasihszunlszung
HadRlURNlE (2) Ansdszananadeyaaeulmimunin 26 wianszanaiyos
fuprasdayadouyanay lulfanomnn 1wy welwdindunaianiinslszanana
Tayaqunmuazdayannuiinns uas @) fsrunithinna vienseaerlunFoniud
aersoifluiFnnde wu nafiaae CCTV munun anilsalnl aunadu nanauas
URoniufianssoisdu e fail Asagdlaon miﬂism@N@IuLﬁmﬁw?ﬂzﬁmﬁ@nﬁu
\flunnatlszaasnanfinnadsegauazaniiudosiavi DPIA

aehdlafimna AnEnzaeInNNRLIgImETITusl GDPR T huiessnathg
WieliinAnudaian Article 29 Data Protection Working Party Asldpanuualfinm
dmfumsszifiuanadssiunisduarosiayadauyanaiiandn lagldimun
fafansnnmiatlszananafiuusltiudianiandong o dnsnie viindhatnales 2 Anwoy
a0 9 dnuriliiaduilumnlazananaiifianaudngauaziasiiiiunadoyi DPIA B
matszananadayasiuyAnaluleIgaaitsiEnlan e anEnLsng - T 6 Anmuy

AN 9 Anmouy AaRa bl

" The EU General Data Protection Regulation (GDPR), Article 35

'® The EU General Data Protection Regulation (GDPR), Article 35(3)

'® Article 29 Data Protection Working Party (WP29), “Guidelines on Data Protection Impact
Assessment (DPIA) and determining whether processing is “likely to result in a high risk” for the purposes of
Regulation 2016/679 (wp248rev.01),” 9-11
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1. NMIAAANATIAAaLAtNUTUTEUL (Systematic Monitoring) NNTUsENaNg
%’mj@Lﬁ@LﬁﬁﬁmmwvﬁfaLﬁﬂﬁqanLéﬁﬁufaﬁmﬂm&wymm@@ﬂ"mﬂuiwu w nsRAR
CCTV Lﬁ@mmmﬁﬂszfﬁ’mu‘l,ummﬁuﬁmmimwmLﬁfaaﬁmﬁ@ﬂ Fenstszanana
Tudnemnigil dnaznsvvinlanidaedayadiuyaealiiiowasliaanoldddeya
wasnuazgninlfldedngls LL@ZLﬂuﬂ’]iﬂ’m‘ﬁlL%ﬁm@d‘ﬁ@;ﬂmﬁlﬁuqﬂﬂ@qz‘waﬂLEIIEIQVLEJL‘E/’]

= = v a &L A
(AN Mi@l‘ﬂu&ﬂ’]iwuwm’]ﬁ’]?mz

2. dayadruyananiannesulng (Sensitive Data) unisdszananadoya
aaulnnianuidngedinaznssnuse@nsuasainnaelssmau Wy uellnaiadu
wAsAnLATTELLLI LT ayanun MR gIe e ALIAuATENLan AN TUsEN0s

1% a =2 A @ v ! 17
N@T@Nﬂ@@ﬁﬂﬂqWLLf‘I%ﬂ’l’]NWﬂqT ‘Namﬂum@yﬁ@@@uiw;

3. ﬂﬂ?ﬂizmmﬂ“ﬂ/@a@‘umﬂmﬁ (Large Scale Processing) N3UTZNIANALY
\fiasdaasuzienlaniuninlszananateyadiuyaraiifiannmnnlagfaisunan
saulszmnsdaihuduedayadouyaasiiisades setwmianssaiidesnisnis
Uszanana 1uATadNed Lazsrazinarean slsranana i

4. mssangAdela (Combining Datasets) N3lszananadayasiulAAaLLLEBY
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(the Reasonable Expectations of the Data Subject)
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3.2 agunEnszUIUNssTaaNaTayARIULARA
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Aendind® nanainiu fapasfinsssymeanBandu 7 Wy seuwss unasasaILA
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Muazidannistszunanadeyadouyanslunsdinmienatszanilymn vie
praiivng Liesnnmsvienuresruudiasdasissisnilanfaatuiivudauses
Tassmsuagiivihsnudhanifgadaaiiudaunnn mrluaBauredays Jadiana
Fudaunazaniiazszyunasianaasdeya Inaemglunsdififinnglfrruudnuidlu
nauanulasudioge faiu Fapesdeviusiainsivaisuaasdays Data Flow Diagram)
atieazidan iadadliiiuninsanaasnistszuanateniiesdaaiuzannisiy

ndayadouyraalasnainlug gnasinuwazivlinls lasnsedearing dusiu
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8.3 szymianuviaasAns yaaa uazgidiuladiuide
UIGERETGRE

NAIRNBTLENTTUIUNTIUNNTUTENARATRYAAIULAAALAT ABIHNNTTEY
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{a3ya (Data Center) uaglammuntminmuazwifinesiinaadadunisquauaziifms
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Aliudeya gleuanreud@lunislvdeya wazgauasey’™ wazlasanisienlan

® Article 29 Data Protection Working Party (WP29), “Guidelines on Data Protection Impact
Assessment (DPIA) and determining whether processing is “likely to result in a high risk” for the purposes of
Regulation 2016/679 (wp248rev.01),” 16-18.

" umagdiidme: Hesdaatardmdniiendan.”
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umﬁw?m@f;iNffqﬁuvlé’ﬁmiﬁwumzuu%g@LﬁmLLmﬁﬁmﬁm@%’m&@ (Data
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AsneliAailygmlunsivusaniuzuagmifiaanse oy giduaresdayaa
quypaad aaudaflu 2 sz oun (1) daunudeyadeuiena (Data Controller)
femunanthiidadulafsaiunisifusausen 14 viedlawedayadouyans way
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mniaselaazlaldisnsanssngluiiesdaaios viialdianizianiiu Ay ivaaing
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Minimization) wazama 37(3) fpauinndayadoupnaiviinisiiunisay vievhane
Tayadauyanaidiofuimiassazioanisinm ieldifaates viaiRusasuiu
pudngUsrasdlunaiiusauraadeyadinyans viemaiidiaasdeyadouyaaa
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wAAnifmalaFtaTURTgINamaLaztesildlumsiamaanaedaulun
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uananil vananuaniuwarlddndiudadonlaaiugulunislszaoana
FUTBUAEN)UNE (Lawfulness of Processing) BN EUEN AnWanTangIU
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(Purpose Limitation) AMNX1ATY 19 WAZNIATY 23 WisnszamiiyRfuATesdayadiy
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lsumnnausenlaedaudsuazaaumanguang Inadarunndeyadouynnasiedls

** Rama Krishna Reddy Kummitha, “Smart Technologies for Fighting Pandemics: The Techno-
and Human- Driven Approaches in Controlling the Virus Transmission,” Government Information Quarterly 37,
no. 3 (2020/07/01/ 2020), https://dx.doi.org/https://doi.org/10.1016/j.9iq.2020.101481.
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# Kamrul Faisal, “Applying the Purpose Limitation Principle in Smart-City Data-Processing Prac-
tices: A European Data Protection Law Perspective,” Communication Law and Policy 28, no. 1 (2023):
67-97

* frysni o ﬁ‘],luﬂﬁrl, “mwfﬁmﬂm\mgumﬂumié’mi@ﬁ@gadauqmﬂﬂuﬁum@uﬁm
fAaa3ee (Smart City) Legal Challenges of the Protection of Personal Data in the Context of Smart City,”
2M7ATINAAANENEBAAIART 13, B. 2 (2563): 271-294.
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Faselliazendn LIA) 3 funeumsLwanaesansmenanans? 6l duneudt 1 1%
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" Information Commissioner’s Office (ICO), “Legitimate Interests,” accessed December 25, 2024,
https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/lawful-basis/legitimate-interests/.

*® Office of Data Protection Commissioner, “Ireland, Twentieth Annual Report of the Data Protection
Commissioner 2008,” accessed January 24, 2025, https://www.dataprotection.ie/sites/default/files/uploads/
2018-12/AR2008.pdf.
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* Methinee Suwannakit, “The Protection of Privacy and Private Information in the Digital Age:
A Comparative Study of English and Thai law Applying to Individual Media Users,” (PhD thesis, University
of Glasgow, UK, 2023), 103-104.

% Campbell v Mirror Group Newspapers Ltd [2004] UKHL 22

" Murray v Express Newspapers Plc [2008] EWCA Civ 446

* Michael Friedewald, Ina Schiering, Nicholas Martin and Dara Hallinan, “Data Protection Impact
Assessments in Practice Experiences from Case Studies” in Computer Security ESORICS 2021 International
Workshops Revised Selected Papers, Germany, October 4-8 2021
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% Lilian Edwards, “Privacy, Security and Data Protection in Smart Cities: A Critical EU
LAW Perspective,” European Data Protection Law Review, 2, no. 1 (2016): 10-11, Elvira Ismagilova et al.,
“Security, Privacy and Risks within Smart Cities: Literature Review and Development of a Smart City Interaction
Framework,” Information Systems Frontiers 24, no. 2 (2022), 1-22.

* arysnn ou Ayad, “Anavimannanguanglunsduasesdayadouyaralutiunueaies
4938y (Smart City) Legal Challenges of the Protection of Personal Data in the Context of Smart City,” 283.
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% Lilian Edwards, “Privacy, Security and Data Protection in Smart Cities: A Critical EU LAW
Perspective.” 13-14.

¥ Amalia Berggren, “Surveillance in Nineteen Eighty-Four: The Dismantling of Privacy in
Oceania,” (BA Thesis, Faculty of Art and Social Sciences, Department of Languages, English Department,
Karlstad University 2016); James Boyle, “Foucault in Cyberspace: Surveillance, Sovereignty, and Hardwired
Censors,” University of Cincinnati Law Review 66 (1997): 177.
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% The EU General Data Protection Regulation (GDPR), Article 32.
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3. wansznufadAnduaziainInau lulesdaasorienlanladinng
% NIST (National Institute of Standards and Technology), US Department of Commerce,

“Considerations for Managing Internet of Things (loT) Cybersecurity and Privacy Risks,” (2019), accessed
December 20, 2024. https://doi.org/10.6028/NIST.IR.8228.
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