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Abstracts

This article aims to study enterprise cyber
security risk management guidance as well as to
present appropriate risk management methods
that meet worldwide standard so as to deal with
cyber threats of information system in the future.
This study explains risk management procedures,
including preparation, risk assessment, risk assess-
ment report, and follow-up on risk assessment
results. The study also includes measures in order
to respond to the risks. The author synthesized
the National Institute of Standards and Technology
Framework (NIST Framework), laws, regulations,
and academic documents in implementing the
risk management practices and processes that are

systematic and practical for organizations.
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The results of the study show that an
appropriate risk management is essential to
successful management of cyber security in an
organization because information technology
is contributed to drive enterprise mission.
Risk management guidance also determines
whether the measures implemented in the
organization appropriately align with the context
of organization and are able to effectively reduce
risks. Furthermore, it also helps to improve
information systems in order to support business
processes and the core functions of organizations

more efficiently.

Keywords: Cyber Security, Enterprise Risk

Management, Risk Assessment
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feudwifiieadesiunmsudmsanudesssiuasdng
(Enterprise Risk Management Definition)

1. anades Risk) Arwliutueufiflonia
Andu Lﬁmmﬂl,iwﬁ%a;ﬂahjl,ﬁsawaﬁiamsﬁuﬁuwaé’wé
puusunALiuey vieingUsvasddineld suds
ety viFedsfleguenmileainnisnuau (Project
Management Institute [PMI], 2017)

2. miu%msmqmﬁlm (Risk Management)
Junszurunsilifieudmsdnnisuanseny wie
arudemediiloniafinturioosdng videyaains
aeluesdng dmiuyumesiunnusiuasasnis
lowued vunefle svvuasaumaiifidusaiuayy
N13NANENVDINLIBIU (International Organization
for Standardization [ISO], 2009)

3. msUszfiuanuides (Risk Assessment)
nspuINnsivlimsuihdunsndvesesdng Ssesu
avudsanndesdisda dunsnslafiniudesnn
fian wagdaunszurumsiviilimauin dunindla
Tussdnsveasimudfmniian

4. amusiuasUaeadeluiuas (Cyber Security)
nsanmudsdlifulassadieiuguionmanisniw
wazyaloiues gatiulufimsuimsianis nsyngn
nslaudl Taedesssud uasfefiuyudlddety
wasle waglildddla wu nsenisie wienslaud

maleuas (Bodeau and Graubart, 2017)

NIST Framework fUUNUIMAISU3AISAILIIUAS
Uasanglwiues

National Institute of Standards and
Technology: NIST l#ean NIST Cyber Security
Framework Version 1.0 Tt w.¢.2557 waglaiinis

Usuugadu Version 1.1 Tud w.m.2561 (NIST, 2018)
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Usunszuaumsuimsiansenssiunsasefeleiues
TidhganusdiGonin Cyber Resilience (irswgnard
UeRAITIN, 2558,11.13-17) Fandemdmsiluenans

President Policy Practice: Critical Infrastructure

Security and Resilience (The WhiteHouse Office, 2013)
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NIST Framework Core Structure quwmmﬁ
sziiulufinszuaunts Identify wienssuiunis
wisunsusmsauiuaslasaselauesidundn
Fanszurunsiinanazidunisinevhanudila
U3UN MNE1NT warRanssuuddueseddns e
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NIST Framework Core Structure

D
| |

OPPORTUNITY FOR FUTURE IMPROVEMENT

IDENTIFY

» Asset management

PROTECT

» Access control

» Business environment  » Awareness and trainig

» Governance » Data securoty

» Risk assessment » Information protection

» Risk management and procedures

strategy » Maintenance

» Protective technology

AN 1 2sIuYed NIST Framework Core Structure

DETECT

» Anomalies and

events

» Security continuous ), Analysis

RESPOND

» Response planning

RECOVER

» Recover planning

» Communications » Improvements

» Communications

monitoring

» Mitigation

» Detection process

» Improvements

fin: NIST Cyber Security Framework Version 1.1, 2018
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N32ULUINIINITUIMITAEB G 1UAATIA
Uaeaduluuasluseans
msUszdfiunnudsasulaes (Cyber Risk
Assessrnent) huduniioanseuiunsuimsaudes
(Cyber Risk Management) TetinszuIumsRIna
fodndudruddglunisuimsanusiiunsaonsde
guafvesesing (W3nyan vesteun, 2560) Ledan
Jhenuinsihweluladasaume wagn1sdoans
Wrnldaumuaisiafinainnatsuazuaneieiu
Faunamshafianuddyesnann auldanansasesly
syvuasaumanatiuayunisafanaalinislails
wiasduiissszeznandu 9 lusasiiviinisie
mnszuvansaumaldnullididusseznamis 8

lalasunansenuanndn Tnguszasandnveens

Usudfiuenudssinulowes fie nsfinnsaninazii
wnsmsevausulsesulflussduiimangan
uazdenAdeITuNINavetesrnsludAey (Gallagher,
2013)

wdnmsdadyiithuldlunsusaduanudes
sulgiuesidunisiuinsgiu NIST uUssynald
\lesnnifuanasswiildfunisseniulussdvaina
Usgneutumsituneulumsussiiuanudesidaay
wazlidudou Snviaflenuaenndestuanasgiuaina
frun1ssnwirnutualasnfearsaumnasy o
YNFBENR ISO 27001:2013 Information Security
Management System COBIT5 COSO Wudu
(Moeller, 2010) Ingn1sUszifiunnudssiigne iy

719%UA 4 TURDY FININ 2 A9t

step 1: Prepare for Assessment
Derived from Organizational Risk Frame

step 2: Conduct Assessment
Expanded Task View

ldentify Threat Sources and Events

L

ldentify Vulnerabilities and
Predisposing Conditions

L

Determine Likelihood of Occurrence

L

Determine Magnitude of Impact

i

Determine Risk

Step 4: Maintain Assessment
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fiun: Gallgher, 2012

m ou1da INDdv1a Na: Y3  aannulg



Pnamit 2 Wunsesuiedannsandunou
msUszdiuauidessny NIST 800-30R1 Guide for
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1. nszuaun1sAauntsussfiuaudes
(Prepare for Assessment)
Funeuihiiunsinssiuiunvesesdns
swsmdeyaiisIiunudnuuzYeIsTUY (System
Characterization) tlavhaudilatissuvansaume
Aunstandnuesesrnstiuiidiuiedomseduindou
ssAnsveaseeils Inesetnetoyadldlumsuszidiu
ANLLAYS Q’L%auuwﬂ’;ﬂﬁlﬁ&lﬂéf’;a&hﬂﬂumﬂqﬁ 1
seAUsEneuldlunsussdiuanandes meillunsiiu
swsudeyaitieidosiussuuasaumaveseadng
ansasdunsiivieyasgralussuulivategiuuy
WY ASTUUUEUAINLARYEILIIY A1TEUNYA]

vaa =

HNTAIWNYITRY NSNUNIULBNENS H3BNS AT B0

U

WangIvdaunItelnl Wudu

asAadsznauildlunisusyiiuainudes (Risk Factors)

1. Taseadreszuvansaume
(System Architect)

2. Yoyassauwmna

(Information)

4. wihiujlin
(Operation Officer)

3. MsMAuguananis

(Governance)

1.1 8150u33 2.1 Toyausazileidunu

1.2 geviuds 2.2 JUuuunmsdniivteya
1.3 andnsnssuanusiung | 2.3 nuddyvesdeya
Unenfuszuuansaumel | 2.4 sefutumnudu
1.4 fupdeteneufiumes | 25 avslumsdnfiessuy

ANTAUNAVDIDIANG

3.1 sguu IT Mldduindiou | 4.1 Winthiiguassuy

3.2 N15NVDIDIANST aNTAUNA
33 Wlgvieanuiuns | 4.2 Glinuszuvasauwme
Uaoanluiues 4.3 83du3 warlinAdy
3.4 aansn Tunsleseuy

35

weuensuf iR
UINTNTAIUAY ANTAUNAVDIDIANT
gumaila
3.6 WIWINIIAIUANGTY
ANTUTWITINNTT
3.7 1ININTATUAY

FIUALAN

LazANNWINADY
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2. asuszfiuaruides (Conduct Risk
Assessment)
2.1 MIATERABANAIY
Fupouiidunssuumsussdiuauides

TAYBUAULINYBINITIUAUUTERUAINULES LAY

'
@ =

szfesfinnsandsfiGoninioanawiinseyindessuy
ansaumaveasnoududusuusn Jafeanaiuniy
NIST 800-30 LazaIn9uIdeves Uy aduial
(2561) wargau Uszamnzds (2561) lalvivauiun
fleuwesidn deanaiuvndleiues Yseneulse
foANAINIINGITUYIF FBANAINAINANINWIATOU
wazdoanauiiintuainuywd awnsouddlddn
2 U5z Iun mslaudfiintuegnedla uaznsasd

S a X 1%
VlLﬂC']“UULLUUhJGNI‘O

A19199 2 Useunnuesdeanatunisleiues

2.2 MINATIIYRINI

%y'umauﬁvﬁumiﬂﬁﬁa@iaam%umau
21 mﬁmmzﬁﬁs@ﬂmm (Threat Determination)
ffnguszasdiiiodnihsenisdesinifiintuain
FEUUATAUNAYDIVIUILIUY. RNTUWAGURULNAS
fanestonnana Fsiumeutiasnsarildvanssiuuy
Juagiuarmdon uardaaruanunsnvesesdng lay
unAnuifiFeuldvhnmsfinuéuat wasussandld
NIBULWIANYBY NIST 500-269 Software Assurance
Tool (Black, Fong, Okun, and Gaucher, 2008)
wazntIE91U OWASP (The Open Web Application
Security Project) dhnszuiunsUssidiuaruides ol
lavihnisaguuseinnvesduanaiunslsiues niay

gNFIREINUINTINN 2 Ussnvvesieaneunidlaiues

Uszinnvasfeananumnelaiues
533UYR ANNWKINADY foanaruituainuyed

nslaufuuuasle nslanfuuulinela

- shwhu - szuulihdades - gwnssuAeNinees | - Wwihiinnglumiseey

- wruAuln - gaungillaivsngay - grenmshenidluues AveeaudlumsufiRa

- WgAzues - pwiduaniedes - msnsnssumslues | - Wwihfinglumienu

- MININAIBUDIDIANT YSuona PnAunsTuing

Noudi ~ uiireadslasadng
fugnu
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mylnseivasinianuangruiiduenansuiosey

AMINAFIUANULUAIUADANYTZUUATAUNAYDIDIANT

- lenansenumsUszifiueudedurisiiinen

- senumMInnIssdunnsswsumLiuaaendy
lowwesf Tusiikiuan

- lenansasesnsiumusiunsasnasieluues
W inmsg i ulsune Tetidu nseuuwAniiieades
AuguausiuasUaendelsiues

- mskiedasdloaunumdedniuuusmlua (Vulnerability
Scanning Tools)
WU Acunetix, Burpsuite, Nessus, Nexpose, Nikto

- msliszdeuiinsmeaeuanuiuasasnsesyuy
(Security Testing Methodology)
11U Black Box Testing, White Box Testing %39
NTOUMIARBY 9 MUUUNTRIMIIBIY

- NIVARDUINZTEUUATAUNATD989ANT (Penetration

Testing)

2.3 myesvianuduiusvesisanay
sUuuumsland uazdaslvd
vinillddoyavesdognau uay
Foslninliudr fuszifiuanuidssazaiunsa
Ansesildd susuunsTadRAeduaintoanau
sananIlRufinutenilavesssuvasauAlUDANg

LAYAINANTENU MI9ANUESMILUINYULNILA

fuszuuasaumangnland seazdeadenind 3
ANuduiusvesiuAnA JULUUNISRLA Lardadlnd
aunsoasUanuduiusliideanauaradieguiuy
nsTaud waglaufinutedlnd il drlunsdififu
Foalniieuss viseumsnisauaulagiu (Security
Controls) lsitieene maﬂswuﬁtﬁmﬁumﬂﬁaqﬂmm

3 IS & 1%
ﬂﬁ]81]ﬂ']’]ﬁJ?]ULLﬁﬂlJ’]ﬂ‘sUumlJvLﬂﬂﬁlﬁl

Threat Threat
initiates exploits
Source Event P
with with with with
Characteristics Likelihood Sequence Likelihood
(e.g., Capability, Intent,  of Initiation  of actions, activities, of Success

and Targeting for or scenarios

Adversarial Threats)

Inputs from Risk Framing Step
(Risk Management Strategy or Approach)
Influencing and Potentially Modifying Key
Risk Factors

Adverse

Vulnerability causing

lmpact

with Risk
as a combination of
Impact and Likelihood

with
Degree

with
Severity
In the context of

Predisposing producing

Conditions

with
Pervasiveness

Security Controls
Planned/Implemented

with
Effectiveness

ORGANIZATIONAL RISK
To organizational operations (mission,
functions, image, reputation), organizational
assets, individuals, other organizations, and
the Nation.

ﬁl U U s v a 1 1
AN 3 ANUANNUSUBDINYANATY E‘ULLU‘Uﬂ’ﬁI’ﬂMG} Lazyadlng

fia: Gallagher, 2012
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2.4 mansanleanafiaturesiognay
(Likelihood Determination)
TemafiaziAnlumadlaiesaziansan
nAranuziduiifennaiunszidevedls
auan mnden tngfiansunainunasfinnas
Famuanansovesfoaney YoslwifiAntuniely
89AN3 wazunsnIsAuAnlulagiu
2.5 AATIRRaNTENU (Impact Analysis)
nsTUIUMTIeTEiRansynU Saviniy
LﬁaﬁmumsﬁummﬁwﬁmmmamwuﬁLﬁw‘ﬁuﬁu
dunindidudnuazdoya vioamsaumavasaading

(Information Assets) lagagNaNTUIINNANNT

UsTUNaLUURRUSII Y3ITIAMAIN ANUUTUN
ypsdunindidimansznuienisAandnvesnae
W gunTalARNNIMES STUUATAUINA N1SLAUINNT
Suwmediin wiedunsngdu q ﬁagjm&ié’fmaummaa
walulaBansaumaiisadeaiunsatuayuaisia
winvesisny mundniugueusiunsaonsdt
lotwesios mnudu (Confidentiality) A1wgndias
(Integrity) wazaumdonldam (Availability) Wil
n1sfmuafisnulonainlunielgiuesiBanmnin
wiseanidu 3 seiu Uszneude A Uunans uazgs

MMM 4 hATANSIN 5 Aall

M99 4 fegrnisinueiienuleniainlundlsuesidanunin

szauvaslanIdiin Henuvadlaniaiin
6N ”ﬂ@ﬂmuﬂamalﬁmsﬁuqﬂ wazansn1sAIvandagiu lanunsadesduseanany
Antusueddwisina s
Uunang ﬁaqﬂmuﬁiamalﬁwﬁyu usiamsn1smIvANlagtu aflmmi’]aqﬁuﬁa@ﬂmmﬁﬁwﬁu
fugadlvinananlauisdin
M Foanauilenafiatust fannuansalunislafiiugedlnism uazanasns
mueuilagtu annsadestusvanauiidndutudedinidendnld

‘17i&|’1: Stoneburner, Goguen, and Feringa, 2002

M990 5 Megrnsinuelionunansenulundlsiuesidanunin

STAUVDINANTINUY feuusINansznu
g4 GdaqimﬁLﬁm%ueiﬁmaIﬁLﬁmmaqzm?muﬂazmmﬁ%mumﬂ@iaﬁum%“wé
WansnenssruvasaumA audwmalinisisvemheliausaujifnelule
Urunans toslmifiintudsnalifnnsgaudssulssinnsiuiusndeduning wiovineins
STUUENTAUYNA AUANANTZNURDAITAANANT0MUIY LagiinliAnauad
fin ﬂiaqimﬁLﬁmsﬁuﬁwdﬁﬁmmiqﬁyL?iEJaUUizmmmndauﬁiaﬁw%’wéﬁaﬁwmmt
STUUETAUYA LUaINanIzNURDN1INAT83u83une wagvilAAnANaT

‘17i&|’1: Stoneburner, Goguen, and Feringa, 2002
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3. pssansEAiuaMuLdes (Risk Deter-

mination)

nsfiansanseiuvesaudssiitintuiu
asfunaaendeluuesnmelussing fusediuddey
Fdesfionsansiugie sl

3.1 leniainsdeanaiu (Likelihood)
fidawansznusavedlwivesesfns

3.2 mmgul,mﬁ"Lﬁmﬁﬁufuaqﬁa@ﬂmu
(Impact) TiAnTustetodwivesesdns

3.3 WHU M‘%@Mﬂmiﬂﬁmuqmmmﬁum
Uaoademalsiuesinigan vizevdnanudssiiintu

Tieglunaeingensule
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Y9l A1SHANSAUNSERUANULEEY (Risk Level)

AUsziliuagaeslvidazuuuiiguiumesuly n3e
forwseFuaudssildinsfmuaty dega
Fans1eil 6 uazanmsinsgdumNUAss fansedl 7
Tngnislimazuuuazyszuanlenaindennaiy
(Likelihood) LLazmmquLLsaﬁLﬁmﬂﬁu (Impact)
Tusedugs Urunans uazi sunusivesnsoulLAs
NIST Aldmunliasd

1. anuurvziduvedlenaindeanaiy
Tusedugedl 1.0 Azuuy seduULnasdl 0.5 Avuuy
uazsEAUAT 0.1 Az

2. sgRuAusULsIwesduanamluseAuas
A 1.0 Aziuy sefulIunansil 0.5 Azuuy wag

SELAUAN 0.1 AZLUY

= Y 1 o a ) = o A .. .
AN 6 FIDYNAIDIUNYITAUAITULAYILLALLLUININNITIULD (DeSCflptIOﬂ of Risk Level)

STAUAIULEE

AN93UNYTEAUANALILATUUINIUG TR

YuzU

GR Tunsdinsaanuihnnudssegluseaugs foudin1339uInIN1sAIUANEEINTLNIN
WanANUdgauseuvasaunanasanisandunablule wazdasinisusauly
Corrective Action Plan muAinaduanansafianunsaaniunsliasan s 9aem

Yrunansg

lupsalfasranuhanudssegluseauuiunans fesiin1sdnyia Corrective Action
Plan tiatu1nsn1sang o Wannldsuileaaiunisalfiinduegamunzau

gausuls vsaly

M Tunsalngaanudn Anudeseglusedum Tinasandidesinsdeduldunnsns
M1y Corrective Action Plan vi3elal uazaudsianaiegluinaeiiaiunsa

fiun: Gallgher, 2012
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A15197 7 URTIRSEAUAINLLET (Risk Matrix)

Tonatin Nansznu (Impacts)
(Likelihood) # (10) nas (50) g4 (100)
¢ Yrunans
g4 (1.0)
10x 1.0 =10 50 x 1.0 = 50
@ Yrunang Yrunang
UYrunans (0.5)
10x0.5=5 50 x 0.5 =25 100 x 0.5 = 50
, fn an fn
M1 (0.1)
10x0.1=1 50x0.1=5 100 x 0.1 = 10

fian: Stoneburner, Goguen, and Feringa, 2002

4. nMsiMUAINATNNIAUAN (Define Security
Controls with Effectiveness)
Funoudazsaduluinisimunmngns
musnmzantussfumudssiiistudensdng
FamunseunLaAAYed NIST Wnmansumsanides
483 Antonucci (2017) uagnuiTeves Uuyun guiasey
(2554) laEn1505U18LUINITLUNITIUANIATNIS

mivAuLiteliaenndasiuuTUNvetasAns iImeiy

e

5 Sumou 1azLSennuTaTeR 4.1-4.5 uavail
dieidumsadsanuthlalunsdenitunsmsmun
AdeuunAMuddliihnisfnwnduaiwwimanisdanis
Anuuasasnseleuesfivanranainauideves
AN YYASTIRE Uaglnn sitfiea (2560,1.61-91)
wislinsendegrsssnaudeduisiiaudaeu
waziiunimaesnisidenlduinsnisavauluusias
UssLnnsnndadu
4.1 msvadauaMdes (Risk Assumption)
n1svageuAudsadunisseudu
AudsfiiAntufussuvansaume wievinas
farsanianudssdingtn avdwmansznuinies

WgalARD ST UUANTEUMAYDIBIANT a1 buNSaINds

m ou1da INDdv1Q Na: WYd  aannug

nansyMUBuantos azdenvhnssensunudes
wilunsdifidimanssnunen1sAananveteeins
'«aw‘hmiﬁmu@mmmimmuﬁmmzamm’alﬂ
4.2 msvianideernnudes (Risk Avoidance)
nMsvandssrnuAsaiunsantuney

ANTALIUINY RIBNTTUIUNISLANDVTAAINULA LS

v
= ' '

AU UULAATUADTLUUAITAULNAYDINUIBITY
TdlmAnANUEET8TY 9NAIDEIITU WHUNNAFBY
1R1TTEVUATIINUIN SzULUTvesesansiigeslng

F1ouss wazdaldanunsaviinisUnageslnisinain
Latudagiu deldlfaudesienaniinduiu
FPUUANTAUNAYRIBIANT HUIMITEAvadeliuleuy
THununtadvesasdnsld Microsoft Excel iy
govlfuTAvanSY futidunsthasmauninagannse
UndodwifAntutuszuudaile
43 n159uKUanA1uLdee (Risk
Mitigation Plan)
MNauRanAIdss HuNTR9TaN
mﬂﬁﬂﬁummﬁnﬁmmmmmL?{'&NﬁLﬁmsﬁu WAEYINNIg
Nunasnsmuaulimngauiuaudeadingn

Wiviell N13IMNUANIATNITAIVANILABINIANTANN



NUTenA100E19 WU USUNIBIBIANT WANTENU
wazauEsmeiAnTy sulszana (Budget) Al
AnsunIsUIIMIAUEDS é'ﬁﬁd’swﬁwﬁm FRHRN
seAuguinsvesesdnsiifugeydaliduiunis
AOUAUDIREAMIELIAARTY
4.4 msfnedundAdeanudseniely
29AN3 (Research and Acknowledgement)
AsAnwrAuAdIITeduisnisan
anudsdlagnisseniunisiioguestesing nie
Founnsesiiintulagmasnuinnisiuaiise e
ﬁmuﬂmmmimmmﬁmmsauﬁqm Tun1sanaany
Eovne nansenu Tennatin vsevdatedwiniingu
4.5 msmelounnudes (Risk Transference)
nsgreleunnudsadunisiwun
Q%UﬁwuamamwmﬁwﬁLﬁmsﬁummmwmumauaﬂ
wazlidunuinlunisdanisanuidsunuidives
AuABs WU n3deussfugunInineufinnes
N97U T AUABNUANIIETINIR wIn19 &y
‘Lugﬂwuﬁu q fifedes
5. n1ss1gerunan1sussiiunaaies
(Communicating and Sharing Risk Assessment
Information)
135189 uRani1sUssfiuauEsa Sy

a

ASEUIUNSNIENSUADANS waraSuleNansUseiliu

Y yvaa

anudesd u Jagtu Tnedinguszasdifieloriid
druieades wagszauguImsiidudeyausenauiu
wwwnslunsindula esiiunisudmsanudes
fdawansznuluszsuasdnsldethamunzay S
Fagreliiansaiufvlainanudsesussuy
dnsaunAl danaseruides wiensialusus o

Y8989ANTBEN9LS
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6. NISARANLAZLENTEIINN8NEaIRINUSEIY
AuLdee (Maintain Risk Assessment)
A15AAANLLATLENTE IIN18uaIINUTE LU

= Ao s A a a  da D
RPRNSIIN NamﬂﬂigaﬂﬂLW@C‘]@]W‘]@Jﬂ'ﬂWﬂJLaENV]lILLu'ﬂ‘UﬂJ

q
v

NLANTUGY UagdINANTENUABNTZUIUNTT Y30
Asnavanueeeenns (Core Business Function) 14t
FadunszuiunsNIRNNIUNAYINITINNUINTAS
AIUAN (Security Controls) 1111MINNTAIVANAINGT
JaurigaaNansenu Llanann LayseAuAIILLEE
vosaeAnIviselyl Tnenszuiunsiiussifiuaisinig
% o I3 L= & o aV v .:4'
Favinduduiin vises1eaudszandly Wieawnseany
Y 1 Y &, v U a a
aenanannsaliiludeyalunisdredenisussidu
AU LaznIsmnuauInInIsatuaululesey

YealUle (Gallagher, 2010)

JarauaLuy
psAnsRUABULNAR NI NATNS
muauluinistlesuifissoafon 1unswien
aundouiiiesuflemnnisallininfa vievnnisal
malwiues muLLIARYee Cyber Resilience lWs1gn
wlaniflaifisyuu videmalulad FIAWRNTNIAIUAY
1a q fianansadesiunnuidsamdsuedldioma
MeasAnsassnduinsinisimdnnisaenaladnan

o

TolunswseusuilenuneluuasunanIAnIHaLa UL

Busuly efuivanneiirdnziniuluiiagdy
wazeuran Liesanlunenav Auluivesesd
Arguusdluani1enBedy wasdrdmanseny
lgmnnipdiu faudsziusEnAnA seduesdng

Taudsszauynnaagrmaniaeslule
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unag

foluwoslilvFedlmi udlutlagtuiinay
Fudounndeiu Snsdaduanudssiidiasie
awdneal waviiedeweserns (Reputation Risk)
AUSMIsAUE waenssun1sumsernsslusodi

Aanwaula waglinmuddgyiunistesiu eunies

4‘

YoLd89v94039ANT NADAIUNITTIINavaToyandl

v
o o

Fupuau Jymane 9 onainanudninesnielu
paAnsusennTnauneluesfns NduLATAN
Huldldiedy fady nsusmsdaniseuds iy
wialulaBasauma Fvdndudesdinisuiudsisnis
ﬂizmumsmaamumsaﬂs:é’ulﬂajmil,%auim
LLawvimm{l,ﬂé’qmw%mm’amL?%aﬁzﬁuaaﬁm
(Gallagher, 2011) Faluunenuildesuiedauuma
MIUIIIALED Inesn9B9NInnsauULLIAA NIST
A&y ¢ funeu Uszneudie Junounieuns

TUABUNITUTZLIUANNLEYY TUABUNITTIIUNE

mMsUsziuanuidss waznisinaiuuaziingede
mendsnnuszidiuniandes
IINNANITANBIAUATINUIT N15UTELTU
anuidesiulmuesiotndudiudidylunisuims
asunsaontluueiuesesdng eanitesdng
Iggnmimeluladasaumadlfnuioaivayy
asfavesesdng sinUssiiuanudsnaduns
W313001n1511018sN15AUANNNTTRE 1N ZayY
wazaonndaiunsiaetesdnaduddey eliin
UseAviBagean anvheiinnsinmduainuise
YOI FEUNW JAUTA (2561) UALUUININITATIAI
nszniingves Willson (2016) vilvig@euunaule
asywiininagniafgalalinsamuiminalulas
iielisuslofufunnaumisluues umdudeizendn
msaenunseingsuanuiunsaonsisluiues

Wituyaainsluesinssinamn ilunagnsiianuise

Tisusieduanaudnaniliegawyiase
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